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1. Overall Description:

RAN2 discussed the procedure for transition from Idle to Active for LTE/SAE.   In UMTS, the NAS Service Request procedure is used by the UE to move to connected mode and to re-establish of the bearers.
For LTE, RAN2 is trying to replace the sequential procedure (b) with a combined procedure (a) a shown in the Figure below to speed up Idle to Active transition.  Ideally a NAS service request message or its equivalent should also be carried by the RRC connection request.
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In LTE, the RRC connection request message (carried in RACH message 3 as shown above), already carries the STMSI (or a combination of MMEid and UE temporary id) that is needed for contention resolution and is also expected to have a “Cause” value.    According to current estimates, the message 3 can carry only 72 bits.
An explicit NAS Service Request message can be expected to carry the STMSI (32? bits), and NAS level integrity protection information (sequence number and MAC – totalling 36 bits in UMTS RRC), Ciphering key sequence number and service type in addition to NAS protocol headers.

Inclusion of an explicit NAS Service request message in the RRC connection request
 or ending a NAS Service Request in a subsequent message can increase the delay in transition from Idle to Active by the order of tens of milliseconds against a requirement of less than 100ms for the overall procedure.  So RAN2 looked at optimising the service request case to reduce the Idle to Active transition time.  

RAN2 noted that most of the critical information in the NAS Service Request is already available in the RRC connection request.  The eNB can hence put together the necessary information to establish the S1 connection to request  the UE context from the MME to establish the bearers.  This avoids repetition of  the same information already contained in the RRC Connection Request in a NAS Service Request and also saves on the NAS protocol headers.  Some additional essential information if identified as required can still be carried in RRC Connection Request message itself.  
A couple of information potentially required in a NAS Service Request needed special attention: 

· The Cipher Key Sequence number is carried today in the Service Request message.  RAN2 is looking at synchronising the security parameters (like START values) from the network side rather than have UE provide the value.  It is possible that this principle could also be used for Cipher Key Sequence number synchronisation.  This will increase the delay in case of an error but can optimise the successful cases.
· Including an Integrity check (36 bits in RRC today including a 4 bit sequence number) will lead to significant increase in the overall message size.  RAN2 discussed the possibility of using a reduced (16 bits) integrity.  This could either be a NAS level integrity checksum or based on PTMSI signature concept. 
Note that if an NAS level integrity checksum is used without an explicit NAS message, it will just be performed on information like STMSI that is passed to the MME by the eNB (and possibly on some additional information that is known apriori in the network and the UE) at S1 connection establishment and this could be seen as violation of the protocol layering model.
On the other hand, using PTMSI signature based concept will require re-issue of a fresh signature after every SR and handling of the error cases associated with it.
RAN2 would like to know if SA2 or SA3 has any concerns about such optimisations.

2. Actions:

To TSGs SA WG2:
RAN WG2 kindly ask SA2 to answer the following questions:

1) Does SA2 have any concerns with the eNB establishing the S1 connection to retrieve the UE context based on information in the RRC connection request message instead of an explicit NAS Service Request message?
2) What is the size of the STMSI that SA2 is considering?  RAN2 would like to bring to SA2’s attention that increasing the size of STMSI could have an impact on delays in RAN.

To TSGs SA WG3:

RAN WG2 kindly ask SA3 to answer the following questions:

1) Does SA3 see any security concerns with the use of a smaller integrity for the Service Request case?  Note that there is no user verification in the Service Request for UMTS.
2) Does SA3 have any preference between the use of PTMSI signature and a MAC if they both are the same size?
3. Dates of Next TSG-RAN WG2 Meetings:
	RAN WG2#58bis
	25-29 June
	Orlando, US

	RAN WG2#59
	20-24 August 2006
	Athens, Greece

	RAN WG2#59bis
	08-12 October
	China
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� This increase in the size of message 3 will increase delay due to higher number of HARQ re-transmissions required.
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