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Discussion and decision
1 Introduction

Dedicated signatures for the RACH procedure can be used in order to prevent contention due to the fact that several users send the same signature. In this document we discuss our view on management of dedicated signatures.
2 Discussion
There are two methods for management of dedicated signatures.
· Static management of a set of dedicated signatures:
· A set of dedicated signatures is common to all networks and is not changed after specification.
· A set of dedicated signatures should be specified in the spec.
· Semi-static or dynamic management of a set of dedicated signatures:
· A set of dedicated signatures can change.
· A set of dedicated signatures can be different in different networks.
· A set of dedicated signatures is broadcast on a system information block
According to the way that dedicated signatures are managed, the UE behaviour will be different. 
In case of static management of a set of dedicated signatures, a set of random access signatures will be totally separated from a set of dedicated signatures. Thus, there will be no collision between random access signature and dedicated signature. That’s a benefit of this solution. However, it looks tricky to hard-code the set of dedicated signatures before LTE deployment. Hence, we think this method is undesirable.
Therefore, we prefer semi-static or dynamic management of a set of dedicated signatures. We assume that eNodeB indicates a reserved signature to a UE which will perform the dedicated signature procedure. However, other UEs which will perform the random access procedure do not know the reserved signature. Hence, the set of signatures that are reserved for dedicated use should be broadcast to all UEs that want to perform a RACH access prior to the RACH access.. Otherwise, a certain UE can randomly choose a dedicated signature to access the cell and as a result, the dedicated signature is not dedicated to one UE any more.
As shown in the second bullet above in this section, a set of dedicated signatures can be broadcast on a system information block. Since the set is changing, the set will have its lifetime in a cell. Based on the lifetime, every change of the set of dedicated signatures should be synchronized. That means the set is not valid after its lifetime and so no UE in a cell can use the invalid set. Hence, after the set becomes invalid, if the UE has another packet to transmit on RA, the UE should check the SIB again. The lifetime should be broadcast with the set of dedicated signatures and be set to one or several broadcast cycles of the fast-changing system information block carrying the set.
In the second bullet method, there are two possibilities: semi-static or dynamic management of a set of dedicated signatures:
In case of dynamic management, the set of dedicated signatures frequently changes on demand. For instance, whenever one dedicated signature should be reserved for one UE, eNodeB can broadcast the dedicated signature that other UEs should avoid to use for RA. In this case, a set of dedicated signatures is broadcast on a fast-changing system information block like SIB7. UE would check the set of dedicated signatures just before each random access procedure.
In case of semi-static management, the set of dedicated signatures changes relatively slowly. In this case, eNode B reserves several signatures early for dedicated access procedures beforehand. Compared to frequently change of the set on demand, the reserved signatures may not be fully utilized, though. However, the benefit of this case is that once UE reads the set of dedicated signatures, UE do not need to check the SIB during a lifetime of the set of dedicated signatures. That means UE can perform several random accesses based on the set of dedicated signatures during the lifetime because the set is still valid.
3 Conclusion
It is proposed that a set of dedicated signatures should be broadcast on a system information block to UEs that will perform random access procedures.
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