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1.
Introduction
In WCDMA MBMS, the SRNC manages UE MBMS context for a connected mode UE. One of items in the UE MBMS context is the list of MBMS services that the UE has subscribed. With this information, the SRNC can count the number of interested UEs in one cell for one MBMS service and the SRNC can notify the change in the status of one MBMS service to the UE.
But this kind of context management is complex and requires much overhead in terms of both radio resources and signaling.
2.
R6 MBMS
Following is a typical counting procedure example used in R6 MBMS.
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Fig 1 UE Context Establishment in WCDMA
In figure 1, the message “MBMS UE Linking Request” includes the whole list of MBMS service IDs that the UE has joined. Accordingly, the accurate counting by RNC occurs after the UE has established PMM connection and the CN has delivered valid MBMS context information to the RNC.
Unlike WCDMA, all the UE attached to LTE system are connected to the PS domain. If the procedure shown in figure 1 applies to LTE as it is, the signalling overhead caused by MBMS Linking Procedure over S1 is huge. Furthermore, the load of context management of MBMS context also will not be negligible.
3.
Discussion
The complexity in WCDMA MBMS can be attributed to the fact that the UE authentication is done between CN and UE. In other words, when a UE responds to the MBMS counting procedure, the UE validation is performed in CN and the relevant information is delivered from CN to the UTRAN after the validation. 

In fact, the MBMS counting falls into the management of Radio node not CN. Counting procedure is used by Radio node to optimize the usage of radio resource and it is not related to the optimization of CN procedure. Accordingly, in LTE, it may better for eNB to check whether a UE is a valid receiver for a MBMS service. 
One way to do this is to use new authentication key for MBMS. The CN and UE exchange a MBMS Authentication Key over secure link when the UE joins a MBMS service. And when a UE needs to certify itself to the eNB, the UE generates a MBMS Response Code using the MBMS Authentication Key. The eNB validates the UE if the generated MBMS Response Code of both UE and eNB matches. Figure 2 shows the proposed scenario.
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Fig 2 Proposed MBMS UE Validation (In case of counting)
Following is the detailed description of figure 2.
1. To join a MBMS service, a UE establishes RRC connection with eNB. After that, the UE establishes signalling connection towards CN.
2. During a MBMS Joining procedure, if the UE is a valid user, CN delivers MBMS Authentication key to the UE.

3. After MBMS Joining procedure is over, the UE returns to idle mode.

4. When a MBMS service starts, the eNB notifies the MBMS session start to the UE. If the eNB wants to perform counting procedure, the eNB request the relevant UE to respond.
5. At the UE which has joined to the service, RRC entity notifies upper layer that the service has started and the counting response is needed.
6. The upper layer generates MBMS Response Key using the MBMS Authentication Key. Additional parameter for the key generation is FFS.

7. The generated MBMS Response Key is delivered to the RRC. The UE RRC transmits the MBMS Response Key using Counting Response message. It is FFS whether new Counting Response message will be used or RRC Connection Request message will be used.
8. The eNB also generates MBMS Response Key using MBMS Authentication key. If the two MBMS Response key matches, the UE is authenticated as a valid recipient for the MBMS service.

In the above, counting procedure is used as an example scenario. But the UE authentication using MBMS Authentication Key can be used generally for other procedure to authenticate a UE for a MBMS service. For example, above mechanism also can be used in case such as service prioritization or MBMS feedback reporting. The example scenario for MBMS feedback reporting is shown below in figure 3.
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Fig 3 Proposed MBMS UE Validation (In case of Feedback)
4.
Conclusion
It is proposed to use a simple authentication procedure shown in section 3 for MBMS. 
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