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1 Introduction

In this document we propose to use a common Layer 2 sequence number for PDCP and RLC, i.e., for Ciphering, ARQ and Re-Ordering. We propose further to use a byte-offset if PDCP PDUs are segmented and transmitted in several RLC PDUs.
2 Background

During the previous meetings it was decided to terminate PDCP in the eNodeB and to perform ciphering in PDCP and not in RLC. The latter requires maintaining a PDCP sequence number that is used for the ciphering mechanism. This sequence number may also be needed to perform error recovery, duplicate detection and in-sequence delivery during handovers. Furthermore, the RLC protocol needs a sequence number for retransmissions (ARQ) and re-ordering during normal operation (no handover). 

It has been agreed that RLC performs concatenation and segmentation to adapt the size of the RLC SDUs (PDCP PDUs) to the scheduled transport block size. Consequently, a PDCP PDU does not necessarily match exactly one RLC PDU. In fact it matches only if just one PDCP PDU is available for transmission and if it is smaller than or equal to the scheduled transport block (MAC PDU) size. In all other cases an RLC PDU contains parts of one or more PDCP PDUs, i.e., segmentation and/or concatenation is performed. 
Two separate sequence numbers, one for PDCP and one for RLC, increase the protocol overhead in particular if one PDCP PDU fits exactly into one RLC PDU. This will typically happen for applications with bursty traffic and low data rates such as VoIP and we see a need to minimize the relative overhead for those cases. In the following section we therefore propose to re-use the PDCP sequence number also for RLC operation. 
3 Layer 2 Sequence Number

Due to the decision to move PDCP to the eNodeB both RLC and PDCP terminate in the same nodes. It is therefore possible to incorporate them tightly and to base their operation on a common sequence number. 
The resulting protocol operation is briefly described in the following list. It applies for uplink and downlink. For an example see the Annex.
1. The PDCP transmitter compresses the header of incoming SDUs (RoHC), assigns a sequence number and performs ciphering based on that. It forwards the PDCP PDU and the associated sequence number to the RLC layer but it does not attach it in a header.

2. The RLC transmitter creates an RLC PDU by concatenating one or more consecutive PDCP PDUs. It adds an RLC header to this RLC PDU that contains among other fields the sequence number of the first contained PDCP PDU (or segment thereof). If the RLC PDU contains more than one PDCP PDU length indicators are used to identify their position within the RLC PDU.
Note that an RLC PDU may only contain consecutive PDCP PDUs. Non-consecutive PDCP PDUs must be sent in separate RLC PDUs which may be multiplexed into one MAC PDU, though. 
If the first payload byte of an RLC PDU is not the first byte of the PDCP PDU an offset field must be added to the RLC header. This field denotes the position of the first byte of this RLC PDU in the original PDCP PDU and allows the RLC receiver to reconstruct the original sequence. This offset field can be seen as a fine-grained sub-sequence number. 
3. The MAC layer (HARQ) transfers the RLC PDU to the RLC receiver. 

4. The RLC receiver uses the sequence number in the RLC header and the optional byte-offset to re-sequence the RLC PDUs and thereby also the PDCP PDUs. The RLC receiver may detect missing PDUs (e.g. due to HARQ failures) and can request re-transmissions. The status messages contain the PDCP sequence number(s) and potentially additional information on the missing bytes as derived from received byte-offset values. The RLC receiver delivers PDCP PDUs to the PDCP receiver in their original sequence. It may not deliver PDCP PDUs if those have not been received in time. If they arrive later they must be discarded.
Since at the receiver the RLC entity uses the PDCP SN the PDCP SN could logically be seen as part of the RLC header even if PDCP generates the PDCP SN.
5. The PDCP receiver obtains the PDCP PDUs and their corresponding sequence numbers from the RLC receiver. Based on this information the PDCP PDU can be deciphered and, after decompression, delivered to higher layers.

We suggest to maintain the L2 (PDCP) sequence number during handover to allow support for re-ordering. This is further described in ‎[1].

The main advantages of a common PDCP+RLC sequence number are

1. Low header overhead for applications with bursty traffic and low data rates such as VoIP as only one sequence number needs to be included in a PDU.

2. No additional re-segmentation mechanism is needed. Segmentation with byte offset can also be used also for RLC retransmissions.

3. RLC status reporting can be used for loss-less handover.

3.1 Text Proposal
We propose the following changes to ‎[2]:

6.2.2
PDU Structure
Figure 6.2.2 below depicts the RLC PDU structure where:

-
The PDU sequence number carried by the RLC header is independent of the SDU sequence number (i.e. PDCP sequence number);The PDU sequence number is the sequence number of the first contained PDCP PDU or segment thereof;
-
A red dotted line indicates the occurrence of segmentation;

-
Because segmentation only occurs when needed and concatenation is done in sequence, the content of an RLC PDU can generally be described by the following relations: 

6.3.2
PDU Structure

Figure 6.3.2 below depicts the PDCP PDU structure where:

-
PDCP PDU and PDCP header are octet-aligned;

-
PDCP header can be either 1 or 2 bytes long.

The PDCP PDU sequence number is contained in the RLC header. Therefore, no explicit PDCP header is needed and the PDCP PDU is equivalent to the PDCP SDU.

4 Conclusion

In this document we proposed to use a common sequence number for PDCP and RLC, i.e., for Ciphering, ARQ and Re-Ordering. A corresponding text-proposal is provided in section ‎3.1. We furthermore, proposed to use a byte-offset if PDCP PDUs are segmented and transmitted in several RLC PDUs. 

We think that the tight coupling between PDCP and RLC is reasonable and efficient as the two protocols are terminated in the same nodes. The header overhead will be small in particular for applications with bursty traffic at low data rates (e.g. VoIP) when no segmentation is needed. 
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6 Annex
This Annex provides an example of the proposed PDCP SN usage and PDCP SN re-use at the RLC layer.
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Figure 1: Example of the PDCP SN re-use at the RLC layer
Figure 1 shows an example with 3 PDCP SDUs. After header compression and ciphering, the resulting PDCP PDUs have a reduced size (here we assume a compressed header of 5 bytes) compared to the PDCP SDUs.

Subsequently, these PDCP PDU are segmented and concatenated according to the available radio resources. The first RLC PDU contains only data (40 bytes) from PDCP PDU 1. Thus it has SN=1. 
RLC PDU 2 starts with the remaining part of PDCP PDU 1 and has therefore also SN1. The first byte contained in RLC PDU 2 is byte 41 of PDCP PDU 1. Therefore the offset is set to 41. The length indicator identifies the last byte of the first PDCP PDU and is set to 45.

RLC PDU 3 is handled similarly. It has SN=2, an offset value of 56 and a length indicator pointing to byte 30 as the last byte of the first included PDCP PDU (SN=2).
Finally, RLC PDU 4 has SN=3 and offset 56 since it includes the bytes starting from byte 56 of PDCP PDU 3.
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