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Discussion and decision
1 Introduction

Previous contributions discussed variable size for msg 3 and its possible contents [1][2].  Message 3 has a minimum size of 72 bits including CRC as per RAN1 current assumptions.  Larger size for msg3 is FFS.  There are different use cases for msg 3 and it is clear that it will not be possible to include all of the information in msg3.  And it should be possible to handle all these cases even if the UE only gets the minimum UL allocation (72 bits).

This contribution looks at the different use cases for RACH and the information that must be carried in msg3 for the different scenarios how to optimise it for the time critical scenarios.  It also discusses how to handle variable size msg3 and information should be included for this case.
2 Discussion

In [1] [2] discussed the use cases that message 3 needs to support:
	
	Cause
	State transition
	Identity to be used
	Urgency
	Amount of data ready to be transmitted in the UL from/after msg3, apart from contention collision info

	a)
	Arrival of UL data
	RRC-Connected -> RRC-Connected
	C-RNTI
	Urgent
	Potentially large
(BSR, User data)

	b)
	Arrival of DL data
	RRC-Connected -> RRC-Connected
	C-RNTI
	Urgent
	0 bytes


	c)
	Inter-ENB handover
	RRC-Connected -> RRC-Connected
	C-RNTI
	Urgent
	Might be 0, but also potentially large
(User data)

	d)
	UL Sync
	RRC-Connected -> RRC-Connected
	C-RNTI
	Urgent
	0 bytes


	e)
	Arrival of UL data
	RRC-Idle -> RRC-Connected
	TMSI
	Urgent
	(<= ± 110) 
(NAS SERVICE REQUEST)

	f)
	Paging response
	RRC-Idle -> RRC-Connected
	TMSI
	Urgent
	<= ± 110
(NAS SERVICE REQUEST)

	g)
	Detach Request
	RRC-Idle -> RRC-Connected
	TMSI
	Urgent
	<= ± 110
(NAS DETACH REQUEST)

	h)
	Tracking Area Update
	RRC-Idle -> RRC-Connected
	TMSI, TMSI/TAI
	Non-Urgent
	<=  ± 160 bits
(TRACKING AREA UPDATE)

	i)
	Attach with TMSI
	RRC-Idle -> RRC-Connected
	TMSI, TMSI/TAI
	Non-Urgent
	<=  ± 160 bits
(TRACKING AREA UPDATE)

	j)
	Attach with IMSI
	RRC-Idle -> RRC-Connected
	IMSI
	Non-Urgent
	<=  ± 625 bits
(ATTACH)

	k)
	Attach/Call setup with IMEI
	RRC-Idle -> RRC-Connected
	IMEI
	Non-Urgent
	<=  ± 625 bits
(ATTACH)



Table 1: aRACH use cases
From the table above, RACH msg 3 can be classified into three groups

1) RRC connected state, using CRNTI (mostly time critical messages)
2) Initial Access using TMSI from the current TA (time critical messages)
3) Initial Access messages with TMSI from a different TA, no TMSI or even no IMSI.  Given the nature of these messages, it can be seen that they are non time-critical messages.

Section 2.1 discusses how the different cases could be handled in case of a minimum allocation of 72 bits.  The following section gives an example of possible information and length of each in msg3.  Section 3 discusses how to handle the case where the message size allocated is greater than the minimum 72 bits.
2.1 Minimum information in Msg3

It is clear that all cases listed in table 1 need to be supported even if the UE only receives a minimum size allocation.

Assuming that message 3 has 3 purposes, which are in decreasing order of priority:

1) Provide a contention resolution identity
Msg 3 should contain a “unique as possible” identity which can be used to resolve UE contention with a response message.  Note that in the Time critical cases identified above, this id is also the UE id and can uniquely identify the UE context in the network (eNB or MME).
2) Provide sufficient information to establish the S1 connection and obtain the UE context from MME
Especially in case of “urgent” use cases in which an RRC connection needs to be established, it is preferable that Msg3 contains sufficient information to allow the ENB to contact the aGW to retrieve the UE context.  The UE context in the MME where possible can be identified from the UEid used for contention resolution.  Additionally, some integrity check will be required before proceeding with the set up and this must also be provided in msg3 to allow the MME to identify the UE securely and to be able to provide the eNB with the UE context.
3) Transport of further information
If allowed by the resource allocation, additional data could be transported by Msg3.
2.1.1  Contention resolution and UE identification
The id in the contention resolution phase will also provide the Ue id in many cases (the of IEs used in UMTS and their length are discussed in Annex A).  
C-RNTI for RRC connected UEs
If the UE has a valid C-RNTI (16), it should be possible to use the complete C-RNTI identity for contention resolution.

TMSI from same TA for time critical messages
If the UE has a TMSI(32) valid for the TA of the cell (assuming the cell only belongs to one TA), this TMSI will be unique and can be used for contention resolution
.   Note that in all the time critical cases, the TMSI is always from the same TA.
TMSI from different TA or no TMSI
In cases where the TMSI is not from the same TA, the TMSI needs to be combined with the TA in which it was issued to make it unique.  However, the combination of TMSI and TA will be too large to fit in msg3.  Similarly when the TMSI is not available, IMSI and IMEI are too large for inclusion on msg3. Possible options on what id could be carried in msg3 for these cases are as follows:
1) A Random number.  Since these procedures are not time critical, the benefit in establishing the connection to the MME before receiving a full NAS message containing the UE id should be compared with the additional complexity (not significant) and reduction in collision detection possibility.

2) The selected PLMN + random number.  This will allow the eNB to select and establish a connection with the MME 
3) When the UE has a valid TMSI from a different TA:
In this case, it is clearly beneficial to use the TMSI itself, considering that it would be fairly unlikely that two UE’s would have the same TMSI. This has the benefit that msg5 will not need to contain this TMSI again.
Note that this means that in all these options, there is small probability that two UEs may use the same id in msg3.

From the above discussion, the following proposal can be made:

Proposal 1:

The following are proposed to be used as UEid for resolving contention at AS level:
UE uses C-RNTI:

C-RNTI (16)



(unique)
UE uses TMSI in current TA:

TMSI (32)



(unique)

UE uses TMSI not in current TA:

TMSI (32)



(not 100% unique)
UE uses IMSI/IMEI:

random number or Selected PLMN+random number (32)
(not 100% unique)
Note: In the last cases, the contention could still be unsuccessful in (5*E-3)/(2^32) = 1.1E-12. In the rare case that the contention is not resolved, the collision UE will not be able to receive a correctly Integrity protected NAS message.
As a consequence of this, the following are implied:
· Contents of message 3 will vary depending on the nature of access;
· The UE id should be less than or equal to 32 bits;
· It is considered acceptable to not have guaranteed contention resolution at the end of msg4.
2.1.2   Sufficient information to contact the aGW

2.1.2.1   Introduction
Assuming that the TMSI (either as part of the TMSI itself or even if it is not, as long as also within the 32 bits) includes the NAS node id, it should be possible to establish the S1 connection towards the MME and also uniquely identify the UE context in the MME.  Indeed, the time critical NAS messages contain little information beyond the UE id as can be seen from Annex B.  Hence it possible to include sufficient information to retrieve the UE context from the MME.    

However, it is also clear that there will not be sufficient room to include a full NAS message in msg3. To wait until msg5 to contact the MME will add unnecessary delay.  So it is considered acceptable to deviate from the current NAS encoding for this message, and strip some (minor part) of the functionality. Ref[2] showed that in this case a realistic delay gain of up to 30ms can be achieved.

Hence it is proposed:

Proposal 2:  For time critical messages, enough information should be included in the minimum size allocation for msg3 to identify and retrieve the UE context from the MME without having to include an explicit NAS message as currently defined in 24.008. 
Proposal 3: Liaise with SA2 and CT1 to explain the impact of size of TMSI on RAN2 initial access.  SA2 and CT1 should discuss with RAN2 if they feel the need to increase the address space for the TMSI.

2.1.2.2   Integrity protection of “initial NAS message”

Integrity protection information needs more discussion. If the UE context is to be retrieved based on information in msg3 as needs to be done for the time critical messages, then some form of integrity protection in the message can be expected to be required
.  Any key based integrity protection can be expected to take more bits and the use of the PTMSI signature (24 bits today) is shorter today.  SA3 will need to be consulted for a comparison of the risk from the use of PTMSI signature compared to a secret key based integrity check and the minimum size that would be acceptable.
For non time critical messages, there is little motivation to include a short form of Integrity protection – this can be included in the subsequent complete NAS message that must follow anyway.  This frees some these bits for other use for these messages. 

Proposal 4:  Liaise with SA3 on the need for integrity protection of the initial NAS message and what form it should take considering the limited number of bits available for time critical messages.
2.1.3  Transport of further information in msg 3

In addition to the information discussed above, it would be useful to include other information as well in the message 3.  For example, BSR, Priority, selected PLMN or radio channel quality related information might be included. 
2.2  Example encoding for minimum size msg3
Based on the discussion in the previous section, Table 2 shows an example for the minimum size encoding assuming a 16 bits HARQ CRC:
	
	Cause
	Msg Type
	Identity to be used
	Security
	Msg 5
	Remarks

	a)
	Arrival of UL data
	“00”
	C-RNTI
(16)
	AS

(36)
	UL Data
	

	b)
	Arrival of DL data
	“10”
	C-RNTI
(16)
	AS

(36)
	
	

	c)
	Inter-ENB handover
	“110”
	C-RNTI
(16)
	AS

(36)
	
	Msg3 is HO confirmation

	d)
	UL Sync
	“1111”
	C-RNTI
(16)
	AS

(36)
	
	

	e)
	Arrival of UL data
	“010”
	TMSI
(32)
	TMSI signature

(16)
	
	MSG3-> MME

	f)
	Paging response
	“010”
	TMSI
(32)
	TMSI signature

(16)
	
	MSG3-> MME

	g)
	Detach Request
	“011”
	TMSI
(32)
	TMSI signature (16)
	
	MSG3-> MME

	h)
	Tracking Area Update
	“111000”
	Current/ Different TA, 
TMSI (33)
	-
	NAS TAU message
	Msg5 -> MME

	i)
	Attach with TMSI
	“111000”
	Current/ Different 
TA, TMSI (33)
	-
	NAS Attach message
	Msg5 -> MME

	j)
	Attach with IMSI
	“111001”
	Selected PLMN +

Random nr (32)
	-
	NAS Attach message
	Msg5 -> MME

	k)
	Attach/Call setup with IMEI
	“111010”
	Selected PLMN+

random nr (32)
	-
	NAS message
	Msg5 -> MME


Note 1:
In all “urgent cases”, all critical information to retrieve the UE context from MME is transported to the ENB in 1 message.

Note 2:
The coding of the “Msg Type” is selected such that it is shortest for the cases where the other information is the longest.
In this example encoding, the NAS SERVICE REQUEST and Detach are adapted such that the information in it is made to fit into msg3 for LTE, whereas the other NAS messages can be sent unchanged in Msg5 and further.
3 Larger Msg3 sizes

In case larger message sizes are signalled by the ENB, the larger size could be used to extend the data provided in the minimum size case. E.g. if a larger message size is available, we could consider to extend the contention resolution data in order to make the identity unique. But given the really small possibility of failure of contention resolution for the non-time critical messages, it is proposed not to do so.
Proposal 5: 
In order to limit UE complexity, the same information is provided in the first part of Msg3 irrespective of the size of Msg3.

As a result, the only thing that needs to happen when the UE obtains a larger Msg3 allocation is that the UE is allowed to include other RLC-PDU’s. Typically this would be RLC-AM or RLC-UM data, e.g. containing a NAS message or user data. 

Proposal 6:
In case of a larger Msg3 size allocation, the UE is allowed to multiplex other RLC-PDU’s inside the same TB as the AS data.
This situation is depicted in figure 1:
[image: image1.wmf]“

Minimum Size AS/NAS info

”

(RLC

-

TM)

Minimum

size TB

56 bits

Larger

size TB

“

Minimum Size AS/NAS info

”

(RLC

-

TM)

MAC

RLC 

PDU(s

) [NAS/AS/User data]

> 56 bits


Figure 1: Multiplexing of additional contents in case of larger TB allocations

Note 1: 
Due to the RLC/MAC overhead, actually it might not be that interesting for the ENB to allocate a TB size just above 72 bits.
Note 2:
Details can be further discussed: e.g.:

· The additional information could potentially start immediately at the end of the “Minimum Size AS/NAS info”;

· Potentially additional AS information could be provided after the 72 bits.

4 Conclusion

It is proposed to discuss up to what extend the following proposals can be agreed:

Proposal 1:
The following are proposed to be used as UEid for resolving contention at AS level in msg3:

UE uses C-RNTI:
C-RNTI (16)



(unique)

UE uses TMSI in current TA:

TMSI (32)



(unique)

UE uses TMSI not in current TA:

TMSI (32)



(not 100% unique)

UE uses IMSI/IMEI:

random number or Selected PLMN+random number (32)
(not 100% unique)

Proposal 2:  

For time critical messages, enough information should be included in the minimum size allocation for msg3 to identify and retrieve the UE context from the MME without having to include an explicit NAS message as currently defined in 24.008. 
Proposal 3: 
Liaise with SA2 and CT1 to explain the impact of size of TMSI on RAN2 initial access.  SA2 and CT1 should discuss with RAN2 if they feel the need to increase the address space for the TMSI.

Proposal 4:  

Liaise with SA3 on the need for integrity protection of the initial NAS message and what form it should take considering the limited number of bits available for time critical messages.
Proposal 5: 
The same information is provided in the first part of Msg3 irrespective of the size of Msg3.
Proposal 6:
In case of a larger Msg3 size allocation, the UE is allowed to multiplex other RLC-PDU’s inside the same TB as the AS data.
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6 Annex A:

6.1 Information elements used in UMTS

Some identities used in UMTS, their size and their applicability and possible increase in size for LTE is discussed in the table below.

	Message
	Size
	Comments
	Applicability for LTE

	PTMSI
	32bits
	Unique in a TA.  Should be used in conjunction with TAid to uniquely identify a UE. 

Also expected to contain the NAS node id as with UMTS today.
	Try to keep the same size and scope.  See discussion in section 2.3 below.

	PTMSI signature
	24 bits
	Used for integrity protection
	Needs to be confirmed with SA3 what form of integrity check should be performed for the first message for LTE

	MCC/MNC combination
	24 bits
	
	Likely to remain unchanged

	Routing Area id (including MNC/MCC)
	48 bits
	LAC: 16 bits, RAC:8 bits
	Will need to remain the same or increase if more frequent paging might be necessary for LTE 

	IMSI
	Up to 64 bits
	
	May need to increase

	MAC (integrity check IE in RRC) 
	32 bits + 4 bits 
	Including the 4 bit message sequence number
	Likely to remain the same


7 Annex B
The message definitions of Detach Request and Service Request from 3GPP TS 24.008:

Table 9.4.5.2/3GPP TS 24.008:DETACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Detach request message identity
	Message type

10.4
	M
	V
	1

	
	Detach type
	Detach type

10.5.5.5
	M
	V
	1/2

	
	Spare half octet
	Spare half octet 

10.5.1.8
	M
	V
	1/2

	  18
	P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	  19
	P-TMSI signature
	P-TMSI signature 2

10.5.5.8a
	O
	TLV
	5


9.4.20
Service Request (UMTS only)
This message is sent by the MS to transfer to establish logical association between the MS and the network. See table 9.4.20/3GPP TS 24.008.

Message type:
Service Request
Significance:

dual

Direction:


MS to network

Table 9.4.20/3GPP TS 24.008: Contents of Service Request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Service Request
	Message type

10.4
	M
	V
	1

	
	Ciphering key sequence number
	Ciphering key sequence number 

10.5.1.2
	M
	V
	1/2

	
	Service type
	Service type

10.5.5.20
	M
	V
	1/2

	
	P-TMSI 
	Mobile station identity

10.5.1.4
	M
	LV
	6

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18


� If a cell belongs to different TA’s for one PLMN, this mechanism will not work.


� 	Although the SR today is not integrity protected, the Detach message is, by means of the PTMSI signature.  It is important to provide some level of integrity protection to these messages even if it may not be possible  to include full integrity check for the normal messages.  
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