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1 Introduction 
Under certain circumstances, it will be desirable to prevent UEs from making access attempts, or to respond to pages in the specific areas of PLMN. Such situations may arise during states of emergency, during some unusual events (e.g. New Years Eve), or when network is overloaded in which case operator may want to temporary block a fraction of calls, the good candidates being the ones which are not time critical and/or generate less revenue. 
While some overload situations can be handled by the eNodeB’s Admission Control through rejecting call setup attempts, more severe overload situations should be handled through Cell Access Control mechanisms. For this purpose a control messages should be transmitted on BCCH on a cell by cell basis potentially indicating the service type(s) or class(es) of subscribers barred from the network access. 

2 Access Control
The mechanisms of Access Control have been present in previous releases and should also be supported in LTE. These mechanisms should primarily provide operators means to deal with unusual cell load scenarios where it would be useful to restrict access to the network for certain group of users. By preventing UE’s attempts and subsequent re-attempts to access the cell, which are almost certain to be denied by the cell’s Admission Control algorithm, Access Control provides the following benefits:
· UE battery power conservation
· reduced RACH load

· prevents waste of UL/DL radio resources, which would need to be consumed in order to exchange UL and DL messages involved in the initial access procedure

· saves on network resources such as eNodeB and aGW processing power needed to process related messaging and perform admission control 
Selective UE Blocking
In cases when Access Control is enabled in the cell, rather than uniformly restricting access across all users, Access control should be able to block users selectively. This blocking can be done based on, for example, user type, or the type of call they are about to set up. 
Also blocking should be possible for all users of a particular type, as well as for a fraction of them. For example, in order to deal with network overload situation it may be beneficial to block fraction of VoIP calls, e.g. 20% of all VoIP access attempts. 

Therefore information transmitted on BCCH regarding Access Control can include fields which would bar users from accessing the cell based on their:
· Access Type (e.g. emergency, PLMN staff, public services, security services, general subscriber)  
· Application/Service Type (e.g. deferrable services (time non-critical), VoIP, video, HTTP)
· Subscriber Type (e.g. premium paying subscriber)
· Reference to UE ID, which can be used to enable fractional blocking of user population, for example, if all users whose last UE ID digits are 0,1, and 2  are barred from accessing  the system, than effectively 30% of UE access attempts would be blocked 
Besides above mentioned information, in order to efficiently use radio resources in cell overload situations UEs can be prevented from accessing the cell based on their present radio channel conditions. For example, a UE wanting to access the system can do so only if it is in a good radio channel condition (e.g. the signal strength it receives from the eNodeB is above some threshold value). 
Including UE’s radio conditions would mostly be useful in the cases of deferrable services, where time of access is not that critical and additional delay would not significantly impact end user experience. Also by allowing users with deferrable services to access the system only when they are in a good radio environment a larger number of these users can be served - when comparing to a case when UE’s radio channel conditions are not taken into account. 

Approximate gain estimate for the number of users with deferrable application types can be computed by looking at the example SINR distribution (Figure 1.). Assuming relationship between SINR and achievable rate to be given by B*log2(1+SINR), the gain in the number of users can be computed by taking the ratio of average rates considering the whole cell (all SINR values allowed), and normalized rate distribution for the portion of the cell declared as the one where UE has good channel condition (e.g. SINR > 5dB). Assuming each UE desires to transfer the same amount of deferrable data 1.8X more users can be supported.
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Figure 1. C/(I+N) CDF Example (simulation scenario 3)
3 Conclusion
Based on discussion in this document we are proposing that Access Control information transmitted over BCCH provides mechanisms to selectively restrict UE access to the cell. 
Selective access restriction can be based on UE’s:
· Access Type (e.g. emergency, PLMN staff, public services, security services, general subscriber) 

· Application / Service Type (e.g. deferrable services (time non-critical), VoIP, video, HTTP)

· Subscriber Type (e.g. premium paying subscriber)
· UE’s present radio conditions
· Reference to a UE ID (to achieve fractional blocking  of user population)
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