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1 Introduction 

There has been some discussion in RAN2 on the contents of message 3 and the possibility to include some NAS message.  This contribution examines the different information that could be carried and makes proposals for the different scenarios.
2 Discussion

The contribution discusses the different possible information that can be carried in message 3.  It first analyses the different identities used in UMTS and their applicability to LTE and if any extensions to the size are required.  It then examines the different types of Initial Direct Transfer messages and the information that is required for each of them.  It also proposes what information should be included in message 3 for each of the different scenarios.
2.1 Information elements used in UMTS

Some identities used in UMTS, their size and their applicability and possible increase in size for LTE is discussed in the table below.
	Message
	Size
	Comments
	Applicability for LTE

	PTMSI
	32bits
	Unique in a TA.  Should be used in conjunction with TAid to uniquely identify a UE. 

Also expected to contain the NAS node id as with UMTS today.
	Try to keep the same size and scope.  See discussion in section 2.3 below.

	PTMSI signature
	24 bits
	Used for integrity protection
	Needs to be confirmed with SA3 what form of integrity check should be performed for the first message for LTE

	MCC/MNC combination
	24 bits
	
	Likely to remain unchanged

	Routing Area id (including MNC/MCC)
	48 bits
	LAC: 16 bits, RAC:8 bits
	Will need to remain the same or increase considering the more frequent paging that might be necessary for LTE 

	IMSI
	Up to 64 bits
	
	May need to increase

	MAC (integrity check IE in RRC) 
	32 bits + 4 bits 
	Including the 4 bit message sequence number
	Likely to remain the same


2.2 Contents of  message 3
The different types of Initial Direct transfer messages and the information required for each of them are discussed in detail.  

2.2.1 Review of UMTS Initial Direct Transfer

Fundamentally, the procedures needed for LTE are not vastly different from UMTS and we can look at the different messages that could potentially be carried at the establishment of an RRC connection.  LTE is also expected to use a connection oriented S1.

The following NAS procedures are identified as possible initial ones that need to be addressed when going from Idle to Active.   

· Attach Request

· Routing Area Update Request

· Detach Request

· Service Request (includes paging response)

· Other procedures may also be required but could potentially follow a SR message.  

2.2.2 Initial NAS message for Message 3:

Given the size of the message 3, it is clear that it is not possible to include the full NAS message always.  Indeed it may not even be possible to include a guaranteed unique UE id (TA+ PTMSI).  A simple solution is to include it whenever possible and not include it for other occasions but use the next message to carry this information.    However, a close analysis shows other possibilities with potential benefits and these are examined in more detail below.
The above identified messages can be classified into two types of messages.

1) messages that are time critical – the Service request and to some extend Detach.  

2) Less time critical messages – The Attach/RAU messages.
Given the different nature of the two types of messages, it is best to look at them differently.  

Time critical messages: 

The time critical messages as identified above are the Service Request and Detach.  The information that needs to be available at the MME for these messages are discussed in more detail below.


UE id: The main point to note here is that the UE always has a valid PTMSI and it was issued in the current TA of the UE.  Hence it is sufficient to indicate “current TA” instead of the full TA id, along with the PTMSI to uniquely identify the UE.
Contention Resolution: Given the time critical nature of these messages, it is important to ensure that contention resolution phase ends as early as possible.  Indeed this is possible with just the UE id plus the flag indicating Current TA as described above since this uniquely identifies the UE.

Message size: Another thing to note is that both these NAS messages are small and carry little information than the UE id (see Annex A)
Integrity protection: Although the SR today is not integrity protected, the Detach message is, by means of the PTMSI signature.  It is important to provide some level of integrity protection to these messages even if it may not be possible  to include full integrity check for the normal messages.  The use of the PTMSI signature (24 bits today) is shorter today compared to the MAC in RRC but one could also consider some form of shorter MAC that is verified in the MME as another option for shorter integrity protection.  SA3 will need to be consulted for a comparison of the risk from the use of PTMSI signature compared to a secret key based integrity check and the minimum size that would be acceptable.
Establishment of S1 connection: The S1 connection can be established as soon as message 3 is received in the eNB.  It should also be possible to carry at least the message type (SR/Detach) UE id, the integrity check info.  This should be sufficient for NAS to proceed with the UE request.  
Even if the information in message 3 is not sufficient for certain scenarios, the rest of the information can be carried in a subsequent NAS message.  The establishment of the S1 connection and the UE id will allow the MME to retrieve the UE context while waiting for any subsequent NAS message thereby speeding up the response.

Non-time critical messages:

Messages of this type are the Attach request and RAU.  These are not considered time critical since small additional delays to these messages does not have significant user impact. 
UE id:  A characteristic of this procedure is that the UE id does not belong to the TA it is currently in with a couple of exceptions – Attach in the same TA as it previously Detached in, and Periodic RAU.  Another possibility that needs to be considered is the case where the UE does not have a PTMSI at all.  These are considered in more detail below:

PTMSI from the same TA: In this case, as discussed in the previous section, the UE can indicate that the PTMSI belongs to the same TA.

PTMSI from a different TA: Where the UE id does not belong to the TA in which it was issued, it must be considered along with TA in which it was issued to uniquely identify the UE.  Since the message is unlikely to be able to include both these Ids, it is proposed to report only part of the Id.  This could for example be a flag to indicate that PTMSI is from a different TA along with the PTMSI.  Or it could be the Pool id + PTMSI (this will identify the UE context in the MME in vast majority of cases).  

No PTMSI: In this case, the UE must use the IMSI.  However, it would not be possible to use the IMSI in full since it would take up to 64 bits.  For this case, either a random number or an MNC/MCC+ random number could be used. This allows the selection of the aGW in case of shared networks.
Contention resolution:  The point to note here is that when the PTMSI was not issued in the current TA, it is unlikely to provide 100% guarantee of uniquely identifying the UE for purposes of contention resolution.  But this can be considered acceptable since the collision probability is about 1% for the first RACH and possibility of more than one UE with the same UEid successfully being received by the network in message 2 is very remote.  In the very very rare cases it does, the NAS messages themselves being non-time critical can repeat at the NAS level. 

This can be exploited to carry some additional information that is more relevant or of immediate use for the less time critical messages; for example some means to identify the MME to establish the S1 connection or some additional UE capability  etc.

Message size: These messages tend to long and normally include information about UE capability etc.  Hence it is almost certainly unlikely that the entire message can be included in message 3.  

Since the message is not time critical, it is not essential to either.  However, the UE id must be included in some form, at least for contention resolution.

Integrity protection: There is little motivation to include a short form of Integrity protection – this can be included in the subsequent complete NAS message that must follow anyway.  This frees some these bits for other use for these messages. 

Evaluation of the size of these IEs for LTE:

2.2.3 Other information for message 3

In addition to the information discussed above, it would be useful to include other information as well in the message 3.  All these information are useful to the eNB and should be made available as early as possible.  Other information besides what is discussed above that could be considered for message 3 are:

1) NAS message type: Like SR, Detach/Attach/RAU.  This is clearly needed for many reasons – to build the message for MME, and also for the eNB procedures.  It is also necessary to differentiate between SR of type signalling, Data and possibly also Paging response
.

2) Nature of the call and expected bit rate requirement (voice, video etc.)

3) Priority: Priority of access like Emergency calls etc.

4) Short UE RRC capability: Minimal UE RRC capability
5) Spare bits for future extensions

There could also be other use of RACH access even when the UE has an RRC connection such as re-synchronisation (it’s need is FFS).  The information that would be needed and used for this type of access can be expected to be radically different to the NAS messages discussed above.  This difference is noted but is not discussed here.

2.3 Size of PTMSI for LTE

This section takes a closer look at the PTMSI address space for LTE in the context of the discussion above.  
Since the PTMSI is strictly valid only within a TA, the size of it should be sufficient for LTE.  A possibility is to increase the size of PTMSI to allow unique identification within a PMLN or a pool area.  However, this will increase the size of the UE id also for the time critical messages and making it difficult to include it and other relevant information in message 3.  Hence it is proposed not to increase the size of the PTMSI and to keep the scope of PTMSI the same as today, namely, the TA.  

3 Conclusion and proposal
The contribution looked in detail at the different NAS messages and the information needed for each of these for potential inclusion in message 3.  It is seen that it is not possible to include the full NAS message in all case.  Indeed, a unique UE id for contention resolution may also not be possible.  While details of the exact information that needs to be included for the different cases does not need to be decided at this time, some initial proposals can be drawn for possible decision at this time:

1) Contents of message 3 will vary depending on the nature of access but does not contain the NAS message itself.

2) When a valid PTMSI from the current TA is available, the UE should include it

3) For certain types of NAS access, the UE should also include additional information to establish the S1 connection and information for NAS to proceed with the UE request including some form of integrity check

4) Where a PTMSI is not available or was issued in a different TA, the UE does not need to include a unique UE id.  The risk of not being able to perform full contention resolution is considered acceptable.

5) S1 connection establishment can proceed when possible on reception of message 3

6) Check with SA3 if a shorter form of integrity protection could be considered some initial messages.  The nature of integrity protection (either PTMSI signature like or calculated using the UE keys) to be discussed in SA3.
7) PTMSI address space not be increased without careful consideration.  Keeping the scope of the PTMSI address to the current TA is useful to keep the UE id short for time critical messages.

4 Annex A
The message definitions of Detach Request and Service Request from 3GPP TS 24.008:

Table 9.4.5.2/3GPP TS 24.008:DETACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Detach request message identity
	Message type

10.4
	M
	V
	1

	
	Detach type
	Detach type

10.5.5.5
	M
	V
	1/2

	
	Spare half octet
	Spare half octet 

10.5.1.8
	M
	V
	1/2

	  18
	P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	  19
	P-TMSI signature
	P-TMSI signature 2

10.5.5.8a
	O
	TLV
	5


4.3.1 9.4.20
Service Request (UMTS only)
This message is sent by the MS to transfer to establish logical association between the MS and the network. See table 9.4.20/3GPP TS 24.008.

Message type:
Service Request
Significance:

dual

Direction:


MS to network

Table 9.4.20/3GPP TS 24.008: Contents of Service Request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Service Request
	Message type

10.4
	M
	V
	1

	
	Ciphering key sequence number
	Ciphering key sequence number 

10.5.1.2
	M
	V
	1/2

	
	Service type
	Service type

10.5.5.20
	M
	V
	1/2

	
	P-TMSI 
	Mobile station identity

10.5.1.4
	M
	LV
	6

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18


� Today there are different types of Service Request – one sent for the re-establishment of the radio bearers either from RRC idle or during a signalling only connection.  The other type of SR is sent for the establishment of a signalling connection, to establish a PDP context or SMS.





