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1 Introduction

In RAN2 #56, analysis in R2-063130 [1] shows the following points: (1) The current RLC reset procedure does not work for two configurations, "Timer based SDU discard with explicit signalling" and "SDU discard after MaxDAT number of transmissions". (2) For the other configuration, “No_Discard after MaxDAT number of transmissions”, triggering of the current RLC reset procedure will be delayed depending on the PDU size and the delay time might be quite long for SRBs, where messages are transmitted sporadically. (3) The erroneous SN triggering condition for RLC reset procedure only happens when acknowledgement is reported by a piggybacked STATUS PDU and when a piggybacked STATUS PDU is ciphered. (4) The current RLC reset procedure deteriorates the transmission performance under poor radio link situations.

A question of whether the RLC reset procedure is needed was raised in [1]. It was concluded in RAN2 #56 that the RLC reset procedure is useful today.

Based on this conclusion, this document presents several proposals to improve the RLC reset procedure.

2 Review of the current RLC reset procedure
The RLC reset initiating conditions are quoted below:

1)
"No_Discard after MaxDAT number of transmissions" is configured and VT(DAT) equals the value MaxDAT (see subclause 9.7.3.4);

2)
VT(MRW) equals the value MaxMRW;

3)
A STATUS PDU or a piggybacked STATUS PDU including "erroneous Sequence Number" is received (see clause 10);

When an RLC reset procedure is triggered, both the transmission and receiving sides are reset after the reset procedure.

There are two drawbacks in the current RLC reset procedure: (1) The triggering conditions do not detect HFN out of synchronization promptly [1]. (2) Even HFN out of synchronization happens only in one direction (say uplink, i.e. UE’s transmission side), the other direction need be reset. As a result, data on the other direction will be discarded unnecessarily.

3 Proposals to improve the RLC reset procedure

3.1 Triggering conditions for RLC reset procedure

Our proposals are based on the following two assumptions:

(1) CRC residue error is too rare to be considered. Simulation result in [2] supports this assumption. 

(2) RLC software implementation error need not be considered. Any RLC implementation error should be able to be screened out by RLC test cases designed by RAN5.

With these assumptions in mind, we propose the following to trigger or not to trigger an RLC reset procedure.

Proposal 1:

If an AMD PDU is found to have a length indicator with invalid value, an RLC reset procedure is triggered. (Note that this would not happen if the AMD PDU is not ciphered.) 

Furthermore, if an AMD PDU is found to have a length indicator with a value reserved for AMD PDU, the AMD PDU is ignored and an RLC reset procedure is NOT triggered. (Note: The second part of Proposal 1 is same as the current specification. This would allow backward and forward compatibilities when the reserved value is used in later releases.)

Proposal 2:

If a piggybacked STATUS PDU contains a field with an invalid value or an inconsistent status indication, an RLC reset procedure is triggered. Examples of fields with invalid value in a piggybacked STATUS PDU are: PDU type field shows this is a RESET PDU or a RESET ACK PDU (not allowed to be piggybacked), a LIST SUFI contains LENGTH = “0000”, and in a RLIST SUFI, the last codeword does not contain a “1” in its rightmost position or the last CW is a special “error burst indicator” CW.

Note: In this scenario, the HFN out-of-sync happened in the receiving direction rather than in the transmission direction.

Proposal 3:

If a piggybacked STATUS PDU contains “erroneous sequence number”, an RLC reset procedure is triggered.

Note: In this scenario, the HFN out of sync is on the receiving direction rather than in the transmission direction because SN field is not ciphered.

Note: A STATUS PDU would not contain invalid value and erroneous sequence number because it is not ciphered.

Proposal 4:

When VT(MRW) equals the value MaxMRW, unrecoverable error is indicated to upper layers. (Note: This scenario happens in bad radio condition. RLC reset procedure cannot do any help on solving the problem.)
3.2 Single side RLC reset procedure

Proposal 5:

Since HFN out of sync in one direction, say DL, does not necessarily imply that HFN on the other direction, say UL, is also out of sync. Therefore, we propose to only reset the single direction wherein HFN out of sync is detected. This proposal reduces the complexity of the current RLC reset procedure when considering interleaving of RLC reset procedure and single-sided re-establishment and also increases the transmission efficiency for the other direction of which the HFN is in sync.

Note that all the proposed HFN out-of-sync detections (Proposals 1~3) are performed by the receiver. If Proposal 5 is agreed, since the next HFN used after reset procedure had better be decided by the transmitter of the peer entity to ensure that used HFN will not be re-used again, thus the receiver needs to send a RESET PDU to indicate the peer entity to send a RESET ACK PDU with its transmitting HFNI indicating the HFN to be used by the peer entity after the reset procedure. The processing of timers and status variables for Proposal 5 would be similar to single-sided re-establishment procedure and would be straightforward.

4 Conclusion

A draft CR based on Section 3.1, Proposals 1 to 4, is enclosed for discussion and decision.

If Proposal 5 of Section 3.2, i.e. single side RLC reset, is agreed, we would be happy to provide the corresponding CR part.
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9.2.2.11.4
The List super-field

The List Super-Field consists of a type identifier field (LIST), a list length field (LENGTH) and a list of LENGTH number of pairs as shown in figure 9.11 below:

	Type = LIST

	LENGTH

	SN1

	L1

	SN2

	L2

	…

	SNLENGTH

	LLENGTH


Figure 9.11: The List fields in a STATUS PDU

LENGTH

Length: 4 bits

The number of (SNi , Li)-pairs in the super-field of type LIST. The value "0000" is invalid. (see subclause 10.3)
SNi
Length: 12 bits

"Sequence Number" of AMD PDU, which was not correctly received.

Li
Length: 4 bits

Number of consecutive AMD PDUs not correctly received following AMD PDU with "Sequence Number" SNi.
[…]

9.2.2.11.6
The Relative List super-field

The Relative List super-field consists of a type identifier field (RLIST), a list length field (LENGTH), the first sequence number (FSN) and a list of LENGTH number of codewords (CW) as shown in figure 9.13 below.

	Type = RLIST

	LENGTH

	FSN

	CW1

	CW2

	…

	CWLENGTH


Figure 9.13: The RList fields in a STATUS PDU

LENGTH

Length: 4 bits

The number of codewords (CW) in the super-field of type RLIST.

FSN

Length: 12 bits

The "Sequence Number" for the first erroneous AMD PDU in the RLIST, i.e. LENGTH="0000" means that only FSN is present in the SUFI.

CW

Length: 4 bits

The CW consists of 4 bits where the three first bits are part of a number and the last bit is a status indicator and it shall be interpreted as follows:

	Code Word
	Description

	X1X2X3 0
	Next 3 bits of the number are X1X2X3 and the number continues in the next CW. The most significant bit within this CW is X1.

	X1X2X3 1
	Next 3 bits of the number are X1X2X3 and the number is terminated. The most significant bit within this CW is X1. This is the most significant CW within the number.


By default, the number given by the CWs represents a distance between the previous indicated erroneous AMD PDU up to and including the next erroneous AMD PDU.

One special value of CW is defined:

000 1
'Error burst indicator'.

The error burst indicator means that the next CWs will represent the number of subsequent erroneous AMD PDUs (not counting the already indicated error position). After the number of errors in a burst is terminated with XXX 1, the next codeword will again by default be the least significant bits (LSB) of the distance to the next error.
If the last CW, as indicated by the value of the LENGTH field, does not contain a "1" in its rightmost position, or the last CW, as indicated by the value of the LENGTH field does contain a "1" in its rightmost position, but is a special "error burst indicator" CW, the encoding of the RLIST SUFI is invalid. (see subclause 10.3)
[…]

9.6
Protocol Parameters

[…]

h)
MaxMRW.


The maximum number of transmissions of an MRW command is equal to MaxMRW. This protocol parameter represents the upper limit for state variable VT(MRW). When VT(MRW) equals the value MaxMRW, unrecoverable error shall be indicated to upper layers. /*Comment: Proposal 4*/
[…]

10.1
Erroneous Sequence Number

A STATUS PDU or Piggybacked STATUS PDU including "erroneous Sequence Number" is a STATUS PDU or Piggybacked STATUS PDU that contains:

-
a LIST, BITMAP or RLIST SUFI in which the "Sequence Number" of at least one AMD PDU that is negatively acknowledged is outside the interval VT(A)("Sequence Number"< VT(S); or
-
an ACK SUFI in which "LSN" is outside the interval VT(A)("LSN"( VT(S).

If an AM RLC entity receives a STATUS PDU including "erroneous Sequence Number", it shall:

-
discard the STATUS PDU.
If an AM RLC entity receives a Piggybacked STATUS PDU including "erroneous Sequence Number", it shall:

-
discard the Piggybacked STATUS PDU; and
-
initiate the RLC reset procedure (see subclause 11.4). /*Comment: Proposal 3*/
10.2
Inconsistent status indication

If an AM RLC entity receives a STATUS PDU that indicates different status for the same AMD PDU, it shall:

-
discard the STATUS PDU.
If an AM RLC entity receives a Piggybacked STATUS PDU that indicates different status for the same AMD PDU, it shall:

-
discard the Piggybacked STATUS PDU; and
-
initiate the RLC reset procedure (see subclause 11.4). /*Comment: Proposal 2*/
10.3
Invalid PDU format

If a UM RLC entity receives a RLC PDU that contains reserved or invalid values (see subclause 9.2), it shall:

-
discard the RLC PDU.

If an AM RLC entity receives a RLC PDU that contains reserved values (see subclause 9.2), it shall:

-
discard the RLC PDU. /*Comment: Proposal 1*/
If an AM RLC entity receives a RLC PDU that contains invalid length indicator values (see subclause 11.3.4.5), it shall:

-
discard the RLC PDU; and

-
initiate the RLC reset procedure (see subclause 11.4). /*Comment: Proposal 1*/
A (piggybacked) STATUS PDU that contains an invalid value is a (piggybacked) STATUS PDU that contains:

-
a PDU type field is not "000" (see subclause 9.2.1.6); or

-
a LIST SUFI in which the length field has the value “0000”; or

-
a RLIST SUFI in which the last CW does not contain a “1” in its rightmost position, or the last CW is a special “error burst indicator” CW.
If an AM RLC entity receives a piggybacked STATUS PDU containing an invalid value, it shall:

-
discard the piggybacked STATUS PDU; and

-
initiate the RLC reset procedure (see subclause 11.4). /*Comment: Proposal 2*/
[…]

11.3.4.5
Invalid length indicator value

If the "Length Indicator" of an AMD PDU has a value that is larger than the PDU size – RLC header size and is not one of the predefined values listed in the table of subclause 9.2.2.8, the Receiver shall:

-
ignore that AMD PDU; and

-  initiate the RLC reset procedure. (see subclause 11.4). /*Comment: Proposal 1*/
[…]

11.4.2
Initiation

The Receiver shall:

-
if one of the following triggers is detected:

 /Comment: The Receiver negatively acknowledged this PDU because the PDU contains an invalid field so that a reset procedure would have been triggered by the Receiver. (Proposals 1, 2 and 3) There is no need to trigger a reset procedure at this point. */
 /*Comment: Proposal 4*/
1)
A piggybacked STATUS PDU including "erroneous Sequence Number" is received (see clause 10); /*Comment: Proposal 3*/
2)
A piggybacked STATUS PDU containing invalid value is received (see subclause 10.3); /*Comment: Proposal 2*/
3) 
An AMD PDU containing an invalid length indicator value is received (see subclause 11.3.4.5); /*Comment: Proposal 1*/
-
stop transmitting any AMD PDU or STATUS PDU;

-
ignore any incoming AMD PDU, piggybacked STATUS PDU or STATUS PDU;

-
increment VT(RST) by 1;

-
if VT(RST) = MaxRST:

-
perform the actions specified in subclause 11.4.4a.

-
else (if VT(RST) < MaxRST):
-
submit a RESET PDU to the lower layer;

-
start the timer Timer_RST according to the description in subclause 9.5.

NOTE:
If the TFC selection exchange has been initiated by sending the RLC Entity Info parameter to MAC, the RLC entity may delay the RLC reset procedure until the end of the next TTI.

When a reset procedure has been initiated it can only be ended upon reception of a RESET ACK PDU with the same RSN value as in the corresponding RESET PDU, upon request of re-establishment due to request of re-establishment (for the whole RLC entity or for only the transmitting or receiving side of the RLC entity), or release from upper layer. A reset procedure is not interrupted by the reception of a RESET PDU from the peer entity.
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