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1. Introduction

Security aspect for inter-RAT mobility procedure was discussed in RAN2#56 on [1]. As summary of discussion, following points were identified as possible contents to send liaison to SA3 as stated in [2].
· Will LTE have same algorithms with UMTS?
· Has SA3 agreed on some first requirements, like e.g. continuous ciphering at inter-RAT mobility?
SA3 had some assumption and decision as stated in [3]. However, there were still some open issue for RAN2. In this document, we try to summarize high level issue to know overview on security aspect related to inter-RAT mobility and others.
2. Discussion
In UMTS, following points are supported in security aspects. These points would be also relevant to LTE cases.
· Use of GSM SIM with limitation (e.g. no mutual authentication)
· Similar security algorithm
· Continuous ciphered mode during inter-RAT handover from GERAN to UTRAN by transmission of START value before handover
Although SAE WID [4] states whether USIM is affected or not as "Don’t know", LTE WID [5] states that USIM is not affected. Therefore, USIM can be used to support complete security function, and not to support limited security function like GSM SIM in UMTS. However, the correctness of this assumption should be checked to SA3.
Q1: Has SA3 agreed on the requirements to support USIM in LTE (e.g. complete function or limited function)?
Related to Q1, whether same security algorithm is used in LTE or not is important for RAN aspect, since this is related with the necessity of context transfer and signalling for inter-RAT handover. This aspect also should be checked to SA3.
Q2: Will the same ciphering/integrity protection algorithm be used in LTE system?
If Q2 is yes, reuse of security context during inter-RAT handover might be useful. In LTE, there are two termination points for security. One is aGW which terminates security of NAS and u-plane. The other is eNodeB which terminates security for RRC. Security context of eNodeB is not so reliable compared with that of aGW and that of RNC in UMTS. Hence, security context might be possible to reuse between aGW and RNC but might not be allowed between eNodeB and RNC.
Q3: If Q2 is yes, has SA3 agreed on the requirement to reuse security context during inter-RAT handover?
If we need to maintain communication during inter-RAT handover between E-UTRAN to UTRAN with keeping security, it is necessary for E-UTRA and UTRA to specify some signalling for this continuous ciphered mode. This aspect should be asked to SA3.
Q4: Has SA3 agreed on the requirements to have continuous ciphering/integrity protection for inter-RAT mobility from E-UTRAN to UTRAN?
3. Conclusions
We propose RAN2 to send a liaison to SA3 to ask their views on the following questions. 
Q1: Has SA3 agreed on the requirements to have continuous ciphering for inter-RAT mobility from E-UTRAN to UTRAN?
Q2: Has SA3 agreed on the requirements to support USIM in LTE (e.g. complete function or limited function)?
Q3: Will the same ciphering/integrity protection algorithm be used in LTE system?
Q4: If Q2 is yes, has SA3 agreed on the requirement to reuse security context during inter-RAT handover?
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