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1. Introduction

At the last RAN2 meeting it was discussed if RRC mobility procedures (i.e. handover) should be supported during initial NAS signaling (e.g. Attach), before the S1 context has been sent down to the eNode B and RRC security has been established. No conclusion was made during the meeting. This contribution is further addressing this topic. 

2. Discussion
2.1. Basic Assumptions

The following NAS procedure is assumed to be initiated when the UE is in LTE_IDLE or LTE_DETACHED:
· (Periodic) Tracking Area Update (the UE will most likely stay in LTE_IDLE after the procedure)

· Service Request (the UE will enter LTE_ACTIVE)

· Network Attach (the UE will either enter LTE_ACTIVE or LTE_IDLE)

During all of these procedures it is possible for the NAS layer to initiate re-authentication, although it should be very rare during the “Service Request” procedure and fairly rare for the “Tracking Area” procedure.

It is expected that the duration of the  “Service Request” and “Tracking Area” procedure normally should be quite short e.g. around 100 ms. As such it would be rare that a handover would be required within the time period it takes to complete the procedure (Triggering of measurement report for handover might anyway take longer than 100 ms). 

For “Network Attach” however it is a different story, since during this procedure it would in most case be required to perform additional bearer and authentication signaling involving the SIM and multiple network nodes. The delay estimate for this procedure is FFS; however it is not unrealistic that it will take more than 1 second. During this time there is a risk that the UE would experience changing radio conditions making a cell change required. Therefore the success rate of the “Network Attach” procedure might be lower if RRC mobility is not support. The UE will however repeat the “Network Attach” until it has succeeded. 

Regardless of the support of RRC mobility during initial NAS signaling it is expected that the NAS signaling procedure will be designed to cope with potential RL failures. E.g. RL failures could occur before the RRC connection and measurement configuration is completed.
It should also be noted that the “Network Attach” procedure is probably not a very frequent procedure compared to “Service Request” and the “Tracking Area Update” procedure. It would however still be beneficial to support the same solution for these different procedures since they are similar in the eNode B. It is even so that it is likely that the eNode-B will not be able to distinguish between these three different cases. 

2.2. Impacts of supporting RRC mobility during initial NAS signaling

Below is a list of impacts from adding mobility support during the initial NAS signaling compared to a more simple solution where RRC mobility is only supported after the completion of the NAS signaling. 

· The “RRC connection” need to be setup between the UE and eNode B, before the true identity of the UE is known in the eNode B. This adds extra complexity in the eNode B to cope with UEs with an incomplete RRC context. Special care may need to be taken to identify the UE in a conflict-free manner across eNBs at handover.
· The RRC security will not be established until the NAS procedure is completed, therefore there is an increased risk for potential security attacks against the network. 

· Parts of the UE radio access capabilities need to be sent over the radio during any initial NAS signaling to make it possible for the eNode B to properly handover the UE. This adds delay and unnecessary signaling compared to if the capabilities are stored in the CN and provided over S1.

· The handover procedure over the radio, X2 and S1 interface needs to be extended with functionality to do handover for unknown UEs. There is also a requirement to support forwarding of S1 and NAS signaling over the X2 interface.

· While the rate of attaching UEs should be fairly low, handover without security could enable remote denial of service attacks. E.g. a rogue eNB may not only ‘hijack’ UEs, but also falsely direct them to other eNBs, increasing the load and degrading the service of the ‘friendly’ eNBs.

These extra complexities do only provide benefits for the “Network Attach” procedure and it is questioned if these complexities are motivated with the potential delay reduction for the “Network Attach” procedure.
3. Conclusion

Adding support for RRC mobility for unknown UEs in LTE adds some complexity and also introduces potential delay and security impacts. It would be beneficial if this extra functionality would not be required. It should therefore be introduced only if it is shown that the simple solution will not meet the LTE performance requirements. 

