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Discussion and decision
1 Introduction

The aim of the paper is to define what it means to have a radio connection established. Furthermore, the paper addresses to what extend optimisations are needed to cover the different connection establishment scenarios.
2 Discussion
2.1 Introduction
In this paper, we have considered the following ‘Radio connection establishment’ scenarios:

1. Service request: UL data to transfer/ paging response (DL data to transfer)

2. TA update

3. Attach

Our objective is to design a simple procedure that is able to cover all of the above scenarios while optimising the most frequent/ most important scenario i.e. the service request case.

This paper is based on the following assumptions, as proposed in the referenced papers:

· The size of the initial uplink message, i.e. message (3) of the initial access procedure, is variable with a minimum size of 72 (or 56 payload) bits [2]

· The ‘Service request’ always applies a combined AS-NAS message which size is below the abovely indicated minimum [3]

· The ‘TA update’ & ‘Attach’ always apply an optimised AS message, using a hashed identity, to which NAS information may be piggybacked depending on the received grant [3]

2.2 RRC connection establishment functionality

Mobility and security control
In order to prevent that a rogue eNB may ‘hijack’ UEs, it is desirable to start AS integrity protection before activating network controlled mobility. For scenarios that occur infrequently e.g. the Attach however, it is considered acceptable to activate network controlled mobility without AS integrity protection.

To prevent loss of downlink (NAS signalling) information, the activation of network controlled mobility should not be delayed extensively. A delay in the order of 25 ms, as applies in case a confirmation from the MME is required to accept the radio connection request, is considered acceptable. In case the delay is considerably larger e.g. due to the involvement of other nodes and/ or the execution of additional procedures e.g. authentication, network controlled mobility should be activated prior to the completion of these procedures.
More specifically, our proposal is that the eNB normally accepts the radio connection upon receiving the context information from the MME. In case an initial Attach, the eNB does not receive the security context from the MME. Our proposal is that in this infrequent case the eNB anyhow completes radio connection establishment. Our assumption is that this is needed to avoid a high failure rate for the attach procedure: suppose the Attach procedure takes 2 seconds while on average a cell change occurs every 20 seconds. In this case, 10% of the Attach cases would fail if network controlled mobility is not used. Our assumption is that such high failure rates are not acceptable, even though the procedure is used infrequently.

NAS signalling transfer
For the ‘Service request’ scenario, the transfer of NAS information is proposed to be handled as follows:

· The connection request message is a combined AS/NAS message

· The eNB creates the message to be forwarded to the aGW based on the received combined message

For the ‘TA update’ & ‘Attach’ scenarios it may not be possible to fit the entire NAS message in the the initial uplink message. Assuming that it is desirable to limit the number of transmissions prior to the completion of contention resolution, even though we assume this probability to be rather low (see [1]), the following options may be considered:

1. Upon receiving the incomplete connection request message, the eNB returns a message dedicated to resolving contention resolution. After receiving this message, the UE transmits the further NAS message parts, using a pre-connected (signaling) radio bearer configuration

2. Upon receiving the incomplete connection request message, the eNB returns a Radio connection setup message that handles contention resolution and establishes an ‘initial’ radio bearer configuration. After receiving this message, the UE transmits the further NAS message parts

In the previous we have argued that in general the establishment of an RRC connection corresponds with the activation of network controlled mobility, which should normally be done after activating security (integrity). In this scenario the security context is not available. Also, the transfer of the additional NAS message parts is assumed to take little time, not requiring network controlled mobility to achieve a reasonable success rate. Finaly, it is also important to note that, at this stage of the connection, the full UE identity is not known to the eNB. Without such an identity, it will be difficult/ impossible to initiate handover to another eNB. Hence, our proposal is to adopt the first option.

Furhter uplink NAS information transfer is assumed to be possible prior to radio connection establishment, using the same pre-connected (signaling) radio bearer configuration
Routing
The NAS signaling included in/ associated with a connection request is routed based on the AS- information included in the Radio connection request message, as follows:
· In case the initial UE identity concerns a hash of the IMSI/ IMEI, the eNB (randomly) selects an MME corresponding with the included ‘Selected PLMN identity’

· In case the initial UE identity concerns a TMSI that was assigned in a TA of the same PLMN as indicated in the included ‘Selected PLMN identity’, the eNB selects the MME based on the NRI part of the TMSI

· In case the initial UE identity concerns a TMSI that was assigned in a TA of a different PLMN than indicated in the included ‘Selected PLMN identity’, the eNB selects the MME based on the included ‘Selected PLMN identity’
Contention resolution

As mentioned in [1] we feel that aRACH should be designed for a low collision probability. Consequently, there is no strong need for a separate collision resolution message i.e. the contention resolution may be delayed until the eNB receives the response from the MME. The only exception would be the (infrequent) case of a NAS message (TA update or Attach) that does not fit in the initial uplink message.
Furthermore [3] indicates that we assume contention resolution to be performed either based on a hash of the IMSI/ IMEI or on the TMSI alone (although this identity is not a globally unique, without the TA identity); the likelihood of multiple UEs simultaneously accessing the cell with the same TMSI should be rather low.
User data transfer

As indicated in [4], our proposal is to delay the transfer of user data until the connection establishment has been completed.

2.3 Main connection establishment sequences
In this section we briefly describe the connection establishment sequences that result from the analysis in the previous sections.
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9 :  Access   connection setup   complete   >  

8 : Radio connection setup  complete   >  

3: Radio connection request   >NAS information  

7 :  Radio connection setup   > AS -  configuration  

4: Access connection request   > NAS  message request  

6 : Access connection response   < NAS message response,   > SAE  bearer attributes ,   > UE AS  capabilities,   > AS security context  

2: RA response  

1: RA request  

UE   Source ENB   MME   UPE  


Figure 1: Connection establishment with complete NAS information in initial uplink message
The above scenario, which e.g. applies in case of a ‘Service request’, can be characterised as follows:

· The eNB creates an the initial NAS message based on the information included in/ piggy backed to the Radio connection request
· Based on the information in the Radio connection request message, the eNB selects an MME to route the Access connection request message to

· Upon receiving the Access connection response message, that may include (part of the) AS context information, the eNB accepts the Radio connection establishment i.e. starting security and activating network controlled mobility

· After completing the connection establishement:

· Further NAS messages may be transferred in uplink/ downlink i.e. other than the one(s) included in the connection response message

· User data transfer may be transferred in uplink/ downlink
· Furthermore, uplink transfer restrictions are removed i.e. a dedicated signalling radio bearer configuration is used rather than a ‘pre-configured’ one

The above sequence may also apply in case of an (initial) attach, although in that case there may not be any AS context information included in the Access connection response message.
· In case the Access connection response message does not include security context information, the eNB is unable to start security. Nevertheless, the eNB activates network controlled mobility

· In case there is no UE context available in the MME, the Access connection response message is assumed not to include SAE bearer attribute information. In this case, the eNB assigns an ‘initial’ (not UE specific) SAE bearer configuration
In case the initial NAS message can not be included in its entirety in the initial uplink message, the sequence becomes somewhat different i.e. as shown in figure 2.
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9 :  A ccess  connection setup   complete   >  

8 : Radio  connection setup  complete   >  

3: Radio connection request   >NAS information  

7:  Radio connection setup   >AS -  configuration  

4: Access connection request   >NAS message request  

6: Access connection response   <NAS message response,   > SAE  bearer attributes,   >UE AS capabilities,   >AS security context  

2: RA response  

1: RA request  

UE   Source ENB   MME   UPE  

3c: Initial uplink NAS info transfer   >NAS information  

3b : Radio connection  proceed   >Contention resolution info  


Figure 2: Connection establishment with only part of the NAS information in initial uplink message
The main differences compared to the previous are as follows:

· Upon receiving a Radio connection request message not including the complete NAS information, the eNB returns a Radio connection proceed message including the addressing information to resolve the contention resolution 

· The eNB collects the initial NAS message not only from the Radio connection request message but also from any further Initial uplink NAS info transfer messages

3 Conclusion & recommendation
In this contribution we have analysed the radio connection establishment procedure. Our aim is to adopt a generic procedure with optimisations limited to the most important and frequent scenario (the service request). More specifically, we suggest RAN2 to consider the following proposals:

· Radio connection establishment corresponds with network controlled mobility

· The eNB accepts the radio connection establishment upon receiving the Access connection response message from the MME, which normally includes the UE context

· In case the initial NAS message can not be included in the initial uplink message i.e. the Radio connection request message, the eNB responds with a Radio connection proceed message to resolve the contention
· Only after receiving this message, the UE is allowed to transfer further parts of the initial NAS message

If RAN2 agrees the above proposals, Samsung will be happy to prepare a text proposal for capturing this in the RAN2 TR/ TS.
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5 AS & NAS message size estimation (Annex)
5.1 AS messages

5.1.1 Radio connection request, case A
The ‘optimised’ Radio connection request message i.e. combined AS/NAS message used only in case of a ‘Service request’
	Information Element/Group name
	Need
	Size
	Comment

	Message type
	MP
	2
	CCCH message type: RRC connection request type A

	Initial UE identity
	MP
	32
	Initial UE identity of type TMSI, assigned in a TA of the indicated selected PLMN identity

	Selected PLMN identity
	MP
	3
	Reference to a broadcasted PLMN identity. To support network sharing i.e. when the cell broadcasts multiple PLMN identities

	NAS integrity check information
	MP
	16
	Optimised service request is reduced to a MAC-I over the AS part of the message

	Total
	
	53
	


5.1.2 Radio connection request, case B

The ‘normal’ Radio connection request message i.e. an AS message used in all cases other than the ‘Service request’.
	Information Element/Group name
	Need
	Size
	Comment

	Message type
	MP
	2
	CCCH message type: RRC connection request type B

	CHOICE Initial UE identity
	MP
	1
	Initial UE identity, use for contention resolution and routing

	>TMSI
	
	
	

	>>P-TMSI
	MP
	32
	

	>>PLMN identity
	MP
	1
	Boolean indicating if the PLMN Id was assigned in a TA of the PLMN indicated by the Selected PLMN identity

	>Hashed ID
	
	32
	Hash of 

- IMSI

- IMEI

	Initial UE AS capabilities
	OP
	6
	Useful in cases where the eNB initiates connection establishment prior to/ without receiving a context from the MME e.g. initial attach
Covers only the most essential capabilities, required for connection establishment

	Establishment cause
	MP
	4
	Use of this IE is still FFS

	Selected PLMN identity
	MP
	3
	Reference to a broadcasted PLMN identity. To support network sharing i.e. when the cell broadcasts multiple PLMN identities

	Total
	
	48/ 49
	


Depending on the grant received, a (part of the) NAS message may be piggybacked to this message
5.2 NAS messages
5.2.1 Service request

There does not seem to be a need for a ‘Service request’ message/NAS information assuming:

· The TMSI in the AS part of the message can be used/ is sufficient

· Service context status is not needed i.e. mismatches in SAE bearer status may be resolved at a later point in time

· Service context info is not needed unless a large number of SAE bearers is assumed to be kept while in idle and the re-activation of these requires a substantial amount of signalling

· Ciphering key sequence number (CKSN) is not needed assuming that resumption with a change of keys is an infrequent case that is better handled by a separate procedure

5.2.2 TA update request

The NAS message used to initiate the Tracking area update procedure.

	Information Element/Group name
	Need
	Size
	Comment

	Message type
	MP
	1
	To distinguish SR/ TAUR

	TMSI
	MP
	32
	Information may be omitted since it is present in AS- part of the message

	Ciphering key sequence number (CKSN)
	O
	4
	Not needed if key change is covered otherwise

	NAS Integrity check information
	MP
	32
	 May be reduced in size i.e. as assumed for ‘Service request’

	TA update type
	O
	2
	May be optimised to 2 bits i.e. indicating: normal/ periodic, follow on/off

	TA identity
	MP
	0
	 

	>PLMN identity
	MP
	25
	May sometimes be optimised to 3 bits by refering to a PLMN identity on broadcast)

	>TA code
	MP
	16
	 Again, may be optimised by as for the PLMN identity

	UE NAS capabilities
	MP
	48
	It may be possible to defer transfer of this information to reduce the size of this message


Even when optimising the message to the full extend (e.g. omitting the TMSI, reducing the integrity check info, using references for the TAI), it is impossible to include the TA update in a combined AS/NAS message with a size lower than the minimum size
Hence, the scope of optimisations is limited to reducing the message size. This seems insufficient motivation for a change compared to UMTS and to justify layering violation.
5.2.3 Attach request

The NAS message used to initiate the Attach procedure.
	Information Element/Group name
	Need
	Size
	Comment

	Message type
	MP
	2
	 

	CHOICE UE identity
	MP
	2
	

	>P-TMSI
	
	 
	 

	>>TMSI
	MP
	32
	 

	>>PLMN Identity
	MP
	25
	 

	>>TA code
	MP
	16
	 

	>IMSI
	
	64
	In case of 15 digits, encoded using decimal digits

	Attach type
	MP
	4
	 

	Ciphering key sequence number (CKSN)
	MP
	4
	 

	NAS Integrity check information
	MP
	36
	 

	UE NAS capabilities
	MP
	400
	UMTS: 6-64 octets (including LCS, excluding network capability)

	DRX parameters
	M
	16
	 

	Old P-TMSI signature
	O
	0
	Serves same purpose as the MAC-I

	Requested READY timer
	O
	16
	 

	TMSI status
	O
	8
	 


This is a message that is used infrequently. Hence, there is no need to optimise the message. The size indicated above reflects the current (UMTS) values. 
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