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1. Introduction
In the current agreed architecture for E-UTRAN (see [1]), the PDCP sub-layer includes the header compression entity (RoHC) and is located in the UPE. The other L2 protocols (i.e. RLC and MAC) are located in the eNB.
It has been typically assumed that the UPE and eNB aren’t co-located and a UPE is able to connect to a large number of eNBs. As a result the most common mobility procedures are inter and intra eNB handovers which may require transfer of RLC SDUs between eNBs (the inter eNB handover procedure is described in section 9.1.5 of [1]). Inter UPE handovers would be very rare and may not even be addressed in the specifications (in which case the UE would have to transition to RRC_IDLE at change of UPE).
In section 2 of this contribution we explore a potential implementation of E-UTRAN where UPE and eNB functionalities are co-located. We particularly focus on the impact of locating the header compression entity in the eNB.
We conclude the following: 

· The co-location of the header compression entity in the eNB is not significantly detrimental to performance (a simple analysis found that an additional 0.5% to 0.75% bandwidth was required either over the X2 interface or over the air) and significantly eases the operation of the system.
· If the header compression entity is co-located in the eNB, re-starting the header compression is preferable to relocating the context.
2. Discussion

In this contribution we exclusively focus on the consequences of locating the header compression entity in the eNB, we realize that in such an implementation, the encryption and integrity protection entities would also have to be located in the eNB.
In the following sections we separate the discussion into three parts; no handover, intra-eNB handover and inter-eNB handover.

2.1. No handover
The resulting implementation is illustrated below in Figure 1 and the impact is as follows:

· End User: no perceptible impact. IP packets are compressed in the eNB instead of in a different node which is transparent to the user.
· Operator: User plane data is carried as native IP packets until the edge node, the eNB. 3GPP specific packets (MAC PDUs) are carried over the air only.
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Figure 1: Locating the header compression entity in the eNB – No handover
2.2. Intra-eNB handover
The case of intra-eNB handover illustrated in Figure 2 is very similar to the no handover case because there is no transfer of data above the RLC entity. As a result the impacts of such an implementation are identical to those listed in the no handover case.
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Figure 2 Locating the header compression entity in the eNB – Intra-eNB handover
2.3. Inter-eNB handover
In the case of inter-eNB handovers, the header compression entity has to be relocated or re-started and is thus less trivial than the previous two cases. 
In sections 2.3.1and 2.3.2 we describe the two methods that can be used to handle inter-eNB mobility (relocation or fresh start) and in section 2.3.3 we discuss their relative merits.
2.3.1. Relocation
The relocation method is illustrated in Figure 3.
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Figure 3: Relocating the Header Compression entity
This method builds on the current agreement that during inter-eNB handovers, RLC SDUs in the old eNB which have not been completely acknowledged by the UE are transferred to the new eNB. 

At the beginning of the handover procedure, a snapshot of the header compression context is taken and sent to the new eNB. After that instant, no new data can be transmitted from the old eNB (since it would impact the header compression context).
In addition, different actions must be taken in RoHC depending on the state of the compressor, the state of the decompressor, and the confidence the decompressor state has on the static part of the context. The actions include allowing RoHC to generate no packet at all or only a certain type of packets.
After the header compression context is frozen, any in-flight IP packets arriving in the old eNB has to be forwarded to the new eNB. 

On the UE, the RLC entity has to flush its buffer when changing eNB and as in the agreement, it has to perform duplicate detection on the incoming RLC PDUs. 

In the UE, although the procedure is seamless to the decompressor, the compressor part also has to perform different actions depending on its state. 
2.3.2. Fresh Start

The relocation method is illustrated in Figure 4.
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Figure 4: Fresh start of the Header Compression entity

In this method we propose to not send the RLC SDUs from the old eNB to the new eNB.

Instead; before IP packets received in the old eNB are transmitted to the header compression entity, a copy is kept until their corresponding RLC SDUs have been either entirely acknowledged by the UE or their QoS timer have expired (i.e. the discard timer in UMTS). The double-buffering of IP packets allows to forward native IP packets to the new eNB in case of inter-eNB handover.
At the time the physical layer link to the UE is not valid anymore, the old eNB can start forwarding all the copied IP packets to the new eNB through an IP tunnel over the X2 interface. A new header compression entity is instantiated in the new eNB with the first received IP packet.
In the UE, the RLC entity must flush its buffer. It is worth noting that since native IP packets are being duplicated, the duplicates do not need to be detected within any 3GPP specific protocol. Generation of duplicates is a natural by-product of IP and applications running over IP need to be able to handle them (this requirement is clearly stated in section 1.1.3 of [2] which lists the requirements for software running over IP)
In the UE, the header compression entity cleared and re-instantiated when the first IP packet is received.
2.3.3. Relocation vs fresh start tradeoffs
In this section we discuss the relative merits of each method. 
1. Impact on over the air bandwidth

a. Relocation: None.
b. Fresh start: Minimum of one uncompressed header, 40B for IPv4 or 60B for IPv6 which respectively represents 0.5% and 0.75% additional bandwidth for a VoIP flow assuming re-pointing every 5 seconds (we assumed one 32B VoIP packet is generated every 20ms).
2. Impact on over the air transmission delay

a. Relocation: None, the MAC needs to be able to transmit an entire un-compressed header (in case RoHC needs to be repaired).

b. Fresh start: None, the MAC needs to be able to transmit an entire un-compressed header.
3. Impact on X2 interface management
a. Relocation: needs to manage routing of in-flight IP packets, relocation information and duplicate RLC SDUs over the X2 interface.

b. Fresh start: only needs to tunnel native IP packets over the X2 interface.

4. Impact on required bandwidth over the X2 interface
a. Relocation: Header compression context information needs to be forwarded at each inter-eNB handover.
b. Fresh start: None.

5. Impact on the procedure delay

a. Relocation: The transmission of user data on the new eNB cannot start before the physical layer procedure is completed, the context information is transferred and new data arrives in the new eNB
b. Fresh start: In this case, transmission of user data on the new eNB cannot start before the physical layer procedure is completed and new data arrives in the new eNB.
6. Impact on RoHC protocol definition
a. Relocation: Significant modifications on the RoHC protocol are needed as described in the context relocation procedure described in the lossless SRNS relocation procedure (section 5.4.2 of [3]).
b. Fresh start: none. Off the shelf RoHC implementation can be utilized.
7. Impact on the duplicate detection procedure in RLC
a. Relocation: Needs to be performed at RLC since encryption may not handle duplicates and RoHC as defined in [4] cannot handle duplicates.
b. Fresh start: Does not need to be performed. IP is anyway expected to produce duplicates and applications running over IP need to be able to handle those (this requirement is clearly stated in section 1.1.3 of [2] which lists the requirements for software running over IP).
3. Conclusion

This contribution discusses the impacts of relocating the header compression entity in the eNB and we have reached two conclusions:
· The co-location of the header compression entity in the eNB is not significantly detrimental to performance (a simple analysis found that an additional 0.5% to 0.75% bandwidth was required either over the X2 interface or over the air) and significantly eases the operation of the system

· If the header compression entity is co-located in the eNB, re-starting the header compression is preferable to relocating the context for the following reasons:
· The X2 interface only needs to transmit tunneled IP packets

· Off the shelf implementation of RoHC can be used

· Handover procedure not limited by context relocation procedure delay
· Simple handover mechanism is allowed.

· No need to perform duplicate detection
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