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1
Introduction

Following the decision to terminate the RLC (outer ARQ) protocol layer in the eNode B, it would be useful to revisit the basic principles we would like to adopt for the outer ARQ layer and formulate its interactions with the layers above and below it. Currently TR 25.813 lists a large number of functions that have been allocated to the MAC, including some which probably need to be assigned to the outer ARQ function.
2
Role of Outer ARQ
With the adoption of the shared channel as the only transport channel in LTE supported by HARQ, the role of an additional ARQ layer is primarily for the purpose of residual error rate handling and this applies for traffic handled by AM mode.  This is necessitated by the finite HARQ NACK->ACK error ratio that needs to be accounted for in the system design. This requires support of sequence numbering for the AM mode of operation. The need for sequence numbering in the UM case needs further consideration and is described below.
With a separate layer performing ciphering, which is likely to be based on a sequence numbering scheme, it would be useful to reuse sequence numbers from a higher layer (PDCP) for the purpose of ciphering as well. This would then require that the PDCP layer always apply sequence numbers irrespective of the support of lossless relocation. Of course if, in the unlikely case, the response from the SA1/SA4 groups to our LS suggests that we do not need lossless relocation support in LTE, then we could configure the PDCP layer without a sequence number and have the SN originate in the security layer itself.
Adding another SN in the outer ARQ layer for the AM mode would seem wasteful. It is worthwhile considering the re-use of the higher layer SN, be it the PDCP layer SN or the security layer SN, for the purpose of AM mode transmissions. This could be applied for both UM and TM modes as well, since it is obtained at no additional cost. With this approach, all modes from the outer ARQ layer perspective are “transparent” from a header addition perspective  – the major difference being feedback being supported only for the AM mode.

For supporting handovers, especially for real time services, two approaches are being studied – bi-casting and packet forwarding. In case of bi-casting, it might be necessary to be able to detect duplicate packets at the receiver. The security layer/PDCP SN could be used for this purpose. The actual function of duplicate detection can still be resident in the outer ARQ layer. In fact duplicate detection can rely on the application layer as well but ROHC requires no packet duplication between the compressor and de-compressor. 
3
Outer ARQ Modes
It is well accepted that the AM mode will be supported in LTE. 
The latest version of TR 25.813 seems to suggest that both UM and TM modes are also supported. In fact, with the separation of the security layer from the outer ARQ functionality, support for TM becomes possible, assuming that the current methodology for SN based ciphering is extended into LTE as well. TM mode support would be useful for real time services such as voice. However, in case of re-use of sequence numbers from the higher layers, there is no real operational difference between the UM and TM modes of operation.
In fact, the case for supporting a separate UM mode is less obvious – since no reliable transfer is supported, the purpose of UM mode would then be to support the transfer of data packets requiring duplicate avoidance (stemming from HARQ ACK-> NACK errors) and in-sequence delivery without reliability. It should be noted that given the support of link adaptation mechanisms in the lower layers, a significant level of reliability would be ensured anyway even for UM mode unless the lower layers are configured very aggressively and target a high FER and reduced number of retransmissions. If lower layers support in-sequence delivery then it would be unnecessary to support UM mode as well. This issue is further elaborated on later on in the contribution.

4 
Segmentation
Previous contributions [1] have highlighted the benefit of configuring TTIs larger than a sub-frame (0.5 ms). In particular, it has been proposed that it would be useful to align the TTI to the payload size and modulation/coding rate applicable for the IP packet in the associated scheduling occasion.  This reduces the need for a large SN space to be supported and more importantly avoids high rate of feedback to support the ACK/NACK operation.
For the case of 5 MHz and higher, it has in fact been shown that it is possible to transmit a complete IP packet within a few sub-frames. This becomes even more likely at the higher bandwidths. There may be the occasional cases when segmentation is required to support transmission at the cell edge and in poor channel conditions. For lower bandwidths, it is quite likely that segmentation would be required. 

With the above considerations in mind, it seems advantageous to then have a segmentation function located within the MAC layer with segmentation being based on scheduling decisions. The MAC layer then adds a MSN identifying the segment index. The details of how the segments of one MAC SDU are identified are FFS.
In case of small packets, a concatenation function is also needed in the MAC layer. The MAC header can provide information on the make up of the MAC SDU.

The addition of the sequence number at the MAC layer allows it to perform both duplicate avoidance and in-sequence delivery. If the MAC is configured to support these functions, then it seems unnecessary to support the UM mode as well. However, from a naming perspective, it might be more useful to think of two modes: acknowledged mode and unacknowledged mode where the unacknowledged mode is also transparent in the sense that no headers are added. Similar transparency from a header perspective is obtained in the acknowledged mode case in case the higher layer SNs are reused.
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Figure 1: Data flow in LTE
5 
Overall Functionality and interaction with lower layers
Two primary modes of outer ARQ are supported in LTE. In the AM mode:

1. ACK/NACK feedback is provided to the transmitter on a SDU level. Retransmission is triggered on the basis of feedback and QoS requirements and retransmissions are on SDU level.
2. In case of handover, and in case of packet forwarding by the source, only those SDUs that have not been known to be successfully received at the receiver are forward to the target. Thus packet forwarding is also done on a SDU level.
3. With sequence numbering on a SDU basis, it is possible to reduce the SN space; this is all the more the case given the reduced RTT between the transmitter and receiver. At the very extreme, it is possible to avoid adding yet another SN, at the outer ARQ layer, and instead re-use the SN from the higher layers.
4. The outer ARQ layer can be configured to discard packets based on QoS. This gets activated only in case of transmission abortion and in case of NACK->ACK errors in lower layers. It is assumed that the number of retransmissions at the HARQ layer would be configured based on the QoS requirements.
With the separation of the security functionality and the outer ARQ layer, it is possible to support TM mode even with the current SN based ciphering mechanisms. This would be very useful in reducing overhead for services requiring continued frequent transfer of small packets. The UM and TM modes can be merged into one mode on the basis of allocation of functionality to the MAC and use of sequence numbering based on higher layers. For TM/UM mode:

1. There is no need to add an outer ARQ SN. The higher layer SN can be used for the purposes if any duplicate detection function that might be required. Duplicate detection due to lower layer transmission function (ACK-> NACK errors) can be achieved through the use of the MAC SN.
2. Similar to the case in Rel-6 UMTS, it might be necessary to segment the SDU and hence a segment sequence number is added here as well. This would also support in-sequence delivery and duplicate detection/avoidance and therefore potentially obviates the need for supporting both UM and TM modes in LTE. 
In-sequence delivery, duplicate detection (due to lower layer transmission) and padding functions are assigned to the MAC layer. Both segmentation and padding functions ensure the need for only a finite number of payload sizes to be signalled.
6
Proposal
It is proposed to capture the overall functionality outlined in section 5 in TR 25.813. The current version of TR 25.813 lists a whole host of functions as part of the MAC layer – of these, error correction through ARQ, transfer of upper layer PDUS supporting AM and UM (TM) transfer and SDU discard are proposed to be assigned to the outer ARQ Layer. Duplicate detection based on higher layer SN is applicable for UM. The other functions are part of the MAC functionality. It might be necessary to allocate “protocol error detection and recovery” to both MAC and outer ARQ layers. The applicability of this to the MAC layer would depend on the details of the HARQ protocol to be adopted.
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