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1. Introduction
In a recent agreement in RAN plenary is was decided that RLC is terminated in the eNode B. RAN2 has also agreed that ciphering for the user plane would be terminated in the Access Gateway (a.k.a AGW ) and thus the crypto sync for the ciphering will be allocated in the AGW.
It was also agreed that RLC would support both acknowledged and unacknowledged modes of operation, each requiring a sequence number to operate.
Since the crypto-sync is essentially a sequence number, it is natural to ask ourselves whether it would be beneficial to re-use the crypto-sync for RLC. In section 2.1 of this contribution we explore the option where an RLC sequence number is created independently from the crypto-sync and in section 2.2 we explore the alternative.
We conclude that using the crypto-sync as an RLC sequence number brings significant advantages to the system and propose to re-use it.
In section 3 we explain our approach for allocating and compressing sequence numbers in RLC.
2. Which Sequence Number for RLC?

2.1. Independent Crypto-sync and RLC sequence number
With the approach illustrated in Figure 1 the crypto-sync and RLC sequence number are considered independently thus RLC SDUs will consist of an encrypted payload, an encrypted compressed header and finally a crypto-sync. RLC will then add a sequence number as part of the RLC header. 
Apart from the obvious cost of the sequence number overhead, having independent crypto-sync and RLC sequence number will also create issues if bi-casting is supported from the AGW to eNode Bs. Indeed in this case the sequence numbers from all RLC participating in the bi-casting operation will have to be synchronised.

In case of data forwarding from eNode 1 to eNode B 2 (as illustrated in Figure 1), again the sequence number spaces from eNode B 1 and eNode B 2 will have to be synchronized in order to avoid packets from being received out of sequence in the UE. A failure in the RLC sequence number synchronization would not be detected at RLC however the header compression entity would not function properly.
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Figure 1: DL handling of crypto-sync and RLC sequence number: independent approach
2.2. Crypto-sync as a Sequence Number
Instead of allocating sequence numbers (crypto-sync and RLC sequence number) at all protocol levels, it is natural to observe from Figure 2 that the crypto sync allocated in the AGW can be re-used as an RLC sequence number in the eNode Bs.
In addition to avoiding overhead, this method would allow all RLC entities involved in a bi-casting operation to have synchronized RLC sequence numbers for free. In a similar way, having a unique sequence number space for all PDUs across eNode Bs eases data forwarding procedures. 
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Figure 2: DL handling of crypto-sync and RLC sequence number: Re-use approach

3. Compressing the Sequence Number

In section 2 of this contribution we propose to re-use the ciphering crypto-sync as a sequence number in RLC and also compress the sequence number.
In [1] we also propose to use a variable size RLC PDU with byte resolution.

In this section we explain how these functions tie in together.

The compression of the crypto-sync/sequence number is needed since we assume that the full crypto-sync, like the WCDMA SN + HFN, will consist of a very large sequence number.
The role of the “Compressing SN” function in Figure 2 is to separate the part of the crypto-sync that is sent over the air from the part that is shared between the AGW and the UE (i.e. the SN and the HFN respectively in WCDMA).
In [1] we propose to use a variable size RLC PDU with byte resolution and thus we would require the RLC Sequence number to be byte-based instead of packet based as in WCDMA. This would also require the crypto-sync to be byte-based instead of packet based. An illustration of this process is in Figure 3.
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Figure 3: Sequence Numbering

One can observe in this illustration that since PDUs are of a variable size, a size field is now needed  as part of the RLC header.

The Length Indicators in the illustration serve the same role as in WCDMA and similar optimization to compress the format can be re-used from WCDMA RLC. 
4. UL Reordering

As previously mentioned, RAN#31 has decided that ARQ will be placed in the eNode B. 
One consequence of such a decision is that we need a mechanism responsible for in-sequence delivery of uplink packets arriving at the AGW. This is because the header compression functionality (in PDCP) expects packets arriving in-sequence. Note that this mechanism is mostly needed because of mobility. In particular, during a handover, there is no guarantee that packets from the source eNode B will arrive at the AGW before packets from the target eNode B.

As shown in Figure 3, we propose to have the re-ordering mechanism for uplink packets in the AGW. An alternative would be to have the re-ordering mechanism in the target eNode B, and perform uplink data forwarding from source to target eNode B during a handover. However in order to guarantee in order delivery between the eNode Bs and the AGW, some form of re-ordering will be needed at the AGW anyways.
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Figure 4: UL Sequence Numbering and Reordering
5.  Conclusion

In this contribution we evaluated two approaches for the RLC sequence number generation, presented a compression method for the sequence number.
We conclude that re-using the ciphering crypto-sync as an RLC sequence number causes less overhead an eases implementation of both bi-casting and data forwarding methods and thus propose this approach
We propose to compress the RLC SN based on the maximum bitrate of the flow and allow for a byte based sequence number to be used.
We also note that a re-ordering functionality will be needed in the AGW to ensure optimum operation of the header compression mechanism.
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