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1
Introduction
In UTRAN, before a UE in idle mode can start to send data on a previously activated PDP context, the UE needs to establish the control plane to the SGSN. This is because it is necessary to complete security procedures and download the necessary information to the RNC.
One of the design requirements for LTE is the ability to move from LTE Idle to LTE Active within 100ms. To meet this requirement it is important to maximize the benefits introduced by architectural changes which have proposed for this work and allow the User Plane to be activated before the control plane. 

This contribution proposes a set of design assumptions, before describing how the procedures should operate.
2
Design Assumptions
It has been agreed that for SAE/LTE a UE which is ‘Attached’ always has a PDP context activated. And therefore the Attach procedure for an SAE/LTE UE needs to perform two functions: 

· UE Registration to the most appropriate MME.
· Activation of the Primary/Default PDP context on an allocated UPE.

2.1
Addressing

As part of the Attach procedure the UE is allocated an MME and UPE. The UE is allocated a common temporary identifier or node specific temporary identifier by the MME and UPE. The UE is also informed (possibly implicitly as part of UE specific identifier) of the identity of the serving UPE and MME. 

2.1.1
Addressing of the MME 
During the attach procedure the eNodeB directs the UE to correct MME.
· This should be transparent to the UE i.e. the message sent to the eNodeB with UE IMSI, and the eNodeB acquires the MME address.

· The eNodeB then sends the messages to the selected MME, and uses a temporary binding ID to identify the flow. 
For subsequent Control plane procedures the UE provides the eNodeB the MME ID and the UE ID, assigned to the UE during the Attach procedure, allowing to the eNodeB to route the first  uplink control message. The eNodeB maps the MME ID to an IP address of the MME, and creates a connection to the MME if not already existing for that eNodeB.
2.1.2
Addressing of the UPE
The UE passes the UE specific identifier, assigned by the UPE (or MME), with the identity of the UPE to the eNodeB, when the UE re-establishes the radio link for the transmission of User plane traffic. 
The eNodeB passes this with the first uplink data transmission to the node identified by the UE, after translating the UPE identifier to IP address. This information is included in the framing protocol over the S1 interfaces between the eNodeB and the UPE, and eNodeB and the MME. E.g. if GTP-U is used as this framing protocol then the TEID on the UPE could be used as the UE address. 
2.2
UE Context UPE

At the discussions at the joint RAN2/RAN3/SA3 meeting, it was possible to agree that the termination of the ciphering for the User plane should be assumed to be in the UPE, and that the termination of ciphering for the NAS Signalling be the MME. 
The security context between the UE and the UPE to be maintained whilst the UE is in LTE_IDLE state, just as the PDP context information is stored by the GGSN even when the UE is in UTRA RRC Idle.
When the UPE receives the first uplink frame from the eNodeB, with the UE identity included in the framing protocol, the UPE uses the security information stored in the UE context to decode the first uplink packet. The UPE can then inform the MME that the UE has entered LTE Active state.

2.3
EUTRA Operation

It is assumed that each LTE/SAE capable UE which has successfully Attached to the network is by default allowed a radio link with a Background and Interactive QoS, for the transmission of the first few uplink packets or the transmission of NAS signalling. 
The UPE receiving the first (ciphered) uplink packet from the UE, can verify the identity of the UE based on the fact that the uplink packet is successfully deciphered. It is assumed that a UPE will discard any packets that do not correctly decipher.

After the UPE verifies the UEs identity, the UPE informs the MME and the QoS and UE context is downloaded to the AP.
3
Control Plane Establishment

In the MM Detached state, when the UE requires to Attach to the network, the eNodeB needs to register the UE on the most suitable MME. When the UE sends the first message to the network, after completing the contention based access (RACH / Access Grant):

· The UE send the first uplink message and an indication that this is an attach message and the IMSI;

· The eNodeB selects the most appropriate MME for that UE;

· The eNodeB allocates a temporary binding ID for the transmission of messages associated to this message exchange between the UE and MME.
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1) As is currently documented in the RAN2 TR, it is assumed that the UE accesses the eNodeB on the RACH, with a message containing a very small payload, e.g. in this case an indication that the access is for a NAS signalling procedure. This message is also used to measure the Timing Advance required for the uplink synchronisation of the UE.

2) The eNodeB responds to the request by allocating the UE a small resource on an uplink shared channel. In this message the UE is allocated a C-RNTI for use on this cell, as well as being informed of the Timing Advance to be used on the channel. 
3) The UE sends the first uplink RRC message on allocated resource, including the ATTACH Request NAS message. The UE identifies itself by the allocated c-RNTI, and provides the IMSI to the eNodeB.

4) The eNodeB selects a MME for this new UE, possibly based on the IMSI.
5) The eNodeB forwards the first uplink NAS signalling message to the selected MME, using a temporary UE ID as a binding ID.

6) The MME uses the information in the ATTACH Request message to contact the relevant HSS, to gather the necessary subscriber information. 

7) The MME initiates the authentication procedure to the UE. This message is passed to the eNodeB including the received binding ID,

8) The MME completes the Update of Location procedures to the HSS.
9) The MME selects a UPE, and sends the Activate Context Request message to the node. This message includes the default QoS for the UE, the UE identities and the ciphering information.
10) The UPE allocates the resources for the UE, an IP address, and a UE ID. The UPE returns the Activate Context Response message including these parameters, the UPE address and the Ciphering offset.
11) The MME downloads the UE context to the eNodeB, including the QoS information from the default context.
12) The MME passes the Ciphered Attach Accept message to the UE. The message includes the mobility information (Periodic Tracking Area Update Timer, Tracking Areas and possibly Equivalent RAs), UE identities (UE-MME ID, MME ID) and a Session Management container with the UE IP address, default QoS, Flow ID and the Ciphering parameters. This message is sent with the Binding ID over the S1 interface, and sent addressed with the c-RNTI over the radio. 
4
User Plane Establishment
After the UE has completed the Control Plane Establishment signalling, the ciphered user plane is available to use. In the following signalling example, it is assumed that the user is doing a web-surfing session, and therefore in that case the first packet volley is the DNS query to the DNS Server. The identity of the UE is authenticated by the UPE successful deciphering the first uplink packet. The UPE informs the MME that the UE has entered LTE Active state and the MME downloads the UE context to the eNodeB.
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1) The UE sends a very short contention based Access Request message made up of an indication of Payload Type=Data, payload size, a relative priority and a Random ID.

2) The Network responds with an Access Response message providing the UE with resources to send a small number of uplink packets and allocating the UE a C-RNTI for use in this cell. 

3) The UE sends the Radio Resource Request message to the eNodeB with the C-RNTI and the first User Data Packet piggy-backed. This message includes the Address of the UPE and a UE specific ID known at that UPE (UE-ID), which were provided to the UE in the Attach Accept message. The eNodeB translates the UPE ID to UPE IP address. If the eNodeB does not have a bulk connection to the UPE in question, it creates one. 
4) The eNodeB passes the User data on the S1-U interface, framed by the UE-ID provided by the UE. The UPE accesses the UE profile addressed by the UE-ID and if the UPE can successfully decode the packet then the User Identity is confirmed. 


As soon as the UPE has confirmed the UE identity the UPE can initiate Step 8.
5) In this example the first uplink data packet is to complete a DNS lookup, identified above with the DNS request and response messages. 

6) The first downlink packet received at the UPE for the UE, is ciphered and passed to the eNodeB and framed on the S1-U interface with the UE-ID.
7) The eNodeB sends the UE the Ciphered User Data packet, using the C-RNTI allocated to the UE, and possibly extending the resource grant.

8) The UPE contacts the MME indicating that the UE has entered LTE Active state, and provides the eNodeB identity and UE-ID.

9) The MME downloads the eNodeB with the information about the UE, e.g. QoS information, roaming restrictions and security information. 
5
Summary

This paper has proposed a low latency establishment mechanism for the User plane in LTE, and requests that it be discussed and incorporated into the RAN2 TR.
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