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Discussion and decision
1 Introduction

It has been recognized that there is a large difference between the call setup times in UMTS and the setup delay targets for LTE. Moreover, it has been agreed to reduce the number of subsequent steps to be performed during transition from idle to active by merging the RRC connection establishment, security mode control, RAB assignment and PDP context activation procedures, see subclause 7.14.2 (Solution for Key Issue Paging and Evolved RAN C-plane establishment) of [3].
Chapter 2 of this contribution includes further considerations and discusses a number of main design choices that need to be decided. Proposals are given for each of these.
Chapter 3 outlines the resulting message sequence, covering a number of different idle to active scenario’s. It is presented for information i.e. providing additional background information about the proposals included in chapter 2.

2 General assumptions & considerations
2.1 Current status

The following information is extracted from subclause 7.14.2 (Solution for Key Issue Paging and Evolved RAN C-plane establishment) of [3]:
7.14.2
Solution for Key Issue Paging and Evolved RAN C-plane establishment

Note: 
It is agreed that paging is initiated from the UPE (rather than from the eNodeB), provided that the network signalling caused by UEs moving between LTE ACTIVE and LTE IDLE states is very limited. E.g. by ensuring that UEs in LTE ACTIVE state have the same power saving capabilities as those in LTE IDLE state.

A downlink data packet is terminated at the MME/UPE and paging is done within the cells contained in the Tracking Area the respective user is registered. 

The UE requests default radio resources to be able to contact the MME/UPE either in response to the paging request in the mobile terminating case or for the mobile originating case. The UPE correlates the incoming data packet with either the default IP connectivity service or other preserved service contexts. 

The network provides the UE information to the radio functions of the evolved RAN to perform its services on the radio resources (e.g., necessary information to allow the UE and network to communicate via scheduling control channels).

In the information flow below MME and UPE are shown together for simplicity reasons. This does not preclude a separation, which would however require the definition of an interface between both entities. In a similar manner all radio functions have been grouped into a single functional entity “radio functions”. 

Note that allocation of radio functions to logical entities is FFS in RAN WGs.
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1 . CTB:  IuPageReq   <   Initial UE identity (TMSI),   Paging cause,  Tracking/ paging  area >  

2. UL - SCH/ DCCH: Uu Page Req   <Initial UE identity (TMSI),   Paging  cause >  

UE   ENB   Anchor  

Connection establishment  


Figure 7.14-1: Information flow for paging and C-plane establishment

1)
Both, the UE in LTE_IDLE and the MME/UPE the UE is registered hold at least one preserved service context (i.e. for the default IP connectivity service).

2)
The UPE receives a downlink data packet for the UE and discovers that no connection with UE exists radio resources are yet established.

3)
The MME/UPE checks the state of the UE and retrieves the Tracking Area it is registered.

4)
The MME/UPE triggers paging and requests the responsible radio functions to page the UE in all cells of the Tracking Area the UE is registered.

5)
The UE contacts the network using a Radio Resource Connection Request message containing NAS equivalent information for “Service Request”. The Radio functions send the Radio Resource Connection Request message to the MME/UPE that is serving the UE.


Note, that it might be possible to start to exchange AS equivalent information for the Security Mode Command function already at this point in time, however, this is FFS.

6a)
The MME/UPE correlates the UE request with the Paging procedure. 

6b)
If the network accepts the Service Request, it is possible to start data transmission on default resources.

7)
If the network decides to grant requested resources, it issues a Radio Resource Setup containing NAS equivalent information for “Service Accept” and possibly (network initiated) “Activate PDP Context request” and AS equivalent information for “Security Mode Command” and possibly RAB Assignment request / RB Setup.

8)
The UE acknowledges the Radio Resource Setup. This might include the signalling of NAS equivalent information for “Activate PDP Context Accept”. It also includes AS equivalent information for “Security Mode Complete” and possibly “RAB Assignment Response”/”RB Setup Complete”

Note:
radio function related details for steps 7) and 8) are further detailed in the key issue “Resource Establishment and QoS Signalling” in TR 25.912.

Note:
whether it is possible to perform steps 5), 7) and 8) in 2 steps is FFS.

2.2 AS- context information storage for UEs in idle mode
It is currently not entirely clear which context information the network should store for a UE in idle mode and which information should be (re-) transmitted upon transition to active state. It seems undisputed that the network stores (default) IP connectivity information i.e. IP address & QoS information and security (key) information e.g. the CK and IK. It is not clear if the network should also store more specific radio configuration and UE capability information. There are two possible directions:
A) Store as much UE context information as possible

· For the radio configuration information this implies that upon transition to active, the AS- configuration is re-used as much as possible. This kind of LTE_idle compares to UMTS_PCH i.e. the network can re-sume the radio bearer and transport channel configuration previously configured for CELL_DCH

B) Store only the most essential UE context information
· For the radio configuration information this implies that upon transition to active, most of the AS- configuration needs to be re-established upon transition to idle. This kind of LTE_idle compares more to UMTS-Idle i.e. the network needs to establish the SRBs and RABs. In this scenario the network would only store ‘RAB attribute’- alike information
The following picture illustrates the two approaches for the radio configuration and the UE capability information:
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Figure 1: Maximal UE context information storage
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Connection request   <   UE identity>  

Connection setup   <UE identity,  RAB attributes >  

Connection setup   <UE identity,  Radio configuration >  

Connection request   <   UE identity ,   UE capabilities >  

UE   Source BS   aGW  


Figure 2: Minimal UE context information storage
Considering that:

· The UE context information was introduced to reduce latency

· Storage of additional AS context information only helps to reduce the signalling overhead. However, the signaling overhead is expected to be less of an issue due to the aim to limit the number of protocol options in LTE and due the higher bandwith
· Some AS- radio configuration information is (likely to be) cell specific e.g. cell specific identity, (UE specific) physical channels configuration like HS-SCCH set. Since it is likely that the UE moves to another cell while in idle mode, it does not seem useful to re-use the concerned configuration information
Our proposal is to adopt the following design guideline:

DG1
Limit the storage of AS context information for UEs in idle mode primarily to information essential to reduce latency, implying

· Re- establish the AS- radio configuration upon transition to active
· The UE re-transmits the AS- capability information upon transition to active
2.3 Early U-plane establishment
It has been indicated that upon transition from idle to active, the transfer of user data may be more urgent than the transfer of control information. This suggests that it may be beneficial to start the user plane transmission early i.e. before the transition from idle to active has been completed.

The U-plane establishment involves a number of steps

· In case of a combined MME/ UPE node, the ENB just routes the data to the anchor node that stores the UE context information which could either be based on the initial UE-identity or based on a separate routing parameter

· In case MME and UPE are separate nodes without a fixed association, the ENB has to retrieve routing information (i.e. which UPE to route the data to) from the MME that stores the UE context information
· One or more UE- specific tunnels may need to be established

· In case MME and UPE are separate nodes without a fixed association, the MME has to provide the UPE with the security information needed to start ciphering immediately i.e. from the first packet

Considering that

· The transition from idle to active should be rather fast i.e. within 100 ms. On the other hand, activating U-plane establishment only after the transistion has been completed would mean that every IMS establishment is delayed by 200 ms
· In general, the aim is to limit the number of protocol options in LTE i.e. to Keep It Simple. One possible approach would to to allow inclusion of user data (e.g. INVITE) within the signalling messages used during connection establishment. It seems there is no other simple and generally usable mechanism for establishing the U-plane prior to completion of the transition to idle. 

Our proposal is to adopt the following design guideline:

DG2
To consider no mechanisms  for early transfer of user data other than possibly allowing the inclusion of user data (e.g. INVITE) within the signalling messages used during connection establishment
2.4 Security control
Integrity protection

As described in [5], we believe it would be beneficial to start integrity protection immediately from the very first uplink message coming by the UE. In our understanding, this only requires small changes as compared to the procedures used in UMTS today:
· In accordance with the analysis in [12], we believe that both AS and NAS signaling need to be integrity protected. Furthermore, as indicated in [1], our assumption is that integrity protection of AS will be handled by the ENB, using an ENB- specific integrity key, while the anchor node will handle integrity protection of the NAS signaling.

· This solution implies that a message may include different MAC-I values (one for AS & one for NAS), depending on the message contents. The use of different algorithms may be avoided assuming that certain network upgrade constaints are considered acceptable

· In our understanding, it is possible to control integrity using broadcast/ system information i.e. integrity should be applied by all UEs and for all messages

· Within the UE context, the MME stores the START value last transmitted by the UE. Upon connection establishment, the UE provides the START value to be used (this kind of mechanism is considered simple and robust). If the UE signals a value higher than the stored one, network accepts the connection establishment

· With this kind of behaviour, we believe the FRESH is not needed to protect against replay. Hence, there is no need to delay start of integrity protection until this parameter is agreed during connection establishment. As suggested in [5], a fixed value could be used to limit changes to the security architecture

· The ENB to broadcasts the security algorithms in an order of preference. The UE selects the algorithms most preferred by the network taking into account its capabilities. The UE may signal the selected algorithm(s) to the network
· For the first uplink message, the ENB is unable to validate the MAC-I since it does not yet have the integrity key. In order to avoid additional delay, our proposal is that the ENB transparently forwards the initial message to the appropriate MME i.e. without creating a context. The MME/ UPE performs the integrity check, covering both the initial AS & NAS signaling information

Note
Our assumption is that, upon transition to active the UE re-establishes security, possibly using different algorithms. A change of algorithms applies in case the cell in which the UE initiates connection establishment indicates different security algorithms than the ones the UE used previously. 
Summarising the previous, we propose to adopt the following integrity protection related proposals:

DG3
To control integrity algorithm selection by means of broadcast/ system information
DG4
To start integrity protection from the first uplink message

DG5
To  establish integrity anew  i.e. upon transition to active the UE may select different algorithms

More specifically, the above proposals imply that:

· The UE selects the security algorithms based on a list of preferred algorithms broadcast by the network

· The UE provides the START value to be used in the initial uplink message and the network validates that the UE applies a higher value for every connection establishment

Ciphering

In our understanding, the situation is slightly different for ciphering:

· In accordance with the analysis in [12], we believe that AS signaling need not be ciphered

· In accordance with [4], the NAS signaling includes control of the PDCP- and security configuration

· In our understanding, it is possible to control ciphering using broadcast/ system information i.e. if the network broadcasts ciphering algorithms, all UE supporting the indicated algorithms should apply ciphering

· Concerning the activation of ciphering, our assumptions are as follows

· Due to the merging of AS & NAS procedures, the initial message will include both AS & NAS signaling

· Some of the (NAS) information included in the initial uplink message will need to be transferred in clear:

· The initial UE- identity, based on which the ENB routes the message

· The ciphering algorithm selected by the UE, which the anchor node needs to de-cipher the message
· On the other hand, it may be desirable to perform ciphering for some other NAS information included in the initial uplink message:

· Service context activation request information
· Initial U-plane information, if it is agreed to introduce the option to transfer urgent initial user plane information
· As indicated in [12], we believe the LTE radio access system shall support ciphering for the above information. Moreover, the immediate activation of ciphering introduces little additional complexity. Hence, our assumption is that ciphering of NAS signaling information starts immediately i.e. from the (first) uplink message, requesting connection establishment

· Our assumption is that on Iu+ the (ciphered) NAS signaling information exchanged between UE and anchor node is separated from the signaling information exchanged between ENB and anchor (similar to the separation between AS- & NAS signaling information on Uu) e.g. using transparent containers

· In accordance with ‎2.3, our assumption is that the user plane is activated upon completion of the connection establishment procedure. Furthermore, our assumption is that ciphering of the user data is activated from the start. This results in a simple and robust procedure

Summarising the previous, we propose to adopt the following ciphering related proposals:

DG6
To control ciphering algorithm selection by means of broadcast/ system information

DG7
To start ciphering immediately i.e. ciphering of NAS- signaling starts from the first uplink message while ciphering of user data starts from U-plane establishment
DG8
To  establish ciphering anew i.e. upon transition to active the UE may select different algorithms

Furthere details of what these proposals imply are already described for the section dealing with integrity.

3 Signalling scenario’s

3.1 Introduction
In the message sequences no details are shown about the initial access (including physical layer synchronization, uplink scheduling request as well as uplink/ downlink scheduling allocation) and the paging procedure, since these issues are best handled seperately.
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radio  functions   UE   MME/UPE  

2. Incoming data packet  

5. Radio Resource Connection Request      containing   “NAS equivalent info” for    -  Service Request (Data/Signalling)      

1.  UE in LTE_IDLE, preserved Service Contexts in UE and  MME/UPE (at least f or the default IP connectivity service )  

4. Page UE  

3. Check UE state, current  tracking area  

7. Radio Resource Setup     containing   “NAS equivalent information” for   -  Service Accept   -  Activate PDP Context   “AS equivalent info” for   -  Radio Resource Connection Ack   -  Security Mode Command   -  RAB As signment Request / RB Setup  

6a. Correlate  UE request and  paging procedure   6b. Start of DL Data tra nsmission  on default resources   

8. Radio Resource Setup Ack     containing   “NAS equivalent information” for   -  Activate PDP Context Accept   “AS equivalent information” for   -  Security Mode Complete     -  RAB Assignment Response / RB Setup Complete  

setup of resources  for the  default IP Access service and  for services with different  QoS than the default IP  Access service       [Note:  for  radio function related  details see Key Issue „Resource  Establishment and QoS  Signalling“ ]  

Our assumption is that, there is a separation of signaling information both on Uu and on Iu+ in accordance with the following figure. As far as possible, this separation is explained in the procedure description following the sequences (i.e. the colour coding is not used in the sequence diagrammes).
Figure 3: Transition from LTE_IDLE to LTE_ACTIVE, UL data to transmit

3.2 Idle to active, UL data to x-mit
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1 . CTB:  IuPageReq   <   Initial UE identity (TMSI),   Paging cause,  Tracking/ paging  area >  

2. UL - SCH/ DCCH: Uu Page Req   <Initial UE identity (TMSI),   Paging  cause >  

UE   ENB   Anchor  

Connection establishment  

The following figure provides an overview of the proposed message sequence for the idle to active transition when there is uplink data to transmit.

Figure 4: Transition from LTE_IDLE to LTE_ACTIVE, UL data to transmit
The procedure involves the following steps:

To speed up the procedure the following configuration information is re-used from a previous session i.e. context information stored in UE and anchor node:

· Security information: the CK and IK (ciphering key sequence number (in order of preference), START value previously signalled by the UE
· (Default) IP connectivity service context information, see [4]
1. The UE acquires the following information from system information:

· Security algorithms, in order of preference

2. The UE transmits an LTE Uu CONNECTION REQUEST message, which includes the following information:

· Information relevant for AS & NAS i.e. relevant for both or with AS & NAS- specific parts
· Initial UE identity (i.e. TMSI)

· Establishment cause, including information about the service type
· Selected security algorithms (see ‎2.4)

· UE capabilities & release (see ‎2.2)

· Integrity check info (in accordance with ‎2.4, a single MAC-I covering both the AS & NAS signaling information is proposed for the first uplink message)

· Selected PLMN (if needed to support sharing of AS network)

· START (see ‎2.4, in accordance with [4] considered to be partially NAS information)

· AS specific information

· Initial measurement information (inter frequency)
· NAS specific information

· Service context status (i.e. an indication of the service context associated with the data triggering the procedure) so the MME can decide which IP connectivity service to activate
3. The enhanced Node B transparently forwards the entire message to the correct anchor node i.e. the one maintaining the UE context. In accordance with ‎2.4, the ENB does neither create a UE context nor store the AS- part of the received information.
Note
The transparent forwarding minimizes the impact on the ENB of UEs generating initial messages in order to attempt a DoS- attack. Regardless, the anchor node would need the entire message, including the AS- information, to perform the integrity check covering the entire message.
· This routing could be based on the initial UE- identity i.e. the RAI + P-TMSI. This would require that the P-TMSI number space is devided between the anchor nodes. Another option would be to have an explicit routing parameter identifying the anchor node. The two approaches mainly differ on the Iu+ interface and are considered to be more or less equal

4. Upon receiving the LTE Iu CONNECTION REQUEST, the anchor node retrieves the UE context information corresponding with the received initial UE identity. Next, the anchor node verifies the UE authenticity, using the received security parameters i.e. the selected security algorithms, the MAC-I and the START value. If the integrity check succeeds, the anchor will return an LTE CONNECTION ACCEPT message to the enhanced NodeB which may include the following information:
· Information included in the original connection request message, that is relevant for the ENB

· Initial UE identity (i.e. TMSI)

· Selected integrity algorithm (see ‎2.4)

· START

· UE AS- capabilities & release (see ‎2.2)

· Initial measurement information (inter frequency)

· Information terminated/ interworked in ENB (i.e. Iu+ specific information)
· Alike in UMTS, we might use an Iu+ specific parameter (here referred to as ‘Local UE identitier’) unique identifying a UE within the scope of an ENB, possibly in combination with an ENB identifier

· Iu+ tunnels to be established (separate tunnels for NAS signalling and user data – the latter only if MME & UPE are co-located, see [4])

· List of RABs including their attributes

· QoS information, needed for ENB to initiate establishment of logical and transport channels
· NAS specific information for UE, ciphered by anchor
· Radio bearers to be established (PDCP, ciphering & NAS- integrity configuration)
· NAS specific integrity check information

5. Upon receiving the LTE Iu CONNECTION ACCEPT message, the ENB creates a UE context, stores the received information and initiates establishment of the radio configuration based on the received QoS- information. Before sending the message to the UE, the ENB adds integrity check information covering the AS- part of the message, using the security information received from the anchor node. More specifically, the message may include the following information:

· AS information

· UE identity is assumed to be implicit from the scheduling information

· Logical channels to be established (RLC configuration, mapping to TrCh)

· Transport channels to be established (MAC-d/ MAC-e information)

· AS specific integrity check info i.e. MAC-Ias
· NAS specific information, ciphered by anchor
· Radio bearers to be established (PDCP, ciphering & NAS- integrity configuration)

· NAS- specific integrity check information i.e. MAC-Inas

Note
There is no need to return the security capabilities to protect against a man in middle, which could modify the capabilities so it seems the UE has very limited security capabilities. Even if integrity protection would not be used for the initial uplink message, intervention by a man in the middle would cause the integrity check for the response message to fail.

6. The UE verifies the authenticity of the network based on the provided integrity check information (MAC-I, seperate for AS- & NAS signalling). The UE confirms the succesful completion of the integrity check by returning an LTE Uu CONNECTION COMPLETE message. The user plane establishment is considered complete and transmission may be started in uplink..

Note*
Although for this scenario there does not seem a need for transferring further AS- and/ or NAS information, an explicit confirmation is considered desirable. An explicit confirmation message seems equally desirable in scenario’s including assignment of identities e.g. a new P-TMSI. In order to simplify the protocol, it is proposed to use a explicit confirmation message in all cases.
3.3 Other idle to active scenario’s

In this section we will describe for a number of other idle to active scenario’s the main differences as compared to the Idle to active scenario for the case of UL data to x-mit.

· UL signalling to transmit due to TA update

· No differences except for the NAS signaling information included in the different messages

· The initial connection request message includes additional NAS signaling i.e. Update type, Ciphering key sequence number, Old initial UE indentity, Old TMSI signature, MS radio access capabilities, DRX parameters, Service context status

· Outgoing IMS service establishment

· No impact, unless we allow the inclusion of user data (e.g. INVITE) within the initial signalling messages (see ‎2.3), since the assumption is that the IMS signalling is transferred via separate radio bearer 
· Outgoing non- IMS service establishment

· No differences except for the NAS signaling information included in the different messages

· The initial connection request message includes additional NAS signaling i.e. Requested QoS, Access point name and (possibly) equivalents of Requested NSAPI, Requested LLC SAPI, Requested PDP address, Access point name, Protocol configuration options
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4. CTB: IuConAcc   <   Initial UE identity (TMSI),   Selected security algorithms,   START, Integrity key (EIK),   UE capabilities (AS),   Short UE identity (local to Iu),   Iu+  tunnels to be  established ,   QoS information,   RBs  to be establis hed >  

3. CTB: IuConReq   <UuConReq (transpar ent)>  

5. DL - SCH/ DCCH: UuConAcc   <RBs  to be established ,   TrChs to be established   Integrity check info (MAC - I)>  

2. UL - SCH/ DCCH: UuConReq   <Initial UE identity (TMSI),   Establishment cause (incl. service  t ype),   UE capabilities (AS & NAS),   Measurement info (interFreq),   Integrity check info (MAC - I),   Selected security algorithm,  START, Service context status  info>  

1. BCCH: AS  security  info   < Security  algorithms>  

UE   ENB   aGW  

6. DL - SCH/ DCCH: UuConComp   7. DL - SCH/ DCCH: I uConComp  

For incoming scenario’s e.g. DL data or signalling to transmit, Incoming IMS service establishment, Incoming non- IMS service establishment, the scenario is the same as for the corresponding outgoing scenario except that the connection establishment is preceeded by the paging procedure, as illustrated in the following figure.
Figure 5: Transition from LTE_IDLE to LTE_ACTIVE, Paging sub-procedure
As compared to the Idle to active scenario in case of UL data to x-mit, the main differences are as follows:

1. Upon receiving downlink data for a UE in idle mode, the anchor initiates paging in all cells of the tracking area the UE is registered in and respecting the DRX cycle configured for the UE. The LTE PAGING message may include the following information:

· Information relevant for AS & NAS

· Initial UE identity (i.e. TMSI)

· Paging cause, including information about the service type
· NAS information

· Service context status
· AS information

· None
· Information terminated/ interworked in ENB (i.e. Iu+ specific information)

· Tracking/ paging area i.e. identifying the cells to be used for paging the UE

2. Upon receiving the LTE PAGING message, the UE initiates LTE connection establishment as done in the scenario from Idle to active in case of UL data to x-mit, with the following changes
4 Conclusion and recommendation
It is proposed to discuss the proposals included in section 2 in order to decide which of the proposals included in that chapter can be agreed. This concerns the following proposals:
DG1
To limit the storage of AS context information for UEs in idle mode primarily to information essential to reduce latency

DG2
To consider no mechanisms  for early transfer of user data other than possibly allowing the inclusion of user data (e.g. INVITE) within the signalling messages used during connection establishment

DG3
To control integrity algorithm selection by means of broadcast/ system information
DG4
To start integrity protection from the first uplink message

DG5
To  establish integrity anew  i.e. upon transition to active the UE may select different algorithms

DG6
To control ciphering algorithm selection by means of broadcast/ system information

DG7
To start ciphering immediately i.e. ciphering of NAS- signaling starts from the first uplink message while ciphering of user data starts from U-plane establishment
DG8
To  establish ciphering anew i.e. upon transition to active the UE may select different algorithms
It should be noted that the above proposals imply that:

· The UE selects the security algorithms based on a list of preferred algorithms broadcast by the network

· The UE provides the START value to be used in the initial uplink message and the network validates that the UE applies a higher value for every connection establishment
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4. CTB: IuConAcc   <   Initial UE identity (TMSI),   Selected security algorithms,   START, Integrity key (EIK),   UE capabilities (AS),   Short UE identity (local to Iu),   Iu+  tunnels to be  established ,   QoS information,   RBs  to be establis hed >  

3. CTB: IuConReq   <UuConReq (transpar ent)>  

5. DL - SCH/ DCCH: UuConAcc   <RBs  to be established ,   TrChs to be established   Integrity check info (MAC - I)>  

2. UL - SCH/ DCCH: UuConReq   <Initial UE identity (TMSI),   Establishment cause (incl. service  t ype),   UE capabilities (AS & NAS),   Measurement info (interFreq),   Integrity check info (MAC - I),   Selected security algorithm,  START, Service context status  info>  

1. BCCH: AS  security  info   < Security  algorithms>  

UE   ENB   aGW  

6. DL - SCH/ DCCH: UuConComp   7. DL - SCH/ DCCH: I uConComp  

_1204454442.doc


UE







Source BS







aGW



























Connection request



< UE identity>















Connection setup



<UE identity, Radio configuration>







Connection request



< UE identity, UE capabilities>











Connection setup



<UE identity, RAB attributes>












_1204454554.doc


UE







ENB







aGW



















































AS information



NAS signalling



UTRAN signalling












_1204456861.doc


UE







ENB







aGW







6. DL-SCH/ DCCH: UuConComp







1. BCCH: AS security info



<Security algorithms>



























5. DL-SCH/ DCCH: UuConAcc



<RBs to be established,



TrChs to be established



Integrity check info (MAC-I)>







3. CTB: IuConReq



<UuConReq (transparent)>







2. UL-SCH/ DCCH: UuConReq



<Initial UE identity (TMSI),



Establishment cause (incl. service type), UE capabilities (AS & NAS),



Measurement info (interFreq),



Integrity check info (MAC-I),



Selected security algorithm, START, Service context status info>







7. DL-SCH/ DCCH: IuConComp







4. CTB: IuConAcc



< Initial UE identity (TMSI),



Selected security algorithms,



START, Integrity key (EIK),



UE capabilities (AS),



Short UE identity (local to Iu),



Iu+ tunnels to be established,



QoS information,



RBs to be established>












_1204454453.doc














aGW







Source BS







UE



















Connection request



< UE identity>







Connection setup



<UE identity, L1 radio configuration>















Connection setup



<UE identity, L123 radio configuration, UE capabilities>
















_1194414397.doc

[image: image1]

3. Check UE state, current tracking area











MME/UPE







4. Page UE







UE







8. Radio Resource Setup Ack







containing



“NAS equivalent information” for



- Activate PDP Context Accept



“AS equivalent information” for



- Security Mode Complete 



- RAB Assignment Response / RB Setup Complete















radio functions







5. Radio Resource Connection Request 







containing



“NAS equivalent info” for 



- Service Request (Data/Signalling)























6a. Correlate UE request and paging procedure



6b. Start of DL Data transmission on default resources 







2. Incoming data packet







7. Radio Resource Setup







containing



“NAS equivalent information” for



- Service Accept



- Activate PDP Context



“AS equivalent info” for



- Radio Resource Connection Ack



- Security Mode Command



- RAB Assignment Request / RB Setup







1. UE in LTE_IDLE, preserved Service Contexts in UE and MME/UPE (at least for the default IP connectivity service)















setup of resources for the default IP Access service and for services with different QoS than the default IP Access service 







[Note: for radio function related details see Key Issue „Resource Establishment and QoS Signalling“]
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