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1. Introduction
RAN#31 has confirmed the architecture reflected in figure 1:
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Figure 1: LTE architecture

In this contribution we will investigate in more detail the topic of “Sequence Number Handling” in the LTE architecture shown in figure 1.

In section 2 we will identify what LTE functionality may require the usage of a Sequence Number (SN), and the main factors determining the size of the individual SN’s (determining the actual required size of the different SN’s is not in the scope of this contribution)
Instead of applying a separate SN for each LTE functionality, it might be more advantageous to use the same SN for multiple LTE functionalities. This type of approach is examined in section 3.

Finally in section 4, a recommendation is made on how to proceed.

2. LTE functionality requiring a Sequence Number

HARQ/ARQ

As already agreed in RAN2, over LTE_Uu the possibility to perform retransmissions by ARQ needs to exist when HARQ fails to deliver a transmission. In addition, having parallel HARQ processes will cause out of sequence delivery of packets to the receiver.  ARQ will need to use a sequence number for these functions (“ARQ SN”).
Header compression

Quite a large part of the LTE related SN functionality can be “blamed” to the usage of ROHC. RFC3095 clearly indicates:

The channel between compressor and decompressor is required to

      
maintain packet ordering, i.e., the decompressor must receive

      
packets in the same order as the compressor sent them.

      
(Reordering before the compression point, however, is dealt with,

      
i.e., there is no assumption that the compressor will only receive
packets in sequence.)
As a result, we will have to be sure that packets are not re-ordered inbetween anchor node and UE. Correct ordering can be obtained by using a certain SN. Over the “LTE_Uu” this re-ordering can be obtained by using the “ARQ SN”, but the re-ordering over the Iu+ will not be covered by the “ARQ SN”. Therefore a special SN might have to be introduced over Iu+ (Iu+ Re-odering SN (“IRSN”)).

This IRSN will enable packet re-ordering, and will also enable both in the UL and the DL the anchor/ENB to know when to start forwarding packets from the tENB/anchor.

Ciphering

In order to be able to use the same ciphering engine inputs in both ciphering and deciphering, a unique identification needs to exist of the ciphering unit. Since the anchor will not be aware of MAC segmentation/ concatenation results, we assume that the only realistic ciphering unit is one IP packet/one control plane message.
Lossless anchor relocation
Although currently there does not seem to be a firm requirement yet, if in the future lossless anchor relocation/interRAT relocation needs to be supported, the UE and anchor should be able to inform each other which packets are received/not received. Similarly to ciphering, also for this case a unique IP packet identification is required between network and UE.
Figure 2 provides and overview on the different identified LTE functionalities that potentially requires a SN.
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Figure 2: SN related LTE functionality
If we would introduce a separate SN for each of the indicated functionalities, a solution conform figure 3 would be the result.
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Figure 3: LTE Sequence Numbers
ARQ SN
The size of the ARQ SN is mainly determined by:

1. the max DL/UL rate that needs to be supported;
2. the amount of out of sequence delivery that can occure during HARQ and ARQ operation;
IR SN
The size of the IR SN is mainly determined by:
1. the max DL/UL rate that needs to be supported;
2. the amount of out of sequence delivery that can occur on Iu+ e.g. due to “normal” IP packet rerouting in the TNL;
3. the amount of out of sequence delivery that can occur in handover scenarios;
E.g. if we look at the DL, in the LTE architecture, data will arrive out of sequence at the tENB due to the difference in originator (sENB/anchor) and the amount of buffering delay already experienced at the sENB.
CSN
If the ARQ SN and the IRSN have taken care of any re-ordering, the aspect that the CSN needs to be worried about primarily is packet loss: any packet loss due to frame errors or the UE temporarily going Out Of Service should not result in a CSN misalignment.  For this we assume that a unique packet identification number is required, which will survive even the largest packet loss. The size of the CSN is mainly determined by:

1. the max DL/UL rate that needs to be supported;
2. the amount of packet loss due to transmission errors and temporary out of sequence situations;

A first analysis of the different SN sizes resulted in size estimates of around 8-12 bits for each of the different SN’s. Further study is required to determine the optimal size for each SN. 

3. SN re-use
Using a separate SN for each of the identified purposes will result in additional overhead since multiple SN’s will be included in the same transmission. In order to optimise this situation, we investigated the possibilities to have one SN used for multiple purposes.
Different combining options exist:

1) Combine ARQ SN and CSN

2) Combine CSN and IRSN

3) Combine ARQ SN, CSN and IRSN

“Squeezing out the last bit” over Iu+ does not seem such an issue. However, especially for RT-services with small packets, including both an ARQ SN and a CSN over LTE_Uu might result in significant overhead (e.g. 10 bits corresponds to some 5% in case of VOIP). Therefore we think that especially combining the ARQ SN and the CSN over LTE_Uu should be considered (combining option 1).

In such a solution, e.g. in the DL:

· the anchor determines the SN for each packet;

· that SN is used for ciphering;

· that SN is also used for HARQ/ARQ related re-ordering/retransmissions over LTE_Uu;

· and it is used for deciphering at the UE.

This is reflected in figure 4.
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Figure 4: LTE Sequence Numbers in combining option 1
For RLC-UM type of services, little complexity seems associated with this type of approach. For RLC-AM type of services, care should be taken w.r.t. loss over Iu+: the ENB might have to generate an “LTE-MRW-SUFI” in case of packet loss over Iu+. However considering that the ENB is already expected to perform re-ordering, loss detection should be relatively straight-forward.

4. Proposal
It is proposed to discuss the above reasoning and see up to what extend having only 1 SN over LTE_Uu can be agreed.
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� The contents of this contribution is almost identical to R2-060045 submitted to RAN2#50.
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