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Introduction

Given the agreement at RAN plenary that the RRC connection will be managed by the Node B, and that the NAS functionality (along with ciphering, NAS IP and default bearer will be handled by the aGW) this contribution revisits the initial access procedure and examines the establishment of the RRC connection, the authentication process and UE state.
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Initial access procedure 
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Figure 1.  Initial access from detached to attached (LTE_IDLE/LTE_ACTIVE)

Overview
Figure 1 above shows the current understanding of the initial access procedures.  Essentially the procedure is as follows:  
The UE first synchronises to the network using synch_RACH and once synchronised makes the RACH access requesting resources and indicating an attach procedure and the eNode B assigns a temporary identity (to enable the UE to make/receive further resource grants) and grants the UE the initial resource for the UL signalling.  It is FFS whether the synchronisation procedure is separate from the RACH procedure or they are combined.
Once the resources have been granted, the UE sends the Attach Request to the aGW including the global identifier (e.g. IMSI/PTMSI) and other necessary information – this message is not ciphered or integrity protected.  Also, it is FFS as to whether this message is encapsulated in an RRC message on UL or sent directly to the aGW on it’s own logical channel [1].
The aGW then contacts the HLR (or other entity holding the subscription information) and indicates that the UE has requested access.  The details of this signalling are outside of the scope of this document, but the aGW is assumed to return sufficient information to begin the authentication challenge response to identify that the UE is genuine and generate keys for ciphering and integrity protection.
The aGW begins the authentication procedure to enable the UE to generate the encryption and IP keys.  The details are TBD in SA3 but it is assumed that a challenge-response method will be used (as shown).  This procedure will be performed without integrity protection and ciphering between the UE and aGW.  
Once the UE has been authenticated with the network then the aGW sends an attach accept message to the UE, and the UE ends the responds by sending the attach confirm and ending the procedure in either LTE_Idle state or LTE_Active state.  

What is the transient state?
As shown in figure there is a transient state in which the UE can be considered to be in LTE_Idle or LTE_Active state but the UE has not been identified completely in the network since the authentication is not complete.  In this transient state, the UE is sending and receiving data and could be considered to be in LTE_Active state.  However, since there is no context in the Node B other than the temporary ID and the fact that the UE is known to be performing an attach procedure, and also the fact that the UE has not been authenticated so there is no RRC IP possible you could also consider the UE to be in LTE_Idle state.  
The attach (NAS) procedure may be recovered if the UE moves into another cell without first informing the Node B, although this will require the UE to inform the aGW at every cell change via either a modified attach message or some kind of cell update message.  
Finally, since the UE in the LTE system is expected to spend the majority of time in the LTE_Idle state, the attach procedure will not be a frequent procedure – hence the cost of performing measurements and handover are not considered significant in the overall system.
Proposal 1:  In order to guarantee delivery of the NAS signalling it is proposed that the UE be considered to be in LTE_Active state during the initial access (i.e. performing handover rather than cell reselection)   
Ending the procedure

At the end of the procedure, the UE is in either LTE_Active or LTE_Idle state.  It is proposed that either case is possible, and in the case that the Node B wants the UE to be in LTE_active, then the Node B should trigger the delivery of RRC IP keys (or information required to generate the keys) to the Node B from the MME/UPE, and indicate the final state to the UE implicitly by using a challenge response to generate the IP keys).  
In the case that the Node B / UE does nothing, then the UE will end the procedure in LTE_Idle state.
Proposal 2:  The UE should end the procedure in LTE_Idle state unless the Node B triggers the generation of IP keys in the UE – in this case the UE completes the procedure in LTE_Active state
3
Proposal

It is proposed that RAN2 discuss the proposals in this document and if agreed then they should be captured in the TR.
Proposal 1:  In order to guarantee delivery of the NAS signalling it is proposed that the UE be considered to be in LTE_Active state during the initial access (i.e. performing handover rather than cell reselection)   

Proposal 2:  The UE should end the procedure in LTE_Idle state unless the Node B triggers the generation of IP keys in the UE – in this case the UE completes the procedure in LTE_Active state
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