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1 Introduction

As a mandatory requirement for LTE, a UE shall transit from LTE_IDLE to LTE_ACTIVE state in less than 100ms, it shall be possible to setup a RAB for a UE in LTE_IDLE state within less than 100ms.
Such a strong reqirements means that the the RRC procedures towards the E-node B and the RAB setup procedures that touch the Access Gateway, must be completed altogether within less than 100ms.

If the E-node B needs to wait for the Access Gateway to initiate ciphering/integrity protection and RAB assignment before it attempts to allocate radio resources for a RAB to a UE that has completed initial access to the E-UTRA (RRC connection setup), it means that, in order to achieve the 100ms requirement, both the E-node B and the Access Gateway shall individually conform to even tighter requirements.

2 Description

It should be possible to make the LTE state transition from LTE_IDLE to LTE_ACTIVE fast, and less sensitive to Acces Gateway reactivity by allowing the ciphering and RAB establishement procedures to be initiated, on the radio interface, by the E-node B without the need to wait for the Access Gateway to do it.

In order to achieve this, it is necessary for the E-Node B to know, for a UE in LTE_IDLE state, what RABs (as defined by the Access Gateway : QoS, other parameters) were allocated to that UE for each active service when the UE previously was in LTE_ACTIVE state, without the need to ask the Access Gateway for this information.

In addition, in order to avoid re-start of the security procedure in the Access Gateway, it should be possible to start ciphering immediately after RRC connection setup in the UE, and in the Access Gateway with only a single indication from the E-node B to the Access Gateway once the RRC connection is established.

This means that the E-Node B shall provide RAB and security information to the Access Gateway at LTE_IDLE to LTE_ACTIVE transition. Because storing security and RAB information for all LTE_IDLE UEs in the E-Node B would require a lot of costly Node-B memory, we propose that this information is stored by the UE at LTE_ACTIVE to LTE_IDLE transition and carried via the UE in the RRC connection setup.  

The format of this information need not be understood by the UE. In fact, for security reasons, the UE shall not be able to decode or encode such kind of information, which needs to be ciphered and possibly integrity protected.
Then, at RRC connection setup, the UE can immediately establish the appropriate RAB as previously defined by the Access Gateway, and the Access Gateway would only check the validity initial UE information, and then immeadiately go on with normal ciphered transmission towards the UE.
3 Conclusion

NEC suggest the use of a virtual E-UTRAN database : a UE should store RAB/ciphering-related information provided at (or before) LTE_ACTIVE to LTE_IDLE transition, and provide it back to the E-Node B at RRC connection setup. These information need not (and must not) be understood by the UE, it is only understood by the E-Node B (and potentially the Acess Gateway) in order to transit to the LTE_ACTIVE state with the proper RABs allocated without any signalling exchange with the Access Gateway.








































































