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1
Introduction

In this contribution we describe a framework for the fast access procedure applicable to LTE. The goal behind the proposed fast access procedure is to facilitate reduction of the control channel overhead associated with LTE_ACTIVE state, which could consume a large portion of uplink capacity. The faster UE can transition from LTE_IDLE to LTE_ACTIVE, the faster Node B can release resources assigned to UE if no data is available and place it into LTE_IDLE. Fast access is particularly useful for burst type of traffic and when resources allocated to the data part are comparable to the resources assigned for the overhead channels. 

Fast access procedure can also be used for synchronization when UE is already in LTE_ACTIVE state.  
2
Access procedure
The random access procedure is utilized when ever UE is not uplink synchronized and it wants to exchange data with Node B. There are two distinct scenarios that we want to address in this contribution:

1. UE is LTE_IDLE and UE wants to transition into LTE_ACTIVE state

2. UE has lost UL synchronization while in LTE_ACTIVE state

In [1], we presented the principles of random access channel (RACH), which we envision would be used for access in LTE. The function of RACH is the following:

1. Establishment of uplink Layer 1 synchronization 

2. Enables UE to request uplink air link resource assignment

Any exchange of Layer 3 signalling information would take place over shared data channel (SDCH). 

2.1
Access procedure in LTE_IDLE state 

When in LTE_IDLE state, as stated in [2], UE has established security association the access network, but it does not have any cell specific identifier such as MAC ID. In order to reduce the load on RACH, it is proposed in [1] that only minimal information be transmitted over RACH when UE access the system in LTE_IDLE state. The information contained within the initial probe consists of:

1. Random Id 

a. Used to select access signature. Reduces probability that identical access probes from different UEs arrive at Node B at the same time

2. Downlink C/I

a. Course information about radio conditions at UE. Enables power control of the access grant message sent on downlink in response of access probe 

3. Scheduling Information 
a. Course information about requested buffer information and data priority at UE
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As proposed in [2], access probe consists of an access signature. The access signature is selected from UE’s downlink C/I, Scheduling Information (SI) and a random number used to reduce possible collisions. Figure 1 illustrates possible scenarios and the impact on Node B’s ability to separate access probes arriving from different users. Collisions occur only if two UEs access the system simultaneously and choose identical access signature. Before transmission, the access signature is scrambled by the corresponding targeted node B specific PN scrambling sequence
. Scrambling effectively provides destination addresses for the access. 

Figure 1: Access channel user separation

The Layer 1 initial access procedure is combined with an uplink resource assignment. Therefore, the Node-B responds to a successful uplink access probe by access grant message that contains timing adjustment information.

As explained in [1], unsuccessful probes would be handled with retransmissions, which occur at regular intervals defined by AccessCycleDuration. Access probe, that is access signature needs to remain unchanged for each retransmission in order to make HARQ possible. 
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If the access grant is not received after maximum number of probes has been transmitted, denoted as Np, UE backs off and repeats the procedure after resetting the power to the initial value. Maximum number of sequences is denoted as Ns. Before starting a sequence, depending on a scenario, UE may run p-persistence algorithm. Figure 2 illustrates the timeline and power level of the access probes.
Figure 2: Access probe sequences     

The Node-B transmits an access grant on the downlink after successfully detecting an access probe. The access grant associated with the acknowledged access probe:

· Is scrambled with the PN sequence associated with PN sequence used for the access probe

· Has a fixed timing relationship with the access probe

· Conveys the UE MAC ID, uplink resource assignment and uplink timing adjustment to the UE

The access grant is protected with CRC.

After receiving the access grant, UE requests to open a connection. It includes a handle to an UE ID and authentication field. Recall that security association has been already established. This message is sent over SDCH. After UE is authenticated by the network, Node B confirms successful identification and authentication and UE has transition to LTE_ACTIVE state. Figure 3 illustrates the call flow for the initial access. 
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Figure 3: Access procedure (LTE_IDLE to LTE_ACTIVE)
2.2 Access procedure in LTE_ACTIVE

RACH can also be used if UE is in LTE_ACTIVE state, but for some reason uplink synchronization has been lost or it has not been established yet. For example, synchronization can be lost due to fading. Also, during handoff between asynchronous cells, UL synchronization must be established before UE can transmit in the new cell. 

In such as scenario, UE beings the synchronization by sending synchronization message on RACH. The synchronization message consists of an access signature, similar to the access signature sne tby UE while in LTE_IDLE. However, in this scenario, UE has already been assigned MAC ID and that can be used for identification purposes since MAC is relatively short.  

It is proposed that, the access signature is selected is the same fashion as when UE is in LTE_IDLE. However, the scrambling process would be different. In this scenario, the scrambling sequence is not only a function of the target Node B, but also MAC ID specific. If Node B detects access signature scrambled with MAC ID dependent sequence, Node B responds with the access grant. UE can immediately start exchanging data with Node B. Connection Open Request/Response are not required, since the UE is already in LTE_ACTIVE state.
This method is attractive such as during handoff and upon loss of synchronization since Node B is expecting the probe and it has only limited set of sequences to search for. Note that at any point in time Node B can request authentication. Figure 4 illustrates the call flow for the synchronization scenario. 
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Figure 4: Synchronization procedure (LTE_ACTIVE)

3 Conclusions

This document has presented the access procedure for LTE. The access procedure is proposed for LTE_IDLE and LTE_ACTIVE state. 

· Short signature sequence conveying limited information from UE to Node B. 

· Layer 1 synchronization is combined with UL resource allocation

· In LTE_IDLE, identification and authentication being performed on SDCH. 

· In LTE_ACTIVE, identification being performed on RACH, optional authentication can be triggered by Node B.

The above characteristics for random access are recommended to be captured into [3].
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� Scrambling sequence can also be UE specific.
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