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1
Introduction

This document presents a proposal for the connectivity procedures in E-UTRA. In UTRAN radio bearers are used to set up a connection between the RNC and the UE.  Radio bearer configuration always requires end-to-end signalling between the UE and the NW to negotiate the transport quality and bearer parameters. Actually bearer structure is hierarchical between several network entities since UMTS bearer, radio access bearer and transport bearers (i.e. Iu bearer) are needed in addition to radio bearers to carry a flow over the RAN. It is necessary to evolve the radio bearers for E-UTRAN, because the latency requirements for E-UTRAN are much tighter [1]. In this document we also refer to a proposed further developed radio bearer, denoted as “Radio Link Service Profile”, which was initially presented in R2-051881 and is further detailed in R2-052893.
2
Radio Link Service Profiles

E-UTRAN should be optimized for packet services and first-packet delays should be kept to minimum. To minimize the delays it is assumed that NW has sent UE (via SYSINFO, or by i.e. RRC signalling) default and preconfigured radio link service profiles (RLSP). These profiles may be used as initial L2 QoS parameters and if no further refinement is needed then signalling is greatly reduced as will be presented in figures 1, 2 and 3. In this document we will discuss only the case where the NW configures the QoS. This means that UE sends user data with default RLSP and if NW sees it necessary to change QoS requirements for that flow, then it may assign customized or preconfigured RLSP for it. 

Here is short summary of RLSP and its properties:
· Radio link service profile (RLSP) 

· determines how the packet is handled at the radio link layer and what is the required QoS 

· Consists of the L2 QoS parameters that determine packet handling (both the transmitter and the receiver). 

· Necessary parameters of RLSP are signalled between peer RRC protocols, when needed (see customized RLSP).
· Radio link service profile can be either default, preconfigured or customized 

· Default RLSPs are specified in the specification for different logical channels. It may also be defined that some IP-level protocol signaling is always sent with default RLSPs, i.e. SIP signaling may be sent with a default RLSP. These default RLSPs may be defined also in the initial access. User data sent with default RLSP should not require admission control.
· Preconfigured RLSP is defined by NW in initial access phase. Any number of preconfigured RLSPs may exist but they all have a unique reserved RLSP identity. 

· A specific RRC procedure is used to associate a given preconfigured RLSP to a logical channel at the RRC peer entity. 

· Customized RLSP is defined locally at the BS entity and its creation is communicated with peer to peer RRC signaling which contains full description of the customized RLSP.

· Similar to  UTRAN Radio Bearer Setup 

Each logical channel is identified by Logical channel ID (LCID) that defines the logical channel type and instance (=TCFT+C/T). Each logical channel is associated with RLSP that determines the SDU handling for that logical channel

The LCID can be default, unregistered or registered:
· Note that three types of LCIDs and three types of RLSPs do not have one-to-one mapping. 

· Default LCID: Every default LCID is mapped to a default RLSP. This mapping is generated in both UE and BS when the default RLSP is generated in the system, and cannot be reconfigured during the session Thus, the default LCID can only be used for the flows which do not require any reconfiguration of RLSP.

· Unregistered LCID: all LCIDs except default LCIDs are unregistered LCID at first. All unregistered LCIDs are mapped onto the same default RLSP that determines their processing. An unregistered LCID may become a registered LCID upon the finalization of the RLSP invocation/creation for that particular LCID. 
· Registered LCID: After RLSP is invoked or created (via RRC signaling), and the MAC is configured according to the new RLSP, the unregistered LCID becomes a registered LCID on both UE and BS sides. Further reconfiguration via the RRC signaling is also possible.
· Note: NW does not need to register LCID if it does not see reconfiguring of default RLSP as a necessary action. This means that data sent via unregistered LCID is handled by default RLSP. 
· Note 2: Most of the user data transfer is initiated with unregistered LCID
· Note 3: It has to be studied whether same LCID may be used for all connections of same type (HTTP, SMTP, etc.) or not. Detection of connection type could be carried out for example by using TCP/UDP-port number.
· Note 4: It has to be carefully studied how long once established (un)registered LCID is kept “alive”. It would be inefficient to keep connections alive very long, thus it might need quite short timers of inactivity to release unused LCIDs. Such a short timers should not affect connections without need for specialized QoS, but registered LCID data transfer should avoid too short timers to avoid unnecessary QoS setup procedures.
· Each registered LCID maps normally to one pre-configured or customized RLSP. If necessary it is also possible to configure the default RLSP to registered LCIDs. 
By using unregistered/registered LCIDs, logical channel can be used to start transmitting data (with default QoS parameters) during the time while the RRC is signaling to create an optimized parameter configuration. With a suitable support during intial access phase, it is also possible to start transmission of data immediately after switching to active mode. This is illustrated in the following sections. 
3

Initial Access 

Initial access procedure does not require such tight timing requirements as IDLE to ACTIVE state transfer, because it happens quite seldom and even then it should not affect too much if the user experiences minimal delays. There are a few procedures which need to be performed in initial access and these include:
1. Authentication, security mode negotiation and security association creation – Both UE and NW authenticate each other and acquire required ciphering/integrity protection keys
2. UE Capability information exchange – NW needs to get UE capability for i.e. RRM purposes
3. RLID assignment – This might be needed if user wants to start data transmission/reception immediately after power-up  i.e. always online feature for e-mail reception activated.
4. UE_TID association. UE needs to be assigned a temporary identity in order to prevent excess sending of IMSI.

If UE enters IDLE-state and user does not start data reception/transmission after initial access, security associations and UE_TID are preserved to speed up IDLE to ACTIVE state transfer.  Additionally in initial access procedure UE is informed about default and preconfigured RLSPs. This can happen either by broadcasting them in SYSINFO or by UE specific signalling.
4 Transfer from Idle to Active state 
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Figure 1: Idle to Active transition (default and unregistered LCID)
In order to meet strict requirements presented in [1] for transition from Idle to Active state, E-UTRAN signalling needs to be optimized. In the initial access procedure the UE is allocated a temporary identity UE_TID, which is preserved when UE moved back to IDLE state. Thus UE just needs to receive RLID, which can be used by NW to allocate resources for the UE. And because security association has already been established in initial access there is no need to re-perform authentication procedure, and data transmission can be started very quickly. This is possible by utilizing default/preconfigured RLSPs, which were informed to the UE in initial access procedure. In Cell Association Request UE indicated that it needs to establish UL connection. According to his information NW may allocate UL resource for the UE after completion of CELL ASSOCIATION procedure. In the allocated slot UE may send data with default or unregistered LCID. In case of unregistered LCID, when NW receives the data block with unregistered LCID it may indicate RRC that a specialized RLSP setup procedure is required. If this specialized procedure is not needed, user data can be transmitted by using a default RLSP (It is usually best effort RLSP). 
4
Active state setup
[image: image2.emf]eGW eNB UE

1

1

OPT

UE requests UL transmission

ACTIVE

If NW sees that data needs different QoS. So 

QoS is different from Best Effort

ACTIVE

Data

(default/unregistered LCID )

New_QoS_needed

Data

RLSP_CREATION

(LCID, RLSP)

RLSP_CREATION_CONFRIM


Figure 2: Active state setup

In [1] there is requirement for transition from dormant state to Active state presented as a 50ms (excluding drx period). In figure 3 is presented a way to achieve this goal. When UE needs to establish UL in dormant state it needs to first indicate need for UL for the NW. According to this NW may allocate resources for the UE. In the allocated slot UE may send data with default or unregistered LCID and after that behaviour is similar as in idle-to-active transfer presented in chapter 3.
5
Conclusions

Connectivity procedures presented in this document are proposed to be included to the RAN2 TR 25.813 on LTE.
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