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1 Introduction

At RAN WG2 meeting #48bis
in Cannes, a second ARQ layer or a recovery function on top of HARQ was agreed as working assumption. Nevertheless the location of that second level ARQ function was not decided upon , partly also due to pending decisions on architecture. With the agreement on a two-node architecture in Seoul and on not supporting macro diversity in Malta good progress has been made on architecture and protocol. In this contribution, we shortly discuss different options of the second repetition layer (outer ARQ) and present our views on a possible implementation. Based on this we suggest to make a decision on the location of the outer ARQ functionality. 

2 Discussion

Long Term Evolution system shall provide a significant enhancement compared to today’s systems. That means to have a system that provides high rate data services with a small residual error rate, small round trip times and small jitter. The effect of each of these criteria on the performance of the application is well studied. 

There are two main reason for packet loss at HARQ level: 

1. HARQ protocol error e.g. NACK to ACK misinterpretation

2. Data loss due to mobility e.g. loss of packets in Node B buffer during handover 

Besides the two described error cases it has been argued that having ARQ at the Access Gateway could recover losses experienced over E-Iub. However, it is our understanding that the transport network layer protocol used over Iub should be a reliable interface. Otherwise, there will be retransmission of packet losses on the wired interface over the air interface, at least in uplink transmission case. 

Actually, above reasons for packet loss at HARQ level are very different. The HARQ protocol error occur over the air interface while the mobility error are caused by flushed buffers or by packets the have been sent to some entity that cannot transmitted before loosing the link. 

2.1 Data Loss Due to Mobility 

If outer ARQ protocol is terminated in E Node B rather than in Access Gateway, a context transfer function or other methods are needed to prevent data loss. Otherwise, packets from the source Node B will be lost due to flushed buffers as explained before. Nevertheless, stationary terminals will not experience frequent cell changes at all and performance should not be compromised for those. That means the recovery of this mobility losses should not impact the air interface. Therefore, in this contribution, we want to address the errors caused by the HARQ protocol over the air that should be recovered in E Node B and we do not go into solutions on how to provide lossless mobility. 

2.2 Data Loss Due to HARQ Protocol Error 

It is clear that the best performance should be obtained by designing a reliable retransmission protocol at E-Node B.  As soon as a recovery function is put in a different node there will be an increased delay for the packets that are retransmitted by the outer retransmission protocol. This delay difference stems from buffering delay in E Node B and wired interface transmission. Furthermore, due to buffering in several nodes there is a need for additional flow control. If there is a reordering entity afterwards it will delay all the following packets. In connection with currently used TCP implementation, these round trip time variations can seriously impact application performance. This is also one of the performance-limiting factors for HSDPA in RLC AM. 

It should noted that due to the delay increase described above the sequence number size will be increased significantly.   Unless there are interactions between the two ARQ functions, the outer ARQ function is likely to require complex functions such as status reports and polling functions increasing signaling overhead and efficiency furthermore. Even with defined interactions between the retransmission protocols, the performance is not likely to be the same as if provided solely by Node B. 

Assuming the outer ARQ or HARQ recovery function is located at Node B the ACK/NACK error requirements at the physical layer can be reduced resulting in a more power efficient overall system. In HSDPA it was particularly difficult to reach the NACK to ACK misinterpretation error probability, which caused the introduction of additional complex mechanisms such as power offsets and ACK/NACK repetitions. 

In the previous meetings, there were discussions to combine the sequence numbers for outer ARQ and for ciphering. Naturally, there is gain from having one solution for two problems, but it should be noted that the signaling overhead (besides sequence number) of the ARQ protocol would also increase. We think that the decision should be independent from the pending discussion on E-UTRAN security, because the E Node B should ensure a reliable transmission over the air without relying on the access gateway. Nevertheless, the need for appropriate security functions should not be compromised.  
3 Conclusion

In this contribution, we have been discussing the potential location of the outer ARQ or HARQ error recovery function. Based on the presented arguments Panasonic proposes to terminate the ARQ protocol or to recover HARQ errors at E-Node B. Panasonic thinks that a decision on this functionality can be made independently from pending decisions on mobility and security.   
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