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1
Introduction

This paper contains text proposal for TR 23.882 for intra-SAE/LTE mobility for UEs in LTE_IDLE.
For architectures which do not handle UEs in LTE_IDLE in the eNodeB, an MME (Mobility Management Entity) was agreed last RAN2/3 meeting in Cannes comprising functions like HSS access, keeping UE’s attach/mobility/security status and subscription data, handling of roaming/area restrictions, tracking UEs on TA level, handling of user identity confidentiality, support of load balancing/redundancy, preserve certain UE context data from RAN to speed up connection setup.
For handling of paging, a User Plane Entity (UPE) function was identified that terminates DL data path and triggers/initiates the paging. There was no agreement on any further function residing in the UPE like keeping UE informations like parameters the IP bearer service or network internal routing information, but this is regarded to be straightforward.
There was no agreement at RAN2/3#48bis in which logical node MME and UPE resides. 

As two independent entities would require an interface between both for example for paging and registration between each other and would double context transfer effort.

It is proposed to co-located MME and UPE in the same logical node and that this logical node shall be the one that controls the access to E-UTRAN.

A flow chart is described lateron that shows mobility between two MME/UPSs.

2
Text Proposal for TR 23.882
7.X
Key Issue Intra-LTE Access System Mobility in LTE_IDLE State

7.X.1
Description of Key Issue Intra-LTE Access System Mobility in LTE_IDLE State

Intra-LTE Access System Mobility functionality for UEs in LTE_IDLE State maintains the registration of a user/UE and keeps track of the location of the user/UE on Tracking Area base so that mobile originated and mobile terminated packet transfer may be initiated. Furthermore, Intra-LTE Access System Mobility functionality for UEs in LTE_IDLE State updates within the network any user plane routing and any potential tunnelling information so that data path is established between intersystem mobility anchor and the UPE.

Intra-LTE Access System Mobility functionality in LTE_IDLE State maintains subscriber identity confidentiality, i.e. temporary user identities are used where necessary.

7.X.2 
Solution for key issue Inter 3GPP Access System Mobility in Idle State

The SAE/LTE Access System has an MME which  (Mobility Management Entity, it is FFS whether it resides in RAN or CN). Furthermore, the SAE/LTE Access System has a UPE (User Plane Entity). The UE registers with the MME and the UPE.
The MME stores a UE context data like permanent and temporary user identities, mobility state, tracking area etc. The MME can store the UE context for long to allow for detach and reattach with temporary identity (user identity confidentiality). The SAE system consists of distributed MMEs.
The UPE of the SAE/LTE Access System terminates for idle UEs the DL user plane and triggers/initiates paging when downlink data arrive for the UE. Further the UPE stores UE context data like parameters of the basic IP bearer service and keeps network internal routing information.
Whether a UE can be registered in more than one 3GPP access system at one time and the possible effects on SAE/LTE is FFS.

The SAE/LTE 3GPP Access System combines network attach and establishment of basic IP bearer capabilities (always on), i.e. all parameters required for a best effort IP bearer service are allocated for the UE already at attach. In idle state all data transfer resources between UE and network are released and only information for basic IP bearer is stored in the network.

User identity confidentiality requires the UE to register the access system change with the network using a temporary identity. The temporary identity is resolved to a permanent identity by the old serving MME. This information transfer between old and new serving MME transfers also other UE context information like security parameters and IP bearer parameters to the new serving MME/UPE. 

The routing between UPE and the user-plane anchor is updated, which is the precondition for being able to page the UE when downlink data arrive. And, the home register (e.g. HSS) is updated with registration of the UE at another MME/UPE. These functions are shown in the figure 7.X-1.
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Figure 7.X-1: 3GPP Intra Access System mobiliy in LTE_IDLE
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Figure 7.X-2: Information flow for change in idle state from 2G/3G to SAE/LTE

1)
The UE in idle state re-selects an LTE cell.

2)
The cell re-selection triggers an area registration if the UE crossed an Tracking Area boundary. The UE sends its temporary identity and its old tracking area identifying the old MME/UPE to the new MME/UPE.

3)
The new MME/UPE derives an address of the UE’s old MME/UPE from the parameters sent by the UE. The new MME/UPE sends the UE parameters to the old MME/UPE.

4)
The old MME/UPE sends the UE context to the new MME/UPE. The UE context includes a permanent user identity and other information like security and IP bearer parameters.

5)
The UE may be authenticated in the new MME/UPE.
6)
The new MME/UPE derives from the permanent user identity an HSS address and registers itself as the MME/UPE serving the user at the HSS.

7)
The HSS deletes the UE context in the old MME/UPE.

8)
The HSS confirms the registration of the new MME/UPE.

9)
The new MME/UPE confirms the UE’s network registration and allocates a new temporary identity to the UE.

10)
The new MME/UPE updates the route from the user plane mobility anchor to itself. Mobile terminated packets arrive at the new MME/UPE.
For change in Idle State from SAE/LTE to 2G/3G the same information flow is applicable with a changed order of MME/UPE entities.

7.X.3
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.X.4
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.X.5
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.

3
Proposal

It is proposed to agree on the text provided in the paper for TR 23.882 and to liaise to SA2 on the outcome of the discussion.
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