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1. Introduction

A 2 byte UDP checksum field provides an error detection capability for part of the IP header, the whole UDP header and the UDP payload. UDP checksum is mandatory for IPv6 and optional for IPv4, where the presence of the field is signaled inbandedly. 
UDP checksum is in nature random values, so it is not possible to compress this field. The overhead introduced by this UDP checksum would not be trivial like shown in the table 1. 
<Table 1>

	
	TB size for UO-0 packet
	Overhead

	SID-WB & NB
	88
	18.18%

	NB 4.75 kbps
	144
	11.11%

	NB 5.90 kbps
	168
	9.52%

	WB 6.60 kbps
	184
	8.70%

	NB 7.40 kbps
	200
	8.00%

	WB 8.85 kbps
	232
	6.90%

	NB 12.20 kbps
	296
	5.41%

	WB 12.65 kbps
	304
	5.26%


This contribution proposes a mechanism to reduce this overhead. 
2. Discussion
Figure 1 shows how a VoIP packet is processed over Uu interface.
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Figure 1. VoIP packet processing over Uu interface

At the first stage of the header compression, the header compressor calculates CRC over the uncompressed IP/UDP/RTP header and attach it as ROHC header. This CRC attached by HC(hereafter denoted as ROHC CRC) is used by the HD to verify the uncompressed header. 

Since UDP checksum field is not compressed, this field is attached after ROHC header. 

Later in physical layer, another CRC is attached to the VoIP packet. 

Thus one VoIP packet has both UDP checksum and PHY CRC for error detection. This is clearly duplicated function, and it would be better if we have only one error detecting code. Please note that ROCH CRC is used for verifying decompressed header, so it is not for normal error detection. 

One simple way of reducing overhead would be to detach the UDP checksum field after header compression and reconstruct it at the receiver like in figure 2.
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Figure 2. UDP checksum attach and detach

Now one VoIP packet has only one error detecting code over the air link, but the problem of this approach is that header decompressor can not verify the decompressed packet.

Receiver can not re-generate UDP checksum field of a packet before its header is decompressed, but the UDP checksum field is needed for header decompression for ROHC CRC check. If receiver generate random UDP checksum values for header decompression sake, then ROHC CRC check will fail and the packet will be discarded. 

To get through this dead lock situation, we can introduce pseudo UDP checksum values. 
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Figure 3. Proposed way of UDP checksum field handling

At transmitter, original UDP checksum value is swapped with the predefined pseudo UDP checksum value (say 1111 1111 1111 1111). Then header compressor calculates ROHC CRC with this pseudo UDP checksum value.

Since pseudo UDP checksum value is known to both sides, it is not needed to be transmitted over the air link. 
At receiver, the pseudo UDP checksum value is inserted to the received VoIP packet before it is fed to the header decompressor. 

After header decompression and verification of the decompressed header, receiver can computer the original UDP checksum value to swap it with the pseudo UDP checksum value.  
3. Proposal
The best place to implement this function would be PDCP, where UDP swap function is above HC/HD and UDP detach/attach below HC/HD.

If RAN2 agree to have this function, Samsung will happily provide related CR to the next meeting. 
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