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1. Introduction

TR25.913 (Requirements for E-UTRA and E-UTRAN)) states the C plane latency requirement as follows. In this paper we show an example of signalling sequence to simply the current signalling sequence in an effort to satisfy the requirements
Transition time (excluding downlink paging delay and NAS signalling delay) of less than 100 ms from a camped-state, such as Release 6 Idle Mode, to an active state such as Release 6 CELL_DCH, in such a way that the user plane is established.
2. Discussion
When the UE is powered on, it performs the Attach and Authentication procedures. In the following it is assumed that the network stores the security context, capabilities and QoS profile of the UE.
With the above assumptions, the IDLE to Active state transition can be shortened to the two way hand shake as shown below by allowing the UE to initiate the security mode procedure at the same time when the service request procedure is started and to use identifiers of pre-defined radio channel configurations and QoS information. Although more investigation is required we think that simplification of signalling flow can be achieved by this approach.
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1. Uplink traffic arrives and the UE sends access burst in order to use shared channel to request the packet access.
2. The Node B acknowledges the request and provides the ID of default channel configuration for signalling and an identity similar to RNTI.

3. Using the given channel configuration, the UE sends Packet Access Request message. This message requests the network to provide packet access and also initiates the security mode procedure. The message contains CN UE-id, requested QoS ID, MAC (Message Authentication Code), UE radio capabilities, UL cipher activation time and START value. The MAC is calculated using the IK and integrity protection algorithm which was agreed when authentication procedure was executed. 
4. The Node B relays the message to the CN node with the SN used for the received message. The CN node checks the MAC. If correct it decides the QoS that should be provided to the UE using the stored QoS profile information for the UE and requested QoS ID.
5. The CN node then sends the Packet Access Response to the Node B. The message contains CN UE-id, QoS to be authorized, CK, IK, Ciphering algorithm and Integrity protection algorithm. After this step ciphering and integrity protection are handled by the Node B.
6. The Node B allocates radio resources which satisfies the QoS indicated and decides DL activation time for ciphering. The Node B adds the channel configuration ID, DL activation time and calculated MAC to the Packet Access Response and sends it to the UE.
7. The UE checks the MAC and if correct then it starts ciphering and sending UL traffic.
3. Proposal

NTT DoCoMo proposes RAN2 to start their study on how to simplify the call setup sequences and consider UE initiated security negotiation in the service request procedure and the use of pre-configured channel and QoS configurations.

























































