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1. Overall Description:

RAN2 has clarified in CR R2-041837 on TS 25.331 (Rel-5) in which cases the UE shall regard a received keyset as 'new' and set START value to zero. TS 33.102 does not currently specify explicitly in which traffic cases a CN node shall send keystatus ‘new’ in Security Mode Command message. SA3 #38 discussed this issue and concluded that the clarification to TS 33.102 proposed in S3-050307 would be useful. The clarification might impact RAN3 and CT1 specifications, and SA3 would appreciate feedback on it.

The attached CR is not intended to be submitted to SA for approval until feedback is received from RAN3 and CT1.

2. Actions:

To RAN3 and CT1 groups.

ACTION: 


SA3 kindly asks RAN3 and CT1 to provide feedback on the proposed clarification in S3-050307, and to inform on potential impacts on their specifications.

3. Date of Next SA3 Meetings:

SA3#39
28th June – 1st July 2005


Montreal, Canada

SA3#40
13th September – 16th September 2005
TBD

