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1. Introduction

As for Domain Specific Access Control (DSAC), CR2526rev1 to 25.331 for Rel-6 was approved in RAN#27. As an operator in a county attached by very frequent earthquakes, we would like to urgently provide services which enable subscribers to obtain warning and emergency information and to check the safety of their family and friends while their access to the CS domain being barred in the events of natural disaster. In order to do so, implementation of DSAC is essential. 

During RAN2#46, UE support for features of a later release was discussed [1-2]. It was not precluded that UEs implement some features of a later release when possible e.g. support for some BCCH parameters introduced in a later release. However, it was agreed that this would need to be discussed in WGs to avoid that it introduces unforeseen issues, on a feature per feature basis
In this paper, we discuss issues involves in the Rel-5 UE reading DSAC information and acting on it.
2. Discussion
2.1 Isolated impacts of DSAC
The table below checks the isolated impacts in the possible combinations of the Rel-5 UE with or without support of the DSAC and standalone and shared UTRAN. The Rel-5 UE will not recognise the DSAC information but it is able to act on the R99 access class barring. Therefore there are no interoperability issues when the UTRAN indicates the DSAC information to the Rel-5 UE. 
Table1: Isolated impacts of Rel-5 UE supporting DSAC

	
	Standalone UTRAN
	Shared UTRAN

	Rel5 UE
	The UE does not recognise  the DSAC information but can act on the R99 access class barring
	The UE does not recognise  the DSAC information but can act on the R99 access class barring

	Rel-5 UE with DSAC
	The UE can act on the DSAC information as well as the R99 access class barring
	The UE can act on the DSAC indication to the MIB  PLMN  and the R99 access class barring. The UE is, however, not aware of the DSAC indication to the PLMNs in multiple PLMN list.


Concerning the Rel-5 UE supporting the DSAC under the standalone UTRAN with the DSAC support, it recognises and acts on the DSAC information if indicated. If CS domain is in congestion and CS DSAC is indicated, the UE is able to access PS domain or vice versa. Due to the support of DSAC in Rel-5 UE, the UTRAN may experience more traffic in the unblocked domain. If the increase in the traffic is too high, however, the UTRAN can always limit the traffic in the both domains by indicating the domain specific access control to the both domains and/or R99 access class barring. 
In case of the Rel5 UE with support of DSAC under the shared UTRAN, the UE can recognise and act on the DSAC indication to the MIB PLMN and R99 access class barring, not the DSAC indication to any PLMN in the multiple PLMN list (not the MIB PLMN). Due to the RNC redirection, the UE may be registered to the CN whose PLMN id is one of the PLMN in the multiple PLMN list (not the MIB PLMN). In such a case the UE will not be aware of the DSAC information if indicated to the registered PLMN. 
Suppose that the Rel-5 UE-A and Rel-5 UE-B both supporting DSAC are registered to the CN whose PLMN Id is A and B, respectively and the CN with PLMN id A (PLMN-A) is under severe congestion. In the network configuration whose MIB PLMN is not part of the multiple PLMN list, if the UTRAN indicates the DSAC information to the MIB PLMN as well as the PLMN id A then the access from the UE-A is successfully blocked without affecting the Rel-6 UEs which are registered to the other PLMNs than PLMN-A. Meanwhile the access from UE-B is unwontedly blocked. Alternatively the RNC implementation can drop Initial Direct Transfer messages that contain the IDNNS indicating the congested CN.  Please note that the REL-6 UE supports DSAC and network sharing and recognises the DSAC indication which is indicated only to its registered PLMN.
In case the MIB PLMN is part of the multiple PLMN list, indicating DSAC to the MIB PLMN affects not only the UE-B but the Rel-6 UEs which are registered to the MIB PLMN. However, this network configuration is not expected to be used commonly and the Initial Direct Transfer (IDT) messages can be discarded by the RNC implementation if the IDNNS contained in IDT indicates the congested CNs. 

At the initial stage of shared network deployment, the operators would expect majority of the UEs are pre-release 6 which do not support neither the DSAC nor the network sharing, and they may have to rely on the R99 access class barring in case a CN sharing the UTRAN is severely congested. When the majority of the UEs becomes Rel-6, then they may choose to use the DSAC and/or the RNC implementation to drop IDTs.
Based on the discussion above, it seems that there are no severe inter-operability issues involved in the Rel-5 UEs reading the DSAC information and acting on it. Therefore it is proposed to allow the Rel-5 UE to read the DSAC indication and to act on it as an optional feature.
2.2 Isolated impacts of network sharing
The table below checks the isolated impacts in the possible combinations of the Rel-5 UE with or without support of the network sharing. The Rel-5 UE will not recognise DSAC information but it is able to act on the R99 access class barring. 

Table 2: Isolated impacts of Rel-5 UE/UTRAN supporting network sharing
	
	Non shared UTRAN with or without DSAC
	Shared Rel-6 UTRAN with DSAC
	Shared Rel-6 UTRAN without DSAC

	Rel5 UE without NS and DSAC
	The UE does not recognise the multiple PLMNs, but registers to MIB PLMN and may be connected to CN.

The UE does not recognise  DSAC information but can act on R99 access class barring
	The UE does not recognise the multiple PLMNs, but registers to MIB PLMN and may be connected to CN-A or CN-B.
The UE does not recognise  the DSAC information but can act on R99 access class barring
	The UE does not recognise the multiple PLMNs, but registers to MIB PLMN and may be connected to CN-A or CN-B.

The UE does not recognise  DSAC information but can act on R99 access class barring

	Rel-5 UE with NS but without DSAC
	The UE does not find any multiple PLMNs, but registers to MIB PLMN and may be connected to CN.

The UE does not recognise  DSAC information but can act on R99 access class barring
	The UE  recognise the multiple PLMNs, and registers to PLMN-A or PLMN-B and will be connected to CN-A or CN-B, respectively.
The UE does not recognise  the DSAC information but can act on R99 access class barring
	The UE  recognise the multiple PLMNs, and registers to PLMN-A or PLMN-B and will be connected to CN-A or CN-B, respectively.

The UE does not recognise  DSAC information but can act on R99 access class barring

	Rel-6 UE (supports DSAC and NS)
	The UE does not find any multiple PLMNs, but registers to MIB PLMN and may be connected to CN.

The UE does recognise  DSAC information and can act on R99 access class barring
	The UE  recognise the multiple PLMNs, and registers to PLMN-A or PLMN-B and will be connected to CN-A or CN-B, respectively.

The UE does recognise the DSAC information and can act on R99 access class barring
	The UE  recognise the multiple PLMNs, and registers to PLMN-A or PLMN-B and will be connected to CN-A or CN-B, respectively.

The UE does not find  DSAC information but can act on R99 access class barring


In a non shared network with or without DSAC, the two Rel-5 UE types in the table above will have the same behaviour. The Rel-6 UE can act on DSAC information when it is sent. No complication is foreseen.
Assume that CN-A is overloaded in a shared network with DSAC. If DSAC restriction information for PLMN-A is sent, neither Rel-5 UE without network sharing and DSAC nor Rel-5 UE with network sharing but without DSAC will recognise the DSAC information. Both these UE types may be connected to the overloaded CN node. Hence, the case that a Rel-5 UE supports network sharing but not DSAC does not introduce any problem that does not already exist for a Rel-5 UE without any of these features. On the other hand, when DSAC information is sent for PLMN-A, a UE connected to CN-B will not be affected. Hence, no new complication is foreseen.
In a shared network without DSAC, a Rel-5 UE with network sharing but without DSAC will have the same behaviour as a Rel-6 UE. The behaviour of the Rel5 UE with network sharing but without DSAC is the same in a shared UTRAN sending DSAC as in a shared UTRAN without DSAC. No complication is foreseen.
2.3 REL-5 UE behaviour
Based on the discussion on in the section 2.1 and 2.2, there are no complications foreseen in implementing DSAC without network sharing or implementing network sharing without DSAC in Release 5 UEs. Therefore we propose to specify the Release 5 UE behaviour as below. This can be added as a note to the end of subclause 8.1.1.6.3 (System Information Block 3) in the release 6 version of 25.331.
The Rel-5 UE only implementing the domain specific access class control, not the network sharing acts on the domain specific access class restriction indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", otherwise the Access Class Barring Information. The REL-5 UE implementing the network sharing, not the domain specific access control acts on the Access Class Baring information.
2.4 Issues related to the Rel-6 ASN.1

Non backward compatible changes are still allowed to the ASN.1 of REL-6 RRC and it is expected that it takes some time before the ASN.1 is frozen. Therefore there is a risk to start implementing the DSAC feature in the Pre-Release6 UEs as an option at this stage, assuming such implementation is allowed.
To make the implementation of DSAC CR in Rel-5 UE safer, we need to have some mechanisms to protect the DSAC Rel-6 non critical extensions from the backward incompatible changes that could be introduced. One way may be to assign a specific release number suffix to the extensions, e.g. v660 to  separate the DSAC extension from future non backward compatible changes which may be introduced with v6xy suffix. Another way forward is to apply the approach taken to the release independent frequency band,  i.e. the DSAC extionion is introduced in Rel-5, the latest frozen release. Since further changes to SIB3 in Rel-5/6 are not likely, therefore, both approaches are acceptable. Considering the feature may be implemented by the release 5 UEs, however, use of the release 5 extension may be preferable.
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3. Proposal

NTT DoCoMo proposes:

1) Release 5 UEs should be allowed to read non critical extension of domain specific access control on BCCH and act on it as an optional feature.
2) The behaviour of the Rel-5 UE which supports either the DSAC or the Network should be clarified as proposed in the section 2.3.
3) The DSAC extension to SIB3 should be changed to a Rel-5 extension as shown in the section 2.4. 
4) 
5) The LS should be sent to CT1 so that CT1 can also investigate any technical issues involved in the implementation of DSAC or network sharing in Rel-5.
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