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1. Introduction

As for Domain Specific Access Control (DSAC), CR2526rev1 to 25.331 for Rel-6 was approved in RAN#27. As an operator in a county attached by very frequent earthquakes, we would like to urgently provide services which enable subscribers to obtain warning and emergency information and to check the safety of their family and friends while their access to the CS domain being barred in the events of natural disaster. In order to do so, implementation of DSAC is essential. 

During RAN2#46, UE support for features of a later release was discussed [1-2]. It was not precluded that UEs implement some features of a later release when possible e.g. support for some BCCH parameters introduced in a later release. However, it was agreed that this would need to be discussed in WGs to avoid that it introduces unforeseen issues, on a feature per feature basis
In this paper, we discuss issues involves in the UEs with the releases earlier than Rel-6 reading DSAC information and acting on it in Rel-6 UTRAN.
2. Discussion
2.1 Isolated impacts

The table below checks the isolated impacts in the possible combinations of the Rel-5 UE with or without support of the DSAC and Rel-5/6 UTRAN. The Rel-5 UE will not recognise the DSAC information but it is able to act on the R99 access class barring. Therefore there are no interoperability issues when the UTRAN indicates the DSAC information to the Rel-5 UE. 
Table1: Isolated impacts of Rel-5 UE/UTRAN supporting DSAC

	
	Rel-5 UTRAN indicating DSAC in SIB3
	Standalone Rel-6 UTRAN
	Shared Rel-6 UTRAN

	Rel5 UE
	The UE does not recognise  the DSAC information but can act on the R99 access class barring
	The UE does not recognise  the DSAC information but can act on the R99 access class barring
	The UE does not recognise  the DSAC information but can act on the R99 access class barring

	Rel-5 UE with DSAC
	The UE can acts on the DSAC information as well as the access class barring
	The UE can acts on the DSAC information as well as the access class barring
	The UE may not be able to act on the DSAC indication to the registered PLMN. However it can act on the access class barring


Concerning the Rel-5 UE supporting the DSAC under the Rel5/6 standalone UTRAN with the DSAC support, it recognises and acts on the DSAC information if indicated. If CS domain is congestion and CS DSAC is indicated, the UE is able to access PS domain or vice versa. Due to the support of DSAC in Rel-5 UE, the UTRAN may experience more traffic in the unblocked domain. If the increase in the traffic is too high, however, the UTRAN can always limit the traffic in the both domains by indicating the domain specific access control to the both domains and/or R99 access class barring. 
In case of the Rel5 UE with support of DSAC under Rel-6 shared UTRAN, due to the RNC redirection, the UE may be, in effect, registered to one of the PLMN in the multiple PLMN list (not the MIB PLMN). In such a case the UE will not be aware of the DSAC information if indicated to the registered PLMN. In the network configuration whose MIB PLMN is not part of the multiple PLMN list, the UTRAN indicates the DSAC information to the MIB PLMN to restrict the access from the Rel5 UE without affecting the other Rel-6 UEs which registered themselves to any PLMN in the list. 
In case the MIB PLMN is part of the multiple PLMN list, indicating DSAC to the MIB PLMN affects the other Rel-6 UEs which registered to the MIB PLMN. However, this network configuration is not expected to be used commonly and the Initial Direct Transfer (IDT) message from the Rel-5 UE can be redirected to another PLMN if possible or discarded by the RNC implementation if the IDNNS contained in IDT indicates that the UE has registered to the PLMN to which the DSAC is indicated. 

Based on the discussion above, it seems that there are no severe inter-operability issues involved in the Rel-5 UEs reading the DSAC information and acting on it. This is also applicable in case of R99/Rel4 UEs reading the DSAC information and acting on it. Therefore it is proposed to allow the Rel-99/4/5 UE to read the DSAC indication and to act on it according to the CR2526rev1 to 25.331 as an optional feature.
2.2 Issues related to the Rel-6 ASN.1

Non backward compatible changes are still allowed to the ASN.1 of REL-6 RRC and it is expected that it takes some time before the ASN.1 is frozen. Therefore there is a risk to start implementing the DSAC feature in the Pre-Release6 UEs as an option at this stage, assuming such implementation is allowed.
To make the implementation of DSAC CR in Rel-5 UE safer, we need to have some mechanisms to protect the DSAC Rel-6 non critical extensions from the backward incompatible changes that could be introduced. One way may be to assign a specific release number suffix to the extensions, e.g. v60M (M=0..z) or v6xz separating DSAC extension from future non backward compatible changes which may be introduced with v6xy suffix. Another way forward is to utilise a container for late extension to a release as suggested in [2]. Partial protection in yet to be frozen ASN.1 can be considered not very frequent. Moreover, further Rel-5 changes in SIB3 are unlikely (Cell reselection improvement for Rel-5 is considered to be completed by now). Furthermore, it is not clear if a container can be used in the system information blocks. It is therefore proposed to use v60M or v6xz suffix for the partial protection for DSAC in earlier Releases. Usage of v60M may be documented in 25.921.
2.3 Accompanied CN1 CR 

To address the Gs interface issues in DSAC, CR939rev3 to 24.008 was also approved. If UEs implements the RRC DSAC 2526rev1CR, then they must implement the CR to 24.008.  To ensure the implementers be aware of this fact, we propose to add the comments in the ASN.1 as follows.

SysInfoType3-v6xyext ::= SEQUENCE {

-- The UE implementing the DSAC CR 2526rev1 to this specification shall also

    -- implement the CR939rev3 to 24.008

domainSpecificAccessRestrictionParametersForPLMNOfMIB




DomainSpecificAccessRestrictionParam-v6xyext OPTIONAL,


domainSpecificAccessRestictionForSharedNetwork







DomainSpecificAccessRestrictionForSharedNetwork-6xyext
OPTIONAL
}
3. Proposal

NTT DoCoMo proposes:

1) Relase 99/4/5 UEs should be allowed to read non critical extension of domain specific access control on BCCH and act on it as an optional feature.
2) To allow the immediate implementation of the DSAC functionality in Pre Release 6 UEs as optional feature, the non critical extension to SIB3 for DSAC should be protected from possible non backward compatible changes introduced before the REL-6 ASN.1 is frozen. For this purpose v60Mext (M=0..z) suffix or v6xz suffix should be used. 

3) The DSAC non critical extension should have comment in ASN.1 that the DSAC requires the CR 939rev3 to 24.008.
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