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1. Introduction
This document proposes an approach to stored configuration handling, using the RADIO BEARER SETUP message (and, secondarily, other messages that currently contain an explicit radio bearer configuration) to convey the configurations from the UTRAN to the UE.
2. Discussion

Several different types of schemes have been previously discussed under the general heading of “stored configurations” or “preconfigurations”.  This document focuses on an “on-the-fly” model, in which a radio bearer configuration is set up in the normal manner, but can at the same time be associated with a “stored configuration identifier” (SCI), which can then be used to refer to the configuration in future messages.
2.1. General Assumptions

We make the following general assumptions about how stored configurations are managed.

1) The scope of a stored configuration is limited to a single PLMN (and different PLMNs may use the same identifier for different configurations).

2) Within a given PLMN, a particular configuration is associated globally with a single SCI  (as opposed to separate identifier values for each UE).

The general model envisioned is one in which the “mapping” of SCIs to explicit configurations is permanently resident in the UTRAN, and each UE’s state needs to be synchronised with that of the UTRAN.

2.2. Radio Bearer Setup Procedure

The core of the proposal is the addition of an SCI field to the RADIO BEARER SETUP message.  This tag can be used in either of two ways:

1) When accompanied by a full configuration, it indicates to the UE that it should associate the SCI with the configuration in future.

2) By itself, it assumes that the UE is already storing a configuration with that SCI, and indicates that the radio bearer being set up should use that stored configuration.
For this scheme to work, the UTRAN naturally needs to be aware of what configurations the UE has already stored.  To achieve this end, the UE signals its stored configurations (for the serving PLMN) as part of the UE capability information.

The procedure is shown in Figure 1.
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Figure 1: Establishment and usage of a stored configuration

Here the desired configuration was not in the set initially reported by the UE; the UTRAN provides the configuration in the first RADIO BEARER SETUP message, along with its SCI.  In the second RADIO BEARER SETUP message (which may occur after a considerable delay, not necessarily using the same RRC connection as the first one), the UTRAN sends only the SCI, relying on the UE to have the configuration available from the previous interaction.  (Note that, if the second procedure takes place on a separate RRC connection, the UE will have sent its updated list of stored configurations as part of the RRC CONNECTION SETUP COMPLETE message (or possibly an intervening UE CAPABILITY INFORMATION message, not shown in the figure); thus there is no risk of the UE having “forgotten” the configuration between connections without the UTRAN’s awareness.)
In addition to the RADIO BEARER SETUP message, other RRC messages that may include a radio bearer configuration (reconfiguration messages and the CELL UPDATE message) would be able to include the SCI field with the same semantics.  For purposes of this document, the setup is viewed as the nominal case.

The RRC CONNECTION SETUP message is not changed, because when the UTRAN is sending this message, it does not yet have the UE’s list of stored configurations (it arrives in the following RRC CONNECTION SETUP COMPLETE message).
2.3. Synchronisation Of SCIs
Evidently, the UE and UTRAN need to rely on the assumption that a particular SCI always refers to the same configuration on both sides.  This synchronisation could be achieved in several ways:

1) via globally-unique SCI values, so that each value is totally and perpetually unambiguous (within a given PLMN);

2) via a handshake mechanism, in which the UE and UTRAN exchange some explicit information such as value tags to ensure that their mappings of SCIs to configurations are the same;

3) via an expiry time, in which the UE is required to delete stored configurations after a fixed interval, and the UTRAN does not reuse any SCI value within that interval.

The globally-unique approach might require the SCI field to become extremely large, to allow for future configurations over an unknown period for a potentially great variety of services.  This would require the UE to send a potentially large block of SCIs for its stored configurations in the UE capability information, and moreover, it would erode the benefit of the stored-configuration feature by requiring a long SCI value to be sent in the RADIO BEARER SETUP message.  Since the UTRAN would most likely not maintain a very large number of stored configurations at any one time, most of the bits would be effectively wasted.  The same idea could be relaxed so that collisions between SCIs were not impossible but merely unlikely, but the resulting fields would still be long, and some mechanism to resolve the rare collisions would be desirable.

The handshake mechanism is essentially the same as the globally-unique one: The bits of the value tag have the effect of extending the SCI itself, and the value tag needs to be long enough to prevent false positives in which a UE has not only a stale configuration but a stale value tag associated with that configuration.  Compared to a true unique-identifier approach, the value tag is slightly more efficient within the RB setup process, since the value tag, once agreed upon, can be omitted from future messages—but only until another handshake is required.

In the final approach, using an expiry time for configurations, the UE is responsible for discarding its stored configurations when they expire.  A UE without a means of keeping track of time in the long term could delete stored configurations in situations where freewheeling time is not available (e.g., at power-up).  The space of available SCIs still needs to be larger than the UTRAN will need to use at any one time, but much less so than in the other cases.

Of course, the UE might discard a stored configuration before the expiry time (e.g., because of storage limitations).  In this case the UTRAN would discover the change the next time it received the UE’s capability information. 

2.4. Semantics Of SCI Assignment

Since the UTRAN controls the assignment of SCI values to configurations, the SCI field could be structured with internal semantics that help to support the maintenance of a changing configuration set in the UTRAN.  This section suggests one such set of possible semantics.

The size of the SCI space required by the UTRAN depends on two factors: The number of configurations that the UTRAN needs to maintain at any one time, and the length of the expiry time.   The bits of the SCI could be accordingly allocated to two subfields, a “configuration index” correlated to the number of required configurations, and a “version tag” associated with the expiry time.

When the UTRAN needs to make a substantial change to the set of configurations it stores, it advances the “version tag” portion of the SCI, and populates the “configuration index” portion with indices corresponding to the configurations it intends to use.  The “old” configurations (those with the previous value of the version tag) initially remain valid and may still be signalled to UEs; however, after a time appropriate to the size of the “version tag” field and the frequency of changes, the UTRAN stops using these old configurations (perhaps creating copies of some of them under the updated version tag) and the UEs gradually delete them through the expiration process.

This “change-and-expire” procedure is illustrated in Figure 2, with the SCI portrayed as a 3-bit field, with a single bit allocated to the version tag and 2 bits to the configuration index.  (These field and subfield sizes are of course unrealistically small, and are chosen only for convenience in describing the example.)
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Figure 2: Change and expiration of configuration sets
Here the UTRAN is at first maintaining a set of three stored configurations (called “AA”, “BB”, and “CC”), all under version tag 0.  Some event such as a change of available services causes the UTRAN to begin maintaining a new set of stored configurations under version tag 1.  Configuration AA is still valid at this stage, but BB and CC are not (perhaps having been superseded by the new configurations called XX and YY).  However, because the configurations with value tag 0 have not yet expired, the UTRAN can continue using configuration AA from that set.

Later, version tag 0 expires, and the UTRAN no longer uses those configurations.  Since it still needs configuration AA, it places a copy of it in the set under version tag 1, and discards all data under version tag 0.  After a suitable guard time has passed to make sure that all UEs have expired these configurations, the UTRAN will be able to reuse the 0 value for the version tag.
The “block expiration” behaviour indicated here, in which all the configurations under a particular version tag expire together, might require modification of the expiration algorithm previously described.  (However, the two could be reconciled if the allocation scheme for SCI values guaranteed that the time between network-side expiration of a version tag and the reuse of SCIs with that version tag exceeded the expiry time at the UE.)

The question of what constitutes a “substantial change” justifying an advance in the version tag, as opposed to a minor update taking place within the current set of configurations, can safely be left up to the UTRAN, provided only that it obeys the central dictum that SCIs must never be reused before they expire in all UEs.

3. Proposal

We propose to add the SCI field to the following messages:

· RADIO BEARER SETUP

· RADIO BEARER RECONFIGURATION

· TRANSPORT CHANNEL RECONFIGURATION

· PHYSICAL CHANNEL RECONFIGURATION

· CELL UPDATE

In each case, the field has the two sets of semantics described above, either associating the SCI with an explicit configuration or using it to invoke a stored configuration.
As a means of synchronisation, we propose that the UE be required to discard its stored configurations after some expiry time, and that the UTRAN not reuse SCI values within that interval.
We suggest that the SCI field should have semantics similar to those described in Section 2.4, with the exact structure and the “block-expiration” behaviour as subjects for further discussion.
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