
page 1

3GPP TSG-RAN2 Meeting #45bis 
R2-050012

Sophia Antipolis, France, 10-14 January, 2005

Agenda Item:
12.2

Source: 
Lucent Technologies

Title: 
RTP/RTCP distinction 

Document for:
Discussion and decision

1. Introduction
Several methods have been proposed and discussed in order to distinguish RTP and RTCP flows at RAN level for optimized transmission of VoIP. However, according to the LSs that have been exchanged between RAN and SA groups, no method has been found adequate. As we see the distinction of RTP and RTCP crucial for proper VoIP support in UTRAN we suggest another method allowing the required differentiation. 

2. Discussion
In [1] several methods of handling the RTP/ RTCP traffic are described. As we believe it is the most relevant scenario we focus on the case where the RTP/RTCP flow is mapped on a single PDP context, but shall then be carried over different radio bearers. One major problem that has already been identified is on how to map the different traffic types onto the different radio bearers. RTP and RTCP are transferred over separate UDP ports, although some rules exist in IETF on how the mapping should be done one cannot assume a specific mapping on specific port numbers onto RTP and RTCP.

 The following properties of RTP and RTCP IP packets have been observed:

1. RTP and RTCP use different UDP port numbers, which are fixed during a call

2. RTP IP-packets occur frequently in small (predictable) sizes 

3. RTCP IP-packets occur occasionally in larger unpredictable sizes

From these properties we propose to distinguish RTP and RTCP packets, respectively to determine their UDP port numbers, at the PDCP layer in RNC by monitoring the statistical properties of the arriving IP packets.

This corresponds to the case where the RTP/RTCP flow is mapped on a single PDP context, but shall then be carried over different radio bearers [1]. 

To illustrate the proposed method we discuss in the following the example of an AMR service. During periods where the voice codec is not changed, there are two different packet sizes being generated:

AMR voice payload (voice frame) + 60 bytes RTP/UPD/IPv6 header

AMR SID payload (silence frame) + 60 bytes RTP/UPD/IPv6 header

E.g. with AMR 12.2 kbps, the IP packets carrying RTP payload arrive periodically at the PDCP layer with a period of 20 ms, and have two possible sizes: AMR voice frames result in 92 bytes (32 bytes 12.2 kbps AMR RTP payload plus 60 bytes RTP/UPD/IPv6 header), while AMR SID frames result in 67 bytes (7 bytes SID RTP payload plus 60 bytes RTP/UPD/IPv6 header)

Note that the size depends on the IP version and on the AMR codec, however the sizes are constant for as long as the codec is unchanged. If the codec is changed the total IP packet size changes accordingly, where codec changes can be assumed to occur rarely, and the total packet sizes still remain predictable.

So even if taking into account changing AMR codecs there will be a limited set of known RTP payload sizes in any case. These sizes (in bits) are given in Table 1 from [2].

Table 1: RTP payload sizes in bits for different AMR codec rates

	Frame Type
	Frame content (AMR mode, comfort noise, or other)
	CLASS A
	CLASS B
	CLASS C
	Total Size

	0
	AMR 4,75 kbit/s
	42
	53
	0
	112

	1
	AMR 5,15 kbit/s
	49
	54
	0
	120

	2
	AMR 5,90 kbit/s
	55
	63
	0
	128

	3
	AMR 6,70 kbit/s (PDC-EFR)
	58
	76
	0
	144

	4
	AMR 7,40 kbit/s (TDMA-EFR)
	61
	87
	0
	160

	5
	AMR 7,95 kbit/s
	75
	84
	0
	176

	6
	AMR 10,2 kbit/s
	65
	99
	40
	216

	7
	AMR 12,2 kbit/s (GSM-EFR)
	81
	103
	60
	256

	8
	AMR SID
	39
	0
	0
	56


Note that during codec changes the size of AMR SID does not vary and hence AMR SID packets can be identified by their size independent from the AMR codec rate.

The size of RTCP packets is larger than the size of RTP packets, [1]. Therefore, simply the IP packet size could be one feasible criterion to detect the RTP/ RTCP IP packets and their associated UDP port, respectively. Furthermore, in case of AMR codec, all packet sizes could be masked and only valid packets with AMR RTP payload + 60 bytes RTP/UPD/IPv6 are detected as RTP packets and are moved on to the RoHC compression and UM RLC radio bearer. As PDCP however is not aware of codec changes the valid packet size mask can be determined statistically. AMD SID packets are constant in their size and at a time only one other size can occur for a given codec. 

Finally, the proposed algorithm could monitor the arriving packet sizes and determine what size occurs more often or periodically. In case of AMR without codec change there is only one size plus the AMR SID size that occur in bursts on a 20 ms basis. Given the limited number of choices even if the codec changes during a transmission, the algorithm could quickly detect the UDP port number and distinguish RTP and RTCP packets for the remainder of the call.

The call flow handling will now be as follows: Firstly, at call establishment the data flows for both RTP as well as RTCP are using the same radio bearer, e.g. the bearer, which is optimized for the RTP flow. With the first IP packets arriving at RNC, the proposed decision method is started. After a short time of 100 msec to 300 msec the method has found a stable decision and maps the UDP ports to the associated radio bearers for RTP and RTCP, respectively. Then, a radio bearer reconfiguration procedure is performed in order to apply the new configuration. Note this reconfiguration is anyway needed in order to transition from a radio bearer optimized without header compression onto a radio bearer optimized with header compression.

Once the UDP ports have been identified for, the RTP and RTCP flows are distinguished, and the methods described in [1] can be used for efficient transmission of each specific traffic flow. 

Proposal
Given the proposals that have already been made and the time line given to finish the WI, we propose to use UDP port numbers to distinguish RTP and RTCP flows at the PDCP layer and the described statistical approach to detect RTP and RTCP UDP ports.
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