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1. Introduction

SA2 informed RAN2 that they aim to complete TR23.898 on Access Class Barring and Overload Protection in March 2005 in their liaison statement  (S2-043895) with the current TR version 1.3 attached.  One of the a few remaining issues is the access control solutions for Iu-flex configurations as mentioned in the LS. Solutions on the table are:

1) NRI specific access control, and

2) Redirection by RNC

In this paper we compare the two and propose RAN2 to discuss the issues and to agree on one solution.
2. Discussion

2.1 NRI specific access control

In the Iu-flex configurations, NRIs are assigned to a CN node. When a TMSI (P-TMSI) is assigned to a UE by the CN node, one of the NRI is embedded in it. This solution proposes to broadcast NRIs of the congested, failing or recovering CN node in the system information to prevent the UE whose TMSI (P-TMSI) is associated with the NRIs from accessing the network. 

The advantage of the solution is that the operators can have good control of the congestion or failure situation when the overall CN network load is high and close to its congestion threshold, since the UEs associated with the problematic CN node are not redirected to the others. There are, however, some issues related to the solution as shown below:

1) It may require a large number of bits in the system information
All NRIs associated with the congested CN node and the length of the NRIs need to be broadcast. Currently the UE is not aware of the length of NRI embedded in its TMSI (P-TMSI). Suppose that the NRIs are continuous, we need 10+10+4 = 24 bits if the minimum and the maximum NRI are signalled with the length of NRI. Otherwise, we need 10*n + 4 bits where "n" represents the number of NRIs assigned to the congested node.  Moreover, it is not clear how many CN nodes need to be simultaneously indicated as barred in the system information in order to cope with multiple congestion/failure cases sufficiently.
2) Shared NRI space in the neighbouring pool areas
In some situation where a large number of subscribers in the area (Annex A.2 in [1]), due to the TMSI space restriction, the NRI space need to be shared between neighbouring pools in order to have sufficient space for VLR restart counter within TMSI. Since the UE is not aware of the boundary of the pool areas, the UE may not be able to access the network when it moves from one pool area to the other. This happens if the system information in the new pool area indicates that the NRI which is embedded to the TMSI (P-TMSI) of the UE is barred.

2.2 Redirection by the RNC

This solution proposes that the RNC should redirect CM Service Request or Service Request contained in INITIAL DIRECT TRANSFER (IDT) messages from the UE to a not congested node in the pool area if the CN node associated with the UE is under congestion or in failure. The RNC can use the establishment cause contained in the IDT message from release 5 onwards to decide whether the redirection should be applied to the IDT message. When the new CN node receives the request, it rejects the message with error code of "IMSI unknown in VLR" or "MS identity cannot be derived by the network" since it is not aware of the UE's identity. The rejection forces the UE to delete its TMSI or PTMSI and the UE may initiate normal location update procedure or GPRS attach with IMSI. This gives a chance to the SRNC to assign a new CN node to the UE if a functioning CN node is available. 

The advantage of this solution is that there is no standard impact. The mechanism is already available in the specifications for example in [2]. It was, however, commented that this redirection may cause the domino effect when the all nodes in the pool area is highly loaded and close to their congestion threshold. The RNC, however, receives overload indications from CN nodes to which it is connected. Therefore it can decide if a request from the UE can be redirected or not. If not, then the RNC can have two choices. 

1) Activating existing access control or Domain Specific Access Control
This affects the UEs associated with the other CN nodes in the pool. However, if barred access classes are changed periodically to provide fair success rate to each access classes, then the influence may be mitigated.

2) Discarding INITAIL DIRECT TRANSFER messages to the congested node
The message includes the establishment cause from Release-5 onward. The RNC may use the information when it decides if the message should be discarded or not.

Both of the RNC implementations may be sufficient.

This solution can be also applied to Iu-flex in a network sharing configuration [3]. The Rel-6 UE sets the PLMN identity of its choice in INITIAL DIRECT TRANSFER messages. The SRNC may redirect the request to another CN node of the PLMN if available and not overloaded. If all CN nodes belonging to the PLMN are overloaded, the RNC can activate Domain Specific Access Control limited to the PLMN identity only. 
For handling the pre-Rel6 UEs, the SRNC may implement a mapping table between NRIs and PLMN identities. With the table, it is possible for the RNC to choose from the available and not overloaded CN nodes that belongs to the PLMN identified by IE "Intra Domain NAS Node Selector" in INITIAL DIRECT TRANSFER message. In case of the roaming UE, the CN node may request the RNC to re-route the request message. The SRNC may, in such a case, choose a PLMN with functioning CN nodes and re-route the message to one of the CN node belonging to the PLMN.
3. Proposal

RAN2 is kindly requested to discuss the issues described above and agree on one of the options. NTT DoCoMo is more than happy to draft a LS response to SA2 according to RAN2 decision.
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