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1) Introduction

This paper addresses forward error detection issues related to RAN1 discussions on HSUPA uplink signalling which occur (e.g.) if no CRC is included with the E-DPCCH payload or if different CRC sizes are considered.
2) Forward Error Detection with Uplink Signalling
It has been proposed to avoid the overhead of forward error detection (FED) resulting from appending a CRC to the payload of each uplink control channel (E-DPCCH) transmission.  Therefore, it has been proposed to instead rely on the E-DPDCH (e.g.) 24-bit CRC to indicate whether an error has occurred on the E-DPCCH or E-DPDCH or both. A single CRC appended to the E-DPDCH payload would cover both the E-DPCCH and the E-DPDCH payloads. No E-DPCCH CRC overhead potentially allows lower power requirements for the E-DPCCH assuming no significant increase in E-DPCCH BLER requirement. Another potential benefit is soft combining of E-DPDCH transmissions even when E-DPCCH errors are present which cannot be distinguished from E-DPDCH errors when the 24-bit CRC fails. Note, it is possible to try and achieve this benefit even if an E-DPCCH CRC is used. In HSUPA, unlike HSDPA, fully synchronous HARQ is used such that it is known when each retransmission will come and it is known that no other packet transmission can occur in between the transmission and retransmissions of a given packet.  It is assumed that sequential decoding is used over all the E-DPCCH transmissions corresponding to a given packet to take advantage of the correlation in the E-DPCCH transmission payloads and hence improve reliability.
But there also are some drawbacks to be considered. Without E-DPCCH forward error detection such as provided by a (e.g.) 16-bit CRC
, the Node-B receiver cannot distinguish between E-DPCCH and E-DPDCH errors when the E-DPCCH/E-DPDCH (e.g.) 24-bit CRC fails. Energy detection is then necessary for detection and to avoid certain error conditions. Initial transmission processing or combining of retransmissions is based on detecting if E-DPCCH and E-DPDCH energy exceeds some thresholds. An E-DPCCH/E-DPDCH ratio threshold might also be useful. Also before E-DPDCH soft combining with a subsequent E-DPDCH transmission is allowed, it is required that each corresponding E-DPCCH transmission be individually decoded and a consistency check be applied to avoid error conditions associated with pre-emption or for mistaking a NAK for an ACK.  Hence, the trade off between not using a CRC for the E-DPCCH is increased decoding and soft combining complexity. The error conditions associated with not having an E-DPCCH CRC are discussed below and described in Annex A.
3) Uplink Error Conditions with combined FED
As discussed above a combined forward error detection scheme is being considered where a CRC attached to the E-DPDCH payload is used to also cover the E-DPCCH payload. It is assumed that the “transport block size” (TBS) and “retransmission sequence number” (RSN) fields are carried in the E-DPCCH payload where the RSN also indicates the redundancy version (RV). Therefore, E-DPCCH errors mean possible TBS (e.g. 6-bits) or RSN (e.g. 2-bits) errors such that:

a) RSN may not indicate new tx (i.e. != 00) when new tx occurs

b) RSN may indicate new tx (i.e. =00) when really re-transmission

c) RSN may indicate wrong RV

d) TBS may indicate wrong block size, modulation, encoding rate, number of codes, spreading factor, etc. 

Hence, Node-B receiver can at most despread by SF=2 until E-DPCCH decodes correctly. Soft combining memory may have to be larger without an explicit E-DPCCH CRC since soft combining of the E-DPDCH is problematic given errors in the combined CRC. To minimize the impact of the error conditions associated with undetected errors in the TBS and RSN fields means more power is needed for E-DPCCH transmissions in order to achieve a lower BLER.  The error conditions are summarized in Annex A.
4) Conclusion
Having no E-DPCCH CRC requires more Node-B memory resources since at most only SF=2 despreading can be used with regard to the E-DPDCH until the combined E-DPDCH/E-DPCCH CRC passes. Having an E-DPCCH CRC avoids dropped packets such as in the case when a UE mistakes a NACK as an ACK and for the case when pre-emption is used.  E-DPCCH power requirements depend on BLER requirements which are likely higher (e.g. 0.1% BLER) without an E-DPCCH CRC compared to with a CRC (e.g. 1% BLER).  Hence, it is requested that: 

1) Any power overhead comparison of different FED schemes should account for differences in required BLER targets associated with the E-DPCCH.
2) Any power reduction should be evaluated with regard to the total E-DPCCH + E-DPDCH power requirement.
3) Error conditions that result in increased dropped packets (where CRC failed after all HARQ transmissions) should carefully be considered when evaluating each FED scheme since dropped packets must be recovered by a higher layer protocol such as RLC or TCP resulting in significant delay.
4) Given associated error conditions, the benefit of each FED scheme should be considered with regard to E-DPDCH soft combining. For example:
a) Whether or not to allow soft combining of E-DPDCH retransmissions when the corresponding E-DPCCH CRC fails where it is assumed that the E-DPCCH CRC will eventually pass with more transmissions especially with sequential decoding.
b) Soft combining E-DPDCH retransmissions for the case of a combined E-DPCCH/E-DPDCH CRC along with energy detection. Again it is assumed that any E-DPCCH errors will eventually be eliminated with more transmissions especially with sequential decoding.
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ANNEX A 

Error Conditions:

1) Combine E-DPDCH transmissions with previous failed transmissions for a given HARQ channel ID.  More likely to occur with pre-emption. 

a. Soft Buffer contaminated

b. Results in up to maximum allowed transmissions and dropped packets.

c. Error Condition occurs with previous and new packet CRC failure (after passing energy detection) and for E-DPCCH payloads to match or be consistent. Mitigation therefore requires a rule to ignore the previous transmission when the E-DPCCH payloads are inconsistent.

2) Erroneous energy detection of E-DPCCH, E-DPDCH transmissions
a. E-DPDCH and E-DPCCH soft buffers initialized with erroneous data

b. If RSN does not indicate 00 then possibly can ignore erroneous transmissions
3) Combine E-DPDCH transmissions with previous erroneous transmissions for a given HARQ channel ID. 

a. Soft Buffer contaminated

b. Results in up to maximum allowed transmissions and dropped packet.

c. Error condition might be avoided by checking if E-DPCCH payloads match or are consistent. Such mitigation implies each E-DPCCH transmission is decoded and is compared to previous decoded E-DPCCH transmission and consistency check is applied before final E-DPDCH soft combining is allowed. Mitigation also implies the previous transmission is ignored if the consistency check fails.

4) E-DPCCH good, E-DPDCH bad on first transmission

a. Node-B receiver does not know that E-DPCCH has no errors

b. Since RSN is 00 then Node-B flushes soft buffer and initializes E-DPDCH soft buffer with each new transmission as well as E-DPCCH sequential decoder.
c. Soft Buffer not contaminated
d. CRC can eventually pass with using up to the maximum transmissions allowed for the packet
5) UE mistakes NACK as ACK. UE transmits new packet even though CRC for previous packet still bad at Node-B receiver.

a. Soft buffer contaminated

b. Results in up to maximum allowed transmissions with new packet starting from last transmission of previous unsuccessful (and dropped) packet.

c. Both previous and new packets are dropped.

d. Error condition might be avoided by checking if E-DPCCH payloads match or are consistent. Such mitigation implies each E-DPCCH transmission is decoded and is compared to previous decoded E-DPCCH transmission and consistency check is applied before E-DPDCH soft combining is allowed. 

e. With E-DPCCH CRC the soft buffer contamination is avoided for this error condition (given the E-DPCCH CRC passes on the initial transmission associated with the new packet or assuming that E-DPDCH (re)transmissions are ignored when the E-DPCCH CRC fails) and the second packet is therefore not dropped.  Node-B also knows first packet is unsuccessful if E-DPCCH CRC passes for new packet.

� Smaller CRC sizes such as 8-bits or 12-bits could be used although some additional decoder information would be needed such as SER and Yamamoto quality metrics to achieve the same reliability as 16-bits.





