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1. Introduction

For the efficient transmission of conversational services over IP the use of robust header compression was agreed some meetings ago. With ROHC RTP/UDP/IP headers can be compressed from 60 bytes to some few bytes. Header compression allows therefore for allocation of low bandwidth.

However ROHC can be operated in many different ways and the functionality depends on the configuration of a large number of parameters. At the last meeting Siemens presented a discussion document on ROHC parameters [1], which should serve as a starting point for further discussions. 

One of the important functionalities is the k_out_of_n rule. This document discusses the setting of the parameter values for this rule.

2. K-out-of-n rule

ROHC is designed under the assumption that packets can be damaged between the compressor and decompressor, and that such damaged packets can be delivered to the decompressor.

Residual errors may damage the SN in compressed headers. Such damage will cause generation of a header by the decompressor which upper layers may not be able to distinguish from a correct header. When the compressed header contains a CRC over the original header, the decompressor will detect the bad header with a probability dependent on the size of the CRC. When the decompressor does not detect the bad header, it will be delivered to upper layers.

The CRC check in the decompressor can fail due to:

   1. Residual bit errors in the current header

   2. A damaged context due to residual bit errors in previous headers

   3. Many consecutive packets being lost between compressor and decompressor (this may cause the LSBs of the SN in compressed packets to be interpreted wrongly, because the decompressor has not moved the interpretation interval for lack of input -- in essence, a kind of context damage).

When a CRC mismatch is caused by residual bit errors in the current header (case 1 above), the decompressor should stay in its current state to avoid unnecessary loss of subsequent packets. Note that the decompressor in the lower state requires different packet types, e.g. IR dyn or IR packets, and packets of other types will be discarded.

On the other hand, when the mismatch is caused by a damaged context (case 2), the decompressor should attempt to repair the context locally. If the local repair attempt fails, it must move to a lower state to avoid delivering incorrect headers.

However, when the decompressor detects a CRC mismatch it cannot distinguish between the reasons mentioned above. It depends on the Mode (U/O/R) and therefore on the size of the CRC whether a bit error in the current header or a damaged context is more likely. In general R-Mode provides synchronised contexts with highest reliability.

When a CRC check fails, the decompressor attempts to determine whether SN LSB wraparound (case 3 above) is likely, and if so, it attempts a correction. If this fails, a repair should be attempted under the assumption that the reference SN has been incorrectly updated.

If both steps fail, additional decompression attempts SHOULD NOT be made and, acc. to [2], the k_out-of-n rule is to be used:

· When CRC checks fail only occasionally, assume residual errors in the current header and simply discard the packet. NACKs SHOULD NOT be sent at this time.

· In the Full Context state: When the CRC check of k_1 out of the last n_1 decompressed packets have failed, context damage SHOULD be assumed and a NACK SHOULD be sent in O- and R-mode. The decompressor moves to the Static Context state and discards all packets until an update (IR, IR-DYN, UOR-2), which passes the CRC check, is received.

· In the Static Context state: When the CRC check of k_2 out of the last n_2 updates (IR, IR-DYN, UOR-2) have failed, static context damage SHOULD be assumed and a STATIC-NACK is sent in O- and R- mode.  The decompressor moves to the No Context state.
· In the No Context state: The decompressor discards all packets until a static update (IR), which passes the CRC check, is received.
It is difficult to find appropriate values for k_1, n_1, k_2 and n_2 by theoretical analysis.

In the case of a damaged context low values for k_1, n_1, k_2 and n_2 would allow for faster synchronisation of the contexts by update packets. However, in case of occasionally bad transmission conditions, high values would avoid that the decompressor moves to the lower state and discards possibly correct received subsequent packets until an update packet is received correctly.

It can therefore be assumed that low values would be better suited for links with high quality, while for bad links low values would require context updates frequently.

3. Simulation environment

It is important for vendors to find appropriate values for efficient ROHC operation, otherwise many packets could be discarded unnecessarily. Furthermore every context update requires the transmission of additional bytes in the ROHC header leading to less efficient traffic profiles for VoIMS.

However the correct setting of k out of n rules is also subject to significant environmental characteristics such as fading as well as the BLER.  Hence, before simulations are started, agreement on environmental models will be needed to determine the most likely scenarios.

The characteristics that are of most interest for the simulation are:

· RBER

· BLER

And so if work is continued on this optimisation it should focus on getting values for these characteristics in the first instance.  

4. Conclusion

The k_out_of_n rule described in [2] defines under what conditions the decompressor shall move to lower compression states upon reception of damaged contexts. However the setting of the parameters in order to operate this rule efficiently depends on the link quality, the Mode and the reason for the context mismatch, as well as the environmental characteristics.

If simulations are to be run, it should be discussed in the group what the acceptable parameters are for a VoIMS service for RBER and BLER.  
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