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1. Introduction
RAN2 has received a liaison from SA1 [S1-040190] in which SA1 requests RAN2 to express its opinion on the possibility to have the UTRAN support the WLAN UE to find and access an I-WLAN access point.

In section 2 of this contribution we provide some background information regarding the status of the work in SA/CN on WLAN interworking. In section 3 we investigate how the UTRAN could facilitate WLAN interworking. Finally in section 4 we try to come to a conclusion and propose a response to SA1.
2. Current Status in SA/CN
2.1. Supported scenarios in Rel6

The starting point for the work on WLAN interworking in 3GPP is TR29.234 [1]. In this document SA1 indicates six 3GPP-WLAN interworking scenarios. A short description of each scenario based on [1] is provided (text from [1], partly deleted):
Scenario 1 - Common Billing and Customer Care
This is the simplest scheme of 3GPP -WLAN interworking, enabling a single customer relationship. 

This scenario does not pose any new requirements on 3GPP specifications.

Scenario 2 - 3GPP system based Access Control and Charging
This is the scenario where authentication, authorization and accounting are provided by the 3GPP system. The security level of these functions applied to WLAN is in line with that of the 3GPP system. This ensures that the user does not see significant difference in the way access is granted.
No requirements are put upon the set of services to be offered in the WLAN part beyond those inherently offered by being addressable in an IP network..

Scenario 3: Access to 3GPP system PS based services 

The goal of this scenario is to allow the operator to extend 3GPP system PS based services to the WLAN. These services may include, for example, APNs,  IMS based services, location based services, instant messaging, presence based services, MBMS and any service that is built upon the combination of several of these components.

However, service continuity between the 3GPP system part and the WLAN part is not required.

Scenario 4: Service Continuity
The goal of this scenario is to allow the services supported in Scenario 3 to survive a change of access between WLAN and 3GPP systems.   The change of access may be noticeable to the user, but there will be no need for the user/UE to re-establish the service.

Scenario 5: Seamless services
The goal of this scenario is to provide seamless service continuity, as defined in [12],between the access technologies, for the services supported in Scenario 3.

By seamless service continuity is meant minimizing aspects such as data loss and break time during the switch between access technologies.

Scenario 6: Access to 3GPP CS Services
This scenario allows access to services provided by the entities of the 3GPP Circuit Switched Core Network over WLAN.  This scenario does not imply any circuit-switched type of characteristics to be included into WLAN. 
Support for scenario 1 is considered out of scope of 3GPP specifications. 

In the R6 timeframe, 3GPP will add support for scenarios 2 and 3 in the 3GPP specifications (see [2] & [3]). This means the introduction of two new procedures (see section 4 of [3]):

· WLAN Access, Authentication and Authorisation, which provides for access to the WLAN and the locally connected IP network (e.g. Internet) to be authenticated and authorised through the 3GPP System

· Access to External IP networks, which allows WLAN UEs to establish connectivity with an External IP network, such as 3G operator networks, corporate Intranets or the Internet from a suitable IP network. 

       Scenario 2 requires the first of these capabilities only. Scenario 3 requires a combination of both.

Other scenarios are planned for later releases, e.g. SA1 agreed that scenario 4 will be covered in Rel7. Inclusion of scenario 5 in Rel7 is FFS.
2.2. UE capabilities w.r.t. UMTS<->WLAN
SA2 has recently agreed to define different WLAN UE classes depending on the UE capabilities w.r.t. WLAN and 3GPP radio interfaces. This is reflected in [3] section 6.2.1.1:

6.2.1.1 WLAN UE classes

According to its capability, a WLAN UE is categorized into three classes.

Class WA WLAN UE: This class of a WLAN UE has both 3GPP and WLAN radio interfaces. The WLAN UE can be attached to both WLAN and 3GPP systems at the same time, when an interworking WLAN is available. Also it supports simultaneous access to both WLAN and 3GPP celluar network by activating both radio interfaces.
Class WB WLAN UE: This class of a WLAN UE has both 3GPP and WLAN radio interfaces. But it does not support simultaneous access to both WLAN and 3GPP celluar network because it can operate only one radio interface at a time.

Class WC WLAN UE: This class of a WLAN UE has only a WLAN radio interface. It is capable of WLAN attach and WLAN access only, when an interworking WLAN is available.
2.3. WLAN related specifications
Apart from the already listed WLAN interworking related specifications ([1],[2] and [3]), also several other groups are involved in the WLAN interworking topic. E.g. SA3 is working on a quite extensive document related to WLAN interworking security [4], and CN1 and CN4 are working on respectively [5] and [6].
2.4. WLAN access network/access point selection

In [1],[2],[3], a difference is made between “normal” WLAN access points (WLAN APs) and Interworking-WLAN access points (I-WLAN APs) which provide interworked access to a 3GPP network. One problem to be addressed for WLAN interworking in all scenarios is how a UE can find and select suitable I-WLAN AP’s: AP’s which can provide access to 3GPP services and to which the user is allowed access.

Recently SA2 has been discussing two possible methods for I-WLAN access network selection:

1) WLAN access network selection based on smart SSID usage;

2) Application of the Extensible Authentication Protocol (EAP);
The SSID (Service Set ID broadcasted in the WLAN beacon) can e.g. indicate a PLMN id to which the I-WLAN AP belongs. However, due to the easy manipulation possibilities of WLAN SSID’s (anybody with a home WLAN AP can configure any SSID), such an SSID based method can only realise an initial selection. In addition, by using EAP (see [4]), the UE and network can verify the access rights of the UE and authorise access (or not).

Although further work is ongoing in this area, it is expected that WLAN AP selection will suffer from “normal” WLAN AP’s around, and in general finding a suitable I-WLAN AP might be quite a time/power consuming activity due to failing EAP attempts.
3. UTRAN support for WLAN interworking 

Given the problems related to finding suitable I-WLAN AP’s, and given that UEs might have a dual-mode capability w.r.t. UMTS and WLAN (Class WA/WB WLAN UEs), it seems logical to investigate if the UTRAN could facilitate the I-WLAN AP selection. In general this could be done by providing certain information via the UMTS radio interface to such UEs.

3.1. What information could the UTRAN provide?

In order to come to an efficient solution, the UTRAN should provide information which significantly assists the WLAN AP selection, e.g. significantly reduces the time required for WLAN AP selection, or the UE power consumption involved in this process. However, providing this information via the UTRAN should not load the Uu-interface in an unacceptable way.

We identified the following possible information parts:
1) A one bit flag indicating that the UE should perform I-WLAN scanning or not;
2) In addition to the indicated information under 1), more detailed information regarding the WLAN technology (e.g. IEEE 802.11b, 11a, 11g).
3) In addition to the indicated information under 2), an indication of frequencies that should be scanned;

4) In addition to the indicated information under 3) , SSID's of individual WLAN AP's;

We assume that a significant UE power consumption saving can be obtained by allowing the WLAN UE to turn of its WLAN receiver as much as possible. E.g. the typical power consumption of a WLAN module is expected to be decreased by a factor 25 or more depending on if the WLAN UE is scanning or only in a “power-safe” mode. 
Since it is expected that I-WLAN coverage will only be provided in limited parts of the UMTS coverage area (“hot spot coverage”), it is expected that a one bit indicator flag (part 1 indicated above) can realise significant WLAN UE power savings.

Providing other parts of information could potentially decrease WLAN access network selection times and required power resources even more. Although we do not want to exclude solutions which are providing more WLAN AP related information via the UTRAN, we assume that in the Rel6 timeframe it should be sufficient to only provide the 1-bit scanning flag.
3.2. How to provide WLAN AP information in the UTRAN

As can be seen from the different scenarios indicated in [1], the WLAN AP’s will more and more be considered “normal” neighbouring cells to which cell reselection and handovers will be fully supported. Given this expected future direction, it seems logical to handle the WLAN AP’s in line with neighbouring cell information that is today provided for other RAT’s in UMTS.

Therefore, as long as there are no size problems, it is proposed to include any WLAN neighbouring cell related information in SIBs 11 and 12 on BCCH. If the size of the information becomes such that inclusion on the BCCH is no longer practical or too costly, other solutions might be investigated.
4. Conclusion

It is proposed to agree on:

· Including a 1 bit I-WLAN scanning activation flag in SIB11 & 12 is a possible approach for Rel6.
· Reply to SA1 that:

· RAN2 sees no problem related to including information related to WLAN AP selection as long as the information is limited in size.

· Request if SA1 agrees that a 1 bit “WLAN scanning flag” indicating if WLAN scanning should be turned on or can be turned off, would provide a valuable indication to the WA/WB WLAN UE.

A draft reply liaison is attached to this contribution.
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1. Introduction

RAN2 would like to thank SA1 for their liaison “LS on Use of UTRAN for I-WLAN”. In this reply liaison, RAN2 would like to answer the question from SA1.
2. Response

During RAN2#41, RAN2 has discussed the issue of providing WLAN information via the UMTS radio interface in order to facilitate a WLAN UE in finding/accessing WLAN Access Points.

RAN2 came to the following conclusions:

1) RAN2 has not identified any principle problems w.r.t including some WLAN related information in the UMTS broadcast channel in the Rel-6 timeframe. The information could e.g. be added as a so called “non-critical extensions” to SIB11 and SIB12. SIB11/12 are blocks in the System Information Broadcast currently containing information regarding intra-frequency, inter-frequency and inter-RAT neighbouring cells. Of course broadcasting information will come at a cost on the UMTS radio interface, and therefore the additional information should limited to really essential information.

2) RAN2 has discussed several possibilities w.r.t. what I-WLAN information should/could be included in SIB11/12. In the R6 timeframe, a one-bit flag indicating if I-WLAN scanning should be turned on or can be turned off seems a possible SIB11/12 addition. This because such a flag is limited in size, and because RAN2 assumes this could provide a significant power saving for WA/WB WLAN UE’s.

RAN2 would like to get a confirmation from SA1 that including a 1-bit flag would be a valuable addition in the R6 timeframe.
3. Actions

To SA1 group.
ACTION: 
RAN2 would kindly like to ask SA1 to confirm that a 1-bit “I-WLAN scanning flag” would be valuable information to provide to the WA/WB WLAN UE in the Rel6 timeframe.
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