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1. Introduction
Already during several meetings RAN2 is discussing the topic of “Domain specific Access Barring” (see [1]). 

The main concern expressed in these contributions deals with a temporary overflow of one domain (typically the CS domain) during events like an earthquake. In such (relatively rare) situations, the UTRAN does not facilitate an easy mechanism to effectively block new traffic to the overloaded domain.

It is understood that the intention is not to block all traffic to the overloaded domain. E.g. emergency calls or calls from authorised persons like the firebrigade or personnel of the service provider might still be allowed depending on the AC of the UE.
2. Solutions so far

The solutions made so far ([1]) are based on including a domain specific AC-barred list in SIB3. This enables the UE to judge independantly for both domains if it is allowed access the network or not.
The solutions in [1] are both simple and effective, in the sense that they really prevent access to the network for the concerning domain. Other solutions (e.g. based on rejecting a new request) would load the radio interface unnecessarily.

During RAN2#40 it was identified that the major problem with the solutions in [1] was that these solutions do not address the situation for connected mode UE’s: e.g. a smart UE discovering this shortcoming in the solution could establish a low rate PS RAB with the only intention to later be able to start a CS call.

3. Requirements for an enhanced solution

In our opinion, the following requirements can be identified for an enhancement of the solution proposed in [1]:

1) RRC connected mode
Based on the considerations in section 2, an enhanced solution (enhanced compared to [1]) should also address the RRC-connected mode UE;

2) Simplicity
The average RNC might never enter the condition for executing the CN Domain specific Access Barring. Even in risk areas, an average RNC might experience this condition only once or twice during the life-time of the system. 
Therefore we assume that the solution, allthough meeting the requirement of limiting the traffic to a certain domain, does not have to be perfect. E.g. some QOS degradation might be experienced on PS RAB’s (or CS RAB’s) during the overload condition.
4. Possible solutions

4.1. Solution 1
Solution 1 can be characterised by:
a) Domain specific Access control in SIB3

b) Take domain specific access control limitations also into account during RRC connected mode when initiating IDT’s.
In this solution, a UE detecting a domain specific access limitation indicated in the cell where it establishes the RRC connection, will continue to use this access limitation during the whole life-time of the RRC connection. 
Note that the solution only proposes to take the domain specific access restriction into account indicated in the cell in which the UE goes to connected mode. This solution is in line with the outcome of the discussion that took place based on ref [2]: here we agreed that in RRC-connected mode, the UE shall not inform NAS about CN unavailability based on SIB1 information. This because the situation in the SRNC is important, not the situation in the DRNC.

This solution does have some limitations in handling the transient situations:

· Based on the above 2 bullets, almost all non-allowed traffic will be stopped (not-initiated) to the concerning CN domain. The only exception will be caused by UE’s that already have an RRC-connection when the overload condition arises. These UE’s may still initiate new signalling connections/RABs to the overloaded domain.
· A similar limitation exists when the overload condition disappears: UEs that have an RRC connection and are aware of the overload condition, will continue not to access this domain even if the information in SIB3 is modified.

4.2. Solution 2

A second solution can be characterised by:
a) Domain specific Access control in SIB3

b) Take domain specific access control limitations also into account during RRC connected mode when initialiting IDT’s.

c) Upon changes in overload situation. the UTRAN shall initiate a UTRAN MOBILITY INFORMATION message informing the UE of changed (domain specific) AC-class barred settings.
This solution can indeed solve the main problems identified for the previous solution. However, this solution also introduces several new problems. E.g. when the UE does have a signalling connection / RAB to a specific domain, but then receives updated AC-barred information, it should somehow stop considering the domain as barred:

· does this mean that the existing signalling connection/RAB can no longer be used (thus the UTRAN shall release the signalling connection and RAB immediately) ? 
· or is the UE only not allowed to establish new RAB’s ?

· if the signalling connection/RAB can remain, should the UE be allowed to perform LAI/RAI’s when requested by dedicated signalling ?


4.3. Solution 3

A third possible solution can be charaterised by:
a) Domain specific Access control in SIB3
b) Take domain specific access control limitations also into account during RRC connected mode when initialiting IDT’s.

c) Enable the possibility for the UTRAN to reject a “suspicious” IDT, and inform the UE about the latest AC-barred information.

In this type of solution, the UTRAN would be allowed to reject INITIAL DIRECT TRANSFER messages sent on connections which are “suspicisous” (e.g. an RRC connection that existed already before the overload condition appeared). In e.g. an “INITIAL DIRECT TRANSFER REJECT” message, the UTRAN could indicate the new AC-barred restrictions which would allow the UE to decide if it should sent the IDT again or not.
This type of “reject solution” can be even further enhanced if the UE can obtain from the CN or the UE, the AC-information related to this UEs subscription. In this case, the UTRAN could selectively reject new IDT requests and with a cause indicating that this domain is currently not available.
5. Discussion

Given the assumed (in)frequency of the discussed condition, it is felt that changes should be limited as far as possible. Therefore we should adopt a simple solution like e.g. solution 1 unless this leads to a really unacceptable behaviour and/or performance.

Let us examine the transition limitations of solution 1 in more detail:
Start of overload condition
When  the CN domain specific overload condition arises, there is no immediate problem as long as the UEs that have an RRC connection do not attempt to establish a new CS signalling connection. When such UEs do attempt to establish a CS signalling connection, the UTRAN can send an RRC connection release. This will enforce the UE to read the overload condition and realise if it is yes/no allowed to establish the CS signalling connection.
End of overload condition
A similar solution can be implemented at the end of the overload condition. In this case, towards connected mode UE’s (especially UEs in low traffic states like URA_PCH and CELL_PCH) an RRC connection release could be sent. UTRAN can schedule the RRC connection release messages to the different UEs in order to spread the load on the system, prioritising UE’s in low traffic states.

Although the handling in both transient cases could be considered a bit “rude”, it should not lead to any major behavioural or performance problems.

NAS impact
Solution 1 has the additional benefit that the different situations for NAS are largely comparable to states the UE NAS has already implemented today. 

“Total barring” of a domain (not even allowing emergency calls) will be very similar to the situation we already have today w.r.t. a domain not being available. This can be indicated in SIB1 (RRC-Idle) or a UTRAN MOBILITY INFORMATION message (RRC-Connected).
Barring with allowing emergency calls should be comparable to the situation of camping on an acceptable cell. 

However these NAS aspects are ofcourse not within the scope of RAN2.

6. Solution
Based on the above and assuming that the impacts to NAS will be acceptable, it is proposed to accept proposed solution 1. Usage of the RRC connection release during the transient periods is considered an implementation option and does not need to be indicated in the specification.
This solution is reflected in the attached CR.
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8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
The UE shall apply the following handling with respect to any indicated Access Class Barring information:
1> if the IE “Domain Specific Access Restriction Parameters” is not included in System Information Block Type 3, the UE shall:

2> act on the IE “Access Class Barred list” when initiating RRC Connection establishment as specified in [4].
1> if the IE “Domain Specific Access Restriction Parameters” is included in System Information Block Type 3 the UE shall:

2> act on the IE “Access Class Barred list” when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CN domain indicated in the IE “CN domain identity”, as specified in [4];
2> act on the IE “Access Class Barred list -2nd Domain” when initiating RRC Connection establishement to send an INITIAL DIRECT TRANSFER  message to the CN domain indicated in the IE “CN domain identity-2nd Domain”, as specified in [4];
2> upon transition to UTRA RRC connected, the UE shall:

3> store the access class barring information received in SIB3 for the life-time of the RRC connection;

3> act on the stored IE “Access Class Barred list” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated in the IE “CN domain identity”, as specified in [4];

3> 
act on the stored IE “Access Class Barred list -2nd Domain” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated in the IE “CN domain identity-2nd Domain”, as specified in [4];
10.2.48.8.6
System Information Block type 3
The system information block type 3 contains parameters for cell selection and re-selection.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters
	OP
	
	
	
	REL-6

	>CN domain identity
	MP
	
	CN domain identity 10.3.1.1
	
	

	>Access Class Barred list-2nd Domain
	MD
	MaxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>>Access Class Barred
	MP
	
	Enumerated(not barred, barred) 
	
	

	>CN domain identity-2nd Domain
	MP
	
	CN domain identity 10.3.1.1
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