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1. Introduction

This document provides an introduction to the topic of domain specific access control and proposes a way forward for this work within 3GPP.

2. Discussion

Currently the 3GPP system provides mechanisms to control access to radio resources and subsequently core network domain capabilities.  This is predominately a Radio Access Network Mechanism classified as ‘Access Class Barring’ in which RRC Connection requests from UEs are retarded, resulting in the inability for UE users to make access attempts or respond to pages in specified areas of a PLMN.

The requirements for this functionality are captured within chapter 4 of TS 22.011 and are presented below for reference.

<<Extract from TS 22.011 v6.2.0; Chapter 4 ‘Access Control’>>
“
4.1
Purpose

Under certain circumstances, it will be desirable to prevent UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a  PLMN. Such situations may arise during states of emergency, or where 1 of 2 or more co-located PLMNs has failed.
Broadcast messages should be available on a cell by cell basis indicating the class(es) of subscribers barred from network access.
The use of this facility allows the network operator to prevent overload of the access channel under critical conditions.
It is not intended that access control be used under normal operating conditions.
“
The specification of access control mechanisms has been undertaken based on the requirements above.  However, the technical mechanisms that have been standardized result in access control being applied irrespective of CN domain i.e. when access control is invoked it is applied equally for both the CN CS and PS domains.  However, in a real environment there is a difference between the traffic and/or signalling loads for each CN domain. Hence, it is impossible to optimise a network for the traffic of both CS and PS domains at the same time. This can lead to situations where, for example, PS domain traffic is restricted based on congestion of the CS domain and spare resource within the PS domain is wasted.

This kind of situation is especially likely during large-scale natural disasters such as earthquakes, or heavily crowded events. In fact, this phenomenon was observed when a powerful earthquake struck the Tohoku province of Japan in May of last year.

This method of restricting access to resources applies to the Radio Access Network only and as such it is necessary that the RAN groups within 3GPP study this issue. It is necessary that access control mechanisms be standardised within the UTRAN to enable access control to be applied separately to the PS and CS CN domains
. It should also be noted that RAN3 has already specified functionality from R99 to inform RNCs of overloading in the Radio Access Network separately for each CN domain.

At present it is not felt necessary to amend the requirements for ‘Access Control’ within TS 22.011 but to inform the appropriate RAN groups (i.e. RAN2) that SA1 is aware of this issue and request that specification work be undertaken as appropriate. As described above this functionality is especially applicable to disaster situations. Hence, it is desirable that this functionality be standardised quickly and be available within both User Equipment and UTRAN as soon as possible.

3. Conclusion
This discussion paper has given an introduction to the issue of domain specific access control and given justification for the investigation of this issue within 3GPP, in particular within the working groups of TSG RAN.

Based on the content of this document it is proposed to send a Liaison Statement to RAN2 to request investigation of this issue and to carry out the work necessary to standardise mechanisms within the UTRAN to enable domain specific access control as soon as possible.
� At present it is proposed that this functionality be standardised within UTRAN only.





