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1. Introduction

As highlighted in R2-032164, many issues need to be addressed, in order to optimise the Bearers for support of Voice over IMS. One of these issues is how to efficiently handle RTCP. 

As brought out before, RTP and RTCP can be either 

· Multiplexed over a single bearer, as currently defined in TS 23.228

· Separated over different RBs

· The RTCP flow could be removed entirely
The intend of this proposal is to discuss the first approach.

2. Bearer Requirements

This scheme considers the RTP and RTCP flows to be multiplexed on to a single bearer as defined in stage2 specifications, and is characterised by:

· One PDP Context for both RTP and RTCP

· One RAB;

· One PDCP entity for that RB;

· One ROHC compressor/decompressor couple for that PDCP entity;

· Two Contexts for each ROHC instance, each associated to a flow and working with an appropriate ROHC Profile.
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Figure 1. Protocol Architecture for Scheme with RTP/RTCP Multiplexed to Single Bearer

For transmission, the RTP and RTCP packets are passed from the higher layers to the PDCP layer via the UDP/IP layer where they are multiplexed onto a single bearer. The PDCP entity distinguishes the two packet flows (RTP and RTCP) based on UDP port numbers, and routes the packets to the appropriate ROHC compressor. Following which, the compressed packets will be, if necessary, encapsulated in PDCP PDUs and passed via RLC for transmission by the lower layers.

When received, the compressed packets (PDCP SDUs) are passed up from RLC, to the PDCP entity, and subsequently to the ROHC de-compressor. After de-compression, the PDCP layer multiplexes the separate flows onto a single bearer for delivery to higher layers. Whereupon reaching the UDP/IP layer the RTP and RTCP flows are ultimately demultiplexed.

ROHC profiles to be used for this solution discussed in detail in R2-032168.

Due to the wide variation in the RTCP packet sizes there can be a problem in the management of variable bandwidth required on the air interface, with this multiplexed scheme. We believe that there are several mechanisms to address this problem, these are summarised as follows:

· Frame Stealing

Normal frame stealing consists in dropping packets carrying RTP when RTCP transmission is requested. This is equivalent to RTCP prioritisation over RTP packets. The application of this method is suggested by the required of minimisation of demanded bandwidth, and will lead to the use of an amount of bandwidth equal to that strictly needed for RTP flow with minimal delay whilst transfer of the RTCP packets takes place. The additional drawback is an increased FER at application level (AMR) due to discarded RTP packets.

The application of Voice Activity Detection (VAD) in a coordinated manner with this solution provides a complementary mechanism for obtaining minimum demanded bandwidth. It consists in RTP being prioritised over RTCP, with RTCP queuing and subsequent transmission during “silence” periods as detected by the VAD.

· Segmentation & Concatenation over the Radio Interface 

 This mechanism is based on the segmentation and concatenation feature of RLC unacknowledged mode over the radio interface. However, this mechanism requires delaying of some of the RTP packets for the transmission of the RTCP packets to be completed, for the size of RTCP packet can be many times the size of the RTP packet. The net result is the additional delay and the delay variation(Jitter) imposed on RTP(voice) packets, which is not desirable.

· RB/TrCH/PhyCH Reconfiguration – This mechanism relies on the radio interface to reconfigure the bearer used for IMS voice to allow higher bandwidth during the transport of RTCP packets. However such reconfiguration could take multiple 100s of milliseconds and such a large amount of delay imposed on voice service is also not desirable.

We believe that the most optimum solution is the use of Frame Stealing with VAD co-ordination in order to efficiently handle the RTCP packets in this scheme. Details of this Frame Stealing mechanism is given below.

3. Frame Stealing Solution Description

RTP Frame stealing consists in dropping packets carrying RTP when RTCP transmission is requested. This is equivalent to RTCP prioritising over RTP packets, with a single place and automatic discarding queue for RTP flow. The application of this method is suggested by the requirement of minimizing bandwidth demand, and will lead to the use of an amount of bandwidth equal to that strictly needed for RTP flow alone with minimal RTCP packets delay. The drawback is an increased FER at application level (AMR).

VAD coordination is a solution complementary to frame stealing for obtaining minimum bandwidth demand. It consists in RTP prioritising over RTCP, with RTCP queuing and subsequent transmission during “silence” periods.

It is to be noted that RTP packets transmission could be requested during RTCP ongoing transmission: in this case the choice is RTP frame stealing or RTP delaying (queuing).

Frame Stealing at RAN can be complex. The identification procedure of RTCP and RTP segments in RLC PDUs, is also questionable.

Frame stealing functionalities are most conveniently positioned between RTP and UDP layers: in this way no modifications to existing protocols have to be made.

Application of frame stealing, with VAD coordination, has been identified as the best solution, and is based on:

· Buffering of last generated RTCP packet;

· Silence periods identification via Frame Type field of received RTP packets;

· RTCP transmission during silence periods;

· Discarding of speech/SID RTP frames received in the 80ms immediately following RTCP packet.

The overall solution scheme is depicted in the following figure.
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Figure 1: Proposed Frame Stealing implementation
The functionalities of Figure 1 shall be introduced in the devices (marked as “FS”) shown in the Figure 2. 
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Figure 2: Frame Stealing (FS) functionality deployment

4. Pros & Cons of the Scheme

High level pros and cons of the scheme is given below:

- 
The introduction of additional frame stealing introduces a higher FER requirement

· To achieve equivalent voice quality as the existing 12.2 kbps AMR CS call (BLER target of 1%) 

· Required BLER target is 0.1% 

· RTP bearer bandwidth is 16.4 kbps (UDP check sum applied)

· This scheme would require only one PDP context and RAB per voice call to support RTP and RTCP. 

· May require changes to standards to address RTCP handling, for implementation of frame stealing.

5. Conclusion

It is proposed that RAN2 discuss this scheme along with the alternative schemes for handling RTCP as given in R2-032166 and R2-032167 and agree on the most optimum solution. 
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