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1. Introduction

CN domain specific access control was proposed at RAN WG2 Meeting #37, with R2-031800.  In the discussion, several concerns were raised regarding if this feature can be really useful.  This document addresses those concerns.

2. Discussion

· Concern #1:  radio resources and CN resources

One of the questions raised was that radio resources would usually be depleted before CN resources.  However, the network is usually designed so that CN resource is smaller than all the radio resources of the area where one CN node has control over combined, by taking statistical multiplexing effect into consideration.  Therefore, radio resource is depleted faster than CN resource only in case of increased traffic in limited area.  In the event of natural disaster, like an earthquake, the traffic is expected to rise in wide area. In that case, CN resource would be depleted faster than radio resource. 

· Concern #2: Simultaneous RABs

Another concern was that there is a way to bypass this mechanism, if the user has established Iu connection to one of the CN Domain that is not restricted, and then initiate a call in the other domain.  This is because the original proposal is simply extending current access class restriction mechanism, where RRC CONNECTION REQUEST is affected.  Therefore, if the RNC is designed so that the UEs are put into Cell/URA_PCH states instead of idle mode, or if the user initiates a call from unrestricted PS domain, then initiates a call on CS domain, this proposal does not change the system behaviour.

To address bypassing, there are two proposals:

1. Treat this in network implementation.  

RNC is left with the responsibility to stop the establishment of new RABs to the restricted domain.  It is assumed this kind of feature needs to be included anyway if the RNC is designed so that the UEs are put into Cell/URA_PCH states instead of idle mode, to handle the cases such as RNC overload.  In this case, the specification does not need to be changed.

2. Change the access class restriction mechanism so that this also applies to CELL UPDATE.  

This would stop most of the UE from initiating a new call (aside from the UE in CELL_FACH state, but unless the user is specifically informed, it is foreseen that not too many UEs will bypass the mechanism.  It is also possible to combine this proposal with proposal #1).  However, this proposal has an unfortunate side effect, which affects not only newly initiated call, but also existing call.  If the UE makes the decision by message type (like current access class restriction), the UE mobility, inactivity check (periodic Cell Update) function could be blocked.  Even if the UE makes the decision by the CELL UPDATE cause, it is impossible for the UE in CELL/URA_PCH states to determine whether it received a UTRAN paging for new CS call, or new DL data.

3. Any other alternatives

Any proposal is welcomed.

3. Conclusion

It is proposed to adapt either one of the proposals for concern#2, in addition to changes proposed in R2-031800, to take the UEs in idle mode into consideration.  

NTT DoCoMo would like to remind the group that this proposal is very effective at the event of natural disasters or large-scale accidents, and request to introduce this feature as early as possible to remedy most of the situation.
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1. Introduction



This discussion paper proposes CN domain specific access control.



2. Discussion



Currently, the access control is applied regardless of CN domain by the IE “Access class barred list” broadcast in SIB type3 and SIB type4 (although in reality, the IE is meaningless in SIB type 4).


But in a real environment, there is a difference in traffic loads or signaling loads between CS domain and PS domain, therefore it is impossible to plan the network so that it is optimized for the traffic of both domain at the same time. This leads to, for example, a situation where the access control is applied according to the congestion of CS domain, even if PS domain has enough resources in terms of call processing.  Since there are remaining resources in the PS domain, it is being wasted, while it could have been used for something like sending/receiving e-mails.


This kind of situation is likely to arise when a disasters or a large-scale accident occurs, or at the sites of heavily crowded events. Actually, this was the case when the powerful earthquake took place in Tohoku province last May in Japan.  



So as to avoid similar situations, in this discussion paper, we propose to change the current access control mechanism so that the access control can be performed independently for each CN domain.



3. Release



Since this proposal is very effective at the event of natural disasters or large-scale accidents, it is requested to introduce this feature to the standard now to have this feature supported in as many UEs as possible.  Therefore, we propose to make this feature mandatory for the UEs that support Release 6, and optional for the UEs that support Release 5 or before.



4. Proposal



The simplest solution is to add another “Access Class Barred List” to SIB type 3.  (Addition of this IE to SIB type 4 is meaningless, since this IE only affects RRC Connection Request)  



When setting the value of the IE, the operator must consider the 3 types of behaviour:



· Access control for CS connection for UEs that supports this feature



· Access control for PS connection for UEs that supports this feature



· Access control for the UEs that support releases before Rel-6, and does not support this feature



The access control for the UEs that supports previous releases is very likely to be identical to the access control of one of the CN domain for Rel-6 UEs, possibly stricter one.  



Therefore, the proposal is to add following IEs to SIB type 3



· CN Domain Identifier -  to indicate which CN domain the IE “Access Class Barred List” existing in current message format is applicable to. 



· “Access Class Barred List” – to indicate access control for the other CN Domain



· another CN Domain Identifier - to indicate which CN domain the IE “Access Class Barred List” in non-critical extension is applicable to.  (Technically, this can be omitted, but adding this IE seems more straight forward)



5. Conclusion



In this discussion paper, we proposed to introduce CN Domain specific access control.  Due to effectiveness of the proposal, we proposed to make this feature mandatory for Rel-6, and optional for previous releases.  



If the method and the release of the proposal can be accepted, NTT DoCoMo volunteers to draft a CR to relevant specifications.
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