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1. Introduction

In 3GPP the introduction of multimedia services based on IMS is envisaged. 

In this contribution we discuss some solutions for an efficient implementation of conversational IMS, i. e. VoIP. The solutions will show, that a bandwidth comparable to the one of CS voice is possible. One of the major issues to be solved is the handling of highly variable data rates without wasting resources. We will give an overview of some methods to cope with that.

There are three main sources for the high variability of the data rates:

· ROHC 

· RTCP

· SIP traffic

The requirements especially in terms of delay are totally different for the three sources of variable data rates. RTP and SIP packets require as little delay as possible, whereas RTCP is not critical with this respect with a possible delay of several seconds. Combining these characteristics into an optimised solution will allow to offer PS voice in a bandwidth of around 16 kbps.

The following assumptions are used in the paper:
· RTP/UDP/IP packets for voice frames

· 12.2 kbps AMR

· IPv6 header: 40 octets

· UDP header: 8 octets

· RTP header: 12 octets

· AMR 12.2 kbps speech: 32 octets payload per frame in bandwidth efficient mode

· ROHC in reliable mode 

· Unacknowledged RLC mode

Resulting from these assumptions are the following RLC PDU packet lengths and bandwidths:

· RTP uncompressed: approx. 100 octets, which means 40 kbps

· RTP compressed: approx. 40 bytes, which means 16 kbps

2. Variable data rates in Downlink

The main issue to be solved for downlink is the shortage of channelization codes, which could lead to hard blocking. This would limit the capacity of a cell in case excessive bandwidth, i. e. for uncompressed headers, is permanently allocated to all speech users.

2.1 RTCP 

It is currently under discussion, if RTCP is necessary at all, transmitted in a separate RAB or multiplexed with RTP. 

The length of RTCP packets is specified in the RFC3550 and is usually below 100 octets, but can range up to several hundred octets. The RFC1889 suggests a transmission of RTCP packets every 2.5 to 7.5 seconds. RTCP packets are not time critical and a transmission delay of up to 5 consecutive reporting intervals is allowed without marking the participant to be inactive or cancelling him from the session.

2.1.1  No RTCP

Most likely, RTCP is not mandated for point-to-point connections. The RTCP functionalities like QoS do not require RTCP for point-to-point speech applications.

Therefore the preferred choice is to turn RTCP off. This can be done via SDP signalling using the SDP extension in RFC 3556, which is already mandated by 3GPP. It shall be stated, that 3GPP applications should not use RTCP for point-to-point VoIP calls. However, there might be applications outside the reach of 3GPP, that are generic and do require RTCP.

Therefore, a back-up solution is required, that supports  RTCP traffic for the very few cases, where it is needed.

2.1.2  RTCP multiplexed with RTP

The multiplexing of RTP and RTCP on one RAB can be done efficiently by combining inactive periods in the voice streams with the low delay requirements for RTCP. During silence periods applications should not send any packets (except for periodic SID frames) and buffered RTCP packets are transmitted in these silence periods.

The advantage of this method is, that RTCP can be transmitted with only little traffic overhead. Only one PDP context is required 

However, speech frames are lost in case speech resumes while RTCP transmission is still ongoing.

The implementation of this method could be done at RTP level, i. e. at the endpoints of a call, or in the PDCP. If implemented at RTP level, it cannot be guaranteed, that all applications include this functionality. 

If implemented in the PDCP, the PDCP has to buffer RTCP packets, it has to analyse the RTP packets to some extend in order to know if and when to insert RTCP into the stream. The PDCP can distinguish between RTP and RTCP by the UDP port numbers.

2.1.3  Separate RAB for RTCP 

The data rate for a separate RTCP RAB could be very low if RTCP is transmitted in parallel with RTP and segmentation in the RLC is used, e. g. 0.4 kbps. Alternatively, RTCP could be filled into silence periods with a high data rate of e.g. 16 kbps.

The advantage is, that a separate RAB is a “clean” solution with very little impact on standardisation and very little implementation complexity. Furthermore, standard priority handling in RLC/MAC can be used to fill in RTCP packets into RTP silence periods simply by defining a TFCS that allows either RTP or RTCP transmission.

The drawback of this method is the additional PDP context for RTCP. However, it is anticipated that mobile devices will be capable of handling several PDP contexts in the Rel.6 timeframe.

2.1.4  Conclusion

RTCP shall be avoided whenever possible. For the very few cases, where this does not work, a waste of resources (additional PDP context) is of less concern than implementation/standardisation effort. Therefore, we propose to use a separate RAB as a fall-back solution for RTCP traffic.

2.2 ROHC

ROHC acc. to RFC3095 is used for RTP packets in order to reduce the overhead due to large headers. Only a small compressed header of 1..3 bytes is required for regular packets. However, at the beginning of a connection and in case of severe errors on the air interface uncompressed headers have to be transmitted.

This means a large variation of the RTP data rate with an approx. packet size of 40…100 bytes.

Two solutions are envisaged for an efficient transport of these data rates.

2.2.1  void frames

This solution exploits the fact, that uncompressed headers occur mainly at call set up. At this point of time speech will most likely not be present in the RTP packets. So speech frames are substituted by void frames without payload during the first 400 ms of a call. The spare data rate is used for uncompressed headers.

The insertion of void frames could be done by the application (or the media gateway). However, the application has only little knowledge of the air interface. The number of void frames needed depends on frame errors and the radio conditions. A fixed number might not be sufficient. Furthermore, not all application are within the reach of 3GPP so that not all applications will implement such a procedure. Some or all of the void frames within the 400 ms might also be discarded in the GGSN if they arrive before successful session set up and cannot be used for ROHC.

An implementation in the RNC has the drawback, that a new functionality is needed, perhaps in the PDCP. Service awareness is required in the RNC to some extend.

A general drawback of this method is clipping, i. e. discarding of speech frames at call set up, where important information, like speaker identification, is lost. Clipping is also to be expected if early media are used, e.g. due to PSTN interworking. Furthermore, it does not provide a solution for the (unlikely) case of uncompressed headers during a call.

2.2.2  Secondary scrambling code

For this solution resources are allocated on the primary and on the secondary scrambling code.

Two physical channels are allocated. The TFCS is chosen in a way, that compressed headers fit onto the primary SC with DTX bits carried on the secondary SC. So regular transmissions are done on the primary SC only. In the rare case of an uncompressed header, a large transport block is transmitted by means of both physical channels on the primary and secondary SC. 

This means, that for the typical case of a compressed header the second DPDCH remains empty and will not be transmitted. In the unlikely case of an uncompressed header both DPDCHs will be filled with data.

This method has the advantage of immediately available extra bandwidth. The increase in interference is very minor, since simulations have shown, that uncompressed headers only occur during call set up and in very rare error situations. 

There is only little increase in complexity in the UE because the UEs have to support multiple scrambling codes already for soft-HO.

2.2.3  Conclusion
We propose to use the secondary scrambling code for packets with uncompressed headers. This provides sufficient instantaneous bandwidth, also within a call, with only negligible increase in interference. A further option could be the usage of the resources on the SSC also for RTCP transmission.

2.3 SIP
SIP signalling is required at call set up and at the end of a call release. However, also during an ongoing call, some mid-call SIP signalling might be required. The delay requirements for SIP are high and a discussion is ongoing whether these requirements could be met with a signalling flag or only with a new traffic class.

SIP packets can be quite large, but signalling compression could be used to lower the traffic volume needed. The data rate for a SIP RAB could be 4…5 kbps. 

We propose to use the secondary scrambling code also in case of excessive SIP traffic due to the bursty nature of SIP traffic in combination with the high delay requirements. At call set up and when no RTP data is to be sent the SIP packets will automatically be put on the primary SC. For mid-call and call release signalling the secondary SC provides instantaneous bandwidth.
3. Handling of variable data rates in Uplink

For the uplink there is no shortage of channelization codes as for the downlink. The same methods as for downlink are also proposed for increased efficiency. A lower spreading factor could be used instead of the secondary SC. 

4. Conclusion

Several methods have been presented for handling the variable data rates in case of RTP, RTCP and SIP transmission. A combination of the methods seems to be best suited for the different requirements.

We propose the use of a DPCH on the secondary scrambling code only for cases of excessive data rates for uncompressed ROHC packets and for SIP data, e. g. at call set up. In rare cases where RTCP is necessary, we propose to use a separate RAB:

· RTP packets with compressed header on the primary scrambling code

· RTP packets with uncompressed header on primary and secondary scrambling code

· No RTCP, as a back-up RTCP on a separate RAB in silence periods
· SIP packets at call set up on the primary (and possible secondary) scrambling code
· mid-call and call release SIP signalling on the secondary (and possibly primary) scrambling code
