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1. Introduction

For MBMS there is a need to notify a group of UEs to announce the availability of the service. This contribution proposes a mechanism to do this.

1.1 Generic principles

The following assumptions were considered:

1. In order to support discontinuous reception, there is a requirement to ‘wake up’ a group of UEs and force them to read the notification channel. On this channel, these UEs will get MBMS service-specific information e.g. logical/transport/physical channel on which the data will be broadcast, DRX parameters, Indication whether UTRAN requests the establishment of an RRC Connection, parameters to avoid RACH overload, etc. 
2. In order to keep UE implementation simple, there is a requirement to re-use as much as possible from R99 behaviour and then it is proposed to re-use the PCH/PICH paging mechanism.

3. In order to wake up the interested UEs once that the service became available, a group notification identifier is required for use on the PCH paging channel.

· The group notification identifier has to be known by the RAN which sends the notification message and by all the interested UEs. 

· The size of this group notification identifier shall be adapted to the Paging channel capabilities (size constraint on the paging identifier). The size of this identifier could be of similar size of U-RNTI/C-RNTI. 
4. In order to differentiate multiple services that can be available at the same time in the cell, the service specific information on the notification channel shall include a unique service identifier: 

· This unique service identifier is known by the UTRAN and by the UE. The size of this identifier is adapted to notification channel capabilities, which may be different from the paging channel capabilities.
· This unique identifier could be the “IP Multicast Address + APN” combination.
One important consequence of the above assumptions is that the group notification identifier does not need to uniquely identify a service if the UE has a way to uniquely identify the service in a second step and the probability of “false alarm” is low.
· The consequence if several services use the same group notification identifier is just that more UEs ‘wake up’ than necessary. 

· The UEs that ‘wake up’ in error will quickly detect this when they read the notification channel and discover the unique service identity described in (4) above. As long as this happens rarely, the only impact is a very small decrease in battery life on the UEs which mistakenly wake up.

The advantages of this solution are that:

· The size of the group notification indicator derived from the Service Id (i.e. “IP Multicast Address + APN”) can be small enough to avoid PCH channel overload.

· The group notification indicator may be derived from the Service Id locally in the UE and in UTRAN (i.e. RNC) without signalling exchange between network nodes. This avoids additional signalling and coordination between network nodes.  To be noted that in case of broadcast service there is no join phase and therefore there is no means that the CN give the TMGI.
2. Group notification mechanism

2.1 Group notification identifier
The group notification mechanism is based on both the UTRAN and UE obtained locally the group notification identifier by calculating a short hash of the unique service identifier. This hash value is then used as the group notification identifier to wake up UEs that are interested in the service at the appropriate time.
Since the notification identifier has to be limited in size (probably to 16 bits due to Paging channel constraints), then there is a certain probability that two distinct services result in the same hash value. Choice of an appropriate hashing algorithm can make this probability extremely low

The following elements require standardisation:

· The field over which the hash is to be calculated – this must include the service unique identifier
· The algorithm to be used to generate the hash

2.2 Algorithm used to generate the hash

The required property for the hash algorithm is that there is a low probability of ‘collisions’ where two services result in the same hash value. The common crytographic hash algorithms MD2 [1], SHA-1 [2] and MD5 [3] certainly have this property. A suitable candidate hash algorithm would be to take the first n bits of the output of one of these algorithms. We suggest n=16 would be an appropriate size, but this is FFS based on the format to be used on the paging channel.

For MBMS application, though, we do not need the computationally intensive cryptographic properties of the above algorithms. It should be considered whether a simpler algorithm (for example a basic Cyclic Redundancy Check, CRC) would be suitable.

2.3 Discontinuous reception

In order to reduce UE power consumption there is a need to define a discontinuous reception mechanism. When DRX is used the UE needs only to monitor one Page Indicator in one Paging Occasion per DRX cycle.

In order to keep UE implementation simple it is proposed to define only one MBMS DRX cycle for all MBMS services available in one cell. This MBMS DRX cycle can be defined by parameters broadcast in System Information. 

The Paging Occasion can be defined as a function of Group Notification Id and the MBMS DRX cycle length in a very similar manner as for R99 services in 25.304. 
The Paging Indicator is also computed as a function of Group Notification Id and the parameter Number of PI per frame as in R99.
3. Proposal

It is proposed:

· To agree on generic group notification principles described in section 1.1

· To agree that UTRAN and UE should be the entities generating the group notification identifier. The format, length and generation algorithm for this identifier are FFS.

· To agree the group notification mechanism in the manner described above and to use this for MBMS notification. The details are FFS.

· To agree on generic principle of unique service identifier over the notification channel 

· To agree on generic principles of DRX mechanism described above. The details are FFS.
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