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1. Introduction

In 3GPP the introduction of multimedia services based on IMS is envisaged. 

In this contribution we discuss the support of variable data rates in order to use the radio resources efficiently. The open issues to be solved mainly results from the delay requirements of conversational IMS services.

For the discussion in this document it is assumed to use the SIP signalling protocol, and the RTP/UDP/IP protocol for the transmission of conversational data. 

There are two main sources for the high variability of the data rates:

· ROHC 

· RTP/RTCP multiplexing

The paper gives an overview over the open issues due to the variable bandwidth and provides several alternative solutions for the transmission of the data and signalling packets. Since the requirements especially in terms of delay are totally different for the two sources of variable data rates (ROHC and RTCP), some of the solutions are tailored cope with one source. However, a combined method is proposed, that meets all requirements.

1.1 ROHC

It is assumed, that ROHC acc. to RFC3095 is used for RTP and RTCP packets. ROHC means, that at the beginning of a connection and in case of severe errors on the air interface an uncompressed (IR) IP/UDP/RTP or IP/UDP/RTCP header has to be transmitted. In all other frames only a small compressed header is necessary in each packet.

This means a large variation of the data rate (see examples below). Furthermore, the RTP packets including the large ones with uncompressed header should be delayed as little as possible since each delay automatically means a delay of the underlying speech.

This delay depends on the resources, that are available.The resources allocated on the air interface shall be broad enough to transport the full header in a minimum of time.

1.2 RTCP transmission

RTCP packets have to be transmitted in addition to the speech payload in the RTP packets. The length ot these RTCP packets is specified in the RFC1889 and is typically 100-150 octets, but can range up to several hundred octets. The RFC1889 suggestes a transmission of RTCP packets every 2.5 to 7.5 seconds, distributed uniformly. RTCP packets are not time critical and a transmission delay of up to 5 consecutive reporting intervals is allowed without marking the participant to be inactive or cancelling him from the session.

1.3 Assumptions

In order to discuss the different solutions for variable data rate transmission, some (simplified) assumtions about the underlying data to be transmitted has to be made. All these assumptions are subject to changes in practical implementations.

Known values:

· IPv6 header: 40 octets

· UDP header: 8 octets

· RTP header: 12 octets

Assumptions:

· AMR 12.2 kbps speech: 20ms frames, 32 octets payload per frame

· IPv6

· ROHC in reliable mode

· Uncompressed IP/UDP/RTP header: 60 octets + 6 octets from ROHC

· Compressed IP/UDP/RTP header: 12 and 4 octets, respectively, depending on grade of compression

· RTCP packets: 100 octets, uncompressed, 1 packet every 5 seconds

· RTP and RTCP flows are multilplexed onto one RAB, RB, PDCP, RLC

· Unacknowledged RLC mode

· Additional overhead for all packets: 2 octets for RLC, 1 octet for PDCP

Resulting from these assumptions are the following RLC PDU packet lengths and bandwidths:

· RTP uncompressed: 101 octets, which means 40.4 kbps

· RTP compressed: 39 and 47 bytes, respectively, which means 15.6 / 18.8 kbps

· RTCP uncompressed: 100 bytes every 5 s, which means 0.16 kbps

These assumptions include the overhead caused by ROHC as well as the headers introduced by PDCP and RLC.

It has to be emphasized, that a change of these assumptions can lead to different results and solutions. For example, if ROHC is not done in the reliable mode, but in the uni-directional mode, then several uncompressed headers might be sent in a row. 

Furthermore crucial is the size of the IP/UDP/RTCP packets, which may be some hundred bytes according to the RFC1889. All this can have serious effects on some of the methods described below.

2. Handling of variable data rates in Uplink

For the uplink there is no shortage of channelization codes. For the transmission of RTP and RTCP data in uplink, the necessary bandwidth for uncompressed packets can be allocated. 

In the normal case of compressed headers DTX as a standard part of rate matching will be used.

All this is standardized already. For the transmission of RTCP packets with low delay requirements, intelligent frame stealing as described below could be used, though it is not as necessary as for downlink.

3. Handling of variable data rates in Downlink

The main issue to be solved for downlink is the shortage of channelization codes, which could lead to hard blocking. This would especially limit the capacity of a cell in case excessive bandwidth is allocated to all speech users.

The figures for the solutions probided below are only examples. They are derived from the assumption above in order to give a rough feeling about bandwidth and delay.

3.1 Large Bandwidth Allocation

The bandwidth allocated for this solution is large enough to transmit RTP packets with uncompressed header. An extra 5% bandwidth is added for RTCP data as recommended by IETF for a total of 42.4 kbps. 

For this method RTP packets with any header can always be transmitted without extra delay. 

However, in case an RTCP packet arrives at the RLC in addition to RTP packets, buffering and segmentation takes place. This means, that also delay sensitive RTP packets will be buffered in the RLC and segmented for transmission. The RLC cannot priorize RTP packets and will therefore transmit the RTCP packet and will buffer subsequent RTP packets. Since an RTCP packet is assumed to have approx. the same size as an RTP packet, it fits into one frame. The extra delay for RTP packets which are buffered will be 1 frame or 20 ms in the worst case. The assumption is, that no other RTCP packet will arrive, before the RTP data in the RLC buffer is transmitted, i. e. within the next 20 frames. Otherwise an extra delay occurs.

Bandwidth 42.4 kbps, delay 20ms for speech

3.2 Small bandwidth allocation

The mechanism for this solution is similar to the allocation of a large bandwidth as described in 3.1, however with the difference, that only the bandwidth for the transmission of compressed RTP packets + some spare RTCP bandwidth is allocated, e. g. 22 kbps. The underlying assumption is, that the transmission of compressed RTP packets is statistically the most likely case.

However, it leads to significant delay in case of full header and/or RTCP packet transmission.

The worst case is the simultaneous occurrence of an uncompressed RTP header and an RTCP packet. 201 bytes have to be transmitted instead of 47. A bandwidth of 22 kbps means a frame length of 55 bytes, this amounts to(201-55)/55= 3 frames or 60 ms delay for the RTP packets. The RLC buffer is filled with 201-55=146 bytes. With spare capacity of 8 bytes per frame (55 - 47) it takes ~18 frames to empty the RLC buffer ( (201-55)/8 ).  If during these 360ms additional RTP packets with uncompressed headers arrive at the RLC or the RTCP packets have larger size, the delay of the RTP packets increases accordingly.

Bandwidth 22 kbps, delay 60 ms for speech

3.3 Channel Reconfiguration

Physical Channel Reconfiguration can be used to adapt the available channel bandwidth to the requirements. However, the reconfiguration is a quite slow procedure with times ranging from 0.5…2 seconds. During this time period the RLC has to buffer and segment the excessive data. After the reconfiguration a higher bandwidth is available. The buffered packets can be transmitted and the buffer can be emptied. 

The calculation in 3.2 shows, that already a slight “over-allocation” of bandwidth is enough to empty the RLC buffer before the phys channel reconfiguration is effective. Considering also other drawbacks and restrictions of such a reconfiguration like availability of codes and signalling overhead, this method is not suited for the problem at hand.

The only application could be at call set up, when several uncompressed RTP packes have to be transmitted. In this case a higher data rate could be allocated at call setup only.

3.4. Frame Stealing

Frame stealing is a way to cope with the excessive bandwidth of RTCP transmission. 

In section 3.2 it is shown, that a small bandwidth can be used for conversational IMS. However, in case of RTCP packets this leads to an increase in the delay due to buffering.

A way to avoid this is to use frame stealing, i. e. the RTP packets are not buffered but discarded and the RTCP packets are transmitted instead.

There is also the compromise, that RTP packets are buffered to some extend and are discarded only after some timer has expired. Therefore there is a trade-off between delay and frame error rate depending on the frequency of uncompressed header and RTCP packet transmissions. Given the assumptions above (5s RTCP reporting interval, 100 byte RTCP packet length, 55 bytes per frame) this means that 2 RTP frames are discarded every 5s. Still an uncompressed RTP header, which has to be transmitted, leads to a delay of one frame.

Additional FER of 0.8%, bandwidth 22 kbps, 20 ms delay for speech

3.5 Intelligent Frame Stealing

This is the same as “normal” frame stealing with the addition, that RTCP frames are not transmitted as they arrive, but that they are buffered until a DTX period in the RTP data occurs. This “no data” case is indicated in the RTP payload header and can be used to reduce the frame stealing. Please note, that frame stealing is applicable for RTCP packets only.

Since the SID update period is 8 frames, there are 7 frames without RTP payload. This provides plenty of space for the RTCP packets so that no RTP data has to be discarded. Speech and the transmission of RTP packets may resume before the RTCP packets are transmitted completely. In this case these RTP packets should be discarded.
The delay requirements of RTCP allow a buffering of up to 25 seconds and it is very likely, that a speech pause happens during this time. If not, a timer could be used to transmit the buffered RTCP frames via regular frame stealing.

Almost no additional FER, varying delay for RTCP, 20 ms delay for speech

3.6. Multiple Scrambling codes

This method is best suited for handling variable RTP traffic. As was shown there is a code shortage on the one hand and on the other hand the allocation of the minimum bandwidth leads to an unacceptable delay.

The solution is to allocate resources on the primary and on the secondary scrambling code.

Two physical channels/radio links are allocated. The mapping of data onto these channels is done in a way, that in case of an uncompressed header RTP packets are mapped onto both DPDCHs. So there is no extra delay.

In case of compressed headers, which is the normal situation, all data fits and is mapped onto the physical channel on the primary scrambling code. DTX is used for the other channel, so nothing is transmitted on the secondary scrambling code.

This method has all the advantages of section 3.1 (large bandwidth allocation) but with the resource allocation as in 3.2 (small bandwidth allocation). All this is possible in Rel 99 already. The transmission on the secondary scrambling code does mean an increase in interference. But the transmission of uncompressed headers is so infrequent, that this effect is even smaller than the similar effect in the compressed mode case. There is no increase in complexity in the UE because the UEs have to support multiple scrambling codes anyway.

RTCP transmissions lead to extra 20 ms delay in the same way as in section 3.1

Bandwidth 20 kbps (+20kbps on the SSC), delay 20 ms

4. Conclusion

Several methods have been presented for handling the variable data rates in case of RTP and RTCP transmission. Most of the solutions are tailored to either RTP or RTCP variable data rates. 

A combination of the methods seems to be best suited for the different requirements of RTP and RTCP data rate variation. 

As a solution for Rel. 5 without changes to the standard we propose to use multiple scrambling codes. This method combines the efficiency of a low bandwidth allocation on the primary SC with a flexible extension for higher data rates. We propose, to include this idea into TR 25.893.

Still this method contributes an extra 20 ms delay in case of RTCP packet transmission.

This can be avoided for Rel. 6 with intelligent frame stealing acc. to section 3.5. This combination of multiple scrambling codes and intelligent frame stealing would transmit in a flexible way:

· RTP packets with compressed header on the primary scrambling code

· RTP packets with uncompressed header on the primary and secondary scrambling code

· RTCP packets in DTX periods on the primary and secondary scrambling code
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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This document presents scenarios on Radio Access Bearers in UTRAN. The main factors impacting the RABs and their combinations are described. The scope of this document is in Release 5, even though many of the scenarios are valid to earlier 3GPP releases, too. Scenarios for both IMS and non-IMS services are included. Due to flexibility of RAN specifications, in most cases there is no need to distinguish between IMS and non-IMS, but the same scenarios are applicable to the both.

Details of bearers and their combinations are in scope of another document [8], and therefore excluded in this technical report.

.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 25.322: "RLC Protocol Specification".

[2]
3GPP TS 25.323: "PDCP Protocol Specification".

[3]
3GPP TS 25.331: "Radio Resource Control (RRC); protocol specification".

[4]
IETF RFC 2507: "IP Header Compression".

[5]

3GPP TS 25.306: “UE Radio Access Capabilities”

[6]
IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed".

[7]
3GPP TS 34.108: “Common Test Environments for User Equipment”

[8]
3GPP TR 25.993: “Typical Examples of RABs and RBs Supported by UTRAN”

[9]
3GPP TR 21.877: “Radio optimisation impacts on PS architecture”, v. 0.5.0

[10]
3GPP TS 26.236: “Packet switched conversational multimedia applications; Transport protocols”

[11]
3GPP TS 26.234: “Transparent end-to-end packet switched streaming service (PSS); Protocols and codecs”

[12]
IETF RFC1889: “RTP: A Transport Protocol for Real-Time Applications.”

[13]
IETF RFC3267: “Real-Time Transport Protocol (RTP) Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs”

[14]
3GPP TR 26.937: “Transparent end-to-end packet switched streaming service (PSS); RTP usage model.”

[15]
3GPP TS 26.235: “Packet switched conversational multimedia applications; Default codecs”

[16}
IETF RFC2793: “RTP Payload for Text Conversation”
3
Abbreviations and Terms

3.1
Abbreviations

For the purposes of the present document, the following abbreviations apply:

HC
Header Compression

IETF
Internet Engineering Task Force

I/B
Interactive / Background

IP
Internet Protocol

RAB
Radio Access Bearer

RB
Radio Bearer

RNC
Radio Network Controller

ROHC
Robust Header Compression

RTP
Real-time Transport Protocol

RTCP
Real-time Transport Control Protocol

RTSP
Real-time Streaming Protocol

SIP
Session Initiation Protocol

SRB
Signalling Radio Bearer

TCP
Transmission Control Protocol

UDP
User Datagram Protocol

UE
User Equipment

3.2
Terms

Bearer

Common term used to refer to RAB, RB, and/or SRB, when there is no need to distinguish between these terms.

Radio Access Bearer

Bearer terminating in CN.

Radio Bearer




User plane bearer on RAN level

Signalling Radio Bearer

RAN level bearer for RRC and NAS signalling. User plane signalling bearer (e.g., the bearer for SIP signalling) is not SRB, but RB.

Note: In [7] also the RAN level bearers are called as RABs. In order to maintain consistency with [7], the term RAB is used instead of RB also in this document in similar contexts as in [7].

4 Service scenarios

This chapter presents a selection of service scenarios, which are used as a basis for the RAB scenarios. Only the basic scenarios having impact on the lower layers are considered. Because the real time applications have the tightest connection with the lower layers, the real time scenarios are studied more in detail in this document. Other scenarios can be derived as combinations of these basic scenarios.

The table in document [9] is used here with some modifications. 

(Editor’s note: [9] is a non-approved draft. The actual contents of the TR are not utilized here, but only the table, which presents a general classification of services, and is independent of the radio optimisations discussed in the TR.)

Even though these scenarios are for IMS, they are applicable also for non-IMS PS scenarios. The differences between IMS and non-IMS are small in RAN level: Usually, the difference is that in non-IMS cases the IMS signalling stream is left out or replaced by non-IMS signalling stream. Other differences are indicated later in the text, whenever necessary.

Table 1: Service scenarios

	
	
	IMS Signallingg
	Speech (RTP)
	Speech (RTCP)
	Audio (RTP)
	Audio (RTCP)
	Video (RTP)
	Video (RTCP)
	Text (RTP)
	Text (RTCP)
	Data
	Notes

	1
	Speech
	X
	X
	X
	-
	-
	-
	-
	-
	-
	O
	

	2
	Audio
	X
	-
	-
	X
	X
	-
	-
	-
	-
	O
	

	3
	Video
	X
	-
	-
	-
	-
	X
	X
	-
	-
	O
	

	4
	Text
	X
	-
	-
	-
	-
	-
	-
	X
	X
	O
	

	5
	Speech, Video
	X
	X
	X
	-
	-
	X
	X
	-
	-
	O
	

	6
	Audio, Video
	X
	-
	-
	-
	-
	X
	X
	X
	X
	O
	

	7
	Speech, Text
	X
	-
	-
	X
	X
	X
	X
	-
	-
	O
	

	8
	Video, Text
	X
	X
	X
	-
	-
	-
	-
	X
	X
	O
	

	9
	Speech, Video, Text
	X
	X
	X
	-
	-
	X
	X
	X
	X
	O
	

	10
	Audio, Text
	X
	-
	-
	X
	X
	-
	-
	X
	X
	O
	

	11
	Audio, Video, Text 
	X
	-
	-
	X
	X
	X
	X
	X
	X
	O
	

	X = stream included in scenario

- = stream not included in scenario

O = stream optionally included in scenario


Note: In some 3GPP specifications (e.g., [10]) “audio” and “speech” are not separated, but handled under title “audio”.

In most of the scenarios, the services can be either streaming or conversational. For PS streaming, there is no full IMS support in Rel 5. However, this does not have major impact on the items presented in this document.

The protocol layers of the scenarios are presented in Figure 1 for conversational and in Figure 2 for streaming services ([10], [11]).
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Figure 1 – User plane protocol stack for conversational multimedia terminal
The protocol layers for IMS signalling stream, not presented in the figure, are  (SDP/)SIP/UDP/IP.
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Figure 2: Protocol stack for PS streaming terminal

4.1
Common characteristics of scenarios

The characteristics of the streams in the next sub-chapters are common to all or most of the scenarios.
In scenarios, where the IP protocol header size or contents are relevant, it is assumed that IPv6 header without extension headers is used, i.e., the IP header size is 40 bytes. The UDP header size is 8 bytes.

4.1.1
RTP and RTCP streams

RTP and RTCP streams are in the same PDP context. RTP packets carry the user data, while RTCP is used for end-to-end control purposes [12].  Two main types of RTP/RTCP streams are considered in this document; conversational and streaming. The media type requirements for IMS conversational services are given in [10], and they are discussed below in detail.
The headers of RTP and RTCP packets may be compressed by ROHC [6]. The full RTP/UDP/IPv6 header has a size of 60 bytes and can be compressed to few bytes. However, depending on the compression state, the full header has to be transmitted from time to time. Furthermore the RTCP packets are sent in time slices between around 2.5 seconds and 7.5 seconds, see [12]. This variation in the RTP and RTCP packet length should be taken into account when specifying the RAB.
4.1.2 Signalling stream

Signalling stream, i.e., the stream carrying SIP and RTSP (SDP/SIP, SDP/RTSP), has to be transferred over the radio interface so that the delay to the user is acceptable. The size of the messages is in order of hundreds of bytes, depending on the message and possible compression. 

To meet the user expectations, the IMS SIP signalling connection establishment times should not exceed remarkably those of the circuit switched services. However, this requirement for SIP cannot be guaranteed in Rel 5, due to lack of SIP signalling indication to RAN, as explained under chapter 5.2. 

For non-IMS services, there can be a control protocol stream in a separate PDP context (non-IMS SIP, RTSP or other control protocol). These  PDP contexts are also treated as any other interactive contexts.

4.1.3 Data stream

The data stream may be used to carry any background or interactive data. Examples on data are still images, graphics, and scene / presentation descriptions, shown in Figure 2 and [11], as well as web browsing and/or file download. Low delay is not guaranteed, and the data rates may vary between 0 kbps and the maximum bit rate of the context.

4.2 Scenarios

In each of the scenarios, there is also an additional, PDP context for SIP or RTSP, and optionally one or more PDP contexts for data. Which PDP contexts are primary or secondary, is not relevant for RAB scenarios. 

4.2.1
Speech

For the IMS speech service, the parameters that the transmitter should use (and the receiver shall at least support) are defined more precisely than for any other service in [10]. (Note: Speech is under term “audio” in [10]). Both AMR and AMR-WB are included. The parameters for speech are presented below, derived from [10] and [13]:
Table 2: Conversational IMS speech service parameters

	
	Selection or parameter value
	Notes

	
	Nr of AMR / AMR-WB frames in RTP packet
	One


	Min. 20 ms packet interval 

RTP header adds 12 bytes

	
	AMR / AMR-WB payload mode
	Bandwidth efficient


	

	
	AMR , lowest and highest modes
	AMR / AMR-WB mode
	Payload bits per frame
	Payload bits include ARM data, payload header, table of contents and padding. 

Multi-channel session, interleaving or internal CRC not used.

Size of SID frame is 7 bytes.



	
	
	4.75
	14 
	

	
	
	12.2
	32
	

	
	AMR-WB, lowest and highest modes 
	6.6
	18
	

	
	
	23.85
	61
	


For non-IMS services, the above-mentioned restrictions are not applicable. However, it can be assumed that the parameters for conversational VoIP services do not usually deviate significantly from those given above. 

(Editor’s note: VoIP RTCP packet size is being discussed in RAN2#33. Recommended maximum limit be inserted here )
For speech streaming, the codecs are the same as above (AMR and AMR-WB) [11]. In [14], examples on streaming services are presented. The most important difference to the conversational parameters is that the number of speech frames in one RTP packet may be much larger (e.g., 10).

4.2.2
Audio

“Audio” in this document refers to other than speech-based audio  (music, combination of music and speech, etc.).

In [10] there is no distinction between audio and speech for conversational traffic. The default audio codecs for IMS are AMR and AMR-WB, hence the numbers of the previous chapter are applicable.

According to [11], MPEG-4 AAC-LC codec should be supported for audio streaming, and in addition, also MPEG-4 AAC-LTP may be supported. As for the speech streaming, the RTP packets contain of several audio frames, as presented in [14].

4.2.3
Video

The video codecs have a wide range of possible bit rates and packet sizes. For streaming and conversational video, the codecs are H.263 and  MPEG 4 [11], [15]. RTP packet size is restricted in IMS conversational video to 512 bytes [10].

Examples on video streaming are presented in [14]. There is a wide range of RTP packet rates, depending on various factors, e.g., codec rate or packetization. 

4.2.4
Text

According to [16], the data rate of T.140 text telephony over RTP is low: “The rate of character entry is usually at a level of a few characters per second or less. Therefore, the expected number of characters to transmit is low. Only one or a few new characters are expected to be transmitted with each packet.” Hence, large part of the traffic consists of the overhead, i.e., RTP/UDP/IP headers and RTCP/UDP/IP packets. The data rate is mostly less than 1 kbps. Whenever the delay has to be guaranteed, the context cannot be of interactive or background traffic class, but e.g., streaming class has to be used.

It should be noted that text telephony does not include document viewing or other similar use, but only situations where the text is entered by human users in the both ends. For example, the “Text” service in Figure 2 does not refer to text telephony.

4.2.5
Speech and video

There are basically two different alternatives, depending on whether audio and video streams are on the same or different PDP contexts. The former case is basically similar to the scenario in the chapter 4.2.3. The latter latter case has different implications on lower layers. For streaming case with speech and video over the same context, there is an example in [14].

4.2.6
Audio and video

The difference in this scenario to the previous one is that the audio/speech coded may be different. On lower layers, this can be handled as the previous scenario.

4.2.7 

Video, audio, and speech with text

The additional text telephony stream adds a low bit rate PDP context. Whenever there is a requirement to synchronize the text with the voice or video stream, the text telephony context delay parameters have to be aligned with those of the others (i.e., the delay requirement may be stricter than for stand-alone text telephony).
5 
Mapping of service scenarios to Radio Access Bearers

5.1
Common requirements 

The bearers in this document shall be based entirely on existing 25-series specifications. That is, no requirement on RABs that is not in line with existing RAN specifications, shall be presented. 

The RAB scenarios in this chapter are based on the service scenarios of chapter 4. 

The bearer parameters are not presented in this document. Exact bearer descriptions of [8] are referred to. In this document, the main principles for selecting the parameters are presented.

5.2
 Bearer characteristics

The following table lists general characteristics of the bearers in the scenarios.

	
	Parameter
	Typical selection or parameter value
	Notes

	PDCP
	PDCP header, bits
	8
	8 bit PDCP header is the default in the scenarios. 

(For lossless context relocation support, PDCP header can also contain sequence number of 16 bits.)

	
	Header compression
	RFC 3095 (ROHC)
	ROHC assumed to compress [RTP/]UDP/IP (and ESP/IP) traffic.

No ROHC context identifier needed: PID field (5 bits) of PDCP header is sufficient to indicate all ROHC contexts in the given scenarios.

The most common header (shortest 2nd order header) is 3 bytes when UDP checksum is present (with IPv6); see RLC payload sizes.

ROHC feedback packets transmitted in opposite direction, interspersed with main flow packets.

Segmentation of ROHC not in use, because only non-transparent RLC modes in these scenarios.

	
	
	RFC 2507
	For TCP/IP compression (even though any IP headers, also those in UDP/IP could be compressed by RFC 2507).

TCP/IP used in interactive and background, therefore no impact on RLC payload sizes

	RLC
	Logical channel type
	
	DCH (DSCH possible in some scenarios for downlink)

	
	RLC mode
	UM or AM
	TM not possible because no a priori information on (compressed) IP packets, and no mechanism specified for negotiating ROHC packet sizes parameters.

UM used for conversational traffic class, AM for all other classes.

	
	Payload sizes, bit
	
	Number of different payload sizes to be limited so that max size of TFCS is reasonably low. 

In some scenarios, one of payload sizes is IP payload with shortest ROHC header. 

For AM, default payload size is 320 bits

	
	Max data rate, kbps
	
	The actual data rate on IP layer is somewhat different from this nominal figure, due to:

· PDCP header 

· Length indicator part of RLC header

· Retransmissions (in AM)

· Header compression

	
	UMD/AMD PDU header, bit
	8  / 16  
	8 for UM, 16 for AM


Table 3: Common characteristics of L2
In the scenarios, the RABs for data stream are not presented. Each of the scenarios may or may not have one or more RABs for data stream. The RABs can be selected from the interactive/background RABs of [8].

The RABs for signalling (SDP/)SIP and (SDP/)RTSP are handled the same way as those for data: This is because in Release 5, there are no means to distinguish on RAN level (in RNC) between the SIP RAB and other interactive RABs. For example, the associated RABs for SIP during conversational sessions can be considered only as examples on possible RABs (carrying SIP signalling, or any other interactive traffic) during the session. The actual data rate of the SIP RAB can vary between 0 kbps and the maximum bit rate of the PDP context.

In the scenarios, the bit rates of 8 kbps or 16 kbps for SIP RAB are used, to be in line with the existing RABs in [8]. However, the maximum bit rate requested for RTSP or SIP PDP context is typically higher, and  therefore this bearer may have higher or lower data rate when messages are transferred. 

As mentioned in chapter 4 the bandwidth required for RTP and RTCP packet transmission varies. The RABs associated to IMS speech services could be specified in consideration of the trade-off between RTP packet delay and allocated bandwidth. If sufficient bandwidth is spent, allowing for transmission of an RTP packet with full header within 20ms, which is the AMR frame duration, undelayed transmission of the RTP packet is guaranteed. Some additional bandwidth can be allocated for transmission of RTCP packets. 
However, due to the shortage of channelization codes in downlink it may be more efficient to allocate capacity on the primary scrambling code only for RTP packets with compressed header. In addition, capacity is allocated on the secondary scrambling code. This additional resource is used only in the rare case of an uncompressed RTP packet and for RTCP data. In all other cases DTX is used on these resources and nothing is transmitted, see [17].
(Editor’s note: Detailed RAB scenarios for speech, audio, video, etc., referencing to RABs of 25.993, to be added here.)
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