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Objective of the ad hoc

Draft RAN #18 report:

"A LS from SA WG5 was received concerning Trace requirements (RP-020869). A proposal for a WI was presented (RP-020830), but it was decided to wait for a joint meeting RAN WG2/ RAN WG3/ SA WG5 on the issue before agreeing on the precise terms of the WI."

So the objective of the ad hoc is:

· to have a presentation of SA5 work on Trace,

· to have a joint discussion instead of LSs,

· to discuss TRACE requirements and impacts on UTRAN,

· to discuss the scope of a potential WI.

Executive Summary

An detailed overview about the 'Trace Management' standardized in SA5 SWGD was provided explaining corresponding vocabulary, requirements and areas of cooperation with RAN WGs.

32.421 v6.0.0 is approved by SA #18, 32.422 and 32.423 are under preparation but according to SA5 SWGD not mandatory for RAN to start corresponding work.

Impacts of the 'Trace Management' topic on UTRAN specifications were discussed, especially the tracing depth impact on the documentation (additional columns in all RAN signalling specifications was considered as not appropriate, TR in SA5 to describe which IEs have to be traced and introduction of an octect

string to signal the intended depth was considered more appropriate) and on the worksplit between RNC and Element Manager (who has to decode the different Information Elements/Messages that have to be traced) as well as impacts on ASN.1 or Mobility Management (is Iur affected or not).

Another issue that was considered as important was the question in how far the trace management requires the RAN WGs have to contact SA5 SWGD for the introduction of new IEs or messages.

Finally, also a WI description 'Subscriber and equipment trace support in UTRAN' for REL-6 with RAN3 as the leading WG was proposed by Nortel and discussed.

In summary, no decisions were made but RAN2/RAN3 were informed about the SA5 SWGD work on trace management, they discussed this topic directly with SA5 SWGD experts and analyzed together first approaches and a WI description. SA5 SWGD got a first detailed feedback about impacts on UTRAN and about areas of cooperation with RAN WGs.

1

Opening of the meeting

The TSG RAN WG3 chairman Martin Israelsson welcomed the delegates to the joint RAN2-RAN3-SA5 SWGD ad hoc on 'trace management' in Sophia Antipolis, France and explained that at RAN #18 this joint ad hoc was agreed to be held.

1.1

Reminder of IPR declaration

Martin Israelsson (RAN3 chairman) reminded the delegates of their obligations with respect to IPRs:

	The attention of the members of this Technical Specification Group is drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of. 

The members take note that they are hereby invited:

· to investigate in their company whether their company does own IPRs which are, or are likely to become Essential in respect of the work of the Technical Specification Group.

· to notify the Chairman, or the Director-General of their respective Organizational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration forms.


2

Approval of the Agenda

The draft agenda of the joint RAN2-RAN3-SA5 SWGD ad hoc on 'trace management' was provided by Martin Israelsson (RAN3 chairman) on the RAN3 reflector on 03.02.2003.

R3-030047
Agenda for RAN2-RAN3-SA5 SWGD joint meeting on trace, chairman

presented by Martin Israelsson (Ericsson, RAN3 chairman)

discussion:
No comments.

conclusion:
The agenda was approved.

3

Subscriber and Equipment trace

3.1

Presentation by SA5 SWGD

Martin Israelsson (RAN3 chairman) introduced Christian Toche (Nortel) the SA5 SWGD chairman/SA5 vice chairman.

Christian Toche (Nortel) introduced the SA5 delegates, see annex A.

R3-030045
(=R2-030099) Tdoc for Discussion, Trace presentation for Joint Meeting RAN2-RAN3-SA5 SWGD, source: SA5 SWGD

presented by Christian Troche (Nortel, SA5 SWGD chairman):

· At the end of last year the LS R3-030040 with requirements was sent to the RAN Groups.

· After SA5 SWGD #33 it is planned to send requirements also to the Core Network Groups.

· This presentation is in line with the LS in R3-030040 however the presentation is more recent.

· Information about SA5 organisation.

· REL-6 building block on 'Trace Management is 50% completed by SA5 SWGD.

· One objective of the ad hoc today is to get feedback on the requirements.

· Trace was standardized for GSM in GSM 12.08 so it is considered to be also useful for UMTS.

· Some concepts from GSM 12.08 were kept but also some additions were made.

· SA5 specific vocabulary, e.g. NE (Network Element, e.g. RNC), EM (Element Manager, OMC), NM (Network Manager, OSS), Trace Session, Trace Reference, Trace Recording Session (in a Trace Session), Trace Recording Session Reference, Trace Session Activation Methods (signalling or management based, see also annex in 32.421), Trace Session Deactivation, Trace Recording Session Start (via Iu or possibly via Iur; signalling or management based; IMSI or IMEI(SV) in RNC needed),
Trace Recording Session Stop, Trace Data Reporting (see 32.423, no requirements for RAN).

· Rejection of Trace Session Activation: Was not included in GSM. No cause for this is defined yet for UMTS.

· Influence of Mobility (Management) on Trace Sessions(case 1: ongoing trace while UE is moving from SRNC to DRNC, case 2: UE moving from SRNC to DRNC and trace starting under DRNC, case 3: ongoing trace under DRNC which becomes SRNC due to SRNS relocation)

· Some goals of the Trace cooperation SA5-RAN WGs:
- Avoid duplication of information in specifications.
- Agree on action items and (if possible) a corresponding schedule to complete Trace in REL-6.

discussion:
Francesco Grilli (Qualcomm): Messages over air interface? Audrey Vuillien (Nortel): No.





Christian Toche (Nortel): Trace Management is independent of the drifting between RNCs, the 




tracing is done per RNC.





Tim Frost (Vodafone): Passing of IMEISV from SRNC to DRNC?





Denis Fauconnier (Nortel): No, only via Iu.





Christian Toche (Nortel): No propagation in case of management activation.





Tim Frost (Vodafone): Different paths for signalling trace or management trace?





Gyula Bodog (Nokia): How to start a management trace in the DRNC if UE identification is 




available in the SRNC might have been the question.





Yann Sehedic (Nortel): Yes, this is to be solved by RAN WGs.





Juan Noguera (NEC): SA5 has to define what needs to be traced and RAN WGs have to 





concentrate on the signalling?





Christian Toche (Nortel): Yes.





Denis Fauconnier (Nortel): An additional aspect is the depth concept, i.e. level of traces is 





intended (by SA5) to be in the RAN specifications which means to completely update our 





specifications.





Chenghock Ng (NEC): Does this mean that for introduction of new IEs we have to ask SA5?





Christian Toche (Nortel): Yes, this is a problem.





Martin Israelsson (chairman): Does the RNC need to decode which IEs have to be traced?





Yann Sehedic (Nortel): There might be different approaches. Regarding documentation: One 




possible solution might be a TR in SA5 which is reviewed by RAN WGs.





Olivier Guyot (Nokia): Regarding the TR we still need some sort of communication to inform SA5 



about new IEs.





Yann Sehedic (Nortel): Communication between RAN2 and RAN3 works also without it.





Denis Fauconnier (Nortel): In RAN it is preferred to have packages which include the whole 




information so alignments are necessary.





Martin Israelsson (chairman): So additional column in our specifications or TR in SA5 for all 




protocols are the solutions that are mentioned so far.





Michael Diesen (Motorola): What is the reason to not treat a whole message?





Yann Sehedic (Nortel): You might not need the whole message. It is similar to GSM





Christian Toche (Nortel): It's part of the new concept that we want to have a toolkit and to keep it 



open.





Olivier Guyot (Nokia): Don't see a need to liaise which IEs need to be traced.





Denis Fauconnier (Nortel): How many levels of depth are there at the moment?





Yann Sehedic (Nortel): Minimum, Medium (Minimum & Radio measurement reports), Maximum 



(all IEs).





Joackim Bergström (Ericsson): How to code the minimum case? Separate ASN.1?





Denis Fauconnier (Nortel): Also my understanding that we need some information in ASN.1 to 



indicate the levels.





Yann Sehedic (Nortel): No impact on ASN.1, selecting is a postprocessing after decoding ASN.1. 



So RNC would send everything to the Element Manager (EM)and the Element Manager will 




select.





This is one proposal. Since the interface between RNC and EM is not standardized you can do it in 



a different way.





Gyula Bodog (Nokia): SA5 is defining a format for the information that is requested.





Denis Fauconnier (Nortel): Interface RNC to EM is standardized.





Christian Toche (Nortel): EM is not able to do the selection process. We thought there is some 




possibility to reduce the amount of information in the RNC. But how to transfer/select the 





information is still ffs.





Joakim Bergström (Ericsson): Alignment of the different groups seems to be a major issue.





Audrey Vuillien (Nortel): Objective of the depth concept was to give the operator a possibility to 



select a subset of information.





Christian Toche (Nortel): Minimum level is what was provided by GSM 12.08 (for the sake of 




continuity) and the other levels are an enhancement.





Elena Voltolina (Ericsson): In GSM you could remove IEs in the ASN.1 it is more difficult.





Juan Noguera (NEC):What is the time schedule? Will we get further information?





Martin Israelsson (chairman): Stage 2 document previously approved by SA is the base.





Christian Toche (Nortel): 32.421 and LS are all what we in SA5 can provide for the first step.





Yann Sehedic (Nortel): It is our task in RAN WGs to provide stage 3 description for signalling.





Veronica Sanchez (Motorola): Data structure and information is defined there?





Christian Toche (Nortel): 32.422 and 32.423 would be also useful for RAN WGs but not essential. 



(However, they are not yet finalized.) So for signalling protocols all information is available.





Nicolas Drevon (Alcatel): Difficult to classify criterias for including radio parameters (in the 




medium level). Are there some rules to decide whether an IE is important or not? Are there some 



operator requirements?





Denis Fauconnier (Nortel): That's SA5 task. RAN WGs will not consider this problem. No 





problem for us as long as we put no column in our specifications.





Veronica Sanchez (Motorola): Message definitions and regarding trace fields will be provided by 



SA5?





Denis Fauconnier (Nortel): We will have just 3 values (minimum, medium, maximum) in RAN. 



Nothing else. 
We could consider a transparent container and just define an octect string for the 




levels.





Nicolas Drevon (Alcatel): Depth refers also on the number of messages that you want to trace and 



not only the number of IEs?





Denis Fauconnier (Nortel): Yes.





Olivier Guyot (Nokia): Processing capabilities in RNC may also be an issue to discuss.





Yann Sehedic (Nortel): This is implementation dependent.





Denis Fauconnier (Nortel): And is also an SA5 issue.

conclusion:
The Tdoc is noted. No decisions so far.

3.2

Other contributions

Martin Israelsson (chairman): Although we had a detailed presentation of the Trace topic before, we will have a short presentation of the LS so that we can note this incoming LS.

R3-030040
(=R2-030370) LSin for RAN WG3, Reply LS to R3-021814 (=S5-020520) on Subscriber and Equipment Trace Impacts, (S5-028619; to: RAN, RAN2, RAN3; cc: CN1, CN4, GERAN, SA, SA2), source: SA5 SWGD

shortly presented by Christian Toche (Nortel)

Tdoc was treated in RAN #18, but not yet by the RAN WGs.

32.421 was aprroved at TSG #18, SA5 still working on 32.422 and 32.423.

ACTION: 
SA5 SWGD kindly asks RAN, RAN2, RAN3 groups to:

1.
Consider the creation of a Trace Work Item based on the information provided above and in TS 32.421.

2.
Study the detailed Trace requirements provided above and in the attached TS 32.421.

3.
Propose technical solutions to meet those detailed Trace requirements.

4.
Consider the possibility to document in their TSs which IEs would be recorded for different Trace depths.

5.
Consider the possibility to have a Joint Meeting between RAN2, RAN3, and SA5 SWGD in February 2003 (RAN2/RAN3 #34 in Sophia Antipolis) and, if a Joint Meeting is possible, provide views on the agenda of this meeting. Due to the amount of work, SA5 SWGD considers that 2 quarters at minimum would be required. 

discussion:
Martin Israelsson (chairman): Action 5 already done. Proposed to not have a formal reply to the 



LS for the moment.





Gyula Bodog (Nokia): Not explicitely mentioned as action but very important to receive 





comments from RAN WGs on the requirements.





Martin Israelsson (chairman): At the moment to premature to comment already on the 






requirements.





Christian Toche (Nortel): Agrees that an LS answer might be too early but any company is invited 



to give comments to SA5 SWGD.





Martin Israelsson (chairman): As soon as we have comments RAN3 will inform SA5 SWGD.





Alexander Vesely (Siemens): Stage 2 description available and RAN WGs should review it?





Martin Israelsson (chairman): 32.421 v6.0.0 will be the base of our work on this topic.





Olivier Guyot (Nokia): SA5 has not yet agreed on need for Iur tracing support?





Christian Toche (Nortel): Yes. The only approved document is 32.421 v6.0.0 and Iur support is 



not (yet) included.





Nicolas Drevon (Alcatel): Is 32.421 describing the architecture aspects?





Denis Fauconnier (Nortel): Requirements and architecture (without involving SA2) is done by 




SA5.





Tim Frost (Vodafone): How does SGSN know to activate a trace towards the RNC?





Gyula Bodog (Nokia): Management trace to SGSN and start triggering event.





Tim Frost (Vodafone): When is CN activated solution and when is Management activated solution 



applicable? That's not clear.





Gyula Bodog (Nokia): Due to VLR subcriber identification is easy in the CN.





Martin Israelsson (chairman): This is done in SA5 so this should be discussed offline.

conclusion:
The LS is noted. No formal reply to the LS.

R3-030215
(=R2-030181) Tdoc for Approval, Scope of Trace Work Item, source: Nokia

presented by Juho Pirskanen (Nokia):

· Tdoc briefly discusses two trace activation methods namely the signalling based activation from CN and the management based activation directly from Network Management System.

· Tdoc shortly describes the main pros and cons of both methods.

· Tdoc proposes the scope for the RAN3 Trace Work Item.

· Nokia proposes to support and create the necessary trace activation signal in the Iu interface for the signalling based activation according to the needs of SA5 SWG-D.

· Nokia does not see the need and the benefit for the management based activation especially as the trace results of the two methods are going to be same.

· Nokia does not see the need either for trace enhancement related to Iur and Iu mobility. However on that later point, this could be studied further during the WI phase.

discussion:
Christian Toche (Nortel): To reconsider management based activiation this needs to be done in 




SA5 SWGD. SA5 SWGD official opinion is given in the slides presented above and the 






corresponding LS. To reconsider these things this should be done in SA5.





Alexander Vesely (Siemens): Wondering that there is no cooperation between SA5 and SA2. Do 



we consider architecture issues only in SA5?





Denis Fauconnier (Nortel): SA2 is not addressing O&M. We should take the requirements and 




check whether they are feasible first.





Christian Toche (Nortel): We send information always in copy to SA2.





Gyula Bodog (Nokia): No architecture change expected just for Trace.





Juho Pirskanen (Nokia): This Tdoc was not intended to challenge SA5 but to give RAN2/RAN3 



view on the Trace topic

conclusion:
The Tdoc is noted. No decisions.

3.3

Way forward in RAN2 and RAN3

R3-030231
(=R2-030385) Tdoc for Approval, Proposed Way Forward for Subscriber & Equipment Trace, source: Nortel

presented by Yann Sehedic (Nortel)

· Identifaction of some gaps in UTRAN.

· RAN Work Item proposal 'Subscriber and equipment trace support in UTRAN' in order to define appropriate signalling support for the Trace feature (approval at RAN #21 in Sep.2003 proposed).

· No impact on RAN2 expected.

discussion:
Michael Diesen (Motorola): 32.421 not affected in the WI sheet?





Yann Sehedic (Nortel): For signalling support request: not affected.





Elena Voltolina (Ericsson): Objective part: better to 'fulfil reqirements' than 'to allow'.





Nicolas Drevon (Alcatel): No new specifications needed?





Yann Sehedic (Nortel): No impact on NBAP. Reporting a trace is up to SA5. Reusing existing 




measurement procedures (no new messages or IEs for reporting).





Martin Israelsson (chairman): We are not considering the documentation issue just the signalling.





Nicolas Drevon (Alcatel): 32.421 v6.0.0 page 10, 5.2 first bullet: Requirement goes too far?





Elena Voltolina (Ericsson): Seems to be related to CN.





Christian Toche (Nortel): Agrees that this sentence is a bit misleading and a rewording would be 



beneficial





Olivier Guyot (Nokia): What is the intention of this proposal? RAN WG3 can not approve a WI 



proposal?





Martin Israelsson (chairman): Yes, we will just comment to it.





Yann Sehedic (Nortel): No new specification expected perhaps a RAN3 internal TR.





Elena Voltolina (Ericsson): How to trace NBAP signalling considering mobility without 





considering Iur? We need to support also drift cases.





Nicolas Drevon (Alcatel): No DRNC and RL failure occurs which signalling message will you 




send?





Yann Sehedic (Nortel): This WI is talking about the trace activation and you will not activate a 




trace in the NodeB so NBAP does not need to be considered.





Nicolas Drevon (Alcatel): We should refer to a WI in SA5.





Mony Kochupillai (3): RAN2 needs not to be involved in this topic.





Elena Voltolina (Ericsson): Possible impacts also on 25.410 and 25.420 might need to be 





considered.





Olivier Guyot (Nokia): Proposes to shift target from RAN#21 to RAN#22.





Martin Israelsson (chairman): This is up to RAN to decide.

conclusion:
The Tdoc is noted. Given comments above should be taken into account.

4

Any other business

Nothing to report.

5

Closing of meeting

The TSG RAN WG3 chairman Martin Israelsson thanked the delegates for participating, especially the SA5 delegates which will have their meeting next week in the USA, and contributing to the joint RAN2-RAN3-SA5 SWGD ad hoc on 'trace management' and he closed the ad hoc on February 19th, 2003 at about 15:45 o'clock.
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Foreword



This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).



The present document is part of the 32.420-series covering the 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication Management; Subscriber and Equipment Trace feature, as identified below. 


-
TS 32.421:
"Trace concepts and requirements (Rel6)";



-
TS 32.422:
"Trace control and configuration management (Rel6)";



-
TS 32.423:
"Trace data definition and management (Rel6)";



Additionally, there is a GSM only Subscriber and Equipment Trace specification: TS 52.008.



The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:



Version x.y.z



where:



x
the first digit:



1
presented to TSG for information;



2
presented to TSG for approval;



3
or greater indicates TSG approved document under change control.



y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.



z
the third digit is incremented when editorial only changes have been incorporated in the document.



Introduction



Subscriber and MS Trace provide very detailed information at call level on one or more specific mobile(s). This data is an additional source of information to Performance Measurements and allows going further in monitoring and optimisation operations. 



Contrary to Performance Measurements, which are a permanent source of information, Trace is activated on user demand for a limited period of time for specific analysis purposes. 



Trace plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end-to-end UMTS procedure validation.



The capability to log data on any interface at call level for a specific user (e.g. IMSI) or mobile type (e.g. IMEI or IMEISV) allows getting information which cannot be deduced from Performance Measurements such as perception of end-user QoS during his call (e.g. requested QoS vs. provided QoS), correlation between protocol messages and RF measurements, or interoperability with specific mobile vendors.



Moreover, Performance Measurements provide values aggregated on an observation period, Subscriber and Equipment Trace give instantaneous values for a specific event (e.g., call, location update, etc.).



If Performance Measurements are mandatory for daily operations, future network planning and primary trouble shooting, Subscriber and MS Trace is the easy way to go deeper into investigation and UMTS network optimisation.



In order to produce this data, Subscriber and MS Trace are carried out in the NEs, which comprise the network. The data can then be transferred to an external system (e.g. an Operations System (OS) in TMN terminology, for further evaluation).



1
Scope



The present document describes the requirements for the management of Trace and the reporting of Trace data across UMTS networks as it refers to subscriber tracing (tracing of IMSI or Public ID) and MS tracing (tracing of IMEI or IMEISV). It defines the administration of Trace Session activation/deactivation by the Element Manager (EM) or the network itself via signalling, the generation of Trace results in the Network Elements (NEs) and the transfer of these results to one or more Operations Systems, i.e. EM(s) and/or Network Manager(s) (NM(s)).



The basic Subscriber and MS Trace concept that the present document is built upon is described in clause 4. The high level requirements for Trace data, Trace Session activation/deactivation and Trace reporting are defined in clause 5. Clause 5 also contains an overview of use cases for Trace (the use cases are described in Annex B). Annex A provides a high-level view of Trace functional architecture. Trace control and configuration management are described in TS 32.422, [2], and Trace data definition and management are described in TS 32.423, [3]. 



In this release, the present document does not cover any Trace capability limitations within a NE (e.g. maximum number of simultaneous traced mobiles for a given NE) or any functionality related to these limitations (e.g. NE aborting a Trace Session due to resource limitations). 



The objectives of UMTS Trace specifications are:



-
to provide the descriptions for a standard set of Trace data;



-
to produce a common description of the management technique for Trace administration and result reporting; and



-
to define a method for Trace results reporting across the management interfaces.



The following is beyond the scope of the present document, and therefore the present document does not describe:



-
Tracing non-Subscriber or non-MS related events within a network element;



-
Tracing of all possible parties in a multi-party call (although multiple calls related to the IMSI specified in the Trace control and configuration parameters are Traceable);



-
Tracing of all active sessions in a cell or a given area (based on the identification of the area itself);



-
Tracing within an MS (the scope of Trace is only within the network). 



The definition of Trace data is intended to result in comparability of Trace data produced in a multi-vendor wireless UMTS network, for those Trace control and configuration parameters that can be standardised across all vendors' implementations.



Vendor specific extensions to the Trace control and configuration parameters and Trace data are discussed in TS 32.422 and TS 32.423.



2
References



The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.



· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.



· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.



[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".



[1]
3GPP TS 32.101: "3GPP; Technical Specification Group Services and System Aspects; 3G Telecom Management: Principles and high level requirements".



[2]
3GPP TS 32.422: "3GPP; Technical Specification Group Services and System Aspects; Telecom Management; Subscriber and Equipment Trace: Trace control and configuration management."



[3]
3GPP TS 32.423: "3GPP; Technical Specification Group Services and System Aspects; Telecom Management; Subscriber and Equipment Trace: Trace data definition and management."



[4]
3GPP TS 23.002: "3GPP; Technical Specification Group Services and System Aspects; Network architecture."



 


[6]
3GPP TS 29.207: "3GPP; Technical Specification Group Core Network; Policy control over Go interface."



Note that overall management principals are defined in [1].



3
Definitions, symbols and abbreviations



3.1
Definitions



For the purposes of the present document, the following terms and definitions apply.






MS: Term indicating Mobile Station and comparable to the terms Equipment and User Equipment.



Management activation/deactivation: A Trace Session is activated/deactivated in different NEs directly from the EM using the management interfaces of those NEs.



Signalling based activation/deactivation: A Trace Session is activated/deactivated in different NEs using the signalling interfaces between those elements so that the NEs may forward the activation/deactivation originating from the EM.



Trace: General term used for Subscriber and Equipment Trace.



Trace record: In the NE a Trace record is a set of Traceable data collected as determined by the Trace control and configuration parameters.



Trace Recording Session: A Trace Recording Session is a time interval within a Trace Session while trace records are generated for the subscriber or MS being traced. The triggering events starting and stopping a Trace Recording Session are defined in [2]. See Figure 1.



Trace Recording Session Reference: The Trace Recording Session Reference identifies a Trace Recording Session within a Trace Session. See Figure 1.
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Figure 1: Trace Recording Session



Trace Reference: The Trace Reference identifies a Trace Session and is globally unique. See Figure 2.



Trace Session: A Trace Session is a time interval started with a Trace Session Activation and lasts until the Deactivation of that specific Trace Session. See Figure 2.
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Figure 2: Trace Session



3.2
Abbreviations



For the purposes of the present document, abbreviations are defined in TS 21.905 or TS 32.101. Additional abbreviations apply:



Abbreviation format



<ACRONYM>
<Explanation>



4
Trace Concepts



The diversity of Trace requirements makes it difficult to identify and anticipate all the operator’s specific needs. Thus, the objective of this TS is not to list an exhaustive set of information to meet all the requirements. Rather, Trace data is defined without any limitation on the 2 following dimensions:



-
Trace scope: NEs and signalling interfaces to Trace. 



-
Trace depth: level of details of Trace data.



In order to not have any limitation of Trace data, there are three levels of details defined: Maximum, Minimum and Medium. The Maximum Level allows all Trace data to be recorded. The Minimum and Medium Levels provide a decoded subset of the data in the Maximum Level and allow an operator the flexibility in selecting the appropriate Trace data to record.



The Trace Depth, specified at the Trace Session activation, is used to choose the level of detail of information to retrieve on the Itf-N.



The Maximum Level of detail allows for retrieval of signalling interface messages within the Trace Scope in encoded format (see Figure 3).
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Figure 3: Maximum Level of details of Trace



The Minimum Level of detail allows for retrieval of a decoded subset of the IEs contained in the signalling interface messages (see Figure 4).
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Figure 4: Minimum Level of detail of Trace



The Medium Level of detail allows for retrieval of the decoded subset of the IEs contained in the signalling interface messages in the Minimum Level plus a selected set of decoded radio measurement IEs.



The Trace data recorded at each Level is defined in TS 32.423, [3].



5
Trace Requirements



5.1
General Trace Requirements



The general high-level requirements for Trace, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:



-
For the Maximum Level, Trace data encompassing all signalling messages on the different interfaces dedicated to the events of the traced subscriber or MS with their entire content (all IEs) shall be retrieved. The operator can then use an external system (e.g. an Operations System (OS) in TMN terminology) and decode specific information in line with operator requirements.



-
For the Minimum Level, a selected subset of IEs shall be retrieved from the signalling interface messages. The Minimum Level provides support for the most common use cases (described in the Annex B).



-
For the Medium Level, a selected Minimum Level subset of IEs from the signalling interface messages and a selected set of radio measurement IEs shall be retrieved. 


5.2
Requirements for Trace Data



The high level requirements for Trace Data, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:



-
The Trace records have to contain Information Elements or signalling messages from control signalling and/or the characteristics of the user data. The following list contains the Network Elements and the Traceable interfaces in the NEs where tracing is needed. 



-
MSC Server: A, Iu-CS, Mc and MAP (G, B, E, F) interfaces;



-
MGW: ATM, IP and TDM interfaces for user plane characteristics;



-
HSS: MAP (C, D, Gc, Gr) and Cx interfaces and location and subscription information;



-
SGSN: Gb, Iu-PS, Gn, MAP (Gr, Gd, Gf), CAP (Ge) and Gs interfaces;



-
GGSN: Gn and Gi interfaces;



-
S-CSCF: Mw, Mg, Mr and Mi interfaces;



-
P-CSCF: Gm and Go interfaces;



-
RNC: Iu-CS, Iu-PS, Iur, Iub and Uu, interfaces. 



-
BSC: Um, Abis, A and Gb interfaces. 









-
A unique ID within a Trace Session shall be generated for each Trace Recording Session. This is called the Trace Reference


Changes to existing NEs and interfaces above may be required. These changes would be dependent upon various 3GPP working groups and possibly other non-3GPP industry groups for completion of Trace Session activation/deactivation.



For a detailed description of network elements and interfaces above see [4].



5.3
Requirements for Trace Activation



5.3.1
Requirements for Trace Session Activation



The high level requirements for Trace Session activation, common to both Management activation and Signalling based activation), are as follows:



-
In case of subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/GERAN/CS/PS or Public ID in IMS) shall be known in the NEs where subscriber Trace is needed.



-
In case of MS Trace, the Trace Session will be activated for a certain MS whose identification (IMEI or IMEISV) shall be known in the NEs where MS Trace is needed.



-
Trace Session activation shall be possible for both home subscribers and visiting subscribers.



-
There are two methods for Trace Session activation: Management activation and Signalling activation.  



-
For an established call/session within a Network Element, it is  optional for the Network Element to start a Trace Recording Session for the associated Subscriber or MS upon receipt of the Trace activation request from the EM. 



-



-
A globally unique ID shall be generated for each Trace Session to identify the Trace Session. This is called the Trace Reference. 



· Trace Session may be activated from the EM simultaneously to multiple NEs with the same Trace Reference (i.e., same Trace Session).


-
The Trace Scope and Depth shall be specified within the control and configuration parameters during Trace Session activation.



-
There can be cases in a NE when it receives multiple Trace Session activations for the same connection (e.g. simultaneous CS/PS connections). In these cases the starting time of the Trace Session Activation and the starting time of the first Trace Recording Session is the same using signalling based activation. For these cases there are two different cases for the Trace Session activation in a Network Element when it receives another Trace Session activation to the same subscriber or MS: 



-
If the Trace Reference is equal to an existing one, a new Trace Session shall not be started.


-
If the Trace Reference is not equal to an existing one, a new Trace Session may be started.



-
The EM shall always provide the trace control and configuration parameters to the appropriate NEs at the time of Trace Session activation.


5.3.2
Requirements for Starting a Trace Recording Session



The high level requirements for starting a Trace Recording Session, common to both Management activation and Signalling based activation), are as follows:



· It is optional for the NE to start a Trace Recording Session if there are insufficient resources available within the NE. 


· The Trace Recording Session Reference shall be unique within a Trace Session.


· The Trace Recoding Session should be started after appropriate start trigger events are detected.


The high level requirements for starting a Trace Recording Session, specific to Management activation, are as follows:



· Each NE shall generate its own Trace Recording Session Reference (i.e., independent Trace Recording Sessions).


· Each NE shall start the Trace Recording Session based upon the Trace control and configuration parameters received by the NE in the Trace Session activation.


· The correlation of Trace data will be done with a Trace Reference and IMSI / IMEI / IMEISV / public ID.


· The Trace Recording Session can start only when the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or public ID (in case of IMS) is made available in the NE. In order to trace the early phases of the call the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or public ID (in case of IMS) shall be made available to the NE as soon as practically possible. For example, the IMSI and IMEI / IMEISV shall be made available to both Serving RNC and Drift RNC.


5.4
Requirements for Trace Deactivation


5.4.1
Requirements for Trace Session Deactivation


The high level requirements for Trace Session deactivation, common to both Management deactivation and Signalling based deactivation, are as follows:



-
The Trace Session shall be deactivated using the Trace Reference specified for the Trace Session activation.



-
The Trace Session shall be deactivated in all those NEs where it was activated.



-
The deactivation of a Trace Session during a Trace Recording Session within a Network Element may take place anytime after the Network Element receives the deactivation request until the end of the current Trace Recording Session related to the traced Subscriber or MS.
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-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. For example, figure X shows NE 3 having two signalling connections (one of them or both of them are traced with the same Trace Reference) and a Trace deactivation message is received. The Trace Session shall be closed.


Figure 5: Trace Session closure





5.4.2
Requirements for Stopping a Trace Recording Session



The high level requirements for stopping a Trace Recording Session, common to both Management deactivation and Signalling based deactivation, are as follows:


-
The Trace Recoding Session should be stopped after appropriate stop trigger events are detected.
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-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. For example, figure X shows NE3 having two signalling connections, but only one connection is traced. If the non-traced connection is released, the Trace Recording Session shall be kept in NE3. If the traced connection is released the Trace Recording Session shall be closed. 


Figure 6: Trace Recording Session closure


The high level requirements for stopping a Trace Recording Session, specific to Signalling based deactivation, are as follows:



· The Trace Recoding Session should be stopped after an NE receives the appropriate signalling deactivation message.


5.5
Requirements for Trace Data Reporting



The high level requirements for Trace Data reporting, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows (Trace record contents, file formats and file transfer mechanisms are defined in TS 32.423, [3]):



-
Trace records should be generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started.



-
Format of the Trace records shall be XML Schema or ASN.1.



-
Trace records should be transferred on the Itf-N to the Network Manager using one of two approaches: direct transfer from NE to NM or transfer from NE to NM via EM.



For transfer of Trace records via Itf-N, FTP shall be used. 



5.6
Use Cases for Trace



The operator can use subscriber and MS Trace for numerous purposes. However, the use cases for Trace can be divided into two basic categories: 



-
Troubleshooting use cases cover situations where the operator is solving an existing problem in his network;



-
Validation testing use cases cover situations where the operator is not solving a known problem but merely analysing, fine-tuning or optimising his network.



A more detailed description for the following use cases for subscriber and MS Trace can be found in Annex B:



-
Interoperability checking between MS from different vendors;



-
QoS profile checking for a subscriber after a subscriber complaint;



-
Malfunctioning MS;



-
Checking radio coverage in a certain area;



-
Testing new features;



-
Fine-tuning and optimisation of algorithms or procedures.



Annex A (informative):
Trace Functional Architecture: High-level View



A.1
Figure of Trace functional architecture



The following figure represents the high-level view of the functional architecture of Trace. Note that Trace record reporting can be done directly from NE to NM or from NE to NM via EM, but not both simultaneously.
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Figure 7: High-level view of Trace



Annex B (informative):

Trace Use Cases



B.1
Use Case #1: Multi-vendor MS validation



B.1.1 
Description



The aim of this use case is to check how different vendor's MSs are working (e.g. in field testing) in the mobile network or to get detailed information on the MS. 



The study can be started by an initiative from operator for verification of MS from different vendors (e.g. testing how the MS fulfils the requirements set by the standards.)



The operator can perform the test using test MSs or tracing subscribers' mobiles.



B.1.2 
Example of Required Data for this Use Case



The Trace parameters required to cover use case #1 are listed below:



-
Tracing is needed in the Radio Network (BSC/RNC) or in the Core Network (MSS, SGSN);



-
The identification of the Trace case shall be IMEI or IMEISV (and possibly IMSI);



-
The level of details usually is to get the most important IEs from the signalling messages (Medium Level) or all messages with their encoded IEs (Maximum Level). 



The traceable protocols are:



-
In BSC: RR



-
In RNC: RRC, NBAP, RNSAP, RANAP



-
In MSS/SGSN: DTAP messages



B.2
Use Case #2: Subscriber Complaint



B.2.1 
Description



The aim of this use case is to check how the complaining subscriber’s services are working, to get information on the services in order to find out the reason for the complaint.



The study can be started after a subscriber is complaining at his/her home or visited operator that some of the service to which he/she subscribed is not working. For example, the subscriber:



-
cannot make calls;



-
cannot use some supplementary service;



-
does not get the negotiated QoS level (e.g. Mobile subscriber activates video-streaming application to watch the latest sport events and every time the subscriber tries to connect to the service the system disconnects the subscriber’s UMTS bearer). 



As the Trace is activated for a subscriber, the signalling based Trace Session activation shall be used, as the location of the subscriber is not known.



B.2.2 
Example of Required Data for this Use Case



The Trace parameters required to cover the use case #2 are listed below:



-
The list of NEs where tracing may be needed depends on the service being complained about by the subscriber. For this use case, tracing should be possible in all network elements, such as: HSS, MSS, BSC, RNC, MGW, SGSN, GGSN, S-CSCF, P-CSCF;



-
The identification of the subscriber in a Trace is IMSI in UTRAN/GERAN/CS/PS or public ID in IMS. The identification of the MS in a Trace is IMEI or IMEISV;



-
The data includes those Information Elements from the signalling messages, which are related to the service(s) being complained about by the subscriber (Medium Level).



Example cases, which can be the basis for subscriber complaint:



1.
The subscriber cannot make an IM session.



Tracing is needed in HSS, S-CSCF, P-CSCF, SGSN, GGSN and UTRAN. The subscriber identification for this case is public ID in IMS and IMSI in PS domain. From the HSS Trace the operator can determine whether the service in question or IM session establishment is allowed for the subscriber. From the S-CSCF and P-CSCF Trace the operator can examine the SIP signalling together with the SDP, which contains information on the media, while in the P-CSCF Trace the QoS negotiation with GGSN can be determined so in P-CSCF the COPS messages should be traced. From COPS (see [6] for more information on COPS) those parameters are needed, which show how the QoS Policy control is working, whether the session was dropped due to the QoS negotiation. If the source of the complaint is not found in IMS, tracing in SGSN, GGSN and in UTRAN is needed. From SGSN Trace record the QoS parameters, PDP contexts related information can be known while from UTRAN Trace information on the radio coverage and also some QoS related information can be known.



2.
The subscriber's CS call is misrouted



This illustrates an instance where a subscriber complains that his calls are being cross-connected (or misrouted). Such a complaint involves setting up a Trace at all the 3GPP standardised interfaces being handled by the MSC. However, the Trace functionality shall not cover MSC internal or vendor proprietary interfaces. The Trace record shall need to have the dialled number and connected number.



3.
The subscriber's call is dropped



Tracing data is required from the radio network (UTRAN/GERAN) or from the core network (MSS, SGSN, GGSN). In the radio network the radio coverage shall be checked. See use case #4 (checking radio coverage). Beside the radio coverage, other information can be useful as well, like RLC parameter, power information (OLPC or RRC measurement report), error ratios (BLER / BER, SDU error ratio), etc. Tracing in the core network is needed also, if the problem is not in the radio network. For example, in case of PS domain the call can be dropped by the application due to the long delays or congestions in TCP layer or due to bad QoS. Thus in SGSN the requested and negotiated QoS parameters should be included in the Trace record. 



4.
The received QoS level is less than the negotiated level. 



To be able to solve the possible problem Tracing data is required from HSS, SGSN, GGSN, UTRAN, and GERAN. Furthermore in case of problem in CS calls tracing in MGW shall be performed. 



From HSS Trace data the operator can monitor whether the subscriber's authentication to the network is successful, and what kind of QoS parameters are allowed to the subscriber. From SGSN Trace data the operator can monitor PDP context creation request from mobile. Request seem to contain legal QoS profile (incl. Maximum bandwidth, guaranteed bandwidth etc) and the local resources in SGSN are available to provide the service as requested by the subscriber. From UTRAN/GERAN Trace data the operator can monitor whether the maximum bandwidth and guaranteed bandwidth, requested by SGSN, acceptable for UTRAN/GERAN. Thus to check whether UTRAN/GERAN can provide and maintain the requested radio access bearer services. From GGSN Trace data the operator can monitor PDP context activation between SGSN and GGSN. If the problem is in the CS domain the MGW Trace can provide the QoS data.












B.3
Use Case #3: Malfunctioning MS



B.3.1 
Description



The aim of this use case is to check a MS, which is not working correctly. 



The study can be initiated by the operator when he/she suspects that a MS not working according to the specifications or he/she would like to get more information on a specific MS, which is on the grey or black EIR list.



B.3.2 
Example of Required Data for this Use Case



The Trace parameters required to cover the use case #3 are listed below:



-
MS Tracing may be needed in the Radio Network (UTRAN/GERAN) or in the Core Network (MSS, SGSN);



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV;



-
The level of details depends on the operator needs (either Minimum Level or Medium Level).



The malfunction of MS in UTRAN/GERAN can occur in different places. The problem can be in basic RRC and RANAP signalling, Radio Bearer procedures, Handover procedures, Power control etc. 



Therefore, all RRC, RANAP, NBAP, RNSAP signalling procedures, transmission powers, error ratios (BLER / BER, SDU error ratio) and retransmission can be included in the Trace records.


B.4
Use case #4: Checking radio coverage



B.4.1
Description



This use case aims at checking the radio coverage on a particular network area. 



This study can be started by an initiative from operator for testing radio coverage on a particular geographical area following network extension for instance (e.g. new site installation).



The operator can perform a drive test on the new site area, and check that radio coverage is correct.



B.4.2
Example of Required Data to cover use case #4



The DL radio coverage can be checked using the values of CPICH Ec/No and RSCP measured by the mobile on the cells in the active set and the monitored set. These measurements are sent to the RNC trough the RRC message MEASUREMENT REPORT.



The UTRAN Trace record intra frequency measurement contains the required information.



The UTRAN Trace record inter frequency, and inter RAT measurements can also be used to check radio coverage with other frequencies or systems. 



After a network extension, the operator can check that Ec/No and RSCP levels on the new site area are the expected ones, and there is no coverage hole.



The following Trace parameters are required to cover use case #4:



-
The type of NE to Trace is RNC;



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV;



-
The Trace data to retrieve shall contain the messages with all IEs that are relevant for radio coverage.



B.5
Use case #5: Testing a new feature



B.5.1
Description



This use case aims at testing the implementation of a new feature in the network before its general deployment. The functionality can be either a standard feature or a vendor/operator specific feature.



This study is started by an initiative from the operator. 



The operator can perform a drive test on the area where the feature is introduced, and check its good behaviour as well as its benefits, in term of quality or capacity. He can also rely on subscribers’ Trace data when they use the feature to be tested.



B.5.2
Example of Required Data to cover use case #5



Depending on the feature, the list of NEs to Trace, as well as the level of details can be different. 



For a feature concerning Core, UTRAN and GERAN networks, for instance hard handover, SRNS relocation, or new UMTS bearer service, the operator needs to activate Trace on several NEs. 



Then, the operator can be interested in:



-
Only the protocol messages generated by the feature



or



-
The impact of the new feature introduction on the network, for instance, the radio coverage, the capacity, the quality, or the behaviour of the existing algorithms.



In this last case, the operator needs more detailed data, for instance messages with all (Maximum Level) or part of the IEs (Minimum Level).



The following Trace parameters are required to cover use case #5:



-
The types of NEs to Trace are NEs that can be traced related to the feature;



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV;



-
The Trace data to retrieve can be either only the protocol messages (Maximum Level) or the messages with all or part of the IEs (Minimum Level).



B.6
Use case #6: Fine-tuning and optimisation of algorithms/procedures



B.6.1
Description



Subscriber and MS Trace is part of the optimisation process. Trace data are used to get feedback on the network quality and capacity after optimisation operations like parameter fine-tuning, or new network design. Each intervention to improve the network behaviour can be confirmed both by measurement data and Trace data.



This study is started following an initiative from the operator. 



The operator can perform a drive test on the area where the optimisation has been performed, and check its good behaviour as well as its impact on the network. He can also rely on subscribers’ Trace data when they use the feature to be optimised.



B.6.2
Example of Required Data to cover use case #6



Depending on the optimisation operation, the list of NEs to Trace, as well as the level of details can be different. But generally, fine-tuning activities like scrambling code plan, handover and relocation algorithms, or call admission algorithm optimisation concern a very specific part of the network.



To cover this use case, the operator is usually searching for the highest level of details, on specific NEs.



The following Trace parameters are required to cover use case #6:



-
The types of NEs to Trace are any NE that can be traced related to the feature to optimise;



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV;-
The Trace data to retrieve are the messages in encoded format with all (Maximum Level) or part of the IEs (Minimum Level).
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Foreword



This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).



The present document is part of the 32.420-series covering the 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication Management; Subscriber and equipment trace feature, as identified below: 



TS 32.421:
"Trace concepts and requirements";



TS 32.422:
"Trace control and configuration management";



TS 32.423:
"Trace data definition and management";



Additionally, there is a GSM only Subscriber and equipment trace specification: 3GPP TS 52.008.



The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:



Version x.y.z



where:



x
the first digit:



1
presented to TSG for information;



2
presented to TSG for approval;



3
or greater indicates TSG approved document under change control.



y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.



z
the third digit is incremented when editorial only changes have been incorporated in the document.



Introduction



Subscriber and MS Trace provide very detailed information at call level on one or more specific mobile(s). This data is an additional source of information to Performance Measurements and allows going further in monitoring and optimisation operations.



Contrary to Performance Measurements, which are a permanent source of information, Trace is activated on user demand for a limited period of time for specific analysis purposes.



Trace plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end-to-end UMTS procedure validation.



The capability to log data on any interface at call level for a specific user (e.g. IMSI) or mobile type (e.g. IMEI or IMEISV) allows getting information which cannot be deduced from Performance Measurements such as perception of end-user QoS during his call (e.g. requested QoS vs. provided QoS), correlation between protocol messages and RF measurements, or interoperability with specific mobile vendors.



Moreover, Performance Measurements provide values aggregated on an observation period, Subscriber and Equipment Trace give instantaneous values for a specific event (e.g. call, location update, etc.).



If Performance Measurements are mandatory for daily operations, future network planning and primary trouble shooting, Subscriber and MS Trace is the easy way to go deeper into investigation and UMTS network optimisation.



In order to produce this data, Subscriber and MS Trace are carried out in the NEs, which comprise the network. The data can then be transferred to an external system (e.g. an Operations System (OS) in TMN terminology, for further evaluation).



1
Scope



The present document describes the requirements for the management of Trace and the reporting of Trace data across UMTS networks as it refers to subscriber tracing (tracing of IMSI or Public ID) and MS tracing (tracing of IMEI or IMEISV). It defines the administration of Trace Session activation/deactivation by the Element Manager (EM) or the network itself via signalling, the generation of Trace results in the Network Elements (NEs) and the transfer of these results to one or more Operations Systems, i.e. EM(s) and/or Network Manager(s) (NM(s)).



The basic Subscriber and MS Trace concept that the present document is built upon is described in clause 4. The high level requirements for Trace data, Trace Session activation/deactivation and Trace reporting are defined in clause 5. Clause 5 also contains an overview of use cases for Trace (the use cases are described in Annex B). Annex A provides a high-level view of Trace functional architecture. Trace control and configuration management are described in 3GPP TS 32.422 [2], and Trace data definition and management are described in 3GPP TS 32.423 [3].



In this release, the present document does not cover any Trace capability limitations within a NE (e.g. maximum number of simultaneous traced mobiles for a given NE) or any functionality related to these limitations (e.g. NE aborting a Trace Session due to resource limitations).



The objectives of UMTS Trace specifications are:



-
to provide the descriptions for a standard set of Trace data;



-
to produce a common description of the management technique for Trace administration and result reporting; and



-
to define a method for Trace results reporting across the management interfaces.



The following is beyond the scope of the present document, and therefore the present document does not describe:



-
tracing non-Subscriber or non-MS related events within a network element;



-
tracing of all possible parties in a multi-party call (although multiple calls related to the IMSI specified in the Trace control and configuration parameters are Traceable);



-
tracing of all active sessions in a cell or a given area (based on the identification of the area itself);



-
tracing within an MS (the scope of Trace is only within the network).



The definition of Trace data is intended to result in comparability of Trace data produced in a multi-vendor wireless UMTS network, for those Trace control and configuration parameters that can be standardised across all vendors' implementations.



Vendor specific extensions to the Trace control and configuration parameters and Trace data are discussed in 3GPP TS 32.422 [2] and 3GPP TS 32.423 [3].



2
References



The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.



· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.



· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.



[1]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".



[2]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace: Trace control and configuration management".



[3]
3GPP TS 32.423: "Telecommunication management; Subscriber and equipment trace: Trace data definition and management".



[4]
3GPP TS 23.002: "Network architecture".



[6]
3GPP TS 29.207: "Policy control over Go interface".



[7]
3GPP TS 52.008: "Telecommunication management; GSM subscriber and equipment trace".



[8]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".



NOTE:
Overall management principals are defined in 3GPP TS 32.101 [1].



3
Definitions, symbols and abbreviations



3.1
Definitions



For the purposes of the present document, the following terms and definitions apply:



Mobile Station (MS): term indicating Mobile Station and comparable to the terms Equipment and User Equipment



management activation/deactivation: Trace Session is activated/deactivated in different NEs directly from the EM using the management interfaces of those NEs



signalling based activation/deactivation: Trace Session is activated/deactivated in different NEs using the signalling interfaces between those elements so that the NEs may forward the activation/deactivation originating from the EM



Trace: general term used for Subscriber and Equipment Trace



Trace record: in the NE a Trace record is a set of Traceable data collected as determined by the Trace control and configuration parameters



Trace Recording Session: time interval within a Trace Session while trace records are generated for the subscriber or MS being traced.
The triggering events starting and stopping a Trace Recording Session are defined in 3GPP TS 32.422 [2] (figure 1).



Trace Recording Session Reference: identifies a Trace Recording Session within a Trace Session (see figure 1)






[image: image2.wmf] 



Trace Session



 



Time



 



Calls/session #1



 



Calls/session #2



 



Calls/session #3



 



Start



 



tr



igger 



event



 



Stop



 



trigger 



event



 



Trace 



Recording 



Session



 



Reference



 



#1



 



Trace



 



Recording 



Session 



Reference 



 



#2



 



Trace



 



Recording 



Session 



Reference



 



#3



 



Start



 



trigger 



event



 



Start



 



trigger 



event



 



Stop 



 



trigger 



event



 



Stop



 



trigger 



event



 






Figure 1: Trace Recording Session



Trace Reference: identifies a Trace Session and is globally unique (see figure 2)



Trace Session: time interval started with a Trace Session Activation and lasts until the Deactivation of that specific Trace Session (see figure 2)
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Figure 2: Trace Session



3.2
Abbreviations



For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [8] and 3GPP TS 32.101 [1] apply.



4
Trace Concepts



The diversity of Trace requirements makes it difficult to identify and anticipate all the operator's specific needs. Thus, the objective of this TS is not to list an exhaustive set of information to meet all the requirements. Rather, Trace data is defined without any limitation on the 2 following dimensions:



-
Trace scope: NEs and signalling interfaces to Trace.



-
Trace depth: level of details of Trace data.



In order to not have any limitation of Trace data, there are three levels of details defined: Maximum, Minimum and Medium. The Maximum Level allows all Trace data to be recorded. The Minimum and Medium Levels provide a decoded subset of the data in the Maximum Level and allow an operator the flexibility in selecting the appropriate Trace data to record.



The Trace Depth, specified at the Trace Session activation, is used to choose the level of detail of information to retrieve on the Itf-N.



The Maximum Level of detail allows for retrieval of signalling interface messages within the Trace Scope in encoded format (see figure 3).






[image: image4.wmf] 



Encoded 



 



messages



 



Decoded



 



IEs



 



Maximum



 



level of details:



 



All messages are provided in 



 



their encoded format.



 



Trace scope



 



Trace depth



 



Specific set of  



 



IEs



 



from encoded 



 



mess



ages can be decoded by an 



 



external system.



 



Maximum



 



level of details:



 



All messages are provided in 



 



their encoded format.



 



Trace scope



 



Trace depth



 



Specific set of



 



IEs



 



from encoded 



 



messages can be decoded by an 



 



external system.



 



Encoded 



 



messa



ges



 



Decoded



 



IEs



 






Figure 3: Maximum Level of details of Trace



The Minimum Level of detail allows for retrieval of a decoded subset of the IEs contained in the signalling interface messages (see figure 4).
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Figure 4: Minimum Level of detail of Trace



The Medium Level of detail allows for retrieval of the decoded subset of the IEs contained in the signalling interface messages in the Minimum Level plus a selected set of decoded radio measurement IEs.



The Trace data recorded at each Level is defined in 3GPP TS 32.423 [3].



5
Trace Requirements



5.1
General Trace Requirements



The general high-level requirements for Trace, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:



-
for the Maximum Level: Trace data encompassing all signalling messages on the different interfaces dedicated to the events of the traced subscriber or MS with their entire content (all IEs) shall be retrieved. The operator can then use an external system (e.g. an Operations System (OS) in TMN terminology) and decode specific information in line with operator requirements.



-
for the Minimum Level: a selected subset of IEs shall be retrieved from the signalling interface messages. The Minimum Level provides support for the most common use cases (described in the annex B).



-
for the Medium Level: a selected Minimum Level subset of IEs from the signalling interface messages and a selected set of radio measurement IEs shall be retrieved.



5.2
Requirements for Trace Data



The high level requirements for Trace Data, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:



-
The Trace records have to contain Information Elements or signalling messages from control signalling and/or the characteristics of the user data. The following list contains the Network Elements and the Traceable interfaces in the NEs where tracing is needed:



-
MSC Server: A, Iu-CS, Mc and MAP (G, B, E, F) interfaces;



-
MGW: ATM, IP and TDM interfaces for user plane characteristics;



-
HSS: MAP (C, D, Gc, Gr) and Cx interfaces and location and subscription information;



-
SGSN: Gb, Iu-PS, Gn, MAP (Gr, Gd, Gf), CAP (Ge) and Gs interfaces;



-
GGSN: Gn and Gi interfaces;



-
S-CSCF: Mw, Mg, Mr and Mi interfaces;



-
P-CSCF: Gm and Go interfaces;



-
RNC: Iu-CS, Iu-PS, Iur, Iub and Uu interfaces;



-
BSC: Um, Abis, A and Gb interfaces.



-
A unique ID within a Trace Session shall be generated for each Trace Recording Session. This is called the Trace Reference.



Changes to existing NEs and interfaces above may be required. These changes would be dependent upon various 3GPP working groups and possibly other non-3GPP industry groups for completion of Trace Session activation/deactivation.



For a detailed description of network elements and interfaces above see 3GPP TS 23.002 [4].



5.3
Requirements for Trace Activation



5.3.1
Requirements for Trace Session Activation



The high level requirements for Trace Session activation, common to both Management activation and Signalling based activation), are as follows:



-
In case of subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/GERAN/CS/PS or Public ID in IMS) shall be known in the NEs where subscriber Trace is needed.



-
In case of MS Trace, the Trace Session will be activated for a certain MS whose identification (IMEI or IMEISV) shall be known in the NEs where MS Trace is needed.



-
Trace Session activation shall be possible for both home subscribers and visiting subscribers.



-
There are two methods for Trace Session activation: Management activation and Signalling activation.



-
For an established call/session within a Network Element, it is optional for the Network Element to start a Trace Recording Session for the associated Subscriber or MS upon receipt of the Trace activation request from the EM.



-
A globally unique ID shall be generated for each Trace Session to identify the Trace Session. This is called the Trace Reference.



-
Trace Session may be activated from the EM simultaneously to multiple NEs with the same Trace Reference (i.e. same Trace Session).



-
The Trace Scope and Depth shall be specified within the control and configuration parameters during Trace Session activation.



-
There can be cases in a NE when it receives multiple Trace Session activations for the same connection (e.g. simultaneous CS/PS connections). In these cases the starting time of the Trace Session Activation and the starting time of the first Trace Recording Session is the same using signalling based activation. For these cases there are two different cases for the Trace Session activation in a Network Element when it receives another Trace Session activation to the same subscriber or MS:



-
If the Trace Reference is equal to an existing one, a new Trace Session shall not be started;



-
If the Trace Reference is not equal to an existing one, a new Trace Session may be started.



-
The EM shall always provide the trace control and configuration parameters to the appropriate NEs at the time of Trace Session activation.



5.3.2
Requirements for Starting a Trace Recording Session



The high level requirements for starting a Trace Recording Session, common to both Management activation and Signalling based activation), are as follows:



-
It is optional for the NE to start a Trace Recording Session if there are insufficient resources available within the NE.



-
The Trace Recording Session Reference shall be unique within a Trace Session.



-
The Trace Recoding Session should be started after appropriate start trigger events are detected.



The high level requirements for starting a Trace Recording Session, specific to Management activation, are as follows:



-
Each NE shall generate its own Trace Recording Session Reference (i.e., independent Trace Recording Sessions).



-
Each NE shall start the Trace Recording Session based upon the Trace control and configuration parameters received by the NE in the Trace Session activation.



-
The correlation of Trace data will be done with a Trace Reference and IMSI / IMEI / IMEISV / public ID.



-
The Trace Recording Session can start only when the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or public ID (in case of IMS) is made available in the NE. In order to trace the early phases of the call the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or public ID (in case of IMS) shall be made available to the NE as soon as practically possible.



E.g. the IMSI and IMEI / IMEISV shall be made available to both Serving RNC and Drift RNC.



5.4
Requirements for Trace Deactivation



5.4.1
Requirements for Trace Session Deactivation



The high level requirements for Trace Session deactivation, common to both Management deactivation and Signalling based deactivation, are as follows:



-
The Trace Session shall be deactivated using the Trace Reference specified for the Trace Session activation.



-
The Trace Session shall be deactivated in all those NEs where it was activated.



-
The deactivation of a Trace Session during a Trace Recording Session within a Network Element may take place anytime after the Network Element receives the deactivation request until the end of the current Trace Recording Session related to the traced Subscriber or MS.



-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. E.g. figure X shows NE 3 having two signalling connections (one of them or both of them are traced with the same Trace Reference) and a Trace deactivation message is received. The Trace Session shall be closed.
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Figure 5: Trace Session closure



5.4.2
Requirements for Stopping a Trace Recording Session



The high level requirements for stopping a Trace Recording Session, common to both Management deactivation and Signalling based deactivation, are as follows:



-
The Trace Recoding Session should be stopped after appropriate stop trigger events are detected.



-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. E.g. figure X shows NE3 having two signalling connections, but only one connection is traced. If the non-traced connection is released, the Trace Recording Session shall be kept in NE3. If the traced connection is released the Trace Recording Session shall be closed.
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Figure 6: Trace Recording Session closure



The high level requirements for stopping a Trace Recording Session, specific to Signalling based deactivation, are as follows:



-
The Trace Recoding Session should be stopped after an NE receives the appropriate signalling deactivation message.



5.5
Requirements for Trace Data Reporting



The high level requirements for Trace Data reporting, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows (Trace record contents, file formats and file transfer mechanisms are defined in 3GPP TS 32.423 [3]):



-
Trace records should be generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started.



-
Format of the Trace records shall be XML Schema or ASN.1.



-
Trace records should be transferred on the Itf-N to the Network Manager using one of two approaches: direct transfer from NE to NM or transfer from NE to NM via EM.



For transfer of Trace records via Itf-N, FTP shall be used.



5.6
Use Cases for Trace



The operator can use subscriber and MS Trace for numerous purposes. However, the use cases for Trace can be divided into two basic categories:



-
Troubleshooting use cases cover situations where the operator is solving an existing problem in his network;



-
Validation testing use cases cover situations where the operator is not solving a known problem but merely analysing, fine-tuning or optimising his network.



A more detailed description for the following use cases for subscriber and MS Trace can be found in annex B:



-
Interoperability checking between MS from different vendors;



-
QoS profile checking for a subscriber after a subscriber complaint;



-
Malfunctioning MS;



-
Checking radio coverage in a certain area;



-
Testing new features;



-
Fine-tuning and optimisation of algorithms or procedures.



Annex A (informative):
Trace Functional Architecture: High-level View



A.1
Figure of Trace functional architecture



Figure A.1 represents the high-level view of the functional architecture of Trace. Note that Trace record reporting can be done directly from NE to NM or from NE to NM via EM, but not both simultaneously.
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Figure A.1: High-level view of Trace



Annex B (informative):
Trace Use Cases



B.1
Use Case #1: Multi-vendor MS validation



B.1.1
Description



The aim of this use case is to check how different vendor's MSs are working (e.g. in field testing) in the mobile network or to get detailed information on the MS. 



The study can be started by an initiative from operator for verification of MS from different vendors (e.g. testing how the MS fulfils the requirements set by the standards).



The operator can perform the test using test MSs or tracing subscribers' mobiles.



B.1.2
Example of Required Data for this Use Case



The Trace parameters required to cover use case #1 are listed below:



-
Tracing is needed in the Radio Network (BSC/RNC) or in the Core Network (MSS, SGSN);



-
The identification of the Trace case shall be IMEI or IMEISV (and possibly IMSI);



-
The level of details usually is to get the most important IEs from the signalling messages (Medium Level) or all messages with their encoded IEs (Maximum Level).



The traceable protocols are:



-
In BSC: RR.



-
In RNC: RRC, NBAP, RNSAP, RANAP.



-
In MSS/SGSN: DTAP messages.



B.2
Use Case #2: Subscriber Complaint



B.2.1
Description



The aim of this use case is to check how the complaining subscriber's services are working, to get information on the services in order to find out the reason for the complaint.



The study can be started after a subscriber is complaining at his/her home or visited operator that some of the service to which he/she subscribed is not working. E.g. the subscriber:



-
cannot make calls;



-
cannot use some supplementary service;



-
does not get the negotiated QoS level (e.g. Mobile subscriber activates video-streaming application to watch the latest sport events and every time the subscriber tries to connect to the service the system disconnects the subscriber's UMTS bearer).



As the Trace is activated for a subscriber, the signalling based Trace Session activation shall be used, as the location of the subscriber is not known.



B.2.2
Example of Required Data for this Use Case



The Trace parameters required to cover the use case #2 are listed below:



-
The list of NEs where tracing may be needed depends on the service being complained about by the subscriber. For this use case, tracing should be possible in all network elements, such as: HSS, MSS, BSC, RNC, MGW, SGSN, GGSN, S-CSCF, P-CSCF.



-
The identification of the subscriber in a Trace is IMSI in UTRAN/GERAN/CS/PS or public ID in IMS. The identification of the MS in a Trace is IMEI or IMEISV.



-
The data includes those Information Elements from the signalling messages, which are related to the service(s) being complained about by the subscriber (Medium Level).



Example cases, which can be the basis for subscriber complaint:



1.
The subscriber cannot make an IM session.




Tracing is needed in HSS, S-CSCF, P-CSCF, SGSN, GGSN and UTRAN. The subscriber identification for this case is public ID in IMS and IMSI in PS domain. From the HSS Trace the operator can determine whether the service in question or IM session establishment is allowed for the subscriber. From the S-CSCF and P-CSCF Trace the operator can examine the SIP signalling together with the SDP, which contains information on the media, while in the P-CSCF Trace the QoS negotiation with GGSN can be determined so in P-CSCF the COPS messages should be traced. From COPS (see 3GPP TS 29.207 [6] for more information on COPS) those parameters are needed, which show how the QoS Policy control is working, whether the session was dropped due to the QoS negotiation. If the source of the complaint is not found in IMS, tracing in SGSN, GGSN and in UTRAN is needed. From SGSN Trace record the QoS parameters, PDP contexts related information can be known while from UTRAN Trace information on the radio coverage and also some QoS related information can be known.



2.
The subscriber's CS call is misrouted




This illustrates an instance where a subscriber complains that his calls are being cross-connected (or misrouted). Such a complaint involves setting up a Trace at all the 3GPP standardised interfaces being handled by the MSC. However, the Trace functionality shall not cover MSC internal or vendor proprietary interfaces. The Trace record shall need to have the dialled number and connected number.



3.
The subscriber's call is dropped




Tracing data is required from the radio network (UTRAN/GERAN) or from the core network (MSS, SGSN, GGSN). In the radio network the radio coverage shall be checked. See use case #4 (checking radio coverage). Beside the radio coverage, other information can be useful as well, like RLC parameter, power information (OLPC or RRC measurement report), error ratios (BLER / BER, SDU error ratio), etc. Tracing in the core network is needed also, if the problem is not in the radio network. E.g. in case of PS domain the call can be dropped by the application due to the long delays or congestions in TCP layer or due to bad QoS. Thus in SGSN the requested and negotiated QoS parameters should be included in the Trace record. 



4.
The received QoS level is less than the negotiated level.




To be able to solve the possible problem Tracing data is required from HSS, SGSN, GGSN, UTRAN, and GERAN. Furthermore in case of problem in CS calls tracing in MGW shall be performed.




From HSS Trace data the operator can monitor whether the subscriber's authentication to the network is successful, and what kind of QoS parameters are allowed to the subscriber. From SGSN Trace data the operator can monitor PDP context creation request from mobile. Request seem to contain legal QoS profile (incl. Maximum bandwidth, guaranteed bandwidth etc) and the local resources in SGSN are available to provide the service as requested by the subscriber. From UTRAN/GERAN Trace data the operator can monitor whether the maximum bandwidth and guaranteed bandwidth, requested by SGSN, acceptable for UTRAN/GERAN. Thus to check whether UTRAN/GERAN can provide and maintain the requested radio access bearer services. From GGSN Trace data the operator can monitor PDP context activation between SGSN and GGSN. If the problem is in the CS domain the MGW Trace can provide the QoS data.



B.3
Use Case #3: Malfunctioning MS



B.3.1
Description



The aim of this use case is to check a MS, which is not working correctly.



The study can be initiated by the operator when he/she suspects that a MS not working according to the specifications or he/she would like to get more information on a specific MS, which is on the grey or black EIR list.



B.3.2
Example of Required Data for this Use Case



The Trace parameters required to cover the use case #3 are listed below:



-
MS Tracing may be needed in the Radio Network (UTRAN/GERAN) or in the Core Network (MSS, SGSN).



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.



-
The level of details depends on the operator needs (either Minimum Level or Medium Level).



The malfunction of MS in UTRAN/GERAN can occur in different places. The problem can be in basic RRC and RANAP signalling, Radio Bearer procedures, Handover procedures, Power control etc.



Therefore, all RRC, RANAP, NBAP, RNSAP signalling procedures, transmission powers, error ratios (BLER / BER, SDU error ratio) and retransmission can be included in the Trace records.


B.4
Use case #4: Checking radio coverage



B.4.1
Description



This use case aims at checking the radio coverage on a particular network area.



This study can be started by an initiative from operator for testing radio coverage on a particular geographical area following network extension for instance (e.g. new site installation).



The operator can perform a drive test on the new site area, and check that radio coverage is correct.



B.4.2
Example of Required Data to cover use case #4



The DL radio coverage can be checked using the values of CPICH Ec/No and RSCP measured by the mobile on the cells in the active set and the monitored set. These measurements are sent to the RNC trough the RRC message MEASUREMENT REPORT.



The UTRAN Trace record intra frequency measurement contains the required information.



The UTRAN Trace record inter frequency, and inter RAT measurements can also be used to check radio coverage with other frequencies or systems.



After a network extension, the operator can check that Ec/No and RSCP levels on the new site area are the expected ones, and there is no coverage hole.



The following Trace parameters are required to cover use case #4:



-
The type of NE to Trace is RNC.



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.



-
The Trace data to retrieve shall contain the messages with all IEs that are relevant for radio coverage.



B.5
Use case #5: Testing a new feature



B.5.1
Description



This use case aims at testing the implementation of a new feature in the network before its general deployment. The functionality can be either a standard feature or a vendor/operator specific feature.



This study is started by an initiative from the operator.



The operator can perform a drive test on the area where the feature is introduced, and check its good behaviour as well as its benefits, in term of quality or capacity. He can also rely on subscribers' Trace data when they use the feature to be tested.



B.5.2
Example of Required Data to cover use case #5



Depending on the feature, the list of NEs to Trace, as well as the level of details can be different.



For a feature concerning Core, UTRAN and GERAN networks, for instance hard handover, SRNS relocation, or new UMTS bearer service, the operator needs to activate Trace on several NEs.



Then, the operator can be interested in:



-
Only the protocol messages generated by the feature; or



-
The impact of the new feature introduction on the network, for instance, the radio coverage, the capacity, the quality, or the behaviour of the existing algorithms.



In this last case, the operator needs more detailed data, for instance messages with all (Maximum Level) or part of the IEs (Minimum Level).



The following Trace parameters are required to cover use case #5:



-
The types of NEs to Trace are NEs that can be traced related to the feature.



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.



-
The Trace data to retrieve can be either only the protocol messages (Maximum Level) or the messages with all or part of the IEs (Minimum Level).



B.6
Use case #6: Fine-tuning and optimisation of algorithms/procedures



B.6.1
Description



Subscriber and MS Trace is part of the optimisation process. Trace data are used to get feedback on the network quality and capacity after optimisation operations like parameter fine-tuning, or new network design. Each intervention to improve the network behaviour can be confirmed both by measurement data and Trace data.



This study is started following an initiative from the operator.



The operator can perform a drive test on the area where the optimisation has been performed, and check its good behaviour as well as its impact on the network. He can also rely on subscribers' Trace data when they use the feature to be optimised.



B.6.2
Example of Required Data to cover use case #6



Depending on the optimisation operation, the list of NEs to Trace, as well as the level of details can be different. But generally, fine-tuning activities like scrambling code plan, handover and relocation algorithms, or call admission algorithm optimisation concern a very specific part of the network.



To cover this use case, the operator is usually searching for the highest level of details, on specific NEs.



The following Trace parameters are required to cover use case #6:



-
The types of NEs to Trace are any NE that can be traced related to the feature to optimise.



-
The identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.



-
The Trace data to retrieve are the messages in encoded format with all (Maximum Level) or part of the IEs (Minimum Level).
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1. Overall Description:



SA5 SWGD would like to thank RAN3 for their Reply LS regarding Trace Management.



As requested, SA5 SWGD would like to provide detailed Trace requirements to RAN and its WGs and additional information on its objectives and schedule concerning Trace specification.



1.1 Rationale for Trace



The basic rationale for Trace in general is that it is an additional source of information to Performance Measurements providing very detailed information at call/session level on one or more specific mobile(s) and thus allows going further in monitoring and optimisation operations. As such it plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end to end UMTS procedure validation.



1.2 Signalling/Management activation



Concerning the activation and deactivation of Trace SA5 SWGD has come to the conclusion that two separate mechanisms are needed, both having their own benefits in certain use cases of Trace that SA5 SWGD has identified. The mechanism that was already used in GSM Trace (GSM 12.08), i.e. network signalling based activation and deactivation of Trace, is especially useful for the operator in large networks when the location of the subscriber (or MS) is not known, and therefore Trace cannot be activated only to a limited/known number of NEs. On the other hand, the new mechanism that will be introduced in the set of TSs being developed by SA5 SWGD for Release 6, i.e. Trace activation and deactivation utilising the management interfaces towards the NEs, is very useful in use cases where Trace can be targeted to a limited number of NEs. 



The existence of two Trace activation and deactivation mechanisms gives the operator the freedom to choose the mechanism that is most suitable for his operating network environment. SA5 SWGD sees that the highest flexibility and usefulness of Trace for the operator would be gained by providing a technical specification including both mechanisms for all NEs where Trace is needed, unless there are strong technical reasons why the coverage of any of the methods should be reduced.



1.3 Trace Session/Trace Recording Session



The attached TS 32.421 introduces the concepts of Trace Session and Trace Recording Session. A Trace Session is a time interval started with a Trace Activation and lasts until the Deactivation of that specific Trace. 
A Trace Session is identified by a globally unique Trace Reference. A Trace Recording Session is a time interval within a Trace Session while Trace records are generated for the subscriber or MS being traced. 
A Trace Recording Session is identified by a unique Trace Recording Session Reference within a Trace Session. 



1.4 Trace Session activation/deactivation



The detailed requirements for Trace Sessions activation/deactivation can be found in the attached TS 32.421:



- Trace Session activation (clause 5.3)



- Trace Session deactivation (clause 5.4)



The specific case of simultaneous CS/PS connections in UTRAN is also described in the above clauses. 



1.5 Starting a Trace Recording Session



The NE starts a Trace Recording Session on the detection of a triggering event as specified in the Trace control and configuration parameters. The following paragraphs describe the requirements which are different for the management based activation and the signaling based activation.



- Management based activation


In UTRAN the Trace Recording Session can start only when the IMSI (in case of subscriber Trace) or the IMEI/IMEISV (in case of MS Trace) is made available in the RNC.



In order to trace the early phases of the call the IMSI or IMEI/IMEISV shall be made available to the RNC as soon as practically possible. This requirement is valid for both Serving RNC and Drift RNC.



The Trace Recording Session is always started according to trace control and configuration parameters in that RNC, regardless of Trace parameters in other nodes.



The Trace Recording Session reference is allocated by the NE at the beginning of the Trace Recording Session.



- Signalling based activation


The Trace Recording Session may be started on the RNC at the reception of a signaling message containing Trace activation request. This requirement is valid for both Serving RNC and Drift RNC. The activation on the S‑RNC should come on the Iu interfaces and the activation on the D-RNC should come on the Iur interface.



These signaling messages shall contain the Trace control and configuration parameters as well as the Trace Recording Session Reference.



1.6 Mobility management during a Trace Recording Session



It shall be possible to trace a subscriber or MS even in case of mobility during the Trace Recording Session. 



The following cases have to be supported:



a - The traced subscriber or MS initiates a call on a serving RNC and moves to a drift RNC 



In case of signaling activation: 



- The Trace Recording Session shall continue on the drift RNC. The Trace Recording Session Reference initiated in the serving RNC shall remain the same in the drift RNC for this Trace Recording Session.



In case of management activation:



- If both RNCs have a Trace Session activated for this subscriber or MS, a Trace Recording Session should be started in the drift RNC according to trace control and configuration parameters in that RNC. The Trace Recording Session reference in the drift RNC may differ from the Trace Recording Session reference in the serving RNC.



- If a Trace Session for this subscriber or MS is not activated in the drift RNC, a Trace Recording Session shall not be started in the drift RNC.



b - The traced subscriber or MS moves to a drift RNC where a Trace Session is activated for this subscriber or MS but is not activated in the serving RNC


In that case, a Trace Recording Session should be started in the drift RNC.



Note: This situation may happen only for management activation. In case of signaling activation, the Core Network shall always send the Trace Session activation to the serving RNC.



c - The traced subscriber or MS initiates a call in a serving RNC and moves to a drift RNC. Then, a SRNS relocation occurs, and the drift RNC becomes the new serving RNC. 



In case of signaling activation:



- Both RNCs have a Trace Session activated for this subscriber or MS with the same Trace Reference and the Trace recording session continues on the drift RNC before the SRNS relocation. The Trace Recording Session shall continue in the new serving RNC. If the Iu interface was traced in the previous serving RNC, the new Iu interface shall be traced in the new serving RNC. The Trace Recording Session reference in the new serving RNC shall remain the same as the one used when it was a drift RNC.



In case of management activation:



- If both RNCs have a Trace Session activated for this subscriber or MS, a Trace Recording Session should be started in the drift RNC before the SRNS relocation according to trace control and configuration parameters in that RNC. The Trace Recording Session reference in the drift RNC may differ from the Trace Recording Session reference in the serving RNC. After SRNS relocation, the Trace Recording Session shall continue in the new serving RNC according to trace control and configuration parameters in that RNC. The Trace Recording Session reference in the new serving RNC shall remain the same as the one used when it was a drift RNC.



- If the Trace Session is not activated in the new serving RNC for this subscriber or MS, the Trace Recording Session shall not continue on the new serving RNC.



d - Storage of Trace control and configuration parameters in RNC


In case of signaling activation, it may happen that a serving or a drift RNC is requested to start a Trace Recording Session but for any reason cannot record the Trace data. In that case, the RNC shall store the Trace control and configuration parameters and the Trace Recording Session Reference to be able to propagate them to another RNC when it is required.



1.7 Stopping a Trace recording session



The RNC stops a Trace Recording Session on the detection of a triggering event linked to the following situations:



- There is no more Iu connection with the Core Network (S-RNC)



- There is no more Iur connection from the D-RNC to the S-RNC



- The Trace Session ends



This is valid for both management activation and signalling activation.



In case of signalling activation a deactivation message is sent to the RNC on the Iu interface for a S-RNC and on the Iur for a D-RNC.



1.8 Availability of IMSI/IMEI(SV)



The IMSI and IMEI/IMEISV must be known in the RNS where subscriber/equipment Trace is needed. Please refer to attached TS 32.421 clause 5.3 for detailed requirements. 



1.9 Trace control and configuration parameters


The following Trace control and configuration parameters are needed for Trace Session Activation from EM level:



· IMSI, IMEI(SV)



· Trace Reference



· Triggering events in the CN



· Triggering event(s) in the radio network (optional)



· Trace depth



· List of NE types where to trace



· List of interfaces, protocols in CN


· List of interfaces, protocols in radio network


The following Trace control and configuration parameters are needed in RANAP Trace activation message from CN to S‑RNC:


· IMSI or IMEI(SV)



· Trace Reference



· Trace Recording Session Reference



· Triggering event(s) in RNC (optional)



· Trace depth



· List of interfaces, protocols in RNC


The following Trace control and configuration parameters are needed in RNSAP Trace activation message from S-RNC to D-RNC



· IMSI or IMEI(SV)



· Trace Reference



· Trace Recording Session Reference



· Triggering event(s) in RNC (optional)



· Trace depth



· List of interfaces, protocols in RNC



Possible values for Trace depth:



· Minimum level



· Medium level 



· Maximum level



Possible values for list of interfaces/protocols in RNC:



· Iu - CS -> RANAP;



· Iu – PS –> RANAP;



· Iur -> RNSAP;



· Uu -> RRC;



· Iub -> NBAP



Trace Reference: 2 bytes long



Trace Recording Session Reference: 2 bytes long 



1.10 Trace record “definition” in RAN signalling TSs 



To avoid any duplication of information and thus limit risks of inconsistency, SA5 SWGD would like to propose to RAN2/RAN3 to document in their TSs which IEs would be recorded for different Trace depths. This information would be defined in cooperation with SA5 SWGD and introduced via CRs in the tables where the messages and their fields are defined.


1.11 Rel-6 Work schedule



Version 1.0.0 of the specification containing the concepts and the high-level requirements for Trace (TS 32.421, Trace Concepts and Requirements) was sent for information to TSG-SA #16 in June 2002.  The requirements in TS 32.421 have since then been further refined, and will be sent as version 2.0.0 for approval to TSG SA #18 in December 2002. 



Currently SA5 SWGD is working with the detailed Trace configuration and control parameters and Trace activation/deactivation mechanisms, which will be included in another new Release 6 TS 32.422 (Trace Control and Configuration Management). 



The next step for SA5 SWGD is to get into the detailed requirements for Trace data and reporting, which will be included in yet in another new Release 6 TS 32.423 (Trace Data Definition and Management). 



The Rel-6 Trace Management Building Block was approved in TSG SA #16 and is available at:



ftp://ftp.3gpp.org/TSG_SA/TSG_SA/TSGS_16/Docs/ZIP/SP-020332.zip 



and



http://www.3gpp.org/ftp/Information/WI_Sheet/SP-020332.zip


2. Actions:



To RAN/RAN2/RAN3 group.



ACTION: 
SA5 SWGD kindly asks RAN, RAN2, RAN3 groups to:



1. Consider the creation of a Trace Work Item based on the information provided above and in TS 32.421.



2. Study the detailed Trace requirements provided above and in the attached TS 32.421.



3. Propose technical solutions to meet those detailed Trace requirements.



4. Consider the possibility to document in their TSs which IEs would be recorded for different Trace depths.



5. Consider the possibility to have a Joint Meeting between RAN2, RAN3, and SA5 SWGD in February 2003 (RAN2/RAN3 #34 in Sophia Antipolis) and, if a Joint Meeting is possible, provide views on the agenda of this meeting. Due to the amount of work, SA5 SWGD considers that 2 quarters at minimum would be required. 



3. Date of Next TSG-SA5 Meetings:



SA5#33

20-24 Jan 2003
Sophia Antipolis, France



SA5#34

24-28 Feb 2003
North America



SA5#35

7-11 Apr 2003
Berlin, Germany



SA5#36

19-23 May 2003
Sophia Antipolis, France 






_1107033762/R3-030215.zip


R3-030215-R2-030181-(RAN2-3-SA5SWGjointsession-ScopeofTraceWI).doc

RAN2-RAN3-SA5 SWGD joint meeting on trace
R3-030215 / R2-030181


19th February 2003



Sophia Antipolis, France



Agenda Item:
12.2.1 – 3.2


Source:

Nokia


Title:

Scope of Trace Work Item 
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Introduction 



This contribution briefly discuss two trace activation methods namely the signalling based activation from CN and the management based activation directly from Network Management System. We also shortly describe the main pros and cons of both methods and propose the scope for the RAN3 Trace Work Item.



Trace Session activation:



In signalling based activation the CN sends the trace activation message to activate UTRAN trace for one specific UE in RNC, in Rel-99 RANAP: INVOKE TRACE message is already specified. This message can be sent from CN after IMSI authentication (or IMEI verification in IMEI based trace activation), only for traced signalling connection. So in this approach, for normal operation no new information is needed from CN side, and only for those users for which Tracing activation is requested extra parameters can be provided if necessary.



For deactivation of UTRAN trace of the specific UE, the CN can be use specific signalling, in Rel-99 RANAP: DEACTIVATE TRACE message is also ready specified, or UTRAN trace can be released when the signalling connection is released with RANAP: IU RELEASE procedure.  



In the management based trace activation the IMSI and IMEI(SV) shall be made available in the RNC for all signalling connections. The only technically reasonable solution could be that the CN sends the IMSI and IMEI(SV) to the RNC using RANAP signalling after IMSI authentication and IMEI verification.  Thus the management based trace activation cannot trigger trace to be activated in RNC any earlier phase of RRC connection than the signalling based activation resulting that the signalling based activation gives the same results in every trace use case.



It should be noted that data amount which trace will generate from one traced UE connection (referred to detailed trace data concept) is huge and therefore the number of simultaneously traced UE is quite a few compared to all signalling connections supported RNC, for e.g. during busy hour. Thus providing the IMSI and IMEI(SV) of each signalling connection established in RNC introduces high signalling load on Iu-interface compared to the times when this information is actually used.



Moreover, the configuration work of management based trace activation can be overwhelming, in case like subscriber complaint, where the operator must configure all network elements manually, compared to signalling based activation where the activation can be done only one in HSS. Thus in these situations the signalling based activation is the only acceptable solution for large networks. 



The signalling based trace activation would also keep the trace concept similar to Subscriber trace defined for GSM in TS101 627 (GSM 12.08 version 5.1.1 Release 1996), which would be beneficial when merging usage of 2G and 3G networks.



Mobility handling in UTRAN:



As the UE signalling is done in SRNC, the information concerning traced UE is present in SRNC. Therefore the trace activation over Iur to DRNC would not be needed in case of Iur mobility.



After SRNC relocation, the CN has already existing and standardized mechanism to re-activate the trace in target SRNC.  



Summary:



Therefore Nokia proposes to support and create the necessary trace activation signal in the Iu interface for the signalling based activation according to the needs of SA5 SWG-D, but does not see the need and the benefit for the management based activation especially as the trace results of the two methods are going to be same.  Nokia does not see the need either for trace enhancement related to Iur and Iu mobility. However on that later point, this could be studied further during the WI phase. 
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			GSM Measurement Definitions (52.402) – From Rel-4 





			Trace Management


			Trace Concepts and Requirements (32.421)


			Trace Control and Configuration Management (32.422)


			Trace Data Definition and Management (32.423)


			Subscriber and Equipment Trace (12.08) – Until Rel-99 


			GSM Subscriber and Equipment Trace (52.008) – From Rel-4 
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Rel-6 Trace Status


			Rel-6 Building Block Trace Management


			Rel-5 Trace WI was moved to Rel-6 (no UMTS Trace TS in Rel-5)


			Rel-6 work is done against WID approved at SA#16 (SP-020332)


			Draft Rel-5 TS 32.108 was replaced by 3 Rel-6 TS 32.421, 32.422, 32.423


			BB completion rate is 50%


			Five Work Tasks





			WT1 Trace Concepts and Requirements 90% complete


			32.421 approved at SA#18 (SP-020755)


			WT2 Trace Control and Configuration Management 45% complete


			32.422 approval planned at SA#21 (09-03)


			WT3 Trace Data Definition and Management 35% complete


			32.423 approval planned at SA#21 (09-03)


			WT4 Trace Impacts on Network Signalling Interfaces 40% complete


			Requirements sent to RAN 11/2002 (RP-020869, R3-030040)


			Requirements to CN/GERAN to be sent early 2003


			WT5 GSM Trace 50% complete


			52.008 approval planned at SA#21 (09-03)
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			Provide the operator with detailed information at call/session level for one or more specific subscriber(s) or mobile(s) 


			Advanced troubleshooting of known problems in the network


			Validation testing, analyzing, fine-tuning/optimising the network





			Six use cases described in Rel-6 TS 32.421 Annex B


			Multi-vendor MS validation


			QoS profile checking for a subscriber following a complaint


			Malfunctioning MS


			Checking radio coverage in a certain area


			Testing new features


			Fine-tuning and optimisation of algorithms or procedures.





Rationale for Trace
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			Trace data is defined according to 2 dimensions


			Trace Scope


			Trace Depth





			Trace Scope


			NEs and signalling interfaces to trace





			Trace Depth


			The Maximum Level allows all Trace data to be recorded


			The Minimum Level provide a decoded subset of data


			The Medium Level provide a decoded subset of data plus a selected set of decoded radio measurements





Trace concepts (1/3)
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			Maximum level of details


			Retrieval of all signalling interface messages within the Trace Scope in encoded format 





Trace concepts (2/3)
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			Minimum level of details


			Retrieval of a decoded subset of the IEs contained in the signalling interface messages





Trace concepts (3/3)
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			NM: Network Manager 


(a.k.a. OSS)





			EM: Element Manager (a.k.a. OMC)





			NE: Network Element (e.g. RNC)





			ITF-N: standardized interface between 


EM-NM or NE-NM


allowing multi-vendor interoperability at NM level
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			Trace Session: time interval started with a Trace Session activation and lasts until the deactivation of that specific Trace Session


			Trace Reference: identifies a Trace Session and is globally unique
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			Trace Recording Session: time interval within a Trace Session while trace records are generated for the subscriber or MS being traced. The triggering events starting and stopping a Trace Recording Session are defined in 3GPP TS 32.422


			Trace Recording Session Reference: identifies uniquely a Trace Recording Session within a Trace Session
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Two methods for trace activation


			Signalling based activation/deactivation


			Trace Session is activated/deactivated in different NEs using the signalling interfaces between those elements so that the NEs may forward the activation/deactivation originating from the EM


			Useful for large networks when location of the MS/Subscriber is not known


			Management based activation/deactivation


			Trace Session is activated/deactivated in different NEs directly from the EM using the management interfaces of those NEs


			Useful to target Trace to a limited number of NEs 





Trace Session activation (1/2)
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			In case of reception of a Trace Session activation message when there is already one Trace Session ongoing for a given subscriber/MS


			If the Trace Reference is the same, second activation is ignored


			If the Trace Reference is not the same, a new Trace Session may be started (i.e. vendor-specific behavior) 





			A Trace Session activation request may be rejected


			In that case, a failure indication should be sent to the originator of the Trace Session activation message


			Rejection causes are not described in Rel-6 TS 32.421 which does not cover any Trace capability limitations within a NE (e.g. maximum number of simultaneous traced mobiles for a given NE) or any functionality related to these limitations (e.g. NE aborting a Trace Session due to resource limitations)








Trace Session activation (2/2)
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			A Trace Session is deactivated using the Trace Reference specified at Trace Session activation


			A Trace Session shall be deactivated in all the NEs where it was activated


			In case a Trace Recording Session is ongoing, the effective Trace Session deactivation may take place at any time between reception of deactivation message and the end of the Trace Recording Session


			In case of simultaneous CS/PS connections, the reception of a Trace deactivation message from any of the CN domain, whether it was the one which initiated Trace Session activation or not, shall initiate the end of the Trace Session as described above





Trace Session deactivation
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			Following reception of Trace Session activation signalling message (on Iu interface for S-RNC, and on Iur interface for D-RNC)


			A Trace Recording Session shall be started in RNC on detection of appropriate start triggering event(s) when defined


			A Trace Recording Session shall be immediately started in RNC if no start triggering event(s) defined


			The Trace Recording Session Reference shall be the same within all RNCs involved in the session (S-RNC and D-RNC)


			In case the Trace Recording Session cannot be started for any internal reason, the Trace control and configuration parameters shall be stored in the RNC to be able to propagate them to another RNC when required (see Mobility Management cases)
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			Following reception of Trace Session activation message from EM, a Trace Recording Session can only start when the IMSI (in case of subscriber trace), or the IMEI/IMEISV (in case of MS trace) is made available in the RNC


			When IMSI or IMEI/IMEISV is available, a Trace Recording Session will start


			On detection of appropriate start triggering event(s) when defined


			Immediately if no start triggering event(s) defined


			In order to trace the early phases of call, the IMSI or IMEI/IMEISV shall be made available to the RNC as soon as practically possible


			The Trace Recording Session References are independent within all traced RNCs (i.e. they may differ)
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			A Trace Recording Session shall be stopped


			On detection of stop triggering event(s) if defined


			On release of the traced call/session


			Following reception of Trace Session deactivation message from EM for Management based activation


			Following reception of Trace Session deactivation message on Iu interface for S-RNC or on Iur interface for D-RNC for Signalling based activation


			On release of Iur connection for a D-RNC 





Trace Recording Session stop
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			A Trace Recording Session is ongoing on a serving RNC for a subscriber/MS moving from this serving RNC to a drift RNC


			Signalling based activation


			The Trace Recording Session shall continue on the drift RNC if Iur and/or Iub interfaces are traced


			The Trace Recording Session Reference shall remain unchanged in the drift RNC


			Management based activation


			The Trace Recording Session shall continue on the drift RNC only in case a Trace Session is active for this subscriber/MS on the drift RNC


			The Trace Recording Session on the drift RNC shall be started according to Trace control and configuration parameters in that RNC


			The Trace Recording Session References in serving RNC and drift RNC may differ





Mobility Management – Case 1
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			A subscriber/MS moves from a serving RNC to a drift RNC and


			No Trace Session is activated on the serving RNC for this subscriber/MS


			A Trace Session is activated on the drift RNC for this subscriber/MS


			Signalling based activation


			Not applicable 


			Management based activation


			A Trace Recording Session should be started in the drift RNC according to Trace control and configuration parameters for this subscriber/MS





Mobility Management – Case 2
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			A Trace Recording Session is ongoing for a subscriber/MS on a drift RNC which becomes serving RNC following SRNS relocation


			The Trace Recording Session shall continue in the RNC, based on Trace control and configuration parameters defined during the activation of the Trace Session


			The Trace Recording Session Reference shall remain unchanged in the RNC





Mobility Management – Case 3

















*








			Parameters for Trace Session activation in case of Management based activation


			IMSI/IMEI(SV) 


			Mandatory 


			Trace Reference 


			Mandatory


			Trace Depth (Minimum, Medium, Maximum)


			Mandatory 


			List of interfaces/protocols in RNC (Iu-CS/RANAP, Iu-PS/RANAP, Iur/RNSAP, Uu/RRC, Iub/NBAP)


			Optional


			Start Triggering event(s) in RNC


			Optional


			Stop Triggering event(s) in RNC


			Optional





Control and configuration (1/3)

















*








			Parameters for Trace Session activation on Iu and Iur in case of Signalling based activation


			IMSI/IMEI(SV)


			Mandatory 


			Trace Reference


			Mandatory 


			Trace Recording Session Reference


			Mandatory 


			Trace Depth (Minimum, Medium, Maximum)


			Mandatory 


			List of interfaces/protocols in RNC (Iu-CS/RANAP, Iu-PS/RANAP, Iur/RNSAP, Uu/RRC, Iub/NBAP)


			Optional 


			Start Triggering event(s) in RNC


			Optional


			Stop Triggering event(s) in RNC


			Optional





Control and configuration (2/3)
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			Parameters for Trace Session deactivation


			Trace Reference 


			Mandatory





Control and configuration (3/3)
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			Common to both Management and Signalling based activation/deactivation


			Trace record contents, file format and file transfer mechanisms are to be defined in 3GPP TS 32.423


			Trace records are generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started


			Format of the Trace records is XML Schema or ASN.1


			FTP shall be used for transfer of Trace records from the Network to the Management System


			Direct transfer of Trace records to the NM or transfer from NE to NM via EM





Trace data reporting
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			It is proposed to document in RAN TSs which IEs would be recorded for different Trace Depths


			Benefit: avoid duplication of information and thus limit risk of inconsistencies between 25 series and 32 series


			Example of CR to RAN TSs is provided by SA5 for this purpose





Documentation of traced IEs
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			Agree on action items to complete Trace in the Rel-6 timeframe


			SA5: 


			Provide RAN2/3 with CRs to 25 series TSs to document which IEs would be recorded for different Trace Depths


			Finalize description of Trace Control and Configuration mechanisms in TS 32.422


			Finalize description of Trace Record contents and File Format in TS 32.423


			RAN2/3:


			Provide feedback on SA5 requirements as described in TS 32.421 V6.0.0, in the LS R3-030040 and in this presentation


			Creation/modification of related Signalling protocol messages


			Propose technical solution for early availability of IMSI and IMEI/IMEISV in RNC


			Define a schedule for SA5 and RAN2/3 action items


			Identification of deadline for submitting Change Requests
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CM		Configuration Management 


CMIP	Common Management Information Protocol


CORBA	Common Object Request Broker Architecture


EM(L)	Element Manager (Layer)


FM		Fault Management


FTP		File Transfer Protocol 


GDMO	Guidelines for the Definition of Managed Objects


IDL		Interface Definition Language


IRP		Integration Reference Point


IOC		Information Object Class


IS		Information Service


ITF-N	Interface-N (Network-NM Interface)


NE		Network Element


NM(L)	Network Manager (Layer)


NRM	Network Resource Model 


O(S)S	Operations (Support) System


PM		Performance Management


QoS	Quality of Service


SA5	System Aspects Working Group 5 


SNMP	Simple Network Management Protocol (IETF)


SS		Solution Set


TM		Telecom Management


TMF	TeleManagement Forum


TMN	Telecommunications Management Network (ITU-T)


TOM	Telecom Operations Map (TMF)


TRS	Trace Recording Session


UML	Unified Modelling Language


XML	Extensible Markup Language 
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The End


Thanks !
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This document is a proposal of CR on the 25.413 to define the RANAP IEs to be traced by the RNC during a trace recording session.




For each message, a column “traced” has been added to the message content description table in the section 9.1 “Message Functional Definition and Content” of the TS 25.413. 




The same column has been added in the section 9.2 “Information Element Definitions” but only for IEs with a complex structure.




9
Elements for RANAP Communication





9.1
Message Functional Definition and Content



9.1.1
General




Subclause 9.1 presents the contents of RANAP messages in tabular format. The corresponding ASN.1 definition is presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.1 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional IEs, where the tabular format shall take precedence.




NOTE:
The messages have been defined in accordance to the guidelines specified in [18].




9.1.2
Message Contents



9.1.2.1
Presence



All information elements in the message descriptions below are marked mandatory, optional or conditional according to table 4.




Table 4: Meaning of abbreviations used in RANAP messages




				Abbreviation



				Meaning







				M



				IEs marked as Mandatory (M) shall always be included in the message.







				O



				IEs marked as Optional (O) may or may not be included in the message.







				C



				IEs marked as Conditional (C) shall be included in a message only if the condition is satisfied. Otherwise the IE shall not be included.
















9.1.2.2
Criticality



Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:




Table 5: Meaning of content within “Criticality” column



				Abbreviation



				Meaning












				–



				No criticality information is applied explicitly.







				YES



				Criticality information is applied. This is usable only for non-repeatable IEs 







				GLOBAL



				The IE and all its repetitions together have one common criticality information. This is usable only for repeatable IEs.







				EACH



				Each repetition of the IE has its own criticality information. It is not allowed to assign different criticality values to the repetitions. This is usable only for repeatable IEs.











9.1.2.3
Range



The Range column indicates the allowed number of copies of repetitive IEs/IE groups.




9.1.2.4
Assigned Criticality



This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.



9.1.2.5
Traced



This column specifies whether the IE has to be recorded by a RNC where a trace recording session is activated for a specific IMSI or IMEI(SV) as described in the TSs 32.421, 32.422, 32.423. This is applicable only if the trace depth (see TS 32.421) and the trace control and configuration parameters (see TS 32.422) allow for recording individual IEs from RANAP protocol messages.



The meaning of content of the column “traced” is the following:



				Abbreviation



				Meaning












				



				The IE do not need to be recorded







				YES



				The IE should be recorded 











9.1.3
RAB ASSIGNMENT REQUEST




This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same UE.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				yes







				RABs To Be Setup Or Modified List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs To Be Setup Or Modified Item Ies



				



				1 to <maxnoofRABs>



				



				



				



				



				







				>>First Setup Or Modify Item



				M



				



				



				Grouping reason: same criticality



				EACH



				reject



				







				>>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>>NAS Synchronisation Indicator



				O



				



				9.2.3.18



				



				-



				



				







				>>>RAB Parameters



				O



				



				9.2.1.3



				Includes all necessary parameters for RABs (both for MSC and SGSN) including QoS.








				-



				



				Yes







				>>>User Plane Information



				O



				



				



				



				-



				



				







				>>>>User Plane Mode



				M



				



				9.2.1.18



				



				-



				



				







				>>>>UP Mode Versions



				M



				



				9.2.1.19



				



				-



				



				







				>>>Transport Layer Information



				O



				



				



				



				-



				



				







				>>>>Transport Layer Address



				M



				



				9.2.2.1



				



				-



				



				







				>>>>Iu Transport Association



				M



				



				9.2.2.2



				



				-



				



				







				>>>Service Handover



				O



				



				9.2.1.41



				



				-



				



				







				>>>GERAN BSC Container



				O



				



				9.2.1.58



				



				-



				



				







				>>Second Setup Or Modify Item



				M



				



				



				Grouping reason: same criticality



				EACH



				ignore



				







				>>> PDP Type Information



				O



				



				9.2.1.40



				



				-



				



				







				>>>Data Volume Reporting
Indication



				O



				



				9.2.1.17



				



				-



				



				







				>>>DL GTP-PDU Sequence Number



				O



				



				9.2.2.3



				



				-



				



				







				>>>UL GTP-PDU Sequence Number



				O



				



				9.2.2.4



				



				-



				



				







				>>>DL N-PDU Sequence Number



				O



				



				9.2.1.33



				



				-



				



				







				>>>UL N-PDU Sequence Number



				O



				



				9.2.1.34



				



				-



				



				







				>>>Alternative RAB Parameter Values



				O



				



				9.2.1.43



				



				YES



				ignore



				Yes







				RABs To Be Released List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs To Be Released Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.4
RAB ASSIGNMENT RESPONSE




This message is sent by the RNC to report the outcome of the request from the RAB ASSIGNMENT REQUEST message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				yes







				RABs Setup Or Modified List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Setup Or Modified Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>Transport Layer Address



				O



				



				9.2.2.1



				



				-



				



				







				>>Iu Transport Association



				O



				



				9.2.2.2



				



				-



				



				







				>>DL Data Volumes



				O



				



				



				



				-



				



				







				>>>Data Volume List



				



				1 to <maxnoofVol>



				



				



				-



				



				







				>>>>Unsuccessfully Transmitted DL Data Volume



				M



				



				9.2.3.12



				



				-



				



				







				>>>>Data Volume Reference



				O



				



				9.2.3.13



				



				-



				



				







				>>Assigned RAB Parameter Values



				O



				



				9.2.1.44



				



				YES



				ignore



				Yes







				RABs Released List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Released Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>DL Data Volumes



				O



				



				



				



				-



				



				







				>>>Data Volume List



				



				1 to <maxnoofVol>



				



				



				-



				



				







				>>>>Unsuccessfully Transmitted DL Data Volume



				M



				



				9.2.3.12



				



				-



				



				







				>>>>Data Volume Reference



				O



				



				9.2.3.13



				



				-



				



				







				>>DL GTP-PDU Sequence Number



				O



				



				9.2.2.3



				



				-



				



				







				>>UL GTP-PDU Sequence Number



				O



				



				9.2.2.4



				



				-



				



				







				RABs Queued List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Queued Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				RABs Failed To Setup Or Modify List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Failed To Setup Or Modify Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes







				GERAN Iu mode specific RABs Failed To Setup Or Modify List



				O



				



				



				This applies only in GERAN Iu mode case.



				YES



				ignore



				Yes







				> GERAN Iu mode specific RABs Failed To Setup Or Modify Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes







				>>GERAN Classmark



				O



				



				9.2.1.57



				



				-



				-



				







				RABs Failed To Release List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Failed To Release Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				The same RAB ID must only be present in one group.



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4.



				



				-



				



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.







				maxnoofVol



				Maximum no. of reported data volume for one RAB. Value is 2.











9.1.5
RAB RELEASE REQUEST




This message is sent by the RNC, to request the CN to release one or more RABs for the same UE.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				RABs To Be Released List



				M



				



				



				



				YES



				ignore



				







				>RABs To Be Released Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.6
IU RELEASE REQUEST




This message is sent by the RNC to request the CN to release the Iu connection.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes











9.1.7
IU RELEASE COMMAND




This message is sent by the CN to order RNC to release all resources related to the Iu connection.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Trace







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes











9.1.8
IU RELEASE COMPLETE




This message is sent by the RNC as response to the IU RELEASE COMMAND message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				RABs Data Volume Report List



				O



				



				



				



				YES



				ignore



				







				>RABs Data Volume Report Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				







				>>RAB Data Volume Report List



				M



				



				



				



				-



				



				







				>>>RAB Data Volume Report Item IEs



				



				1 to <maxnoofVol>



				



				



				-



				



				







				>>>>Unsuccessfully Transmitted DL Data
Volume



				M



				



				9.2.3.12



				



				-



				



				







				>>>>Data Volume Reference



				O



				



				9.2.3.13



				



				-



				



				







				RABs Released List



				O



				



				



				



				YES



				ignore



				







				>RABs Released Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>DL GTP-PDU Sequence Number



				O



				



				9.2.2.3



				



				-



				



				







				>>UL GTP-PDU Sequence Number



				O



				



				9.2.2.4



				



				-



				



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.







				maxnoofVol



				Maximum no. of reported data volume for one RAB. Value is 2.











9.1.9
RELOCATION REQUIRED




This message is sent by the source RNC to inform the CN that a relocation is to be performed.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Relocation Type



				M



				



				9.2.1.23



				



				YES



				reject



				







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Source ID



				M



				



				9.2.1.24



				



				YES



				ignore



				







				Target ID



				M



				



				9.2.1.25



				



				YES



				reject



				Yes







				MS Classmark 2



				C – ifGSMtarget



				



				9.2.1.26



				As defined in [10].



				YES



				reject



				







				MS Classmark 3



				C – ifGSMtarget



				



				9.2.1.27



				Asdefined in [10].



				YES



				ignore



				







				Source RNC To Target RNC Transparent Container



				C – ifUMTStarget



				



				9.2.1.28



				



				YES



				reject



				







				Old BSS To New BSS Information



				O



				



				9.2.1.29



				Coded as the Old BSS to New BSS information elements 




field of the Old BSS to New BSS Information IE defined in  [11]. Can optionally be used if GSM target  but not used for UMTS target.



				YES



				ignore



				







				GERAN Classmark



				O



				



				9.2.1.57



				



				YES



				ignore



				











				Condition



				Explanation







				ifGSMtarget



				This IE shall be present if the Target ID IE contains a CGI IE.







				ifUMTStarget



				This IE shall be presentif the Target ID IE contains a Target RNC-ID IE.











9.1.10
RELOCATION REQUEST




This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				yes







				Permanent NAS UE Identity



				O



				



				9.2.3.1



				



				YES



				ignore



				







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Source RNC To Target RNC Transparent Container



				M



				



				9.2.1.28



				



				YES



				reject



				







				RABs To Be Setup List



				O



				



				



				



				YES



				reject



				Yes







				>RABs To Be Setup Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				reject



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>NAS Synchronisation Indicator



				O



				



				9.2.3.18



				



				-



				



				







				>>RAB Parameters



				M



				



				9.2.1.3



				



				-



				



				Yes







				>>Data Volume Reporting
Indication



				C – ifPS



				



				9.2.1.17



				



				-



				



				







				>> PDP Type Information



				C – ifPS



				



				9.2.1.40



				



				-



				



				







				>>User Plane Information



				M



				



				



				



				-



				



				







				>>>User Plane Mode



				M



				



				9.2.1.18



				



				-



				



				







				>>>UP Mode Versions



				M



				



				9.2.1.19



				



				-



				



				







				>>Transport Layer Address



				M



				



				9.2.2.1



				



				-



				



				







				>>Iu Transport Association



				M



				



				9.2.2.2



				



				-



				



				







				>>Service Handover



				O



				



				9.2.1.41



				



				-



				



				







				>> Alternative RAB Parameter Values



				O



				



				9.2.1.43



				



				YES



				Ignore



				Yes







				>>GERAN BSC Container



				O



				



				9.2.1.58



				



				-



				



				







				Integrity Protection Information



				O



				



				9.2.1.11



				Integrity Protection Information includes key and permitted algorithms.



				YES



				ignore



				







				Encryption Information



				O



				



				9.2.1.12



				Encryption Information includes key and permitted algorithms.



				YES



				ignore



				







				Iu Signalling Connection Identifier



				M



				



				9.2.1.38



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				reject



				







				SNA Access Information



				O



				



				9.2.3.24



				



				YES



				ignore



				











				Condition



				Explanation







				



				







				IfPS



				This IE shall be present if the CN domain indicator IE is set to "PS domain".











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.11
RELOCATION REQUEST ACKNOWLEDGE




This message is sent by the target RNC to inform the CN about the result of the resource allocation for the requested relocation.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Target RNC To Source RNC Transparent Container



				O



				



				9.2.1.30



				



				YES



				ignore



				







				New BSS To Old BSS Information



				O



				



				9.2.1.47



				Defined in  [11]. 








				YES



				ignore



				







				RABs Setup List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Setup Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				reject



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Transport Layer Address



				O



				



				9.2.2.1



				IPv6 or IPv4 address if no other TLA included. IPv4 address if other TLA included.



				-



				



				







				>>Iu Transport Association



				O



				



				9.2.2.2



				Related to TLA above.



				-



				



				







				>>Assigned RAB Parameter Values



				O



				



				9.2.1.44



				



				YES



				ignore



				







				>>Transport Layer Address



				O



				



				9.2.2.1



				IPv6 address if included. 



				YES



				ignore



				







				>>Iu Transport Association



				O



				



				9.2.2.2



				Related to TLA above.



				YES



				ignore



				







				RABs Failed To Setup List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Failed To Setup Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes







				Chosen Integrity Protection Algorithm



				O



				



				9.2.1.13



				Indicates the Integrity Protection algorithm that will be used by the target RNC.



				YES



				ignore



				







				Chosen Encryption Algorithm



				O



				



				9.2.1.14



				Indicates the Encryption algorithm that will be used by the target RNC.



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.12
RELOCATION COMMAND




This message is sent by the CN to source RNC to inform that resources for the relocation are allocated in target RNC.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Target RNC To Source RNC Transparent Container



				O



				



				9.2.1.30



				



				YES



				reject



				







				Inter-System Information Transparent Container



				O



				



				9.2.1.48



				



				YES



				ignore



				







				L3 Information



				O



				



				9.2.1.31



				Coded as the value part of the Layer 3 Information IE defined in [11] (i.e. excluding the Element Identifier and the Length fields).



				YES



				ignore



				







				RABs To Be Released List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs To Be Released Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				RABs Subject To Data Forwarding List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Subject To Data Forwarding Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Transport Layer Address



				M



				



				9.2.2.1



				IPv6 or IPv4 address if no other TLA included. IPv4 address if other TLA included.



				-



				



				







				>>Iu Transport Association



				M



				



				9.2.2.2



				Related to TLA above.



				-



				



				







				>>Transport Layer Address



				O



				



				9.2.2.1



				IPv6 address if included.



				YES



				ignore



				







				>>Iu Transport Association



				O



				



				9.2.2.2



				Related to TLA above.



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.13
RELOCATION DETECT




This message is sent by the target RNC to inform the CN that the relocation execution trigger has been received.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				Ignore



				Yes











9.1.14
RELOCATION COMPLETE




This message is sent by the target RNC to inform the CN that the relocation is completed.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes











9.1.15
RELOCATION PREPARATION FAILURE




This message is sent by the CN to the source RNC if the relocation preparation failed.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				Inter-System Information Transparent Container



				O



				



				9.2.1.48



				



				YES



				ignore



				











9.1.16
RELOCATION FAILURE




This message is sent by the target RNC to inform the CN that the requested resource allocation failed.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				New BSS to Old BSS Information



				O



				



				9.2.1.47



				Defined in [11]



				YES



				ignore



				







				GERAN Classmark



				O



				



				9.2.1.57



				



				YES



				ignore



				











9.1.17
RELOCATION CANCEL




This message is sent by the source RNC to the CN to cancel an ongoing relocation.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes











9.1.18
RELOCATION CANCEL ACKNOWLEDGE




This message is sent by the CN to the source RNC when the relocation has been cancelled.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











9.1.19
SRNS CONTEXT REQUEST




This message is sent by the CN to source RNC to indicate the PS RABs for which context transfer shall be performed.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				RABs Subject To Data Forwarding List



				M



				



				



				



				YES



				ignore



				Yes







				>RABs Subject To Data Forwarding Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				reject



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.20
SRNS CONTEXT RESPONSE




This message is sent by the source RNC as a response to SRNS CONTEXT REQUEST message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				RABs Contexts List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Contexts Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>DL GTP-PDU Sequence Number



				O



				



				9.2.2.3



				



				-



				



				







				>>UL GTP-PDU Sequence Number



				O



				



				9.2.2.4



				



				-



				



				







				>>DL N-PDU Sequence Number



				O



				



				9.2.1.33



				



				-



				



				







				>>UL N-PDU Sequence Number



				O



				



				9.2.1.34



				



				-



				



				







				RABs Contexts Failed To Transfer List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Contexts Failed To Transfer Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.21
SRNS DATA FORWARD COMMAND




This message is sent by the CN to the RNC to trigger the transfer of N-PDUs from the RNC to the CN in intersystem change or in some further cases described in [21].




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				RABs Subject To Data Forwarding List



				O



				



				



				



				YES



				ignore



				Yes







				>RABs Subject To Data Forwarding Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>Transport Layer Address



				M



				



				9.2.2.1



				



				-



				



				







				>>Iu Transport Association



				M



				



				9.2.2.2



				



				-



				



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.22
FORWARD SRNS CONTEXT




This message is sent either by source RNC to the CN or by the CN to target RNC.




Direction: CN ( RNC and RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				RAB Contexts List



				M



				



				



				



				YES



				ignore



				Yes







				>RAB Contexts Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				Yes







				>>DL GTP-PDU Sequence
Number



				O



				



				9.2.2.3



				



				-



				



				







				>>UL GTP-PDU Sequence
Number



				O



				



				9.2.2.4



				



				-



				



				







				>>DL N-PDU Sequence Number



				O



				



				9.2.1.33



				



				-



				



				







				>>UL N-PDU Sequence Number



				O



				



				9.2.1.34



				



				-



				



				







				Source RNC PDCP context info



				O



				



				9.2.1.54



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.23
PAGING




This message is sent by the CN to request UTRAN to page a specific UE.




Direction: CN ( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				ignore



				Yes







				Permanent NAS UE Identity



				M



				



				9.2.3.1



				



				YES



				ignore



				







				Temporary UE Identity



				O



				



				9.2.3.2



				



				YES



				ignore



				







				Paging Area ID



				O



				



				9.2.1.21



				



				YES



				ignore



				







				Paging Cause



				O



				



				9.2.3.3



				



				YES



				ignore



				Yes







				Non Searching Indication



				O



				



				9.2.1.22



				



				YES



				ignore



				







				DRX Cycle Length Coefficient



				O



				



				9.2.1.37



				



				YES



				ignore



				







				Global CN-ID 



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.24
COMMON ID




This message is sent by the CN to inform RNC about the permanent NAS UE identity for a user.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Permanent NAS UE Identity



				M



				



				9.2.3.1



				



				YES



				ignore



				







				SNA Access Information



				O



				



				9.2.3.24



				



				YES



				ignore



				











9.1.25
CN INVOKE TRACE




This message is sent by the CN to request the RNC to start to produce a trace record.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				







				Trace Type



				M



				



				9.2.1.6



				



				YES



				ignore



				







				Trace Reference



				M



				



				9.2.1.8



				



				YES



				ignore



				







				Trigger ID



				O



				



				9.2.1.7



				



				YES



				ignore



				







				UE Identity



				O



				



				9.2.1.9



				



				YES



				ignore



				







				OMC ID



				O



				



				9.2.1.10



				



				YES



				ignore



				











9.1.26
SECURITY MODE COMMAND




This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Integrity Protection Information



				M



				



				9.2.1.11



				 Integrity information includes key and permitted algorithms.



				YES



				reject



				







				Encryption Information



				O



				



				9.2.1.12



				 Encryption information includes key and permitted algorithms.



				YES



				ignore



				







				Key Status



				M



				



				9.2.1.36



				



				YES



				reject



				











9.1.27
SECURITY MODE COMPLETE




This message is sent by the RNC as a successful response to SECURITY MODE COMMAND message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Chosen Integrity Protection Algorithm



				M



				



				9.2.1.13



				



				YES



				reject



				







				Chosen Encryption Algorithm



				O



				



				9.2.1.14



				



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











9.1.28
SECURITY MODE REJECT




This message is sent by the RNC as a unsuccessful response to SECURITY MODE COMMAND message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











9.1.29
LOCATION REPORTING CONTROL




This message is sent by the CN to initiate, modify or stop location reporting from the RNC to the CN.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Request Type



				M



				



				9.2.1.16



				



				YES



				ignore



				







				Vertical Accuracy Code



				O



				



				9.2.1.46a



				



				YES



				Ignore



				







				Response Time



				O



				



				9.2.1.46b



				



				YES



				Ignore



				







				Positioning Priority



				O



				



				9.2.1.46c



				



				YES



				Ignore



				







				Client Type



				O



				



				9.2.1.46d



				



				YES



				ignore



				











9.1.30
LOCATION REPORT




This message is sent by the RNC to the CN with information about the UE location.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Area Identity



				O



				



				9.2.3.10



				



				YES



				ignore



				







				Cause



				O



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Request Type



				O



				



				9.2.1.16



				



				YES



				ignore



				







				Last Known Service Area



				O



				



				9.2.3.22



				



				YES



				ignore



				











9.1.31
DATA VOLUME REPORT REQUEST




This message is sent by the CN to request unsuccessfully transmitted data volumes for specific RABs.




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				RABs Data Volume Report List



				M



				



				



				



				YES



				ignore



				







				>RABs Data Volume Report Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				reject



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.32
DATA VOLUME REPORT



This message is sent by the RNC and informs the CN about unsuccessfully transmitted data volumes for requested RABs.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				RABs Data Volume Report List



				O



				



				



				



				YES



				ignore



				







				>RABs Data Volume Report Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				







				>>RAB Data Volume Report List



				O



				



				



				



				-



				



				







				>>>RAB Data Volume Report Item IEs



				



				1 to <maxnoofVol>



				



				



				-



				



				







				>>>>Unsuccessfully Transmitted DL Data Volume



				M



				



				9.2.3.12



				



				-



				



				







				>>>>Data Volume Reference



				O



				



				9.2.3.13



				



				-



				



				







				RABs Failed To Report List



				O



				



				



				



				YES



				ignore



				







				>RABs Failed To Report Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				



				-



				



				







				>>Cause



				M



				



				9.2.1.4



				



				-



				



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.







				maxnoofVol



				Maximum no. of reported data volume for one RAB. Value is 2.











9.1.33
INITIAL UE MESSAGE




This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				ignore



				







				LAI



				M



				



				9.2.3.6



				



				YES



				ignore



				







				RAC



				C - ifPS



				



				9.2.3.7



				



				YES



				ignore



				







				SAI



				M



				



				9.2.3.9



				



				YES



				ignore



				







				NAS-PDU



				M



				



				9.2.3.5



				



				YES



				ignore



				







				Iu Signalling Connection Identifier



				M



				



				9.2.1.38



				



				YES



				ignore



				







				Global RNC-ID



				M



				



				9.2.1.39



				



				YES



				ignore



				







				GERAN Classmark



				O



				



				9.2.1.57



				



				YES



				ignore



				











				Condition



				Explanation







				ifPS



				This IE shall be present if the CN Domain Indicator IE is set to “PS domain”.











9.1.34
DIRECT TRANSFER




This message is sent by both the CN and the RNC and is used for carrying NAS information over the Iu interface.




Direction: RNC ( CN and CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				NAS-PDU



				M



				



				9.2.3.5



				



				YES



				ignore



				







				LAI



				O



				



				9.2.3.6



				



				YES



				ignore



				Yes







				RAC



				O



				



				9.2.3.7



				



				YES



				ignore



				Yes







				SAI



				O



				



				9.2.3.9



				



				YES



				ignore



				Yes







				SAPI



				O



				



				9.2.3.8



				



				YES



				ignore



				











9.1.35
CN INFORMATION BROADCAST REQUEST



Void.




9.1.36
CN INFORMATION BROADCAST CONFIRM



Void.



9.1.37
CN INFORMATION BROADCAST REJECT



Void.



9.1.38
OVERLOAD



This message is sent by both the CN and the RNC to indicate that the node is overloaded.




Direction: RNC ( CN and CN ( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Number Of Steps



				O



				



				9.2.1.32



				



				YES



				ignore



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				CN Domain Indicator



				O



				



				9.2.1.5



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.39
RESET




This message is sent by both the CN and the RNC and is used to request that the other node shall be reset.




Direction: RNC ( CN and CN ( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.40
RESET ACKNOWLEDGE




This message is sent by both the CN and the RNC as a response to RESET message.




Direction: RNC ( CN and CN ( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.41
ERROR INDICATION




This message is sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.




Direction: RNC ( CN and CN ( RNC.




Signalling bearer mode: Connection oriented or connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Cause



				O



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				CN Domain Indicator



				O



				



				9.2.1.5



				



				YES



				ignore



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.42
CN DEACTIVATE TRACE




This message is sent by the CN to request the RNC to stop producing a trace record for the indicated trace reference.




Direction: CN ( RNC.




Signalling bearer mode: Connection Oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				







				Trace Reference



				M



				



				9.2.1.8



				



				YES



				ignore



				







				Trigger ID



				O



				



				9.2.1.7



				



				YES



				ignore



				











9.1.43
RANAP RELOCATION INFORMATION




This message is part of a special RANAP Relocation Information procedure, and is sent between RNCs during Relocation.




Direction: RNC - RNC.




Signalling bearer mode: Not applicable.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				ignore



				Yes







				Direct Transfer Information List



				O



				



				



				



				YES



				ignore



				







				>Direct Transfer Information Item IEs



				



				1 to <maxnoofDT>



				



				Information received in one or more DIRECT TRANSFER messages and that needs to be transferred to target RNC for further transmission to the UE.



				EACH



				ignore



				







				    >>NAS-PDU



				M



				



				9.2.3.5



				



				-



				



				







				    >>SAPI



				M



				



				9.2.3.8



				



				-



				



				







				    >>CN Domain Indicator



				M



				



				9.2.1.5



				



				-



				



				







				RAB Contexts List



				O



				



				



				



				YES



				ignore



				







				>RAB Contexts Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				ignore



				







				    >>RAB ID



				M



				



				9.2.1.2



				



				-



				



				







				    >>DL GTP-PDU Sequence Number



				O



				



				9.2.2.3



				



				-



				



				







				    >>UL GTP-PDU Sequence Number



				O



				



				9.2.2.4



				



				-



				



				







				    >>DL N-PDU Sequence Number



				O



				



				9.2.1.33



				



				-



				



				







				    >>UL N-PDU Sequence Number



				O



				



				9.2.1.34



				



				-



				



				







				Source RNC PDCP context info



				O



				



				9.2.1.54



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofDT



				Maximum no. of DT information. Value is 15.







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.44
RESET RESOURCE




This message is sent by either CN or RNC. The sending entity informs the receiving entity that the sending requests the receiving entity to release resources and references associated to Iu signalling connection identifiers in the message.




Direction: CN (( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes







				Reset Resource List



				M



				



				



				



				YES



				ignore



				







				>Reset Resource Item IEs



				



				1 to <maxnoofIuSigConIds>



				



				



				EACH



				reject



				







				>>Iu Signalling Connection Identifier



				M



				



				9.2.1.38



				



				-



				



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofIuSigConIds



				Maximum no. of Iu signalling connection identifiers. Value is 250.












9.1.45
RESET RESOURCE ACKNOWLEDGE




This message is sent by either the CN or RNC inform the CN or RNC that the RESET RESOURCE message has been received.




Direction: CN (( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Reset Resource List



				M



				



				



				



				YES



				ignore



				







				>Reset Resource Item IEs



				



				1 to <maxnoofIuSigConIds>



				



				This list shall be in the same order as the list received in the RESET RESOURCE message.



				EACH



				reject



				







				>>Iu Signalling Connection Identifier



				M



				



				9.2.1.38



				



				-



				



				







				Global RNC-ID



				O



				



				9.2.1.39



				



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











				Range bound



				Explanation







				maxnoofIuSigConIds



				Maximum no. of Iu signalling connection identifiers. Value is 250.











9.1.46
RAB MODIFY REQUEST




This message is sent by the RNC to the CN to request modification of one or more RABs for the same UE.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				Ignore



				Yes







				RABs To Be Modified List



				M



				



				



				



				YES



				Ignore



				







				>RABs To Be Modified Item IEs



				



				1 to <maxnoofRABs>



				



				



				EACH



				Ignore



				







				>>RAB ID



				M



				



				9.2.1.2



				Uniquely identifies the RAB for a specific CN domain, for a particular UE.



				-



				



				Yes







				>> Requested RAB Parameter Values



				M



				



				9.2.1.45



				Includes RAB parameters for which different values than what was originally negotiated are being requested.



				-



				



				Yes











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.











9.1.47
LOCATION RELATED DATA REQUEST




This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to retrieve deciphering keys for the broadcasted assistance data. 




Direction: CN ( RNC.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Location Related Data Request Type



				O



				



				9.2.3.19



				Mandatory for UTRAN. Optional for GERAN Iu Mode.



				YES



				reject



				







				Location Related Data Request Type Specific To GERAN Iu Mode



				O



				



				9.2.3.26



				Optional for GERAN Iu Mode only. Not applicable for UTRAN.



				YES



				reject



				











9.1.48
LOCATION RELATED DATA RESPONSE




This message is sent by the RNC to report the successful response of the LOCATION RELATED DATA REQUEST message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Broadcast Assistance Data Deciphering Keys 



				O



				



				9.2.3.20



				



				YES



				ignore



				











9.1.49
LOCATION RELATED DATA FAILURE




This message is sent by the RNC to report the unsuccessful response of the LOCATION RELATED DATA REQUEST message.




Direction: RNC ( CN.




Signalling bearer mode: Connection oriented.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				Yes











9.1.50
INFORMATION TRANSFER INDICATION




This message is sent by the CN to transfer information to an RNC.




Direction: CN ( RNC.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Information Transfer ID



				M



				



				9.2.1.55



				



				YES



				reject



				







				Provided Data



				M



				



				9.2.1.56



				



				YES



				reject



				







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				reject



				







				Global CN-ID



				O



				



				9.2.1.46



				



				YES



				ignore



				











9.1.51
INFORMATION TRANSFER CONFIRMATION




This message is sent by the RNC to report the successful outcome of the request from the INFORMATION TRANSFER INDICATION message.




Direction: RNC ( CN.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Information Transfer ID



				M



				



				9.2.1.55



				



				YES



				ignore



				







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				Global RNC-ID



				M



				



				9.2.1.39



				



				YES



				ignore



				











9.1.52
INFORMATION TRANSFER FAILURE




This message is sent by the RNC if the Information Transfer failed.




Direction: RNC ( CN.




Signalling bearer mode: Connectionless.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality



				Traced







				Message Type



				M



				



				9.2.1.1



				



				YES



				reject



				Yes







				Information Transfer ID



				M



				



				9.2.1.55



				



				YES



				ignore



				







				CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				ignore



				







				Cause



				M



				



				9.2.1.4



				



				YES



				ignore



				







				Criticality Diagnostics



				O



				



				9.2.1.35



				



				YES



				ignore



				







				Global RNC-ID



				M



				



				9.2.1.39



				



				YES



				ignore



				











9.2
Information Element Definitions




9.2.0
General




Subclause 9.2 presents the RANAP IE definitions in tabular format. The corresponding ASN.1 definition is presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.




When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in the semantics description of the concerned IE or elsewhere, the following principle applies with regards to the ordering of bits:




-
The first bit (leftmost bit) contains the most significant bit (MSB);




-
The last bit (rightmost bit) contains the least significant bit (LSB);




-
When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the concerned information;



9.2.1
Radio Network Layer Related IEs




9.2.1.1
Message Type




Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Message Type



				



				



				



				Assumed max no of messages is 256.



				







				>Procedure Code



				M



				



				(RAB Assignment, 




RAB Release Request, 




Iu Release Request, 




Iu Release, 




Relocation Preparation, 




Relocation Resource Allocation, 




Relocation Detect, 




Relocation Complete




Relocation Cancel, 




SRNS Context Transfer, 




SRNS Data Forwarding Initiation, 




SRNS Context Forwarding from Source RNC to CN, 




SRNS Context Forwarding to Target RNC from CN, 




Paging, 




Common ID, 




CN Invoke Trace, Security Mode Control, 




Location Reporting Control




Location Report, 




Data Volume Report, 




Initial UE Message




Direct Transfer, 




Overload Control, 




Reset, 




Error Indication,




CN Deactivate Trace,




RANAP Relocation Information,




Reset Resource,




 …,




RAB Modify Request, 



Location Related Data,




Information Transfer)



				



				Yes







				>Type of Message



				M



				



				CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, Outcome, …)



				



				











9.2.1.2
RAB ID




This element uniquely identifies the radio access bearer for a specific CN domain for a particular UE, which makes the RAB ID unique over one Iu connection. The RAB ID shall remain the same for the duration of the RAB even when the RAB is relocated to another Iu connection.




The purpose of the element is to bind data stream from the Non-Access Stratum point of view (e.g. bearer of call or PDP context) and radio access bearer in Access Stratum. The value is also used in the RNC to relate Radio Bearers to a RAB. The content of this information element is transferred unchanged from the CN node (i.e., MSC or SGSN) via RNC to UE by RANAP messages and RRC messages. For RRC messages refer to [10].




The element contains binary representation of either the Stream Identifier (SI) for CS domain or the Network Service Access Point Identifier (NSAPI) for PS domain. These identifiers are coded in the RAB ID element in accordance with the coding of the Stream Identifier IE and with the coding of the NSAPI IE in [8].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				RAB ID



				M



				



				BIT STRING (8)



				











9.2.1.3
RAB Parameters




The purpose of the RAB parameters IE group and other parameters within the RAB parameters IE group is to indicate all RAB attributes as defined in [7] for both directions.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				RAB parameters



				



				



				



				



				







				>Traffic Class



				M



				



				ENUMERATED
(conversational, streaming, interactive, background, ...)



				Desc.: This IE indicates the type of application for which the Radio Access Bearer service is optimised



				Yes







				>RAB Asymmetry Indicator



				M



				



				ENUMERATED
(Symmetric bidirectional, Asymmetric Uni directional downlink, Asymmetric Uni directional Uplink, Asymmetric Bidirectional, ...)



				Desc.: This IE indicates asymmetry or symmetry of the RAB and traffic direction



				Yes







				>Maximum Bit Rate



				M



				1 to <nbr-SeparateTrafficDirections>



				INTEGER (1..16,000,000)



				Desc.: This IE indicates the maximum number of bits delivered by UTRAN and to UTRAN at a SAP within a period of time, divided by the duration of the period.




The unit is: bit/s




Usage: 




When nbr-SeparateTrafficDirections is equal to 2, then Maximum Bit Rate attribute for downlink is signalled first, then Maximum Bit Rate attribute for uplink



				Yes







				>Guaranteed Bit Rate



				C-iftrafficConv-Stream



				0 to <nbr-SeparateTrafficDirections>



				INTEGER (0..16,000,000)



				Desc.: This IE indicates the guaranteed number of bits delivered at a SAP within a period of time (provided that there is data to deliver), divided by the duration of the period. The unit is: bit/s




Usage: 




1. When nbr-SeparateTrafficDirections is equal to 2, then Guaranteed Bit Rate for downlink is signalled first, then Guaranteed Bit Rate for uplink




2. Delay and reliability attributes only apply up to the guaranteed bit rate




3. Conditional valuefor the case of Support Mode for pre-defined SDU sizes: 



Set to highest not rate controllable bitrate, where bitrate is either
– one of the RAB subflow combination bitrate IEs (when present)
or
– one of the calculated values given when dividing the compound Subflow combination SDU sizes by the value of the IE Maximum SDU Size and then multiplying this result by the value of the IE Maximum Bit Rate.








				Yes







				>Delivery Order



				M



				



				ENUMERATED (delivery order requested, delivery order not requested)



				Desc: This IE indicates  whether the RAB shall provide in-sequence SDU delivery or not 




Usage: 




Delivery order requested: in sequence delivery shall be guaranteed by UTRAN on all RAB SDUs




 Delivery order not requested: in sequence delivery is not required from UTRAN



				Yes







				>Maximum SDU Size



				M



				



				INTEGER (0..32768)



				Desc.: This IE indicates the maximum allowed SDU size



The unit is: bit.




Usage:




Conditional value: 



Set to largest RAB Subflow Combination compound SDU size (when present) among the different RAB Subflow Combinations








				Yes







				>SDU parameters 



				



				1 to <maxRABSubflows>



				See below



				Desc.: This IE contains the parameters characterizing the RAB SDUs




Usage 




Given per subflow with first occurence corresponding to subflow#1 etc…



				Yes







				>Transfer Delay



				C-iftrafficConv-Stream



				



				INTEGER (0..65535)



				Desc.: This IE indicates the maximum delay for 95th percentile of the distribution of delay for all delivered SDUs during the lifetime of a RAB, where delay for an SDU is defined as the time from a request to transfer an SDU at one SAP to its delivery at the other SAP




The unit is: millisecond.




Usage:




- 



				Yes







				>Traffic Handling Priority



				C - iftrafficInteractiv 



				



				INTEGER {spare (0), highest (1), .., lowest (14), no priority (15)} (0..15)



				Desc.: This IE specifies the relative importance for handling of all SDUs belonging to the radio access bearer compared to the SDUs of other bearers



Usage:




Values between 1 and 14 are ordered in decreasing order of priority, '1' being the highest and '14' the lowest.




Value 0 shall be treated as a logical error if received.



				Yes







				>Allocation/Retention priority



				O



				



				See below



				Desc.: This IE specifies the relative importance compared to other Radio access bearers for allocation and retention of the Radio access bearer.




Usage:




If this IE is not received, the request is regarded as it cannot trigger the pre-emption process and it is vulnerable to the pre-emption process.



				Yes







				>Source Statistics Descriptor



				C-iftrafficConv-Stream



				



				ENUMERATED (speech, unknown, …)



				Desc.: This IE specifies characteristics of the source of submitted SDUs



Usage:




-



				Yes







				>Relocation Requirement



				O



				



				ENUMERATED (lossless, none, …, realtime)



				This IE shall be present for RABs towards the PS domain, otherwise it shall not be present.



Desc.: This IE is no longer used. 



Usage:




It shall always be set to “none” when sent and it shall always be ignored when received.



				Yes











				Range Bound



				Explanation







				nbr-SeparateTrafficDirection



				Number of Traffic Directions being signalled separately. 




Set to 2 if RAB asymmetry indicator is asymmetric bidirectional.




Set to 1 in all other cases.











				Range Bound



				Explanation







				maxRABSubflows



				Maximum number of Subflows per RAB. Value is 7











				Condition



				Explanation







				IftrafficConv-Stream



				This IE shall be present if the Traffic Class IE is set to “Conversational” or “Streaming”







				IftrafficInteractiv



				This IE shall be present if the  Traffic Class IE is set to “Interactive”











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				SDU parameters



				



				



				



				



				







				> SDU Error Ratio 



				C-ifErroneousSDU



				



				



				Desc.: This IE indicates the fraction of SDUs lost or detected as erroneous.




This is a Reliability attribute




Usage:




The attribute is coded as follows:




Mantissa * 10 – exponent



				Yes







				>>Mantissa



				M



				



				INTEGER (1..9)



				



				Yes







				>>Exponent



				M



				



				INTEGER (1..6)



				



				Yes







				>Residual Bit Error Ratio



				M



				



				



				Desc.: This IE indicates the undetected bit error ratio for each subflow in the delivered SDU.




This is a Reliability attribute.




Usage:




The attribute is coded as follows:




Mantissa * 10 – exponent



				Yes







				>>Mantissa



				M



				



				INTEGER (1..9)



				



				Yes







				>>Exponent



				M



				



				INTEGER (1..8)



				



				Yes







				>Delivery Of Erroneous SDU



				M



				



				ENUMERATED (yes, no, no-error-detection-consideration)



				Desc.: This IE indicates whether SDUs with detected errors shall be delivered or not. In case of unequal error protection, the attribute is set per subflow




This is a Reliability attribute




Usage:




Yes: error detection applied, erroneous SDU delivered




No. Error detection is applied , erroneous SDU discarded




no-error-detection-consideration: SDUs delivered without considering error detection.




If the RNC receives this IE set to ‘Yes’ and the User Plane Mode IE is set to ‘transparent mode’, it should consider it as ‘no-error-detection-consideration’.



				Yes







				>SDU format information Parameter



				O



				1 to <maxRABSubflowCombinations>



				See below



				Desc.: This IE contains the list of possible exact sizes of SDUs and/or RAB Subflow Combination bit rates. 



Given per RAB Subflow Combination with first occurence corresponding to RAB Subflow Combination number 1.



It shall always be present for rate controllable RABs.








				Yes











				Range Bound



				Explanation







				maxRABSubflowCombinations



				Maximum number of RAB Subflow Combinations. Value is 64.











				Condition



				Explanation







				IfErroneousSDU



				This IE shall be present if the  Delivery Of Erroneous SDU IE is set to “Yes” or “No”.











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				SDU Format Information Parameter



				



				



				



				At least one of the Subflow SDU size IE and the RAB Subflow Combination bit rate IE shall be present when SDU format information Parameter IE is present.




For the case subflow SDUs are transmitted at constant time interval, only one of the two IEs shall be present.



				







				>Subflow SDU Size



				O



				



				INTEGER (0..4095)



				Desc.: This IE indicates the exact size of the SDU.




The unit is: bit.




Usage:




This IE is only used for RABs that have predefined SDU size(s). It shall be present for RABs having more than one subflow.




For RABs having only one subflow, this IE shall be present only when the RAB is rate controllable and the SDU size of some RAB Subflow Combination(s) is different than the IE Maximum SDU Size.




When this IE is not present and SDU format information Parameter is present, then the Subflow SDU size for the only existing subflow takes the value of the IE Maximum SDU size.







				Yes







				>RAB Subflow Combination Bit Rate



				O



				



				INTEGER (0..16,000,000)



				Desc.: This IE indicates the RAB Subflow Combination bit rate.




The unit is: bit/s.




Usage:




When this IE is not present and SDU format information parameter is present then all Subflow SDUs are transmitted (when there is data to be transmitted) at a constant time interval.  



The value of this IE shall not exceed the maximum value of the IEs ‘Maximum Bit Rate’.



The value 0 of RAB Subflow Combination bitrate indicates that the RAB uses discontinuous transfer of the SDUs.



				Yes











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Allocation/Retention Priority



				



				



				



				



				







				>Priority Level



				M



				



				INTEGER {spare (0), highest (1), .., lowest (14), no priority (15)}  (0..15)



				Desc.: This IE indicates the priority of the request.




Usage:




Values between 1 and 14 are ordered in decreasing order of priority, '1' being the highest and '14' the lowest.




Value 0 shall be treated as a logical error if received.




The priority level and the preemption indicators may be used to determine whether the request has to be performed unconditionally and immediately



				Yes







				>Pre-emption Capability



				M



				



				ENUMERATED(shall not trigger pre-emption, may trigger pre-emption)



				Descr.: This IE indicates the pre-emption capability of the request on other RABs




Usage: 




The RAB shall not pre-empt other RABs or, the RAB may pre-empt other RABs




The Pre-emption Capability indicator applies to the allocation of resources for a RAB and as such it provides the trigger to the pre-emption procedures/processes of the RNS.



				Yes







				>Pre-emption Vulnerability



				M



				



				ENUMERATED(not  pre-emptable,  pre-emptable)



				Desc.: This IE indicates the vulnerability of the RAB to preemption of other RABs.




Usage:




The RAB shall not be pre-empted by other RABs or the RAB  may be pre-empted by other RABs.




Pre-emption Vulnerability indicator applies for the entire duration of the RAB, unless modified and as such indicates whether the RAB is a target of the pre-emption procedures/processes of the RNS



				Yes







				>Queuing Allowed



				M



				



				ENUMERATED(queuing not allowed, queuing allowed)



				Desc.: This IE indicates whether the request can be placed into a resource allocation queue or not.




Usage:




Queuing of the RAB is allowed




Queuing of the RAB is not allowed




Queuing allowed indicator applies for the entire duration of the RAB, unless modified.



				Yes











9.2.1.4
Cause




The purpose of the Cause IE is to indicate the reason for a particular event for the RANAP protocol.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Choice Cause



				



				



				



				



				







				>Radio Network Layer Cause 



				



				



				INTEGER
(RAB pre-empted(1),




Trelocoverall Expiry(2),




Trelocprep Expiry(3),




Treloccomplete Expiry(4), 



Tqueing Expiry(5),




 Relocation Triggered(6),




Unable to Establish During Relocation(8),




Unknown Target RNC(9),




Relocation Cancelled(10),




Successful Relocation(11),




Requested Ciphering and/or Integrity Protection Algorithms not Supported(12),




Conflict with already existing Integrity protection and/or Ciphering information (13),




Failure in the Radio Interface Procedure(14),




Release due to UTRAN Generated Reason(15),




User Inactivity(16),




Time Critical Relocation(17),




Requested Traffic Class not Available(18), 




Invalid RAB Parameters Value(19),




Requested Maximum Bit Rate not Available(20),




Requested Maximum Bit Rate for DL not Available(33),




Requested Maximum Bit Rate for UL not Available(34),




Requested Guaranteed Bit Rate not Available(21),




Requested Guaranteed Bit Rate for DL not Available(35),




Requested Guaranteed Bit Rate for UL not Available(36),




Requested Transfer Delay not Achievable(22),




Invalid RAB Parameters Combination(23), 




Condition Violation for SDU Parameters(24), 




Condition Violation for Traffic Handling Priority(25), 




Condition Violation for Guaranteed Bit Rate(26), 




User Plane Versions not Supported(27), 




Iu UP Failure(28),




TRELOCalloc Expiry (7),




Relocation Failure in Target CN/RNC or Target System (29),



Invalid RAB ID(30),




No remaining RAB(31),




Interaction with other procedure(32),




Repeated Integrity Checking Failure(37),



Requested Request Type not supported(38),



Request superseded(39),



Release due to UE generated signalling connection release(40), 



Resource Optimisation Relocation(41),




Requested Information Not Available(42),




Relocation desirable for radio reasons (43),




Relocation not supported in Target RNC or Target system(44),




 Directed Retry (45),




Radio Connection With UE Lost(46)



…,




RNC unable to establish all RFCs  (47) ,




Deciphering Keys Not Available(48),




Dedicated Assistance data Not Available(49),




Relocation Target not allowed(50),




Location Reporting Congestion(51),



Reduce Load in Serving Cell (52),




No Radio Resources Available in Target cell (53),




GERAN Iu-mode failure (54),




Access Restricted Due to Shared Networks(55))



				Value range is 1 – 64.



				Yes







				>Transport Layer Cause



				



				



				INTEGER
(




Signalling Transport Resource Failure(65),



Iu Transport Connection Failed to Establish(66),




…)



				Value range is 65 – 80.



				Yes







				>NAS Cause



				



				



				INTEGER
(User Restriction Start Indication(81),




User Restriction End Indication(82),




Normal Release(83),




 …)



				Value range is 81 – 96.



				Yes







				>Protocol Cause



				



				



				INTEGER
(Transfer Syntax Error(97), 




Semantic Error (98),




Message not compatible with receiver state (99),




Abstract Syntax Error (Reject) (100),




Abstract Syntax Error (Ignore and Notify) (101),



Abstract Syntax Error (Falsely Constructed Message) (102),



…)



				Value range is 97 – 112.



				Yes







				>Miscellaneous Cause



				



				



				INTEGER
(O&M Intervention(113),




No Resource Available(114),




Unspecified Failure(115),




Network Optimisation(116), 




…)



				Value range is 113 – 128.



				Yes







				>Non-standard Cause



				



				



				INTEGER




(…)



				Value range is 129 – 256. Cause value 256 shall not be used.



				Yes











The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerning capability is missing. On the other hand, "not available" cause values indicate that the concerning capability is present, but insufficient resources were available to perform the requested action.



				Radio Network Layer cause



				Meaning







				Deciphering Keys Not Available



				The action failed because RNC is not able to provide requested deciphering keys.







				Conflict with already existing Integrity protection and/or Ciphering information



				The action was not performed due to that the requested security mode configuration was in conflict with the already existing security mode configuration.







				Condition Violation For Guaranteed Bit Rate



				The action was not performed due to condition violation for guaranteed bit rate.







				Condition Violation For SDU Parameters



				The action was not performed due to condition violation for SDU parameters.







				Condition Violation For Traffic Handling Priority



				The action was not performed due to condition violation for traffic handling priority.







				Dedicated Assistance data Not Available



				The action failed because RNC is not able to successfully deliver the requested dedicated assistance data to the UE.







				Directed Retry



				The reason for action is Directed Retry







				Failure In The Radio Interface Procedure



				Radio interface procedure has failed.







				Interaction With Other Procedure



				Relocation was cancelled due to interaction with other procedure.







				Invalid RAB ID



				The action failed because the RAB ID is unknown in the RNC.







				Invalid RAB Parameters Combination



				The action failed due to invalid RAB parameters combination.







				Invalid RAB Parameters Value



				The action failed due to invalid RAB parameters value.







				Iu UP Failure



				The action failed due to Iu UP failure.







				No remaining RAB



				The reason for the action is no remaining RAB.







				RAB Pre-empted



				The reason for the action is that RAB is pre-empted.







				Radio Connection With UE Lost



				The action is requested due to losing radio connection to the UE







				Release Due To UE Generated Signalling Connection Release



				Release requested due to UE generated signalling connection release.







				Release Due To UTRAN Generated Reason



				Release is initiated due to UTRAN generated reason.







				Relocation Cancelled



				The reason for the action is relocation cancellation.







				Relocation Desirable for Radio Reasons



				The reason for requesting relocation is radio related.







				Relocation Failure In Target CN/RNC Or Target System



				Relocation failed due to a failure in target CN/RNC or target system.







				Relocation Not Supported In Target RNC Or Target System



				Relocation failed because relocation was not supported in target RNC or target system.







				Relocation Target not allowed



				Relocation to the indicated target cell is not allowed for the UE in question.







				Relocation Triggered



				The action failed due to relocation.







				Repeated Integrity Checking Failure



				The action is requested due to repeated failure in integrity checking.







				Request Superseded



				The action failed because there was a second request on the same RAB.







				Requested Ciphering And/Or Integrity Protection Algorithms Not Supported



				The UTRAN or the UE is unable to support the requested ciphering and/or integrity protection algorithms.







				Requested Guaranteed Bit Rate For DL Not Available



				The action failed because requested guaranteed bit rate for DL is not available.







				Requested Guaranteed Bit Rate For UL Not Available



				The action failed because requested guaranteed bit rate for UL is not available.







				Requested Guaranteed Bit Rate Not Available



				The action failed because requested guaranteed bit rate is not available.







				Requested Information Not Available



				The action failed because requested information is not available.







				Requested Maximum Bit Rate For DL Not Available



				The action failed because requested maximum bit rate for DL is not available.







				Requested Maximum Bit Rate For UL Not Available



				The action failed because requested maximum bit rate for UL is not available.







				Requested Maximum Bit Rate Not Available



				The action failed because requested maximum bit rate is not available.







				Requested Request Type Not Supported



				The RNC is not supporting the requested location request type either because it doesn’t support the requested event or it doesn’t support the requested report area.







				Location Reporting Congestion



				The action was not performed due to an inability to support location reporting caused by overload.







				Requested Traffic Class Not Available



				The action failed because requested traffic class is not available.







				Requested Transfer Delay Not Achievable



				The action failed because requested transfer delay is not achievable.







				Resource Optimisation Relocation



				The reason for requesting relocation is resource optimisation.







				Successful Relocation



				The reason for the action is completion of successful relocation.







				Time Critical Relocation



				Relocation is requested for time critical reason.







				TQUEUING Expiry



				The action failed due to expiry of the timer TQUEUING.







				TRELOCalloc Expiry



				Relocation Resource Allocation procedure failed due to expiry of the timer TRELOCalloc.







				TRELOCcomplete Expiry



				The reason for the action is expiry of timer TRELOCcomplete.







				TRELOCoverall Expiry



				The reason for the action is expiry of timer TRELOCoverall.







				TRELOCprep Expiry



				Relocation Preparation procedure is cancelled when timer TRELOCprep  expires.







				Unable To Establish During Relocation



				RAB failed to establish during relocation because it cannot be supported in the target RNC.







				Unknown Target RNC



				Relocation rejected because the target RNC is not known to the CN.







				User Inactivity



				The action is requested due to user inactivity.







				User Plane Versions Not Supported



				The action failed because requested user plane versions were not supported.







				RNC unable to establish all RFCs



				RNC couldn’t establish all RAB subflow combinations indicated within the RAB Parameters IE.







				Reduce Load in Serving Cell



				Load on serving cell needs to be reduced. 







				No Radio Resources Available in Target Cell



				Load on target cell is too high. 







				GERAN Iu-mode failure



				The RAB establishment/modification/relocation failed because the GERAN BSC cannot provide an appropriate RAB due to limited capabilities within GERAN.







				Access Restricted Due to Shared Networks



				Access is not permitted in the cell due to Shared Networks.











				Transport Layer cause



				Meaning







				Iu Transport Connection Failed to Establish



				The action failed because the Iu Transport Network Layer connection could not be established.







				Signalling Transport Resource Failure



				Signalling transport resources have failed (e.g. processor reset).











				NAS cause



				Meaning







				Normal Release



				The release is normal.







				User Restriction Start Indication



				A location report is generated due to entering a classified area set by O&M.







				User Restriction End Indication



				A location report is generated due to leaving a classified area set by O&M.











				Protocol cause



				Meaning







				Abstract Syntax Error (Reject)



				The received message included an abstract syntax error and the concerning criticality indicated "reject".







				Abstract Syntax Error (Ignore And Notify)



				The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".







				Abstract Syntax Error (Falsely Constructed Message)



				The received message contained IEs or IE groups in wrong order or with too many occurrences.







				Message Not Compatible With Receiver State



				The received message was not compatible with the receiver state.







				Semantic Error



				The received message included a semantic error.







				Transfer Syntax Error



				The received message included a transfer syntax error.











				Miscellaneous cause



				Meaning







				Network Optimisation



				The action is performed for network optimisation.







				No Resource Available



				No requested resource is available.







				O&M Intervention



				The action is due to O&M intervention.







				Unspecified Failure



				Sent when none of the specified cause values applies.











9.2.1.5
CN Domain Indicator




Indicates the CN domain from which the message originates or to which the message shall be sent.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				CN Domain Indicator



				M



				



				ENUMERATED (CS domain, PS domain)



				











9.2.1.6
Trace Type




Indicates the type of trace information to be recorded.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Trace Type



				M



				



				OCTET STRING (1)



				Coded as the Trace Type specified in 3GPP TS based on [12].











9.2.1.7
Trigger ID




Indicates the identity of the entity which initiated the trace.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Trigger ID



				M



				



				OCTET STRING (3..22)



				Typically an OMC identity.











Note: Due to inconsistency in the definition of Trigger ID between TS 25.413 and [24], it shall be ensured that the Trigger ID IE is coded with at least the minimum number of octets required.




9.2.1.8
Trace Reference




Provides a trace reference number allocated by the triggering entity.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Trace Reference



				M



				



				OCTET STRING (2..3)



				











NOTE: Due to inconsistency in the definition of Trace Reference between TS 25.413 and [24], it shall be ensured that the Trace Reference IE is coded with at least the minimum number of octets required.




9.2.1.9
UE Identity




This element identifies the element to be traced i.e. the subscriber or the user equipment.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice UE Identity



				



				



				



				







				>IMSI



				



				



				OCTET STRING (SIZE (3..8))



				- digits 0 to 9, two digits per octet,




- each digit encoded 0000 to 1001,




- 1111 used as filler




- bit 4 to 1 of octet n encoding digit 2n-1




- bit 8 to 5 of octet n encoding digit 2n




-Number of decimal digits shall be from 6 to 15 starting with the digits from the PLMN identity.







				>IMEI



				



				



				OCTET STRING (SIZE (8))



				- hexadecimal digits 0 to F, two hexadecimal digits per octet,




- each hexadecimal digit encoded 0000 to 1111,




- 1111 used as filler for bits 8 to 5 of last octet



- bit 4 to 1 of octet n encoding digit 2n-1




- bit 8 to 5 of octet n encoding digit 2n




Number of hexadecimal digits shall be 15.











9.2.1.10
OMC ID




A variable length element indicating the destination address of the Operation and Maintenance Center (OMC) to which trace information is to be sent.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				OMC ID



				M



				



				OCTET STRING (3..22)



				Coded as the OMC ID specified in UMTS TS based on GSM [25].











NOTE: Due to inconsistency in the definition of OMC ID between TS 25.413 and [24], it shall be ensured that the  OMC ID IE is coded with at least the minimum number of octets required.




9.2.1.11
Integrity Protection Information




This element contains the integrity protection information (key and permitted algorithms).



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Integrity Protection Information



				



				



				



				







				>Permitted Integrity Protection Algorithms



				



				



				



				







				>>Integrity Protection Algorithm



				M



				1 to 16



				INTEGER ( standard UIA1 (0) )



				Value range is 0 to 15. Only one value used.







				>Integrity Protection Key



				M



				



				BIT STRING (128)



				











9.2.1.12
Encryption Information




This element contains the user data encryption information (key and permitted algorithms) used to control any encryption equipment at the RNC.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Encryption Information



				



				



				



				







				>Permitted Encryption Algorithms



				



				



				



				







				>>Encryption Algorithm



				M



				1 to 16



				INTEGER (no encryption (0), standard UEA1 (1) )



				Value range is 0 to 15. Only two values used.







				>Encryption Key



				M



				



				Bit string (128)



				











9.2.1.13
Chosen Integrity Protection Algorithm




This element indicates the integrity protection algorithm being used by the RNC.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Chosen Integrity Protection Algorithm



				M



				



				INTEGER ( standard UIA1 (0), no value (15))



				Value range is 0 to 15. Only one value used.




The value "no value" shall only be used in case of RANAP signalling over MAP/E [23].











9.2.1.14
Chosen Encryption Algorithm




This element indicates the encryption algorithm being used by the RNC.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Chosen Encryption Algorithm



				M



				



				INTEGER (no encryption (0), standard UEA1 (1) )



				Value range is 0 to 15. Only two values used.











9.2.1.15
Categorisation Parameters




Void.




9.2.1.16
Request Type




This element indicates the type of UE location to be reported from RNC and it is either a Service Area or Geographical Area.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Request Type



				



				



				



				







				>Event



				M



				



				ENUMERATED(Stop Change of service area, Direct, Change of service area, ..., Stop Direct)



				







				>Report Area



				M



				



				ENUMERATED(Service Area, Geographical Area, ...)



				When the Event IE is set to “Stop Change of service area” or to "Stop Direct", the value of the Report area IE shall be the same as in the LOCATION REPORTING CONTROL message that initiated the location reporting.







				>Accuracy Code



				O



				



				INTEGER(




0..127)



				The requested accuracy "r" is derived from the "accuracy code" k by




r = 10x(1.1k-1).




The Accuracy Code IE shall be understood as the horizontal accuracy code.











9.2.1.17
Data Volume Reporting Indication




This information element indicates whether or not RNC has to calculate the unsuccessfully transmitted NAS data amount for the RAB and to report the amount of data when the RAB is released.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Data Volume Reporting Indication



				M



				



				ENUMERATED (do report, do not report)



				











9.2.1.18
User Plane Mode




This element indicates the mode of operation of the Iu User plane requested for realising the RAB. The Iu User plane modes are defined in [6].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				User Plane Mode



				M



				



				ENUMERATED (transparent mode, support mode for predefined SDU sizes, ...)



				This IE contains the mode of operation of the Iu UP protocol











9.2.1.19
UP Mode Versions




UP mode versions IE is an information element that is sent by CN to RNC. It is a bit string that indicates the versions for the selected Iu UP mode that are required and supported by the CN. The Iu User plane mode versions shall be defined and coded as the "Iu UP Mode versions supported" field defined in [6]. This reference is applicable for both the transparent mode and the support mode for predefined SDU sizes.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				UP Mode Versions



				M



				



				BIT STRING (16)



				Indicates the versions of the selected UP mode that are required and supported by the CN
















9.2.1.20
Chosen UP Version



Void.



9.2.1.21
Paging Area ID




This element uniquely identifies the area, where the PAGING message shall be broadcasted. The Paging area ID is either a Location Area ID or Routing Area ID.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Paging Area ID



				



				



				



				







				>LAI



				



				



				9.2.3.6



				







				>RAI



				



				



				



				







				>>LAI



				M



				



				9.2.3.6



				







				>>RAC



				M



				



				9.2.3.7



				











9.2.1.22
Non Searching Indication




This parameter allows the RNC not to search Common ID when receiving a PAGING message from the CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Non Searching Indication



				M



				



				ENUMERATED (non-searching, searching)



				











9.2.1.23
Relocation Type




This information element indicates whether the relocation of SRNS is to be executed with or without involvement of the UE. If the UE is involved then a radio interface handover command shall be sent to the UE to trigger the execution of the relocation. If the UE is not involved then the relocation execution is triggered via Iur.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Relocation Type



				M



				



				ENUMERATED (UE not involved in relocation of SRNS,UE involved in relocation of SRNS)



				











9.2.1.24
Source ID




 Source ID IE identifies the source for the relocation of SRNS. The Source ID may be e.g. Source RNC-ID (for UMTS-UMTS relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Source ID



				



				



				



				







				>Source RNC-ID



				–



				



				



				







				>>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, encoded 0000 to 1001,




- 1111 used as filler digit,




two digits per octet,




- bits 4 to 1 of octet n encoding digit 2n-1




- bits 8 to 5 of octet n encoding digit 2n




-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).







				>>RNC-ID



				M



				



				INTEGER (0..4095)



				







				>SAI



				–



				



				9.2.3.9



				











9.2.1.25
Target ID




Target ID IE identifies the target for the relocation of SRNS. The target ID may be e.g. Target RNC-ID (for UMTS-UMTS relocation) or Cell Global ID of the relocation target (in case of UMTS to GSM relocation).




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Choice Target ID



				



				



				



				



				







				>Target RNC-ID



				



				



				



				



				







				>>LAI



				M



				



				9.2.3.6



				



				







				>>RAC



				O



				



				9.2.3.7



				



				







				>>RNC-ID



				M



				



				INTEGER (0..4095)



				



				Yes







				>CGI



				



				



				



				



				







				>>LAI



				M



				



				9.2.3.6



				



				







				>>CI



				M



				



				OCTET STRING (2)



				



				Yes











9.2.1.26
MS Classmark 2




The coding of this element is described in [10].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				MS Classmark 2



				M



				



				OCTET STRING



				Contents defined in  [10]











9.2.1.27
MS Classmark 3




The coding of this element is described in [10].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				MS Classmark 3



				M



				



				OCTET STRING



				Contents defined in  [10]











9.2.1.28
Source RNC to Target RNC Transparent Container




Source RNC to Target RNC Transparent Container IE is an information element that is produced by source RNC and is transmitted to target RNC. In inter-system handover the IE is transmitted from external relocation source to target RNC.




This IE is transparent to CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality







				RRC Container



				M



				



				OCTET STRING



				



				-



				







				Number of Iu Instances



				M



				



				INTEGER (1..2)



				



				-



				







				Relocation Type



				M



				



				9.2.1.23



				



				-



				







				Chosen Integrity Protection Algorithm



				O



				



				9.2.1.13



				Indicates the integrity protection algorithm.



				-



				







				Integrity Protection Key



				O



				



				Bit String (128)



				



				-



				







				Chosen Encryption Algorithm



				O



				



				9.2.1.14



				Indicates the algorithm for ciphering of signalling data.



				-



				







				Ciphering Key



				O



				



				Bit String (128)



				



				-



				







				Chosen Encryption Algorithm 



				O



				



				9.2.1.14



				Indicates the algorithm for ciphering of CS user data.



				-



				







				Chosen Encryption Algorithm



				O



				



				9.2.1.14



				Indicates the algorithm for ciphering of PS user data.



				-



				







				d-RNTI



				C - ifUEnotinvolved



				



				INTEGER (0..1048575)



				



				-



				







				Target Cell ID



				C - ifUEinvolved



				



				INTEGER (0..268435455)



				This information element identifies a cell  uniquely within  UTRAN and consists of RNC-ID (12 bits) and C-ID (16 bits) as defined in TS 25.401 [3].



				-



				







				Downlink Cell Load Information 



				O



				



				Cell Load Information 9.2.1.49



				For the Downlink



				-



				







				Uplink Cell Load Information



				O



				



				Cell Load Information 9.2.1.49



				For the Uplink



				-



				







				RAB TrCH Mapping



				O



				1 to <maxnoofRABs>



				



				



				-



				







				   >RAB ID



				M



				



				9.2.1.2



				



				-



				







				   >RAB Subflow    



				M



				1 to <maxRAB-Subflows>



				



				The RAB Subflows shall be presented in an order that corresponds to the order in which the RBs are presented per RAB in the RRC container included in this IE.



				-



				







				        >> Transport Channel IDs



				



				



				



				



				-



				







				        >>> DCH ID



				O



				



				INTEGER (0..255)



				The DCH ID is the identifier of an active dedicated transport channel. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.



				-



				







				       >>> DSCH ID



				O



				



				INTEGER (0..255)



				The DSCH ID is the identifier of an active downlink shared transport channel. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.



				-



				







				       >>> USCH ID



				O



				



				INTEGER (0..255)



				The USCH ID is the identifier of an active uplink shared transport channel. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.



				-



				







				    >CN Domain Indicator



				M



				



				9.2.1.5



				



				YES



				Ignore







				  SRB TrCH Mapping



				O



				1 to <maxnoofSRBs>



				



				



				GLOBAL



				Reject







				    >SRB ID



				M



				



				INTEGER (1..32)



				The SRB ID is the absolute value of the SRB.



				-



				







				    >DCH ID



				O



				



				INTEGER (0..255)



				The DCH ID is the identifier of an active dedicated transport channel over Iur. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.



				-



				







				    >DSCH ID



				O



				



				INTEGER (0..255)



				The DSCH ID is the identifier of an active downlink shared transport channel over Iur. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.



				-



				







				    >USCH ID



				O



				



				INTEGER (0..255)



				The USCH ID is the identifier of an active uplink shared transport channel over Iur. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.



				-



				











				Condition



				Explanation







				IfUEnotinvolved



				This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS".







				IfUEinvolved



				This IE shall be present if the Relocation type IE is set to "UE involved in relocation of SRNS".











				Range bound



				Explanation







				maxnoofRABs



				Maximum no. of RABs for one UE. Value is 256.







				maxRABSubflows



				Maximum no. of subflows per RAB. Value is 7.







				maxnoofSRBs



				Maximum no. of SRBs per RAB. Value is 8.











9.2.1.29
Old BSS to New BSS Information




The coding of this element is described in [11].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Old BSS To New BSS Information



				M



				



				OCTET STRING



				Coded as the Old BSS to New BSS information elements field of the Old BSS to New BSS Information IE defined in [11].











9.2.1.30
Target RNC to Source RNC Transparent Container




Target RNC to Source RNC Transparent Container IE is an information element that is produced by target RNC and is transmitted to source RNC. In inter-system handover the IE is transmitted from target RNC to the external relocation source.




This IE is transparent to CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				RRC Container



				M



				



				OCTET STRING



				







				d-RNTI



				O



				



				 INTEGER (0..1048575)



				May be included to allow the triggering of the Relocation Detect procedure from the Iur Interface











9.2.1.31
L3 Information




The coding of this element is described in [11].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				L3 Information



				M



				



				OCTET STRING



				Coded as the value part of the Layer 3 Information IE defined in [11] (i.e. excluding the Element Identifier and the Length fields).











9.2.1.32
Number of Steps




Indicates the number of steps to reduce traffic in overload situation.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Number Of Steps



				M



				



				INTEGER (1..16)



				











9.2.1.33
DL N-PDU Sequence Number




This IE indicates the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP SDU) that would have been sent to the UE by a source system.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				DL N-PDU Sequence Number



				M



				



				INTEGER (0 ..65535)



				This IE indicates the sequence number of the next DL N-PDU that would have been sent to the UE by a source system.




This is the 16 bit sequence number.











9.2.1.34
UL N-PDU Sequence Number




This IE indicates the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP SDU) that would have been expected from the UE by a source system.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				UL N-PDU Sequence Number



				M



				



				INTEGER (0 ..65535)



				This IE indicates the sequence number of the next UL N-PDU that would have been expected from the UE by a source system.




This is the 16 bit sequence number.











9.2.1.35
Criticality Diagnostics



The Criticality Diagnostics IE is sent by the RNC or the CN when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs that were not comprehended or were missing.



For further details on how to use the Criticality Diagnostics IE, see Annex A.2.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Criticality Diagnostics



				



				



				



				







				>Procedure Code



				O



				



				INTEGER (0..255)



				Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error







				>Triggering Message 



				O



				



				ENUMERATED(initiating message, successful outcome, unsuccessful outcome, outcome)



				The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 







				>Procedure Criticality 



				O



				



				ENUMERATED(reject, ignore, notify)



				This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).







				Information Element Criticality Diagnostics



				



				0 to <maxnoof errors>



				



				







				>IE Criticality 



				M



				



				ENUMERATED(reject, ignore, notify)



				The IE Criticality  is used for reporting the criticality of the triggering IE. The value 'ignore' shall  not be used.







				>IE ID



				M



				



				INTEGER (0..65535)



				The IE ID of the not understood or missing IE 







				>Repetition Number



				O



				



				INTEGER (0..255)



				The Repetition Number IE gives




· in case of a not understood IE: 
The number of occurrences of the reported IE up to and including the not understood occurrence




· in case of a missing IE:
The number of occurrences up to but not including the missing occurrence.




Note: All the counted occurrences of the reported IE must have the same topdown hierachical message structure of IEs with assigned criticality above them.







				>Message Structure



				O



				



				9.2.1.42



				The Message Structure IE describes the structure where the not understood or missing IE was detected.




This IE is included if the not understood IE is not the top level of the message.







				>Type of Error



				M



				



				ENUMERATED(not understood, missing, …)



				











				Range bound



				Explanation







				maxnooferrors



				Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.











9.2.1.36
Key Status




This IE tells if the keys included in SECURITY MODE COMMAND message are new or if they have been used previously.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Key Status



				M



				



				ENUMERATED (old, new, …)



				











9.2.1.37
DRX Cycle Length Coefficient




This IE indicates the DRX cycle length coefficient (k) as defined in [10].



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				DRX Cycle Length Coefficient



				M



				



				INTEGER




(6..9)



				











9.2.1.38
Iu Signalling Connection Identifier




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Iu Signalling Connection Identifier



				M



				



				BIT STRING (SIZE(24))



				The most significant bit of this IE shall indicate the node, that has assigned the value.




MSB = “0”: assigned by the RNC




MSB = “1”: assigned by the CN 
















9.2.1.39
Global RNC-ID




Global RNC-ID is used to globally identify an RNC.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Global RNC-ID



				



				



				



				







				>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, encoded 0000 to 1001,




- 1111 used as filler digit,




two digits per octet,




- bits 4 to 1 of octet n encoding digit 2n-1




- bits 8 to 5 of octet n encoding digit 2n




-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).







				>RNC-ID



				M



				



				INTEGER (0..4095)



				











9.2.1.40

PDP Type Information




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				PDP Type Information



				



				



				



				







				  >PDP Type



				M



				1 to <maxnoofPDPDirections>



				ENUMERATED(empty, PPP, OSP:IHOSS, IPv4, IPv6,…)



				PDP Type is defined in  [8], and the restrictions on usage shall comply with [8].




Usage: 




When the IE is repeated then PDP Type for downlink is signalled first, followed by PDP Type for uplink; when the IE is not repeated, the PDP Type shall apply to both uplink and downlink.



OSP:IHOSS: This value shall not be used.











				Range bound



				Explanation







				maxnoofPDPDirections



				Number of directions for which PDP Type is signalled separately











9.2.1.41
Service Handover




This IE tells if intersystem handover to GSM should, should not, or shall not be performed for the RAB in question.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Service Handover



				M



				



				ENUMERATED (Handover to GSM should be performed, Handover to GSM should not be performed, Handover to GSM shall not be performed, …)



				











9.2.1.42
Message Structure



The Message Structure IE gives information for each level with assigned criticality in an hierachical message structure from top level down to the lowest level above the reported level for the occured error (reported in the Information Element Criticality Diagnostics IE).



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Criticality



				Assigned Criticality







				Message structure



				



				1 to <maxnooflevels>



				



				The first repetition of the Message Structure IE corresponds to the top level of the message. The last repetition of the Message Structure IE corresponds to the level above the reported level for the occured error of the message.



				GLOBAL



				ignore







				>IE ID



				M



				



				INTEGER (0..65535)



				The IE ID of this level’s IE containing the not understood or missing IE.



				-



				







				>Repetition Number



				O



				



				INTEGER (1..256)



				The Repetition Number IE gives, if applicable, the number of occurrences of this level’s reported IE up to and including the occurrence containing the not understood or missing IE. 




Note: All the counted occurrences of the reported IE must have the same topdown hierachical message structure of IEs with assigned criticality above them.



				-



				











				Range bound



				Explanation







				maxnooflevels



				Maximum no. of message levels to report.  The value for maxnooflevels is 256.











9.2.1.43
Alternative RAB Parameter Values




The purpose of the Alternative RAB Parameter Values IE is to indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some cases also which alternative values to be used in the negotiation.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Alternative RAB parameter values



				



				



				



				



				







				>Alternative Maximum Bit Rate Information



				O



				



				



				Included only if negotiation is allowed for this IE.



				







				>>Type of Alternative Maximum Bit Rate Information



				M



				



				ENUMERATED (Unspecified, Value range, Discrete values)



				Unspecified means that negotiation is allowed, but no alternative values are provided from the CN i.e. the RNC is allowed to assign any value equal or below the ones indicated in the RAB Parameters IE.



				Yes







				>>Alternative Maximum Bit Rates



				C - ifValueRangeorDiscreteValuesMBR



				1 to <nbr- Alternative Values>



				



				For Value Range, one value limit is given here and the other given by Maximum Bit Rate in the RAB Parameters IE.




For Discrete Values, 1 to 16 discrete values can be given.



				







				>>>Bit Rate



				M



				1 to <nbr-SeparateTrafficDirections>



				INTEGER (1..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, then the Bit Rate attribute for downlink is signalled first, then the Bit Rate attribute for uplink.



				Yes







				>Alternative Guaranteed Bit Rate Information 



				O



				



				



				Included only if negotiation is allowed for this IE.



				







				>>Type of Alternative Guaranteed Bit Rate Information



				M



				



				ENUMERATED (Unspecified, Value range, Discrete values)



				Unspecified means that negotiation is allowed, but no alternative values are provided from the CN i.e. the RNC is allowed to assign any value equal or below the ones indicated in the RAB Parameters IE.



				Yes







				>>Alternative Guaranteed Bit Rates



				C  ifValueRangeorDiscreteValuesGBR



				1 to <nbr- Alternative Values>



				



				For Value Range, one value limit is given here and the other given by Guaranteed Bit Rate in the RAB Parameters IE.




For Discrete Values, 1 to 16 discrete values can be given.



				







				>>>Bit Rate



				M



				1 to <nbr-SeparateTrafficDirections>



				INTEGER (0..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, then the Bit Rate attribute for downlink is signalled first, then the Bit Rate attribute for uplink.



				Yes











				Range Bound



				Explanation







				nbr-AlternativeValues



				Maximum number of alternative values. 




Value is 1 in case of Value Range and




16 in case of Discrete Values. 







				nbr-SeparateTrafficDirection



				Number of Traffic Directions being signalled separately.




Set to 2 if RAB asymmetry indicator is asymmetric bidirectional.




Set to 1 in all other cases.











				Condition



				Explanation







				ifValueRangeorDiscreteValuesMBR



				This IE shall be present if the Type of Alternative Maximum Bit Rates Information IE is set to "Value range" or "Discrete values".







				ifValueRangeorDiscreteValuesGBR



				This IE shall be present if the Type of Guaranteed Bit Rates Information IE is set to “Value range” or “Discrete values”.











9.2.1.44
Assigned RAB Parameter Values




The purpose of the Assigned RAB Parameter Values IE is to indicate that RAB QoS negotiation has been performed for certain RAB parameters and which values that have been chosen.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Assigned RAB parameter values



				



				



				



				



				







				>Assigned Maximum Bit Rate



				O



				1 to <nbr-SeparateTrafficDirections>



				INTEGER (1..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, then Assigned  Maximum Bit Rate attribute for downlink is signalled first, then Assigned Maximum Bit Rate attribute for uplink.



				Yes







				>Assigned Guaranteed Bit Rate



				O



				1 to <nbr-SeparateTrafficDirections>



				INTEGER (0..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, then Assigned Guaranteed Bit Rate for downlink is signalled first, then Assigned Guaranteed Bit Rate for uplink.



				Yes











				Range Bound



				Explanation







				nbr-SeparateTrafficDirection



				Number of Traffic Directions being signalled separately.




Set to 2 if RAB asymmetry indicator is asymmetric bidirectional.




Set to 1 in all other cases.











9.2.1.45
Requested RAB Parameter Values




The purpose of Requested RAB Parameter Values IE is to indicate the RAB parameters for which different values are being requested, as well as those different RAB parameter values.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				Requested RAB Parameter Values



				



				



				



				



				







				>Requested Maximum Bit Rate



				O



				 0 to <nbr-SeparateTrafficDirections>



				INTEGER (1..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, Requested Maximum Bit Rate attribute for downlink is signalled first, then Requested Maximum Bit Rate attribute for uplink.



				Yes







				>Requested Guaranteed Bit Rate



				O



				0 to <nbr-SeparateTrafficDirections>



				INTEGER (0..16,000,000)



				When nbr-SeparateTrafficDirections is equal to 2, Requested Guaranteed Bit Rate for downlink is signalled first, then Requested Guaranteed Bit Rate for uplink.



				Yes











				Range bound



				Explanation







				nbr-SeparateTrafficDirection



				Number of Traffic Directions being signalled separately.




Set to 2 if RAB Asymmetry Indicator is asymmetric bidirectional.




Set to 1 in all other cases.











9.2.1.46
Global CN-ID




Global CN-ID is used to globally identify a CN node.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Global CN-ID



				



				



				



				







				>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, encoded 0000 to 1001,




- 1111 used as filler digit,




two digits per octet,




- bits 4 to 1 of octet n encoding digit 2n-1




- bits 8 to 5 of octet n encoding digit 2n




-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).







				>CN-ID



				M



				



				INTEGER (0..4095)



				











9.2.1.46a
Vertical Accuracy Code




This element includes information about the requested vertical accuracy.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Vertical Accuracy Code



				



				



				



				







				>Vertical Accuracy Code



				M



				



				INTEGER(




0..127)



				The requested accuracy "v" is derived from the "accuracy code" k by




v = 45x(1.025k-1).











9.2.1.46b
Response Time




This element includes information about the requested response time.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Response Time



				



				



				



				







				>Response Time



				M



				



				ENUMERATED (Low Delay, Delay Tolerant, …) 



				The value refers to [30].











9.2.1.46c
Positioning Priority




This element includes information about the requested positioning priority.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Positioning Priority



				



				



				



				







				>Positioning Priority



				M 



				



				ENUMERATED(High Priority, Normal Priority, …)



				The value refers to [30].











9.2.1.46d
Client Type




This element includes information about the client type.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Client Type



				



				



				



				







				>Client Type



				M



				



				ENUMERATED(Emergency Services, Value Added Services, PLMN Operator Services, Lawful Intercept Services, PLMN Operator - broadcast services, PLMN Operator - O&M, PLMN Operator - anonymous statistics, PLMN Operator - Target MS service support, …)



				Identifies the type of client.











9.2.1.47
New BSS to Old BSS Information




The coding of this element is described in [11].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				New BSS To Old BSS Information



				M



				



				OCTET STRING



				Contents defined in [11].











9.2.1.48
Inter-System Information Transparent Container




Inter-System Information Transparent Container IE is an information element that is produced by target system BSC/RNC and is transmitted to source system RNC/BSC. This IE is transparent to CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Downlink Cell Load Information 



				O



				



				Cell Load Information 9.2.1.49



				For the Downlink







				Uplink Cell Load Information 



				O



				



				Cell Load Information 9.2.1.49



				For the Uplink











9.2.1.49
Cell Load Information




The Cell Load Information IE contains the load information of a specific (serving or target) cell for either the Downlink or the Uplink.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Cell Load Information



				



				



				



				







				> Cell Capacity Class



				M



				



				9.2.1.50



				







				> Cell Load



				M



				



				9.2.1.51



				







				> Real Time Load 



				O



				



				9.2.1.52



				







				> Non Real-Time Load Information



				O



				



				9.2.1.53



				











9.2.1.50
Cell Capacity Class




The Cell Capacity Class IE indicates the maximum cell capacity of the cell. This is defined by the operator.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Cell Capacity Class



				M



				



				INTEGER (1..100)



				Value 1 shall indicate the minimum capacity class, and 100 shall indicate the maximum capacity class. Capacity class should be measured on a linear scale.











9.2.1.51
Cell Load




The Cell Load IE  is the total cell load relative to the maximum planned capacity of the cell.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Cell Load



				M



				



				INTEGER (0..100)



				Value 0 shall indicate the minimum load, and 100 shall indicate the maximum load. Cell Load should be measured on a linear scale.











9.2.1.52
Real-Time Load




The Real-Time Load IE indicates the ratio of the load generated by Real Time traffic relative to the measured Cell Load. Real Time traffic corresponds to the Conversational and Streaming traffic classes.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Real Time Load



				M



				



				INTEGER (0..100)



				Value 0 shall indicate the minimum load, and 100 shall indicate the maximum load. Real Time Load should be measured on a linear scale.











9.2.1.53
Non Real-Time Load Information




The Non Real-Time Load Information IE indicates the load situation on the cell for the Non Real-Time traffic. Non Real Time traffic corresponds to the Interactive and Background traffic classes.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Non Real Time Load Information



				M



				



				ENUMERATED (Low, Medium, High, Overloaded, ...)



				











9.2.1.54
Source RNC PDCP context info




The purpose of the Source RNC PDCP context info IE is to transfer RNC PDCP context information from source RNC to target RNC during SRNS relocation.




This IE is transparent to CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				RRC Container



				M



				



				OCTET STRING



				











9.2.1.55
Information Transfer ID




Indicates the identity of an information transfer.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Information Transfer ID



				M



				



				INTEGER (0..2^20-1)



				











9.2.1.56
Provided Data




Provides the data that is transferred in an information transfer.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Provided Data



				



				



				



				







				>Shared Network Information



				O



				



				9.2.3.23



				











9.2.1.57
GERAN Classmark 




The purpose of GERAN Classmark IE is to transfer GERAN specific information to the CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				GERAN Classmark



				M



				



				OCTET STRING



				Contents defined in [11].











9.2.1.58
GERAN BSC Container




The purpose of GERAN BSC Container IE is to transfer GERAN specific information from the CN to GERAN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				GERAN BSC Container



				M



				



				OCTET STRING



				Contents defined in [11].











9.2.2
Transport Network Layer Related IEs




9.2.2.1
Transport Layer Address




For the PS domain, or for the CS domain in order to allow transport bearer estalishment without ALCAP, this information element is an IP address to be used for the user plane transport. For the CS domain, in case of transport bearer establishment with ALCAP, this address is to be used for Transport Network Control Plane signalling to set up the transport bearer.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Transport Layer Address



				M



				



				BIT STRING (1..160, …)



				The Radio Network layer is not supposed to interpret the address information. It should pass it to the transport layer for interpretation.




For details on the Transport Layer Address, see ref.  [9].











9.2.2.2
Iu Transport Association




This element is used to associate the RAB and the corresponding transport bearer. For the CS domain this information element is either the Binding ID to be used in Transport Network Control Plane signalling during set up of the transport bearer or it contains the UDP port in order to allow transport bearer establishment without ALCAP. In PS domain this information element is the GTP Tunnel Endpoint Identifier.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Iu Transport Association



				



				



				



				







				>GTP TEID



				



				



				OCTET STRING (4)



				







				>Binding ID



				



				



				OCTET STRING (4)



				If the Binding ID includes an UDP port, the UDP port is included in octet 1 and 2. The first octet of the UDP port field shall be included in the first octet of the Binding ID.











9.2.2.3
DL GTP-PDU Sequence Number




This IE indicates the sequence number of the GTP-PDU which is the next to be sent to the UE.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				DL GTP-PDU Sequence Number



				M



				



				INTEGER (0 ..65535)



				This IE indicates the sequence number of the GTP-PDU which is next to be sent to the UE.











9.2.2.4
UL GTP-PDU Sequence Number




This IE indicates the sequence number of the GTP-PDU which is the next to be sent to the SGSN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				UL GTP-PDU Sequence Number



				M



				



				INTEGER (0 ..65535)



				This IE indicates the sequence number of the GTP-PDU which is next to be sent to the SGSN.











9.2.3
NAS Related IEs




9.2.3.1
Permanent NAS UE Identity




This element is used to identify the UE commonly in UTRAN and in CN. RNC uses it to find other existing signalling connections of this same UE (e.g. RRC or Iu signalling connections) Initially this is of the type of IMSI.




NOTE:
IMSI is specified in the [19].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Permanent NAS UE Identity



				



				



				



				







				>IMSI



				M



				



				OCTET STRING (SIZE (3..8))



				- digits 0 to 9, two digits per octet,




- each digit encoded 0000 to 1001,




- 1111 used as filler




- bit 4 to 1 of octet n encoding digit 2n-1




- bit 8 to 5 of octet n encoding digit 2n




-Number of decimal digits shall be from 6 to 15 starting with the digits from the PLMN identity.











9.2.3.2
Temporary UE ID




Temporary Mobile Subscriber Identity, used for security reasons to hide the identity of a subscriber.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Temporary UE ID



				



				



				



				







				>TMSI



				



				



				OCTET STRING (4)



				







				>P-TMSI



				



				



				OCTET STRING (4)



				











9.2.3.3
Paging Cause




This element indicates the cause of paging to the UE.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Paging Cause



				M



				



				ENUMERATED( Terminating Conversational Call,  Terminating Streaming Call,  Terminating Interactive Call, Terminating Background Call, 



Terminating Low Priority Signalling, 



...,




Terminating High Priority Signalling)



				











9.2.3.4
NAS Broadcast Information



Void




9.2.3.5
NAS PDU




This information element contains the CN – UE  or UE – CN message that is transferred without interpretation in the RNC. Typically it contains call control, session management, supplementary services, short message service and mobility management messages.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				NAS PDU



				M



				



				OCTET STRING



				











9.2.3.6
LAI




This element is used to uniquely identify a Location Area.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				LAI



				



				



				



				



				







				>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, encoded 0000 to 1001,




- 1111 used as filler digit,




two digits per octet,




- bits 4 to 1 of octet n encoding digit 2n-1




- bits 8 to 5 of octet n encoding digit 2n




-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).



				Yes







				>LAC



				M



				



				OCTET STRING (2)



				0000 and FFFE not allowed.



				Yes











9.2.3.7
RAC




This element is used to identify a Routing Area within a Location Area. It is used for PS services.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				RAC



				M



				



				OCTET STRING (1)



				











9.2.3.8
SAPI




The SAPI IE is used to indicate the specific service provided for the message.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				SAPI



				M



				



				ENUMERATED (SAPI 0, SAPI 3, ...)



				











9.2.3.9
SAI




Service Area Identifier (SAI) IE information (see ref. [3]) is used to identify an area consisting of one or more cells belonging to the same Location Area. Such an area is called a Service Area and can be used for indicating the location of a UE to the CN. For this protocol, only a Service Area that is defined to be applicable to the PS and CS domains shall be used.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description



				Traced







				SAI



				



				



				



				



				







				>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, encoded 0000 to 1001,




- 1111 used as filler digit,




two digits per octet,




- bits 4 to 1 of octet n encoding digit 2n-1




- bits 8 to 5 of octet n encoding digit 2n




-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).



				Yes







				>LAC 



				M



				



				OCTET STRING (2)



				0000 and FFFE not allowed.



				Yes







				>SAC



				M



				



				OCTET STRING (2)



				



				Yes











9.2.3.10
Area Identity




This information element is used for indicating the location of a UE and is either a Service Area or Geographical Area.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Area Identity



				



				



				



				







				>SAI



				



				



				9.2.3.9



				







				>Geographical Area



				



				



				9.2.3.11



				











9.2.3.11
Geographical Area




Geographical Area IE is used to identify an area, as seen from the CN, using geographical coordinates. The reference system is the same as the one used in [20].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Choice Geographical Area



				



				



				



				







				>Point



				



				



				See below



				Ellipsoid point







				>Point With Uncertainty



				



				



				See below



				Ellipsoid point with uncertainty circle







				>Polygon



				



				



				See below



				List of Ellipsoid points







				>Ellipsoid point with uncertainty Ellipse



				



				



				See below



				Ellipsoid point with uncertainty Ellipse







				>Ellipsoid point with altitude



				



				



				See below



				Ellipsoid point with altitude







				>Ellipsoid point with altitude and uncertainty Ellipsoid



				



				



				See below



				Ellipsoid point with altitude and uncertainty Ellipsoid







				>Ellipsoid Arc



				



				



				See below



				Ellipsoid Arc











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Point



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Point With Uncertainty



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				







				>Uncertainty Code



				M



				



				INTEGER(




0..127)



				The uncertainty "r" is derived from the "uncertainty code" k by




r = 10x(1.1k-1)











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Polygon



				



				



				



				







				>Geographical Coordinates



				M



				1 to <maxnoofPoints>



				See below



				











				Range bound



				Explanation







				maxnoofPoints



				Maximum no. of points in polygon. Value is 15.











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Ellipsoid point with uncertainty Ellipse



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				







				>Uncertainty Ellipse



				M



				



				See below



				







				>Confidence



				M



				



				INTEGER(




0..127)



				











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Ellipsoid point with altitude



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				







				>Altitude and direction



				M



				



				See below



				











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Ellipsoid point with altitude and uncertainty Ellipsoid



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				







				>Altitude and direction



				M



				



				See below



				







				>Uncertainty Ellipse



				M



				



				See below



				







				>Uncertainty Altitude



				M



				



				INTEGER(




0..127)



				







				>Confidence



				M



				



				INTEGER(




0..127)



				











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Ellipsoid Arc



				



				



				



				







				>Geographical Coordinates



				M



				



				See below



				







				>Inner radius



				M



				



				INTEGER (




0..216-1)



				The relation between the value (N) and the radius (r) in meters it describes is 5N( r <5(N+1), except for N=216-1 for which the range is extended to include all grater values of (r).







				>Uncertainty radius



				M



				



				INTEGER(




0..127)



				The uncertainty "r" is derived from the "uncertainty code" k by




r = 10x(1.1k-1)







				>Offset angle



				M



				



				INTEGER(




0..179)



				The relation between the value (N) and the angle (a) in degrees it describes is 
2N( a <2(N+1)







				>Included angle



				M



				



				INTEGER(




0..179)



				The relation between the value (N) and the angle (a) in degrees it describes is 
2N( a <2(N+1)







				>Confidence



				M



				



				INTEGER(




0..127)



				











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Geographical Coordinates



				



				



				



				







				>Latitude Sign



				M



				



				ENUMERATED (North, South)








				







				>Degrees Of Latitude



				M



				



				INTEGER (




0..223-1)



				The IE value (N) is derived by this formula:




N223 X /90  N+1




X being the latitude in degree (0°.. 90°)







				>Degrees Of Longitude



				M



				



				INTEGER (




-223..223-1)



				The IE value (N) is derived by this formula:




N224 X /360  N+1




X being the longitude in degree (-180°..+180°)











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Uncertainty Ellipse



				



				



				



				







				>Uncertainty semi-major



				M



				



				INTEGER(




0..127)



				The uncertainty "r" is derived from the "uncertainty code" k by




r = 10x(1.1k-1)







				>Uncertainty semi-minor



				M



				



				INTEGER(




0..127)



				The uncertainty "r" is derived from the "uncertainty code" k by




r = 10x(1.1k-1)







				>Orientation of major axis



				M



				



				INTEGER(




0..179)



				The relation between the value (N) and the angle (a) in degrees it describes is 
2N( a <2(N+1)











				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Altitude and direction



				



				



				



				







				>Direction of Altitude



				M



				



				ENUMERATED (Height, Depth)








				







				>Altitude



				M



				



				INTEGER (




0..215-1)



				The relation between the value (N) and the altitude (a) in meters it describes is N( a <N+1, except for N=215-1 for which the range is extended to include all grater values of (a).











9.2.3.12
Unsuccessfully Transmitted Data Volume




This information element indicates the data volume (octets) that is unsuccessfully transmitted over the radio interface  in DL direction for the RAB.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Unsuccessfully Transmitted Data Volume



				M



				



				INTEGER (0..232-1)



				Unit is octet.











9.2.3.13
Data Volume Reference




This information element indicates the time when the data volume is counted.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Data Volume Reference



				M



				



				INTEGER (0..255)



				











9.2.3.14
Information Identity



Void




9.2.3.15
Information Priority



Void




9.2.3.16
Information Control



Void




9.2.3.17
CN Broadcast Area



Void




9.2.3.18
NAS Synchronisation Indicator



This information element contains transparent NAS information that is transferred without interpretation in the RNC.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				NAS Synchronisation Indicator



				M



				



				BIT STRING (4)



				











9.2.3.19
Location Related Data Request Type




This element indicates the type of the requested location related data for the indicated positioning method, and provides the assistance data for the Assisted GPS positioning method.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Location Related Data Request Type



				



				



				



				







				>Requested Location Related Data Type



				M



				



				ENUMERATED(Deciphering Keys for UE Based OTDOA, 




Deciphering Keys for Assisted GPS, 




Dedicated Assistance Data for UE Based OTDOA, 




Dedicated Assistance Data for Assisted GPS, ...)



				







				>Requested GPS Assistance Data



				C – ifDedAssGPS



				



				9.2.3.21



				











				Condition



				Explanation







				ifDedAssGPS



				This IE shall be present if the Requested Location Related Data Type IE is set to ‘Dedicated Assistance Data for Assisted GPS’.











9.2.3.20
Broadcast Assistance Data Deciphering keys




This information element is used for indicating the deciphering keys that will be used by the UE for deciphering of assistance data broadcast.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Broadcast Assistance Data Deciphering keys



				



				



				



				







				> Ciphering Key Flag



				M



				



				BIT STRING (SIZE(1))



				Indicates the current Ciphering Key Flag that is used for the assistance data broadcast messages in the location area.







				>Current Deciphering key



				M



				



				BIT STRING (SIZE(56))



				Current deciphering key that is used for deciphering assistance data.







				>Next Deciphering key



				M



				



				BIT STRING (SIZE(56))



				Next deciphering key that will be used for deciphering assistance data.











9.2.3.21
Requested GPS Assistance Data




This information element is used for indicating the requested GPS assistance data. 




This IE is transparent to CN.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Requested GPS Assistance Data



				



				



				OCTET STRING (SIZE(1..38))



				For the corresponding Information Element Definition see “gpsAssistanceData” [22].











9.2.3.22
Last Known Service Area




This information element is used for indicating the last known Service Area and the elapsed time since the UE was known to be in this Service Area. The last known Service Area is reported when the current Service Area is unknown to the RNC.



				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Last Known Service Area



				



				



				



				







				>SAI



				M



				



				9.2.3.9



				







				>Age of SAI



				M



				



				INTEGER (0..32767)



				The value represents the elapsed time in minutes since the reported last known SAI was stored by the RNC.




Value “0” shall not be used.




Value “32767” indicates that the age of SAI is at least 32767 minutes old.











9.2.3.23
Shared Network Information




For each LA contained in this IE, it provides the SNA(s) the LA belongs to.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Shared Network Information



				



				



				



				







				>PLMNs In Shared Network



				



				1 to <maxPLMNsSN>



				



				







				>>PLMN identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, two digits per octet,
- each digit encoded 0000 to 1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding digit 2n-1
- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).







				>>LA List



				



				1 to <maxLAs>



				



				







				>>>LAC



				M



				



				OCTET STRING (2)



				0000 and FFFE not allowed.







				>>>List Of SNAs Containing LA



				



				1 to <maxSNAs>



				



				







				>>>>SNAC



				M



				9.2.3.25



				



				











				Range bound



				Explanation







				maxPLMNsSN



				Maximum no. of PLMNs involved in a Shared Network agreement. The value for maxPLMNsSN is 32.







				maxLAs



				Maximum no. of LAs in a PLMN. The value for maxLAs is 65536.







				maxSNAs



				Maximum no. of SNAs in a PLMN. The value for maxSNAs is 65536.











9.2.3.24
SNA Access Information




Provides information on the area(s) in the PLMN(s) the UE is authorised to access.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				SNA Access Information



				



				



				



				







				>Authorised PLMNs



				



				1 to <maxPLMNsSN>



				



				







				>>PLMN Identity



				M



				



				OCTET STRING (SIZE (3))



				- digits 0 to 9, two digits per octet,
- each digit encoded 0000 to 1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding digit 2n-1
- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).







				>>>Authorised SNAs List



				O



				



				



				







				>>>>Authorised SNAs



				



				1 to <maxSNAs>



				



				







				>>>>>SNAC



				M



				9.2.3.25



				



				











				Range bound



				Explanation







				maxPLMNsSN



				Maximum no. of PLMNs involved in a Shared Network agreement. The value for maxPLMNsSN is 32.







				maxSNAs



				Maximum no. of SNAs in a PLMN. The value for maxSNAs is 65536.











9.2.3.25
SNAC




Indicates the Identity of an SNA according to [19].




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				SNAC



				M



				



				INTEGER (0..65535)



				











9.2.3.26
Location Related Data Request Type Specific To GERAN Iu Mode




This element indicates the type of the requested location related data for the indicated specific positioning method supported only within GERAN Iu mode.




				IE/Group Name



				Presence



				Range



				IE type and reference



				Semantics description







				Location Related Data Request Type Specific To GERAN Iu mode



				



				



				ENUMERATED(Deciphering Keys for E-OTD, 




Dedicated Mobile-Assisted E-OTD Assistance Data,




Dedicated Mobile-Based E‑OTD Assistance Data, ...)
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1. Introduction



According to the presentation provided by SA5 SWG-D on Subscriber & Equipment Trace WI, they are currently some gaps in the RAN3 specifications that do not allow full usage of this feature within UTRAN.



2. Discussion



Examples of the identified gaps are:



· The existing CN INVOKE TRACE message does not allow to use all the concepts developed in TS 32.421 (e.g. Trace Recording Session, Trace Depth, possibility of rejection of the Trace request…).



· The RNSAP protocol does not currently allow to perform a Signalling-based activation for a DRNC (only the SRNC can trace the concerned Subscriber/Equipment).



We propose a RAN Work Item on this topic in order to define appropriate signalling support for this feature. According to the presentation made by SA5, all of the impacts will be on specifications under RAN3 responsibility, so the leading WG for this WI would be RAN3.



This WI was already proposed in TSG RAN#18. According to the minutes, "it was decided not to approve the WI at this point and to submit the Description Sheet for examination at the joint meeting". The Description Sheet is attached at the end of this contribution.



3. Conclusions



It is proposed to discuss the WI Description Sheet and agree on its content.



Work Item Description



Title:  Subscriber and Equipment Trace support in UTRAN


1
3GPP Work Area



			X


			Radio Access





			


			Core Network





			


			Services








2
Linked work items



Rel6 - Trace Management


3
Justification



Subscriber and Equipment Trace provides very detailed information at call level on one or more specific mobile(s). This data is an additional source of information to Performance Measurements and allows going further in monitoring and optimisation operations. 



Contrary to Performance Measurements, which are a permanent source of information, Trace is activated/deactivated on user demand for a limited period of time for specific analysis purposes.



Thus, signalling support is needed on the UTRAN Interfaces for activation/deactivation of the Trace functionality, correlation of the Traces gathered in the different Nodes,…



4
Objective



The main objective of this Work Item is to analyse the impacts on UTRAN architecture and provide the signalling support on the UTRAN Interfaces to allow Subscriber and Equipment Trace as defined in TS 32.421.



5
Service Aspects




None/Text



6
MMI-Aspects




None/Text



7
Charging Aspects




None/Text



8
Security Aspects




None/Text



9
Impacts 



			Affects:


			USIM


			ME


			AN


			CN


			Others





			Yes


			


			


			X


			X


			





			No


			X


			X


			


			


			X





			Don't know


			


			


			


			


			








10
Expected Output and Time scale (to be updated at each plenary) 



			New specifications





			Spec No.


			Title


			Prime rsp. WG


			2ndary rsp. WG(s)


			Presented for information at plenary#


			Approved at plenary#


			Comments





			


			


			


			


			


			


			





			


			


			


			


			


			


			





			Affected existing specifications





			Spec No.


			CR


			Subject


			Approved at plenary#


			Comments





			25.401


			


			Architecture impacts of support for Subscriber and Equipment Trace


			RAN #21


			





			25.413


			


			Signalling support for Subscriber and Equipment Trace on Iu


			RAN #21


			





			25.423


			


			Signalling support for Subscriber and Equipment Trace on Iur


			RAN #21


			





			


			


			


			


			





			


			


			


			


			





			


			


			


			


			





			


			


			


			


			








11
Work item raporteurs



Yann Sehedic, sehedic@nortelnetworks.com


12
Work item leadership



TSG RAN WG3



13
Supporting Companies



Nortel Networks, Motorola, Orange



14
Classification of the WI (if known)



			


			Feature (go to 14a)





			X


			Building Block (go to 14b)





			


			Work Task (go to 14c)








14a
The WI is a Feature: List of building blocks under this feature



14b
The WI is a Building Block: parent Feature 



Rel6 - Trace Management


14c
The WI is a Work Task: parent Building Block
















