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1. Introduction

In the RAN meeting #33, Nortel presented a document [1] to resolve the open question, whether to include or not the UE-ID in the MAC-hs header, and it proposed to add it . In the related discussion, it was questioned whether the presented calculation was really correct, which intended to show that it would be relatively frequent that a UE decoded the HS-SCCH with no CRC error in one subframe, though it was not addressed in this subframe (called “false alarm” in the sequel). 

Though it seems impossible that RAN2 alone decides about whether the UE-ID should also be indicated on the HS-DSCH, this contribution considers the RAN2 aspects, which have to be looked at in order to assess the implications of a false alarm on the HS-SCCH. It turns out that the UE-ID available on the HS-DSCH can only help in very rare cases of the apparently rare case of a false alarm. 

2. HS-SCCH 

According to 25.212, the HS-SCCH TTI is divided into two parts. In the first part, the CCS (channelization-code-set) and the MS (modulation scheme) is included. This information is convolutionally encoded with code rate 1/3 and scrambled with the UE-Id changed in a specific way
 so that the minimum Hamming distance for different UE-Ids is at least 8 [6].

The second part contains TBS (transport block size), HAP (Hybrid ARQ process), RV(redundancy and constellation), NDI (new data indicator) and a 16 bit UE specific CRC that is calculated from all bits part 1and part 2. A 16-bit CRC for 21 information bits is quite powerful.

So the UE-ID is included in both the first and in the second part.

RAN 1 has also studied the following error cases and put some requirements on them: The following text was taken from [7]
1. Probability of Detection: A detection event is when an SCCH transmission was intended for a UE and the UE successfully determines this to be the case and proceeds to decode Part II of that SCCH. Target: 99% or better. This is because a missed detection results in loss of throughput and wasted resources on the HS-DSCH and its incidence must be kept low. 

2. Probability of False Alarm – Wrong UE. A false alarm event is when a UE for whom transmission on an SCCH was not intended determines that the transmission was for it and proceeds to decode Part II on that SCCH. Target around 1%. The main consequence of a Part I false alarm is “false buffering” and not HARQ combining loss. The latter happens only when Part II CRC, a powerful 16-bit CRC, fails. Therefore, an operating point of 1% or even slightly higher would be sufficient for false alarm probability.

3. Probability of False Alarm for DTX: This false alarm event corresponds to the case when no transmission was made by the Node B on an SCCH but a UE determined that the transmission was for itself. Target  around 1%. Same consequence as a false-alarm for wrong UE.

4. Probability of Error: An error event is the case when a successful detection event (as defined in (1) above) is followed by one or more bits in error in either Part I or Part II. Target 1% or lower. Consequences are same as missed detection.

2.1 Implications of false alarm on decoding the HS-DSCH 

In the case of a false alarm on both the first and the second part of the HS-SCCH, several bit errors must have occurred (in both parts) so that the CRC contained in the second part does not indicate this error: 

1. some bits in the TFRI(CCS + MS) field could be wrong, so that the UE would use a wrong set of channelisation codes to decode the HS-DSCH in the corresponding TTI, or even the wrong modulation scheme. 

2. UE uses the wrong transport block size or wrong RV. 

Due to these erroneous assumptions on how to decode the data on the HS-DSCH, in most of these cases, the 24-bit-CRC on the HS-DSCH would indicate an error. 

Two cases can be distinguished:

(a) The false alarm leads to combining of earlier data in the UE’s soft buffer

(b) The false alarm is interpreted by the UE as a new transmission, i.e. the soft buffer contents is ignored.

In case (a) the decoding would fail in all cases, since data of different MAC-hs PDUs is combined (one that was destined to this UE, and one that was not). Hence, the false alarm would cause the original MAC-hs PDU that was destined for the UE to be corrupted. The unintended MAC-hs PDU would not be available, and would not be conveyed to the upper layers. Also, useless retransmissions could be avoided, since the scheduler would know that it had not addressed the UE in the sub-frame, in which the false alarm happened.

In case (b), if the CRC indicated an error, a retransmission would be ordered and the scheduler would not send a retransmission, since it knows that it has not addressed the UE.
 

Not yet covered is (b), if 24-bit-CRC does not indicate any error, i.e. the decoding of the HS-DSCH is successful during the false alarm, and no retransmission would be requested. In this case, the in-band UE identification could be advantageous , however to summarise this would require that

1. the UE detects the first part of the HS-SCCH as for itself although the minimal Hamming distance to other UE-ID is at least 8 (8 coded bits of the first part must have been corrupted)

2. UE-specific CRC of the second HS-SCCH part shows a correct HS-SCCH frame

3. only the CRC bits, the HAP and the NDI bits on the HS-SCCH are wrong 

4. NDI was toggled compared with the previous transmission on the HAP (if the NDI is not toggled, the received PDU is interpreted as a retransmission. One case is that of an unsolicited retransmission of an  already correctly received MAC-hs PDU, then it would be simply be ACK’ed and discarded. The other case would refer to an unempty soft buffer as mentioned above, and is already covered in (a), where the UE-ID cannot improve anything.)

5. the data in the soft buffer can be decoded correctly without a retransmission

2.2 Implications on Layer 2 operation

When this rare case (b) with the 24-bit-CRC of the HS-DSCH not indicating any error appears, the RLC-PDUs contained in that MAC-hs PDU will be delivered via the disassembly function to the corresponding RLC entities, which can detect to some extent, that an unexpected and wrong RLC-PDU is received e.g. because the SN is not in the RX window so that the RLC-PDU will be discarded. A problem can exist, if unexpected and wrong UM RLC-PDUs arrive, since this can lead to an HFN incrementation (which is not synchronised with the sending side) and then this would lead to a loss of HFN incrementation synchronism with the known problems: If e.g. the next expected SN is 58 (VR(US)=58), and the unexpected RLC PDU has SN=2, this would cause an HFN incrementation only on the receiving side.

Apart from that in RLC UM or AM, an RLC PDU would be ignored in following cases:

· Length indicator value is invalid (i.e. LI value > RLC PDU size – RLC header) 

· Length indicator is reserved 

and this could happen, since the LI is ciphered and cannot be deciphered by a UE that is not the intended recipient.  There are other cases to discard an RLC PDU in AM (Undefined HE bits, undefined SUFI bits) 

Another indication that the received MAC-hs PDU is not a correct one is, when the SIDs (together with the number of Mac-d PDU shown by the Mac-hs header) lead to a bigger transport block size than the one indicated on the HS-SCCH. This can happen if the definition of the SIDs is different for different UEs. Since then wrong MAC-d PDU boundaries for the unintended MAC-hs PDU would be chosen, it could happen that RLC data PDUs are interpreted as Control PDUs. However, then the RLC PDU size would be different from the configured one, and this could also be detected.

2.3 A simple calculation

Assuming that

P1=Prob(that Part I of the HS-SCCH indicates that the UE is addressed, although it is not) = 1e-01

P2=Prob(that Part II of the HS-SCCH indicates that the UE is addressed, although it is not) = 1e-02  (21 bits  are protected by a 16-bit-CRC!)

P3=Prob(MAC-hs PDU is decoded without a CRC error, although the considered UE was not addressed, and the correct CCS and TBsize are indicated, and the SIDs point to the same sizes as those defined for the considered UE) = 1e-03.

The overall risk of delivering a MAC-hs PDU to Layer 2, which is not destined for the considered UE, would be P1 * P2 * P3 = 1e-06, i.e. it would take 2ms x 1e+06 = 33.3 min until an error occurred, i.e. considerably longer than what was feared in [1]. 

Note, that simulation results in [8], however for a slightly different CRC calculation of the HS-SCCH (zero padded 10 bit UE-ID), resulted in error rates in the range of  1e-07.
3. Conclusion

It seems to be a very rare case that a false alarm causes a UE to receive data via the HS-DSCH, which is not destined for it, which could either confuse the receiving RLC entity or even the application.  It is proposed to leave the decision up to RAN 1, if something is necessary to further protect against a false alarm, and to liase with them on the issue. 
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� i.e. ½ convolutionally encoded and punctured


� Here, the case is excluded that the scheduler addresses two UEs A and B in the same subframe on different HS-SCCHs, and one of the UEs sees itself addressed on both HS-SCCHs due to a false alarm on one of them. Here the UE would already know that an error must have occurred.
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