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Scope

This document covers the convention that should be used for the naming of non-critical extension to the RRC ASN.1 definitions.

Discussion

At RAN WG2 #21 in Korea possible options for the naming of non-critical ASN.1 extensions were discussed, as a result the format shown in the following example has become the de facto standard although this is in contradiction to [2].

-- ***************************************************

--

-- RRC CONNECTION SETUP COMPLETE

--

-- ***************************************************

RRCConnectionSetupComplete ::= SEQUENCE {


-- TABULAR: Integrity protection shall not be performed on this message.


-- User equipment IEs



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



startList





STARTList,



ue-RadioAccessCapability

UE-RadioAccessCapability


OPTIONAL,


--
Other IEs



ue-RATSpecificCapability

InterRAT-UE-RadioAccessCapabilityList
OPTIONAL,


-- Non critical extensions



v370NonCriticalExtensions


SEQUENCE {




rrcConnectionSetupComplete-v370ext
RRCConnectionSetupComplete-v370ext,




-- Reserved for future non critical extension




nonCriticalExtensions


SEQUENCE {}

OPTIONAL



}

OPTIONAL

}

RRCConnectionSetupComplete-v370ext ::= SEQUENCE {


-- User equipment IEs



ue-RadioAccessCapability-v370ext
UE-RadioAccessCapability-v370ext
OPTIONAL

}
Conclusions & recommendations

It is recommended that RAN WG2 accept this as the agreed naming convention, a CR to [2] will then be prepared for RAN WG2 #23 making this change.  Any new CRs should also conform to this and if necessary CRs will be prepared for R99 and Rel-4 versions of [1] to make them consistent with the new convention.
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