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1. Scope

This document concens corrections to RRC containers. The discussion part addresses the extension of RRC information carried in transparent containers while the attached CR also includes a few other corrections.
2. Protocol extension for RRC information carried in transparent containers

2.1 Introduction

The current version of the RRC specification does not provide sufficient facilities for extension of the RRC information carried in transparent containers. This contribution analyses the current situation and proposes a way forward, also considering other relevant signalling protocols e.g. RANAP.

In the following two cases are distinguished since they have different characteristics when it comes to protocol extension

· RRC container information terminated in UE

· RRC container information terminated in network

Some of the RRC information that is transferred in transparent containers is terminated in the UE. This concerns RRC messages for hard handover (SRNS relocation) and handover to UTRAN that are generated by the target RNC and sent to the UE  via the source RNC and source BSC respectively. The network transparently passes this RRC information; it does not act upon it. Since this RRC information is terminated in the UE, the most obvious means of providing protocol extension is to apply the critical extension mechanism as defined for Uu. This is already the case for the hard handover messages used during SRNS relocation.

Other RRC information carried in containers is terminated in the target RNC. This concerns the RRC information for SRNS relocation (RRC state) and handover to UTRAN (capability info, security and preconfigurtion status info) that is generated by the source RNC and source BSC respectively. Although the handover to UTRAN information is based on information provided by the UE, it is generated by the source BSC. For this RRC information it is less obvious which extension mechanism should be used. Hence, this topic is analysed in further detail in the following section.

2.2 Extension at RRC or at network interface level

As regards to the extension of RRC protocol information carried in transparent containers across network interfaces there are two basic approaches:

· To define an extension mechanism for the RRC information within 25.331

· To re- use the extension mechanism defined for the corresponding network protocols e.g. the RANAP

The re- use of the extension mechanism defined for the network protocols has some advantages e.g.:

· The mechanism is optimised for the network intface

· It is also possible to re- use the associated error handling upon non comprehension of information

However, there are also some disadvantages

· The independence between different protocols is sacrificed e.g. if the RRC information is extended, another container IE would need to be defined in RANAP to carry this information

· The different network interfaces apply different extension mechanisms, which will complicate the mapping of information e.g. the two RANAP containers may have to be mapped into one container used at the A- interface or within the CN

The abovely indicated disadvantages are considered to be more severe than previously indicated advantages. Hence, the proposal is to define an extension mechanism within 25.331 for the RRC information carried in containers. That has the additional advantage that the protocol mechanism for all RRC information carried in transpartent containers is the same, regardless off where it is terminated.

2.3 Details of extension mechans

Even though the proposal is to define an extension mechanism within 25.331 for the RRC information carried in containers, there are additional choices to be made as discussed in the following.

2.3.1 Re- use of mechanism defined for RRC messages exchanged at Uu

The protocol extension mechanism defined for RRC messages exchanged at Uu is optimised for the air interface (e.g. efficiency is prioritised above flexibility). Nevertheless, it is proposed to re-use this mechanism also for the RRC information carried in containers, since the mechanism is suitable and it is benificial to use the same mechanism for all RRC information.

2.3.2 Critical or non- critical changes only

Across the Uu interface, critical extensions can only be used for messages towards the UE. The general error handling defined is that upon reception of a message including critical extensions that are not comprehended the request should be rejected by the receiver. For the messages in UL most messages concern responses rathter than requests. Moreover, it is not common to specify UTRAN requirements e.g. that it shall reject messages including certain extensions. These are the main reasons for restricting the use of critical extensions to the downlink.

The proposal is to allow the use of critical extension for RRC information carried in containers. The main reason is that this mechanism provides more facilities. For example, the critical extension mechanism makes it possible to specify that the extended information shall be comprehended by the receiver. This may be needed in certain cases e.g. when using a newly defined security or header compression algorithm, the receiver may need to reject a relocation request if it does not comprehend this information. Moreover, it is not uncommon to use critical extensions for network protocols e.g. RANAP also includes this option.

2.4 Notification upon non- comprehension

Across Uu it is specified that a UE that does not comprehend a critical extension shall indicate this to UTRAN, using IE “Protocol error information”. So far this information only includes a cause value. However, it has been discussed before that there may be a need to extend this in future e.g. by including additional diagnostics information.

Upon non- comprehension of RRC information carried in containers, it would be desirable to have the same notification possiblities as defined for Uu. However, it seems that the current network signalling procedures do not support the transfer of a transparent container within the failure messages. Although this facility will be benificial, the currently defined protocol extension mechanism does not require this to be supported in R99. Whether the support of transparant containers is required in later releases depends on how the protocol extension mechanism evolves. It is therefore proposed to keep this issue for further study.

The diagrammes provided in the following are merely used to illustrate which network interface messages may be affected. It is not entirely clear whether in general it is possible to return a specific cause value from the target RNC to the source BSC/ source RNC since these have to be transferred via the CN. 
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Figure 1: Handover to UTRAN, normal flow
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Figure 2: Handover to UTRAN, failure case: non cromprehension of critical RRC information
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Figure 3: SRNS relocation, normal flow
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Figure 4: SRNS relocation, failure case: non cromprehension of critical RRC information

The attached CR includes a proposal to add general error handling. In case of non- comprehension of RRC information carried in containers, the proposal is to return an RRC error notification similar to what we have defined across Uu. A statement is added that in case the failure messages used within the different network interface protocols do not support transfer of this information, it may need to be mapped e.g. onto a cause value. This way the RRC specification is already prepared for this option while it is specified in a manner independent of what is supported in other protocols.

Finally, it is proposed that RAN 2 involves RAN 3 and GERAN after the discussion on the evolution of the protocol extension mechanism have concluded which diagnostics information is needed.

3. Conclusion & recommendations

Attached is a CR with the changes proposed to 25.331.
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The following changes are proposed in the original version of this CR:

· The extension of RRC information carried in containers has been clarified and been added for cases where it was missing. A statement has been added that for the RRC information carried in transparent containers the same extension mechanism applies as defined for RRC messages and that both critical and non- critical extensions may be added. Also, clarification is added that the error handling is the same e.g. a procedure shall be rejected upon receiving non critical information.

· An RRC INFORMATION CONTAINER FAILURE INFO message has been introduced, which is used to notify the originator that the receiver of the RRC information carried in containers was not comprehended by the receiver. This message may be carried in transparent containers within failure messages if supported by the network interface protocols

· The RRC information has been restructured to align with the manner regular RRC messages are specified. This has been done both for the tabular and the ASN.1 definitions

· CN DRX cycle information has been added to the SRNS relocation info

The changes in r1 as compared to the original version of this CR are as follows:

· The extended UE capabilities are added to the container transferred across network interfaces

· The statement that requirements concerning the handling of the RRC messages that are carried within RRC information containers are specified in ch. 8, 9 is changed into an note (informative)

· The ASN.1 for the information transferred between UE and other RAT’s is added and the information has been aligned with 04.18

The changes in r2 as compared to the previous version of this CR are as follows:

· A statement about backwards compatibility has been added
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The CR adds extensibility, generic error handling and some missing parameters (UE capability, CN DRX cycle length) to the transfer of RRC information across other interfaces

· Affected functions: The inter RAT mobility (handover, cell change order) as well as for SRNS- relocation are affected

· Affected implementations: it is unlikely that some implementations have assumed the missing behaviour to be as specified in the CR

· Rationale: The specification was incomplete, procedural text and signalling parameters were missing
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14.12
Provision and reception of RRC information between network nodes

14.12.a
General

In certain cases, e.g., when performing handover to UTRAN or when performing SRNC relocation, RRC information may need to be transferred between other RATs and UTRAN or between UTRAN nodes within UTRAN. In the following, the details of the RRC information to be transferred are specified per direction.

In the following the RRC information exchanged between network nodes is sometimes referred to as RRC information containers. This term is used for information which handling resembles that of RRC messages rather than of RRC information elements.

In future versions of this specification, it is possible to extend the RRC information transferred between network nodes. For RRC information containers the same extension mechanism applies as defined for RRC messages, which is specified in 10.1. For RRC information containers specified in the following, both critical and non-critical extensions may be added.

Like for the Uu interface, the transfer syntax for RRC transferred between UTRAN network nodes and/or between UTRAN and other RATs is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned (X.691). It should be noted that the encoder adds final padding to achieve octet alignment. The resulting octet string is, carried in a container, transferred between the network nodes.
14.12.b
General error handling for RRC information containers

The handling of RRC messages that are terminated in the UE and transferred using RRC information containers is covered by clause 8 and 9 of this specification.
The error handling for RRC information containers that are terminated in network nodes applies the same principles as defined for RRC messages, as specified in the following.

Although the same principles apply for network nodes receiving unknown, unforeseen and erroneous RRC information containers, although the notification of the error should be done in a different manner, as specified in the following:

The network node receiving an invalid RRC information container from another network node should:

-
if the received RRC information container was unknown, unforeseen or erroneous:

-
prepare an RRC INFORMATION CONTAINER FAILURE INFO message, including the IE "Failure cause" set to “Protocol error” and the IE "Protocol error information" including an IE "Protocol error cause" which should be set as follows:
-
to "ASN.1 violation or encoding error" upon receiving an RRC information container for which the encoded message does not result in any valid abstract syntax value;
-
to " Message type non-existent or not implemented" upon receiving an uknown RRC information container type;
-
to "Message extension not comprehended" upon receiving an RRC information container including an undefined critical message extension;
-
to "Information element value not comprehended" upon receiving an RRC information container including an mandatory IE for which no default value is defined and for which either the value is set to spare or for which the encoded IE does not result in a valid transfer syntax. The same applies for conditional IEs, for which the conditions for presence are met, the IE is present but has a value set to spare or for which the encoded IE does not result in a valid transfer syntax;
-
to "Conditional information element error" upon receiving an RRC information container with an absent conditional IE for which the conditions for presence are met;
-
if there was another failure to perform the operation requested by the received RRC information container:

-
prepare an RRC INFORMATION CONTAINER FAILURE INFO message, including the IE "Failure cause" set to a value that reflects the failure cause;
-
send the RRC INFORMATION CONTAINER FAILURE INFO information container to the network node from which the invalid RRC protocol information was received.

NOTE:
The RRC information container may be transferred across the network interfaces by means of a transparent container, if available.
14.12.1
RRC Information to target RNC

RRC Information to target RNC may either be sent from source RNC or from another RAT. In case of handover to UTRAN, this information originates from another RAT, while in case of SRNC relocation the RRC information originates from the source RNC. In case of SRNC information, the RRC information transferred specifies the configuration of RRC and the lower layers it controls, e.g., including the radio bearer and transport channel configuration. It is used by the target RNC to initialise RRC and the lower layer protocols to facilitate SRNC relocation in a manner transparent to the UE.
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

CHOICE case
MP


At least one spare choice, Criticality: Reject, is needed

>Handover to UTRAN


HANDOVER TO UTRAN INFO 14.12.4.1


>SRNC relocation


SRNS RELOCATION INFO14.12.4.2


HANS – Please note that the followin section is not in the right place
14.12.4
RRC information containers exchanged between network nodes
14.12.4.1
HANDOVER TO UTRAN INFO
This RRC information container is sent between network nodes when preparing for an inter RAT handover to UTRAN.

Direction: source RAT(target RNC
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

UE Information elements





UE radio access capability
OP

UE radio access capability 10.3.3.42


UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


Non RRC IEs





UE system specific capability
OP

UE system specific capability 14.13.2.4


UE security information
OP

UE security information 14.13.2.2


Pre-defined configuration status information
OP

Pre-defined configuration status information 14.13.2.3


14.12.4.1
SRNS RELOCATION INFO
This RRC information container is sent between network nodes when preparing for an SRNS relocation.


Direction: source RAT(target RNC
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Non RRC IEs















































>State of RRC
MP

RRC state indicator, 10.3.3.10


>State of RRC procedure
MP

Enumerated (await no RRC message, Complete, await RB Setup Complete, await RB Reconfiguration Complete, await RB Release Complete, await Transport CH Reconfiguration Complete, await Physical CH Reconfiguration Complete, await Active Set Update Complete, await Handover Complete, send Cell Update Confirm, send URA Update Confirm,

, others)


Ciphering related information





>Ciphering status
MP

Enumerated(Not started, Started)


>Calculation time for ciphering related information
CV Ciphering


Time when the ciphering information of the message were calculated, relative to a cell of the target RNC

>>Cell Identity
MP

Cell Identity 10.3.2.2
Identity of one of the cells under the target RNC and included in the active set of the current call

>>SFN
MP

Integer(0..4095)


>COUNT-C list
CV Ciphering
1 to <maxCNdomains>

COUNT-C values for radio bearers using transparent mode RLC

>>CN domain identity
MP

CN domain identity 10.3.1.1


>>COUNT-C
MP

Bitstring(32)


>Ciphering info per radio bearer
OP
1 to <maxRB>

For signalling radio bearers this IE is mandatory.

>>RB identity
MP

RB identity

10.3.4.16


>>Downlink HFN 
MP

Bitstring(20..25)
This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

>>Uplink HFN 
MP

Bitstring(20..25)
This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

Integrity protection related information





>Integrity protection status
MP

Enumerated(Not started, Started)


>Signalling radio bearer specific integrity protection information
CV IP
4 to <maxSRBsetup>



>>Uplink RRC HFN
MP

Bitstring (28)


>>Downlink RRC HFN
MP

Bitstring (28)


>>Uplink RRC Message sequence number
MP

Integer (0..

15)


>>Downlink RRC Message sequence number
MP

Integer (0..

15)


>Implementation specific parameters
OP

Bitstring (1..512)


RRC IEs





UE Information elements





>U-RNTI
MP

U-RNTI

10.3.3.47


>C-RNTI
OP

C-RNTI

10.3.3.8


>UE radio access Capability
MP

UE radio access capability

10.3.3.42


>UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


Other Information elements





>UE system specific capability
OP
1 to <maxSystemCapability>



>>Inter-RAT UE radio access capability 
MP

Inter-RAT UE radio access capability 10.3.8.7









UTRAN Mobility Information elements





>URA Identifier
OP

URA identity

10.3.2.6


CN Information Elements





>CN common GSM-MAP NAS system information
MP

NAS system information (GSM-MAP)

10.3.1.9


>CN domain related information
OP
1 to <MaxCNdomains>

CN related information to be provided for each CN domain

>>CN domain identity
MP




>>CN domain specific GSM-MAP NAS system info
MP

NAS system information (GSM-MAP)

10.3.1.9


>>CN domain specific DRX cycle length coefficient
MP

CN domain specific DRX cycle length coefficient, 10.3.3.6


Measurement Related Information elements





>For each ongoing measurement reporting
OP
1 to <MaxNoOfMeas>



>>Measurement Identity
MP

Measurement identity

10.3.7.48


>>Measurement Command
MP

Measurement command

10.3.7.46


>>Measurement Type
CV Setup

Measurement type

10.3.7.50


>>Measurement Reporting Mode
OP

Measurement reporting mode

10.3.7.49


>>Additional Measurements list
OP

Additional measurements list

10.3.7.1


>>CHOICE Measurement
OP




>>>Intra-frequency





>>>>Intra-frequency cell info
OP

Intra-frequency cell info list

10.3.7.33


>>>>Intra-frequency measurement
quantity 
OP

Intra-frequency measurement quantity

10.3.7.38


>>>>Intra-frequency reporting quantity 
OP

Intra-frequency reporting quantity

10.3.7.41


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Intra-frequency
measurement 
reporting criteria 


Intra-frequency measurement reporting criteria

10.3.7.39


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Inter-frequency





>>>>Inter-frequency cell info
OP

Inter-frequency cell info list

10.3.7.13


>>>>Inter-frequency measurement
quantity 
OP

Inter-frequency measurement quantity

10.3.7.18


>>>>Inter-frequency reporting quantity 
OP

Inter-frequency reporting quantity

10.3.7.21


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Inter-frequency
measurement 
reporting criteria 


Inter-frequency measurement reporting criteria

10.3.7.19


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Inter-RAT





>>>>Inter-RAT cell info
OP

Inter-RAT cell info list

10.3.7.23


>>>>Inter-RAT measurement
quantity 
OP

Inter-RAT measurement quantity

10.3.7.29


>>>>Inter-RAT reporting quantity 
OP

Inter-RAT reporting quantity

10.3.7.32


>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>CHOICE report criteria
OP




>>>>>Inter-RAT measurement 
reporting criteria 


Inter-RAT measurement reporting criteria

10.3.7.30


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Traffic Volume





>>>>Traffic volume measurement
Object
OP

Traffic volume measurement object

10.3.7.70


>>>>Traffic volume measurement
quantity 
OP

Traffic volume measurement quantity

10.3.7.71


>>>>Traffic volume reporting quantity 
OP

Traffic volume reporting quantity

10.3.7.74


>>>>CHOICE report criteria
OP




>>>>>Traffic volume measurement 
reporting criteria 


Traffic volume measurement reporting criteria

10.3.7.72


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>Quality





>>>>Quality measurement
Object
OP

Quality measurement object


>>>>CHOICE report criteria
OP




>>>>>Quality measurement 
reporting criteria 


Quality measurement reporting criteria

10.3.7.58


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>UE internal





>>>>UE internal measurement
quantity 
OP

UE internal measurement quantity

10.3.7.79


>>>>UE internal reporting quantity 
OP

UE internal reporting quantity

10.3.7.82


>>>>CHOICE report criteria
OP




>>>>>UE internal measurement 
reporting criteria 


UE internal measurement reporting criteria

10.3.7.80


>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>No reporting


NULL


>>>UE positioning





>>>>LCS reporting quantity
OP

LCS reporting quantity 10.3.7.111


>>>>CHOICE report criteria
OP




>>>>>LCS reporting criteria


LCS reporting criteria 10.3.7.110


>>>>>Periodical reporting 


Periodical reporting criteria 10.3.7.53


>>>>>No reporting





Radio Bearer Information Elements





>Pre-defined configuration status information
OP

Pre-defined configuration status information 14.13.2.3


>Signalling RB information list
MP
1 to <maxSRBsetup>

For each signalling radio bearer

>>Signalling RB information
MP

Signalling RB information to setup 10.3.4.24


>RAB information list
OP
1 to <maxRABsetup>

Information for each RAB

>>RAB information
MP

RAB information to setup

10.3.4.10


Transport Channel Information Elements





Uplink transport channels





>UL Transport channel information common for all transport channels
OP

UL Transport channel information common for all transport channels

10.3.5.24


>UL transport channel information list
OP
1 to <MaxTrCH>



>>UL transport channel information
MP

Added or reconfigured UL TrCH information

10.3.5.2


>CHOICE mode
OP




>>FDD





>>>CPCH set ID
OP

CPCH set ID

10.3.5.5


>>>Transport channel information for DRAC list
OP
1 to <MaxTrCH>



>>>>DRAC static information
MP

DRAC static information

10.3.5.7


>>TDD



(no data)

Downlink transport channels





>DL Transport channel information common for all transport channels
OP

DL Transport channel information common for all transport channels

10.3.5.6


>DL transport channel information list
OP
1 to <MaxTrCH>



>>DL transport channel information
MP

Added or reconfigured DL TrCH information

10.3.5.1


>Measurement report
OP

MEASUREMENT REPORT

10.2.17









Multi Bound
Explanation

MaxNoOfMeas
Maximum number of active measurements, upper limit 16

Condition
Explanation

Setup
The IE is mandatory when the IE Measurement command has the value "Setup", otherwise the IE is not needed.

Ciphering
The IE is mandatory when the IE Ciphering Status has the value "started" and the ciphering counters need not be reinitialised, otherwise the IE is not needed.

IP
The IE is mandatory when the IE Integrity protection status has the value "started" and the integrity protection counters need not be reinitialised, otherwise the IE is not needed.

PDCP
The IE is mandatory when the PDCP Info IE is present, otherwise the IE is not needed.

14.12.4.3
RRC INFORMATION CONTAINER FAILURE INFO
This RRC information container is sent between network nodes to provide information about the cause for failure to perform the requested operation.

Direction: target RNC(source RNC, source RAT
Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Other Information elements





Failure cause
MP

Failure cause 10.3.3.13


Protocol error information
CV-ProtErr

Protocol error information 10.3.8.12


Condition
Explanation

ProtErr
Presence is mandatory if the IE "Failure cause" has the value "Protocol error"; otherwise the element is not needed in the message.

14.12.2
RRC information, target RNC to source RNC

There are 2 possible cases for RNC relocation:

1.
The UE is already under control of target RNC; and

2.
The SRNC Relocation with Hard Handover (UE still under control of SRNC), but UE is moving to a location controlled by the target RNC (based on measurement information).

In case 1 the relocation is transparent to the UE and there is no "reverse" direction container. The SRNC just assigns the 'serving' function to the target RNC, which then becomes the Serving RNC.

In case 2 the relocation is initiated by SRNC, which also provides the RRC Initialisation Information to the target RNC. Base on this information, the target RNC prepares the Hard Handover Message ( "Physical channel reconfiguration" (subclause 8.2.6), "radio bearer establishment" (subclause 8.2.1), "Radio bearer reconfiguration" (subclause 8.2.2), "Radio bearer release" (subclause 8.2.3) or "Transport channel reconfiguration" (subclause 8.2.4).

The source RNC then transmits the Handover Message to the UE, which then performs the handover.

In the successful case, the UE transmits an XXX COMPLETE message, using the new configuration, to the target RNC.

In case of failure, the UE transmits an XXX FAILURE, using the old configuration, to the source RNC and the RRC context remains unchanged (has to be confirmed and checked with the SRNS relocation procedure).

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CHOICE RRC message
MP


At least one spare choice, Criticality: Reject, is needed

>RADIO BEARER SETUP


RADIO BEARER SETUP

10.2.31


>RADIO BEARER RECONFIGURATION


RADIO BEARER RECONFIGURATION

10.2.25


>RADIO BEARER RELEASE


RADIO BEARER RELEASE

10.2.28


>TRANSPORT CHANNEL RECONFIGURATION


TRANSPORT CHANNEL RECONFIGURATION

10.2.51


>PHYSICAL CHANNEL RECONFIGURATION


PHYSICAL CHANNEL RECONFIGURATION

10.2.20


>RRC INFORMATION CONTAINER FAILURE INFO


RRC INFORMATION CONTAINER FAILURE INFO 14.12.4.3


14.12.3
RRC information, target RNC to source system

The RRC information, target RNC to source system is used to transfer information to another RAT, e.g., in case of handover to UTRAN. In this case, the RRC information concerns the "Handover To UTRAN Command" that is compiled by the target RNC but transferred via another RAT towards the UE, as specified in 8.3.6.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CHOICE case
MP


At least one spare choice, Criticality: Reject, is needed

>handover to UTRAN


HANDOVER TO UTRAN COMMAND

10.2.10


> RRC INFORMATION CONTAINER FAILURE INFO 


RRC INFORMATION CONTAINER FAILURE INFO 14.12.4.3



14.13
RRC information transferred between UE and other systems

14.13.0
General
This subclause specifies RRC information that is exchanged between other systems and the UE. This information is transferred via another RAT in accordance with the specifications applicable for those systems. This subclause specifies the UTRAN RRC information applicable for the different information flows.
NOTE
Currently RRC information containers, using the RRC protocol extension mechanism, are not used for information transferred between UE and another RAT

Like for the Uu interface, the transfer syntax for RRC transferred between UE and other RATs is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned (X.691). It should be noted that the encoder adds final padding to achieve octet alignment. The resulting octet string is transferred across the other RAT as defined in the specifications applicable for that RAT.
14.13.1
RRC information, another RAT to UE

14.13.1.1
(Void)



























































































14.13.2
RRC information, UE to another RAT
14.13.2.1
UE capability information

Upon receiving a UE information request from another system, the UE shall indicate the requested capabilities. The UE capability information includes the following RRC information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

UE information elements





UE radio access capability
OP

UE radio access capability

10.3.3.42


UE radio access capability extension
OP

UE radio access capability extension 10.3.3.42a


14.13.2.2
UE security information

Upon receiving a UE information request from another system, the UE shall indicate the requested security information. The UE security information includes the following RRC information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

UE information elements

















START-CS
MP

START 10.3.3.38
START values to be used in this CN domain.

14.13.2.3
Pre-defined configuration status information

Another system may provide the UE with one or more pre- defined UTRAN configurations, comprising of radio bearer, transport channel and physical channel parameters. If requested, the UE shall indicate the configurations it has stored. The pre-defined configuration status information should include the following RRC information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB information elements





Predefined configurations

maxPredefConfigCount

The list is in order of preconfiguration identity

>Predefined configuration value tag
OP

Predefined configuration value tag

10.3.4.6
The UE shall include the value tag if it has stored the concerned configuration

Multi Bound
Explanation

MaxPredefConfigCount
Maximum number of predefined configurations

14.13.2.4
(Void)



















11.5
RRC information between network nodes

Internode-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


HandoverToUTRANCommand-r3,


MeasurementReport,


PhysicalChannelReconfiguration-r3,


RadioBearerReconfiguration-r3,


RadioBearerRelease-r3,


RadioBearerSetup-r3,


TransportChannelReconfiguration-r3,


UECapabilityInformation

FROM PDU-definitions

-- Core Network IEs :


CN-DomainIdentity,

CN-DomainInformationList,


NAS-SystemInformationGSM-MAP,

-- UTRAN Mobility IEs :


CellIdentity,


URA-Identity,

-- User Equipment IEs :


C-RNTI,

FailureCauseWithProtErr,

RRC-MessageSequenceNumber,


U-RNTI,


UE-RadioAccessCapability,

-- Radio Bearer IEs :


PDCP-InfoReconfig,


PredefinedConfigValueTag,


RAB-InformationSetupList,


RB-Identity,


RB-MappingInfo,


RLC-Info,


SRB-InformationSetupList,

-- Transport Channel IEs :


CPCH-SetID,


DL-CommonTransChInfo,


DL-AddReconfTransChInfoList,


DRAC-StaticInformationList,


UL-CommonTransChInfo,


UL-AddReconfTransChInfoList,

-- Measurement IEs :


MeasurementIdentity,


MeasurementReportingMode,


MeasurementType,


AdditionalMeasurementID-List,

-- Other IEs :


InterRAT-UE-RadioAccessCapabilityList
FROM InformationElements


maxCNdomains,

maxNoOfMeas,


maxPredefConfig,


maxRABsetup,


maxRB,


maxSRBsetup,


maxTrCH

FROM Constant-definitions;

-- Part 1: Class definitions similar to what has been defined in 11.1 for RRC messages
-- Information that is tranferred in the same direction and across the same path is grouped




-- ***************************************************

--

-- RRC information, to target RNC

--

-- ***************************************************
-- RRC Information to target RNC sent either from source RNC or from another RAT

ToTargetRNC-Container ::= CHOICE {


handoverToUTRAN





HandoverToUTRANInfo-r3,


srncRelocation





SRNC-RelocationInfo-r3,


extension






NULL

}

-- ***************************************************

--

-- RRC information, target RNC to source RNC

--

-- ***************************************************



TargetRNC-ToSourceRNC-Container::= CHOICE {


radioBearerSetup




RadioBearerSetup-r3,


radioBearerReconfiguration


RadioBearerReconfiguration-r3,


radioBearerRelease




RadioBearerRelease-r3,


transportChannelReconfiguration

TransportChannelReconfiguration-r3,


physicalChannelReconfiguration

PhysicalChannelReconfiguration-r3,


rrc-InformationContainerFailureInfo
RRC-InformationContainerFailureInfo-r3


extension






NULL

}

-- ***************************************************

--

-- RRC information, target RNC to source RAT

--

-- ***************************************************
TargetRNC-ToSourceRAT-Container::= CHOICE {


handoverToUTRAN





HandoverToUTRANCommand-r3,


rrc-InformationContainerFailureInfo
RRC-InformationContainerFailureInfo-r3

extension






NULL

}

-- Part 2: Container definitions, similar to the PDU definitions in 11.2 for RRC messages
-- In alphabetical order
-- ***************************************************

--

-- Handover to UTRAN information

--

-- ***************************************************
HandoverToUTRANInfo-r3 ::= CHOICE {


r3







SEQUENCE {



handoverToUTRANInfo-r3


HandoverToUTRANInfo-r3-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


},


criticalExtensions



SEQUENCE {}

}

HandoverToUTRANInfo-r3-IEs::=

SEQUENCE {


-- User equipment IEs



ue-RadioAccessCapability

UE-RadioAccessCapability



OPTIONAL,



startList





STARTList







OPTIONAL,


--
Other IEs



ue-RATSpecificCapability

InterRAT-UE-RadioAccessCapabilityList
OPTIONAL,



predefinedConfigStatusList

PredefinedConfigStatusList



OPTIONAL
}
-- ***************************************************

--

-- RRC information container failure info 

--

-- ***************************************************
RRC-InformationContainerFailureInfo-r3 ::= CHOICE {


r3










SEQUENCE {



rRC-InformationContainerFailureInfo-r3

RRC-InformationContainerFailureInfo-r3-IEs,



nonCriticalExtensions





SEQUENCE {}
OPTIONAL


},


criticalExtensions






SEQUENCE {}

}

RRC-InformationContainerFailureInfo-r3-IEs ::=

SEQUENCE {


-- Non-RRC IEs



failureCauseWithProtErr


FailureCauseWithProtErr
}

-- ***************************************************

--

-- SRNC Relocation information

--

-- ***************************************************
SRNC-RelocationInfo-r3 ::= CHOICE {


r3







SEQUENCE {



sRNC-RelocationInfo-r3


SRNC-RelocationInfo-r3-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


},


criticalExtensions



SEQUENCE {}

}

SRNC-RelocationInfo-r3-IEs ::=



SEQUENCE {


-- Non-RRC IEs



stateOfRRC





StateOfRRC,



stateOfRRC-Procedure


StateOfRRC-Procedure,



cipheringStatus




CipheringStatus,



calculationTimeForCiphering

CalculationTimeForCiphering


OPTIONAL,



cipheringInfoPerRB-List


CipheringInfoPerRB-List



OPTIONAL,



count-C-List




COUNT-C-List





OPTIONAL,



integrityProtectionStatus

IntegrityProtectionStatus,



srb-SpecificIntegrityProtInfo
SRB-SpecificIntegrityProtInfoList,



implementationSpecificParams
ImplementationSpecificParams

OPTIONAL,


-- User equipment IEs



u-RNTI






U-RNTI,



c-RNTI






C-RNTI







OPTIONAL,



ue-RadioAccessCapability

UE-RadioAccessCapability,


-- Other IEs



ue-RATSpecificCapability

InterRAT-UE-RadioAccessCapabilityList
OPTIONAL,



-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,


-- Core network IEs



cn-CommonGSM-MAP-NAS-SysInfo
NAS-SystemInformationGSM-MAP,



cn-DomainInformationList

CN-DomainInformationList


OPTIONAL,


-- Measurement IEs



ongoingMeasRepList



OngoingMeasRepList




OPTIONAL,


-- Radio bearer IEs



predefinedConfigStatusList

PredefinedConfigStatusList,



srb-InformationList



SRB-InformationSetupList,



rab-InformationList



RAB-InformationSetupList


OPTIONAL,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-TransChInfoList



UL-AddReconfTransChInfoList


OPTIONAL,



modeSpecificInfo



CHOICE {




fdd







SEQUENCE {





cpch-SetID





CPCH-SetID




OPTIONAL,





transChDRAC-Info



DRAC-StaticInformationList
OPTIONAL




},




tdd







NULL



},



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-TransChInfoList



DL-AddReconfTransChInfoList


OPTIONAL,


-- Measurement report



measurementReport



MeasurementReport




OPTIONAL

}






-- IE definitions

CalculationTimeForCiphering ::=

SEQUENCE {


cell-Id







CellIdentity,


sfn








INTEGER (0..4095)

}

CipheringInfoPerRB ::=



SEQUENCE {


dl-HFN







BIT STRING (SIZE (20..25)),


ul-HFN







BIT STRING (SIZE (20..25))

}

-- TABULAR: Multiplicity value numberOfRadioBearers has been replaced

-- with maxRB.

CipheringInfoPerRB-List ::=


SEQUENCE (SIZE (1..maxRB)) OF











CipheringInfoPerRB

CipheringStatus ::=




ENUMERATED {











started, notStarted }

COUNT-C-List ::=





SEQUENCE (SIZE (1..maxCNdomains)) OF











COUNT-CSingle

COUNT-CSingle ::=





SEQUENCE {


cn-DomainIdentity




CN-DomainIdentity,


count-C







BIT STRING (SIZE (32))




}

ImplementationSpecificParams ::=
BIT STRING (SIZE (1..512))

IntegrityProtectionStatus ::=

ENUMERATED {











started, notStarted }

MeasurementCommandWithType ::=

CHOICE {


setup







MeasurementType,


modify







NULL,


release







NULL

}

OngoingMeasRep ::=




SEQUENCE {


measurementIdentity


MeasurementIdentity,


measurementCommandWithType


MeasurementCommandWithType,


-- TABULAR: The CHOICE Measurement in the tabular description is included


-- in the IE above.


measurementReportingMode


MeasurementReportingMode


OPTIONAL,


additionalMeasurementID-List

AdditionalMeasurementID-List

OPTIONAL

}

OngoingMeasRepList ::=



SEQUENCE (SIZE (1..maxNoOfMeas)) OF











OngoingMeasRep



PredefinedConfigStatusList ::=



SEQUENCE (SIZE (16)) OF












PredefinedConfigStatusInfo

PredefinedConfigStatusInfo::=

SEQUENCE {


predefinedConfigValueTag



PredefinedConfigValueTag
OPTIONAL

-- Absence of the IE indicates that the UE has not stored the corresponding preconfiguration
}
SRB-SpecificIntegrityProtInfo ::=
SEQUENCE {


ul-RRC-HFN






BIT STRING (SIZE (28)),


dl-RRC-HFN






BIT STRING (SIZE (28)),


ul-RRC-SequenceNumber



RRC-MessageSequenceNumber,


dl-RRC-SequenceNumber



RRC-MessageSequenceNumber

}

SRB-SpecificIntegrityProtInfoList ::= SEQUENCE (SIZE (4..maxSRBsetup)) OF











SRB-SpecificIntegrityProtInfo

StateOfRRC ::=





ENUMERATED {











cell-DCH, cell-FACH,











cell-PCH, ura-PCH }

StateOfRRC-Procedure ::=


ENUMERATED {











awaitNoRRC-Message,











awaitRRC-ConnectionRe-establishmentComplete,











awaitRB-SetupComplete,











awaitRB-ReconfigurationComplete,











awaitTransportCH-ReconfigurationComplete,











awaitPhysicalCH-ReconfigurationComplete,











awaitActiveSetUpdateComplete,











awaitHandoverComplete,











sendCellUpdateConfirm,











sendUraUpdateConfirm,











sendRrcConnectionReestablishment,











otherStates 

}

END

11.6
RRC information between UE and other RATs
UEtoOtherRAT-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS

-- User Equipment IEs :


START-Value,


UE-RadioAccessCapability,


UE-RadioAccessCapability-v370ext,
-- Radio Bearer IEs :


PredefinedConfigValueTag
FROM InformationElements


maxPredefConfigCount
FROM Constant-definitions;

-- Part 1: Class definitions similar to what has been defined in 11.1 for RRC messages

-- Information that is tranferred in the same direction and across the same path is grouped

-- ***************************************************

--

-- RRC information, to target RNC

--

-- ***************************************************
-- RRC Information to target RNC sent either from source RNC or from another RAT

-- Currently not used

-- ***************************************************

--

-- RRC information, target RNC to source RNC

--

-- ***************************************************
-- Currently not used

-- ***************************************************

--

-- RRC information, target RNC to source RAT

--

-- ***************************************************
-- Currently not used

-- Part 2: Container definitions, similar to the PDU definitions in 11.2 for RRC messages

-- In alphabetical order

-- Currently not used

-- Part 3: Non- extensible IE definitions

-- In alphabetical order

PredefConfigStatusInfo ::=

SEQUENCE {


predefinedConfigValueTag



PredefinedConfigValueTag
}
PredefConfigStatusInfoList ::=

SEQUENCE (SIZE (maxPredefConfigCount)) OF












PredefConfigStatusInfo

}
UE-CapabilityInformation ::=


SEQUENCE {


ue-RadioAccessCapability


UE-RadioAccessCapability,


ue-RadioAccessCapabilityExt1

UE-RadioAccessCapability-v370ext
}

UE-SequrityInformation ::=


SEQUENCE {


start-CS






START-Value
}

END
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