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Introduction

In several downlink RRC messages, there is an information element "RRC transaction identifier", which is used in order to distinguish simultaneous transactions. In case of an error, the UE shall include the "RRC transaction identifier" of the message that caused the error in the failure reply message, according to the error handling procedures. In case the error is caused by the inclusion of an unexpected critical extension in the downlink message (as described in clause 9.3b in [1]), the UE should still be able to read the "RRC transaction identifier", in order to report which message caused the error. In the current message definition in [1] this is not possible, because in case of a critical extension a different message structure will be used for the message in ASN.1, which can not be known in an old UE.

A similar problem arises for messages sent on the CCCH or on the SHCCH. For such messages, the UE shall reply with a failure message in case of an error, if the UE is being addressed by the message. The addressing is done in the message with an UE-identity information element (U-RNTI,  C-RNTI etc.), and will not be understood if it is included in an unexpected critical extension part of a message. In those cases it will not be possible for the UE to decide whether to send a failure reply or not, as it will not know whether it is being addressed by the message or not.

Proposed solutions

One possible solution to the described problems is to include the "RRC transaction identifier" and the UE-identity information always in the beginning of the message, before the critical extension CHOICE included in the messages. As an example, the RRC Connection Reject message, which currently has the structure given in Figure 1, would be modified to the structure given in Figure 2.

RRCConnectionSetup-r3 ::= CHOICE {


r3







SEQUENCE {



rrcConnectionSetup-r3


RRCConnectionSetup-r3-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


},


criticalExtensions



SEQUENCE {}

}

RRCConnectionSetup-r3-IEs ::= SEQUENCE {


-- TABULAR: Integrity protection shall not be performed on this message.


-- User equipment IEs



initialUE-Identity



InitialUE-Identity,



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



activationTime




ActivationTime





OPTIONAL,



new-U-RNTI





U-RNTI,



new-c-RNTI





C-RNTI







OPTIONAL,



rrc-StateIndicator



RRC-StateIndicator,



utran-DRX-CycleLengthCoeff

UTRAN-DRX-CycleLengthCoefficient,



capabilityUpdateRequirement

CapabilityUpdateRequirement


OPTIONAL,



-- TABULAR: If the IE is not present, the default value defined in 10.3.3.2 shall



-- be used.


-- Radio bearer IEs



srb-InformationSetupList

SRB-InformationSetupList2,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-AddReconfTransChInfoList

UL-AddReconfTransChInfoList,



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-AddReconfTransChInfoList

DL-AddReconfTransChInfoList,


-- Physical channel IEs



frequencyInfo




FrequencyInfo





OPTIONAL,



maxAllowedUL-TX-Power


MaxAllowedUL-TX-Power



OPTIONAL,



ul-ChannelRequirement


UL-ChannelRequirement



OPTIONAL,



dl-CommonInformation


DL-CommonInformation



OPTIONAL,



dl-InformationPerRL-List

DL-InformationPerRL-List


OPTIONAL

}

Figure 1

RRCConnectionSetup-r3 ::= SEQUENCE {


initialUE-Identity



InitialUE-Identity,


rrc-TransactionIdentifier

RRC-TransactionIdentifier,


otherIEs





CHOICE {



r3







SEQUENCE {




rrcConnectionSetup-r3


RRCConnectionSetup-r3-IEs,




nonCriticalExtensions


SEQUENCE {}
OPTIONAL



},



criticalExtensions



SEQUENCE {}


}

}

RRCConnectionSetup-r3-IEs ::= SEQUENCE {


-- TABULAR: Integrity protection shall not be performed on this message.


-- User equipment IEs



initialUE-Identity



InitialUE-Identity,



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



activationTime




ActivationTime





OPTIONAL,



new-U-RNTI





U-RNTI,



new-c-RNTI





C-RNTI







OPTIONAL,



rrc-StateIndicator



RRC-StateIndicator,



utran-DRX-CycleLengthCoeff

UTRAN-DRX-CycleLengthCoefficient,



capabilityUpdateRequirement

CapabilityUpdateRequirement


OPTIONAL,



-- TABULAR: If the IE is not present, the default value defined in 10.3.3.2 shall



-- be used.


-- Radio bearer IEs



srb-InformationSetupList

SRB-InformationSetupList2,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-AddReconfTransChInfoList

UL-AddReconfTransChInfoList,



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-AddReconfTransChInfoList

DL-AddReconfTransChInfoList,


-- Physical channel IEs



frequencyInfo




FrequencyInfo





OPTIONAL,



maxAllowedUL-TX-Power


MaxAllowedUL-TX-Power



OPTIONAL,



ul-ChannelRequirement


UL-ChannelRequirement



OPTIONAL,



dl-CommonInformation


DL-CommonInformation



OPTIONAL,



dl-InformationPerRL-List

DL-InformationPerRL-List


OPTIONAL

}

Figure 2

This method would solve the problem, because now the RRC transaction identifier and the UE identity is in the beginning of the message, independent of the RRC version. This change though is not backward compatible to the previous RRC version.

An alternative solution taking care of backward compatibility, is to include the needed information elements at the beginning of the critical extension part of the message structure, as shown in Figure 3:

RRCConnectionSetup-r3 ::= CHOICE {


r3







SEQUENCE {



rrcConnectionSetup-r3


RRCConnectionSetup-r3-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


},


later






SEQUENCE {



initialUE-Identity



InitialUE-Identity,



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



criticalExtensions



SEQUENCE {}


}

}

RRCConnectionSetup-r3-IEs ::= SEQUENCE {


-- TABULAR: Integrity protection shall not be performed on this message.


-- User equipment IEs



initialUE-Identity



InitialUE-Identity,



rrc-TransactionIdentifier

RRC-TransactionIdentifier,



activationTime




ActivationTime





OPTIONAL,



new-U-RNTI





U-RNTI,



new-c-RNTI





C-RNTI







OPTIONAL,



rrc-StateIndicator



RRC-StateIndicator,



utran-DRX-CycleLengthCoeff

UTRAN-DRX-CycleLengthCoefficient,



capabilityUpdateRequirement

CapabilityUpdateRequirement


OPTIONAL,



-- TABULAR: If the IE is not present, the default value defined in 10.3.3.2 shall



-- be used.


-- Radio bearer IEs



srb-InformationSetupList

SRB-InformationSetupList2,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-AddReconfTransChInfoList

UL-AddReconfTransChInfoList,



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-AddReconfTransChInfoList

DL-AddReconfTransChInfoList,


-- Physical channel IEs



frequencyInfo




FrequencyInfo





OPTIONAL,



maxAllowedUL-TX-Power


MaxAllowedUL-TX-Power



OPTIONAL,



ul-ChannelRequirement


UL-ChannelRequirement



OPTIONAL,



dl-CommonInformation


DL-CommonInformation



OPTIONAL,



dl-InformationPerRL-List

DL-InformationPerRL-List


OPTIONAL

}

Figure 3

With this alternative, the problem is solved from the next version of RRC on. For equipment based on the April 2001 version of RRC, there will be a need to specify how to handle messages including critical extensions. Thus at least an update in the procedure part will be needed for those UEs.

Proposal

It is proposed to discuss about the above solutions (and eventually further ones, if there are further proposals for a solution), and to decide which is the most acceptable one. After a decision is taken, a CR will be prepared for the next meeting to correct the problems.
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