
3GPP TSG-RAN WG2 Meeting #19 
R2-010573
Sophia Antipolis, France, 19 - 23 Feb. 2001
CHANGE REQUEST



(

25.331
CR
674
(

rev
1
(

Current version:
3.5.0
(




For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.



Proposed change affects:
(

(U)SIM

ME/UE
X
Radio Access Network
X
Core Network




Title:
(

Security related corrections to SRNS relocation




Source:
(

 Nokia




Work item code:
(



Date: (

20 Feb 2001







Category:
(

F

Release: (

R99


Use one of the following categories:
F  (essential correction)
A  (corresponds to a correction in an earlier release)
B  (Addition of feature), 
C  (Functional modification of feature)
D  (Editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)




Reason for change:
(

- IE "Uplink integrity protection activation info" is not included in the IE "Integrity protection mode info". That sentence has been deleted.

- In the transparent RRC container from source RNC to target RNC the COUNT-C values for transparent mode radio bearers are missing. These values are needed to be able to synchronise ciphering on transparent mode radio bearers after SRNS relocation.




Summary of change:
(






Consequences if 
(

not approved:
Ciphering on transparent mode radio bearers can get out of synchronisation in SRNS relocation.




Clauses affected:
(

8.1.12.3, 8.5.10, 11.5, 14.12.1




Other specs
(


 Other core specifications
(



Affected:

 Test specifications




 O&M Specifications





Other comments:
(



How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://www.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2000-09 contains the specifications resulting from the September 2000 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.
8.1.12.3
Reception of SECURITY MODE COMMAND message by the UE

Upon reception of the SECURITY MODE COMMAND message, the UE shall perform the actions for the received information elements according to 8.6.

If the IE "Security capability" is the same as indicated by variable UE_CAPABILITY_TRANSFERRED, the UE shall:

-
suspend all radio bearers and signalling radio bearers (except the signalling radio bearer used to receive the SECURITY MODE COMMAND message on the downlink DCCH in RLC-AM) using RLC-AM or RLC-UM that belong to the CN domain indicated in the IE "CN domain identity", with RLC sequence number greater than or equal to the number in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info";

-
set the IE "RRC transaction identifier" in the SECURITY MODE COMPLETE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE CONTROL message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO is set:

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of that variable, for the respective radio bearer and signalling radio bearer;

-
when the radio bearers and signalling radio bearers have been suspended:

-
send a SECURITY MODE COMPLETE message on the uplink DCCH in AM RLC, using the old ciphering and the new integrity protection configurations; 

-
when the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC:

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO and the procedure ends. If a RLC reset or re-establishment occurs after the SECURITY MODE COMPLETE message has been confirmed by RLC, but before the activation time for the new ciphering configuration has been reached, then the activation time shall be ignored and the new ciphering configuration shall be applied immediately after the RLC reset or RLC re-establishment.

For radio bearers and signalling radio bearers used by the CN indicated in the IE "CN domain identity", the UE shall:

-
if a new integrity protection key has been received:

-
in the downlink:

-
use the new key;

-
set the HFN component of the downlink COUNT-I to zero at the RRC sequence number indicated in IE "Downlink integrity protection activation info" included in the IE "Integrity protection mode info";


in the uplink:


use the new key;

-
set the HFN component of the uplink COUNT-I to zero at the RRC sequence number indicated in IE "Uplink integrity protection activation info";

-
if a new ciphering key is available:

-
in the downlink:

-
use the new key;

-
set the HFN component of the downlink COUNT-C to zero at the RLC sequence number indicated in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info";

-
in the uplink:

-
use the new key;

-
set the HFN component of the uplink COUNT-C to zero at the RLC sequence number indicated in IE "Radio bearer uplink ciphering activation time info".

If the IE "Security capability" is not the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, the UE shall release all its radio resources, enter idle mode and the procedure ends on the UE side. Actions the UE shall perform when entering idle mode are given in subclause 8.5.2.

8.5.10
Integrity protection

Integrity protection shall be performed on all RRC messages, with the following exceptions:

HANDOVER TO UTRAN COMPLETE

Paging Type 1

PUSCH CAPACITY REQUEST

PHYSICAL SHARED CHANNEL ALLOCATION
RRC Connection Request

RRC Connection Setup

RRC Connection Setup Complete

RRC Connection Reject 

RRC CONNECTION RELEASE (CCCH only)
SYSTEM INFORMATION

SYSTEM INFORMATION CHANGE INDICATION

TRANSPORT FORMAT COMBINATION CONTROL (TM DCCH only)
NOTE:
MEASUREMENT REPORT needs to be studied when used on UM as in some cases there could be synchronization problems with the RRC SN.

For each signalling radio bearer, the UE shall use two RRC hyper frame numbers,

-
"Uplink RRC HFN";

-
"Downlink RRC HFN".

and two message sequence numbers,

-
"Uplink RRC Message sequence number";

-
"Downlink RRC Message sequence number".

The above information is stored in the variable INTEGRITY_PROTECTION_INFO per signalling radio bearer (RB 0-4). 

Upon the first activation of integrity protection for an RRC connection, UE and UTRAN initialise the "Uplink RRC Message sequence number" and "Downlink RRC Message sequence number" for all signalling radio bearers to zero. The UE and UTRAN apply the sequence numbers for the RRC message activating integrity protection thereafter for all subsequent messages when integrity protection is activated. The RRC message sequence number (RRC SN) is incremented for every integrity protected RRC message. If the same RRC message is sent repeatedly (e.g. RRC CONNECTION RELEASE, RRC CONNECTION RELEASE COMPLETE) the corresponding RRC SN is not incremented.

11.5
RRC information between network nodes

Internode-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


HandoverToUTRANCommand-r3,


MeasurementReport,


PhysicalChannelReconfiguration-r3,


RadioBearerReconfiguration-r3,


RadioBearerRelease-r3,


RadioBearerSetup-r3,


TransportChannelReconfiguration-r3,


UECapabilityInformation

FROM PDU-definitions

-- Core Network IEs :

CN-DomainIdentity,

CN-DomainInformationList,


NAS-SystemInformationGSM-MAP,

-- UTRAN Mobility IEs :


CellIdentity,


URA-Identity,

-- User Equipment IEs :


C-RNTI,


RRC-MessageSequenceNumber,




U-RNTI,


UE-RadioAccessCapability,

-- Radio Bearer IEs :


PDCP-InfoReconfig,


PredefinedConfigValueTag,


RAB-InformationSetupList,


RB-Identity,


RB-MappingInfo,


RLC-Info,



SRB-InformationSetupList,

-- Transport Channel IEs :


CPCH-SetID,


DL-CommonTransChInfo,


DL-AddReconfTransChInfoList,


DRAC-StaticInformationList,


UL-CommonTransChInfo,


UL-AddReconfTransChInfoList,

-- Measurement IEs :


MeasurementIdentity,


MeasurementReportingMode,


MeasurementType,


AdditionalMeasurementID-List,

-- Other IEs :


InterRATMessage

FROM InformationElements


maxCNdomains,

maxNoOfMeas,


maxPredefConfig,


maxRABsetup,


maxRB,


maxSRBsetup,


maxTrCH

FROM Constant-definitions;

-- RRC information transferred between network nodes,

-- per group of information transfers having same endpoint

-- Alike class definitions for RRC PDUs

-- ***************************************************

--

-- RRC information, to target RNC

--

-- ***************************************************
-- ***************************************************

--

-- RRC information, target RNC to source RNC

--

-- ***************************************************
T-RNC-ToSRNC-Container ::= SEQUENCE {


message



T-RNC-ToSRNC-ContainerType

}

T-RNC-ToSRNC-ContainerType::= CHOICE {


radioBearerSetup




RadioBearerSetup-r3,


radioBearerReconfiguration


RadioBearerReconfiguration-r3,


radioBearerRelease




RadioBearerRelease-r3,


transportChannelReconfiguration

TransportChannelReconfiguration-r3,


physicalChannelReconfiguration

PhysicalChannelReconfiguration-r3,


extension






NULL

}

-- ***************************************************

--

-- RRC information, target RNC to source RAT

--

-- ***************************************************
-- Container definitions, alike PDU definitions

-- RRC Container definition, to target RNC

-- ***************************************************

--

-- SRNC Relocation information

--

-- ***************************************************
SRNC-RelocationInfo ::=



SEQUENCE {


-- Non-RRC IEs



stateOfRRC





StateOfRRC,



stateOfRRC-Procedure


StateOfRRC-Procedure,



cipheringStatus




CipheringStatus,



calculationTimeForCiphering

CalculationTimeForCiphering


OPTIONAL,



cipheringInfoPerRB-List


CipheringInfoPerRB-List



OPTIONAL,


count-C-List




COUNT-C-List





OPTIONAL,


integrityProtectionStatus

IntegrityProtectionStatus,


srb-SpecificIntegrityProtInfo
SRB-SpecificIntegrityProtInfoList,



implementationSpecificParams
ImplementationSpecificParams

OPTIONAL,


-- User equipment IEs



u-RNTI






U-RNTI,



c-RNTI






C-RNTI







OPTIONAL,



ue-RadioAccessCapability

UE-RadioAccessCapability,


-- Other IEs



interRATMessage



InterRATMessage




OPTIONAL,


-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,


-- Core network IEs



cn-CommonGSM-MAP-NAS-SysInfo
NAS-SystemInformationGSM-MAP,



cn-DomainInformationList

CN-DomainInformationList


OPTIONAL,


-- Measurement IEs



ongoingMeasRepList



OngoingMeasRepList




OPTIONAL,


-- Radio bearer IEs



preConfigStatusInfo



PreConfigStatusInfo,



srb-InformationList



SRB-InformationSetupList,



rab-InformationList



RAB-InformationSetupList


OPTIONAL,


-- Transport channel IEs



ul-CommonTransChInfo


UL-CommonTransChInfo



OPTIONAL,



ul-TransChInfoList



UL-AddReconfTransChInfoList


OPTIONAL,



modeSpecificInfo



CHOICE {




fdd







SEQUENCE {





cpch-SetID





CPCH-SetID




OPTIONAL,





transChDRAC-Info



DRAC-StaticInformationList
OPTIONAL




},




tdd







NULL



},



dl-CommonTransChInfo


DL-CommonTransChInfo



OPTIONAL,



dl-TransChInfoList



DL-AddReconfTransChInfoList


OPTIONAL,


-- Measurement report



measurementReport



MeasurementReport




OPTIONAL

}

-- RRC Container definition, target RNC to source RNC

-- Nothing new, only re-using RRC PDUs

--

-- RRC Container definition, target RNC to source system

-- Nothing new, re-using RRC PDUs (HandoverToUTRANCommand)

-- IE definitions

CalculationTimeForCiphering ::=

SEQUENCE {


cell-Id







CellIdentity,


sfn








INTEGER (0..4095)

}

CipheringInfoPerRB ::=



SEQUENCE {


dl-HFN






BIT STRING (SIZE (20..25)),


ul-HFN






BIT STRING (SIZE (20..25))
}

-- TABULAR: Multiplicity value numberOfRadioBearers has been replaced

-- with maxRB.

CipheringInfoPerRB-List ::=


SEQUENCE (SIZE (1..maxRB)) OF











CipheringInfoPerRB

CipheringStatus ::=




ENUMERATED {











started, notStarted }

COUNT-CList ::=





SEQUENCE (SIZE (1..maxCNdomains)) OF











COUNT-CSingle

COUNT-CSingle ::=





SEQUENCE {


cn-DomainIdentity




CN-DomainIdentity,


count-C







BIT STRING (SIZE (32))




}

ImplementationSpecificParams ::=
BIT STRING (SIZE (1..512))

IntegrityProtectionStatus ::=

ENUMERATED {











started, notStarted }

MeasurementCommandWithType ::=

CHOICE {


setup







MeasurementType,


modify







NULL,


release







NULL

}

OngoingMeasRep ::=




SEQUENCE {


measurementIdentity


MeasurementIdentity,


measurementCommandWithType


MeasurementCommandWithType,


-- TABULAR: The CHOICE Measurement in the tabular description is included


-- in the IE above.


measurementReportingMode


MeasurementReportingMode


OPTIONAL,


additionalMeasurementID-List

AdditionalMeasurementID-List

OPTIONAL

}

OngoingMeasRepList ::=



SEQUENCE (SIZE (1..maxNoOfMeas)) OF











OngoingMeasRep

PreConfigStatusInfo ::=



SEQUENCE (SIZE (1..maxPredefConfig)) OF





PredefinedConfigValueTag
SRB-SpecificIntegrityProtInfo ::=
SEQUENCE {




ul-RRC-HFN






BIT STRING (SIZE (28)),


dl-RRC-HFN






BIT STRING (SIZE (28)),


ul-RRC-SequenceNumber



RRC-MessageSequenceNumber,


dl-RRC-SequenceNumber



RRC-MessageSequenceNumber

}

SRB-SpecificIntegrityProtInfoList ::= SEQUENCE (SIZE (4..maxSRBsetup)) OF











SRB-SpecificIntegrityProtInfo

StateOfRRC ::=





ENUMERATED {











cell-DCH, cell-FACH,











cell-PCH, ura-PCH }

StateOfRRC-Procedure ::=


ENUMERATED {











awaitNoRRC-Message,











awaitRRC-ConnectionRe-establishmentComplete,











awaitRB-SetupComplete,











awaitRB-ReconfigurationComplete,











awaitTransportCH-ReconfigurationComplete,











awaitPhysicalCH-ReconfigurationComplete,











awaitActiveSetUpdateComplete,











awaitHandoverComplete,











sendCellUpdateConfirm,











sendUraUpdateConfirm,











sendRrcConnectionReestablishment,











otherStates }

END
14.12.1
RRC Information to target RNC

RRC Information to target RNC may either be sent from source RNC or from another RAT. In case of handover to UTRAN, this information originates from another RAT, while in case of SRNC relocation the RRC information originates from the source RNC. In case of SRNC information, the RRC information transferred specifies the configuration of RRC and the lower layers it controls, e.g., including the radio bearer and transport channel configuration. It is used by the target RNC to initialise RRC and the lower layer protocols to facilitate SRNC relocation in a manner transparent to the UE.

Information Element/Group Name
Need
Multi
Type and reference
Semantics description

Non RRC IEs





CHOICE case
MP




>Handover to UTRAN





>>UE radio access capability
OP

UE radio access capability 10.3.3.42


>>UE system specific capability
OP

 UE system specific capability 14.13.2.4


>>UE security information
OP

UE security information 14.13.2.2


>>Pre-defined configuration status information
OP

Pre-defined configuration status information 14.13.2.3


>SRNC relocation





>>State of RRC
MP

Enumerated (CELL_DCH, CELL_FACH,CELL_PCH, URA_PCH)


>>State of RRC procedure
MP

Enumerated (await no RRC message, Complete, await RB Setup Complete, await RB Reconfiguration Complete, await RB Release Complete, await Transport CH Reconfiguration Complete, await Physical CH Reconfiguration Complete, await Active Set Update Complete, await Handover Complete, send Cell Update Confirm, send URA Update Confirm,

, others)


Ciphering related information





>>Ciphering status
MP

Enumerated(Not started, Started)


>>Calculation time for ciphering related information
CV Ciphering


Time when the ciphering information of the message were calculated, relative to a cell of the target RNC

>>>Cell Identity
MP

Cell Identity 10.3.2.2
Identity of one of the cells under the target RNC and included in the active set of the current call

>>>SFN
MP

Integer(0..4095)


>>COUNT-C list
CV Ciphering
1 to <maxCNdomains>

COUNT-C values for radio bearers using transparent mode RLC

>>>CN domain identity
MP

CN domain identity 10.3.1.1


>>>COUNT-C
MP

Bitstring(32)


>>Ciphering info per radio bearer
OP
1 to <maxRB>

For signalling radio bearers this IE is mandatory.

>>>RB identity
MP

RB identity

10.3.4.16


>>>Downlink HFN
MP

Bitstring(20..25)

This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

>>>Uplink HFN
MP

Bitstring(20..25)

This IE is either RLC AM HFN (20 bits) or RLC UM HFN (25 bits)

Integrity protection related information





>>Integrity protection status
MP

Enumerated(Not started, Started)


>>Signalling radio bearer specific integrity protection information
CV IP
4 to <maxSRBsetup>










>>> Uplink RRC HFN
MP

Bitstring (28)


>>> Downlink RRC HFN
MP

Bitstring (28)


>>> Uplink RRC Message sequence number
MP

Integer (0..

15)


>>> Downlink RRC Message sequence number
MP

Integer (0..

15)


>>Implementation specific parameters
OP

Bitstring (1..512)


RRC IEs





UE Information elements





>>U-RNTI
MP

U-RNTI

10.3.3.47


>>C-RNTI
OP

C-RNTI

10.3.3.8


>>UE radio access Capability
MP

UE radio access capability

10.3.3.42


Other Information elements





>>Inter System message (inter system classmark)
OP

Inter-RAT message

10.8.6


UTRAN Mobility Information elements





>>URA Identifier
OP

URA identity

10.3.2.6


CN Information Elements





>>CN common GSM-MAP NAS system information
MP

NAS system information (GSM-MAP)

10.3.1.9


>>CN domain related information
OP
1 to <MaxCNdomains>

CN related information to be provided for each CN domain

>>>CN domain identity
MP




>>>CN domain specific GSM-MAP NAS system info
MP

NAS system information (GSM-MAP)

10.3.1.9


Measurement Related Information elements





>>For each ongoing measurement reporting
OP
1 to <MaxNoOfMeas>



>>>Measurement Identity
MP

Measurement identity 

10.3.7.48


>>>Measurement Command
MP

Measurement command

10.3.7.46


>>>Measurement Type
CV Setup

Measurement type

10.3.7.50


>>>Measurement Reporting Mode
OP

Measurement reporting mode

10.3.7.49


>>>Additional Measurements list
OP

Additional measurements list

10.3.7.1


>>>CHOICE Measurement
OP




>>>>Intra-frequency





>>>>>Intra-frequency cell info
OP

Intra-frequency cell info list

10.3.7.33


>>>>>Intra-frequency measurement
quantity 
OP

Intra-frequency measurement quantity

10.3.7.38


>>>>>Intra-frequency reporting quantity 
OP

Intra-frequency reporting quantity

10.3.7.41


>>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>>CHOICE report criteria
OP




>>>>>>Intra-frequency
measurement 
reporting criteria 


Intra-frequency measurement reporting criteria

10.3.7.39


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>Inter-frequency





>>>>>Inter-frequency cell info
OP

Inter-frequency cell info list

10.3.7.13


>>>>>Inter-frequency measurement
quantity 
OP

Inter-frequency measurement quantity

10.3.7.18


>>>>>Inter-frequency reporting quantity 
OP

Inter-frequency reporting quantity

10.3.7.21


>>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>>CHOICE report criteria
OP




>>>>>>Inter-frequency
measurement 
reporting criteria 


Inter-frequency measurement reporting criteria

10.3.7.19


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>Inter-RAT





>>>>>Inter-RAT cell info
OP

Inter-RAT cell info list

10.3.7.23


>>>>>Inter-RAT measurement
quantity 
OP

Inter-RAT measurement quantity

10.3.7.29


>>>>>Inter-RAT reporting quantity 
OP

Inter-RAT reporting quantity

10.3.7.32


>>>>>Reporting cell status
OP

Reporting cell status

10.3.7.61


>>>>>Measurement validity
OP

Measurement validity

10.3.7.51


>>>>>CHOICE report criteria
OP




>>>>>>Inter-RAT measurement 
reporting criteria 


Inter-RAT measurement reporting criteria

10.3.7.30


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>Traffic Volume





>>>>>Traffic volume measurement
Object
OP

Traffic volume measurement object

10.3.7.70


>>>>>Traffic volume measurement
quantity 
OP

Traffic volume measurement quantity

10.3.7.71


>>>>>Traffic volume reporting quantity 
OP

Traffic volume reporting quantity

10.3.7.74


>>>>>CHOICE report criteria
OP




>>>>>>Traffic volume measurement 
reporting criteria 


Traffic volume measurement reporting criteria

10.3.7.72


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>Quality





>>>>>Quality measurement
Object
OP

Quality measurement object


>>>>>CHOICE report criteria
OP




>>>>>>Quality measurement 
reporting criteria 


Quality measurement reporting criteria

10.3.7.58


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>UE internal





>>>>>UE internal measurement
quantity 
OP

UE internal measurement quantity

10.3.7.79


>>>>>UE internal reporting quantity 
OP

UE internal reporting quantity

10.3.7.82


>>>>>CHOICE report criteria
OP




>>>>>>UE internal measurement 
reporting criteria 


UE internal measurement reporting criteria

10.3.7.80


>>>>>>Periodical reporting


Periodical reporting criteria

10.3.7.53


>>>>>>No reporting


NULL


>>>>UP





>>>>>LCS reporting quantity
OP

LCS reporting quantity 10.3.7.111


>>>>>CHOICE report criteria
OP




>>>>>>LCS reporting criteria


LCS reporting criteria 10.3.7.110


>>>>>>Periodical reporting 


Periodical reporting criteria 10.3.7.53


>>>>>>No reporting





Radio Bearer Information Elements





>>Pre-defined configuration status information
OP

Pre-defined configuration status information 14.13.2.3


>>Signalling RB information list
MP
1 to <maxSRBsetup>

For each signalling radio bearer

>>>Signalling RB information
MP

Signalling RB information to setup 10.3.4.24


>>RAB information list
OP
1 to <maxRABsetup>

Information for each RAB

>>>RAB information
MP

RAB information to setup

10.3.4.10


Transport Channel Information Elements





Uplink transport channels





>>UL Transport channel information common for all transport channels
OP

UL Transport channel information common for all transport channels

10.3.5.24


>>UL transport channel information list
OP
1 to <MaxTrCH>



>>>UL transport channel information
MP

Added or reconfigured UL TrCH information

10.3.5.2


>>CHOICE mode
OP




>>>FDD





>>>>CPCH set ID
OP

CPCH set ID

10.3.5.5


>>>>Transport channel information for DRAC list
OP
1 to <MaxTrCH>



>>>>>DRAC static information
MP

DRAC static information

10.3.5.7


>>>TDD



(no data)

Downlink transport channels





>>DL Transport channel information common for all transport channels
OP

DL Transport channel information common for all transport channels

10.3.5.6


>>DL transport channel information list
OP
1 to <MaxTrCH>



>>>DL transport channel information
MP

Added or reconfigured DL TrCH information

10.3.5.1


>>Measurement report
OP

MEASUREMENT REPORT

10.2.17


>spare



(no data)

Criticality: reject

Multi Bound
Explanation

MaxNoOfMeas
Maximum number of active measurements, upper limit 16

Condition
Explanation

Setup
The IE is mandatory when the IE Measurement command has the value "Setup", otherwise the IE is not needed.

Ciphering
The IE is mandatory when the IE Ciphering Status has the value "started" and the ciphering counters need not be reinitialised, otherwise the IE is not needed.

IP
The IE is mandatory when the IE Integrity protection status has the value "started" and the integrity protection counters need not be reinitialised, otherwise the IE is not needed.




PDCP
The IE is mandatory when the PDCP Info IE is present, otherwise the IE is not needed.
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