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Reason for 
change:

The UL message SECURITY MODE COMPLETE does not contain the IE ciphering mode info. In the description of what the UTRAN  does on reception of the SECURITY MODE COMPLETE in 8.1.12.5, this is however assumed, and the IE "Activation time for DPCH" is evaluated. The corresponding text is proposed to be removed.
(UTRAN already knows the CFN, when to activate the new cipher configuration, since it has sent this value in the SECURITY MODE COMMAND message to the UE.)
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Other 
comments:


8.1.12.5
Reception of SECURITY MODE COMPLETE message by the UTRAN

UTRAN should apply integrity protection on the received SECURITY MODE COMPLETE message and all subsequent messages with the new integrity protection configuration, if changed. When UTRAN has received a SECURITY MODE COMPLETE message and the integrity protection has successfully been applied, UTRAN shall use

-
for radio bearers using RLC-AM or RLC-UM:

-
the old ciphering configuration for received RLC PDUs with RLC sequence number less than the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the UE; 

-
the new ciphering configuration for received RLC PDUs with RLC sequence number greater than or equal to the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the UE;

-
if an RLC reset occurs after the SECURITY MODE COMPLETE message has been received by UTRAN, but before the activation time for new ciphering key has been reached, RRC in UTRAN configures RLC in UTRAN with the new ciphering key and activation time after the RLC reset;



-
and the procedure ends.

