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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document is a technical report that summarises the work on the UTRAN Release 2000 work item “Radio Access Bearer Support Enhancements”. The work items comprises of four areas of study:

1)
Robust header compression

2)
PDCP multiplexing

3)
Variable Iu frame formats and unequal error protection

4)
Channel type switching per logical channel

Each study area includes the requirements of the proposed feature, a description of the basic mechanism and a discussion of the issues involved. A recommended solution is provided and impacts to other RAN WGs are analysed.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

[1]
3G TS 25.322: "RLC Protocol Specification".

[2]
3G TS 25.323: "PDCP Protocol Specification".

[3]
3G TS 25.331: "RRC Protocol Specification".

[4]
3G TS 25.413: "UTRAN Iu Interface: RANAP Signalling".

[5]
3G TS 25.415: "UTRAN Iu Interface: CN-RAN User Plane Protocol".

[6]
Internet-Draft (work in progress), July 2000, <draft-ietf-rohc-rtp-01.txt>: "RObust Header Compression (ROHC)". 

http://search.ietf.org/internet-drafts/draft-ietf-rohc-lower-layer-guidelines-00.txt
[7]
IETF RFC 1144, Februaury 1990: " Compressing TCP/IP Headers for Low-Speed Serial Links ". 

[8]
IETF RFC 2507, Februaury 1999: " IP Header Compression ".

[9]
IETF RFC 2508, Februaury 1999: " Compressing IP/UDP/RTP Headers for Low-Speed Serial Links ".

[10]
IETF RFC 2509, Februaury 1999: " IP Header Compression over PPP ".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

HC
Header Compression 

IETF
Internet Engineering Task Force

IP
Internet Protocol

ROHC
Robust Header Compression

RTP
Realtime Transmission Protocol

TCP
Transmission Control Protocol

UDP
User Datagram Protocol

UMTS
Universal Mobile Telecommunications System

UTRAN
UMTS Terrestrial Radio Access Network

4
Requirements

5
Study Areas

5.1 Robust header compression

5.1.1
Introduction

Header compression of IP flows is possible due to the fact that the fields in the headers of IP packets are either constant or changing in a known pattern between consecutive packets in the same flow. It is possible to send only information regarding the nature of the changing fields of the headers with respect to the reference packet in the same IP flow.

The benefit is a significant reduction in header overhead and hence increase in bandwidth efficiency. For example, IP based voice applications require an IP header; 40 octets for IPv4 and 60 octets for IPv6, a UDP header of 8 octets and a RTP header of 12 octets. A total of 60 octets for the headers are required to transport the voice payload for IPv4 and 80 octets for IPv6. When this is compared to the size of the payload which is of the order of 15-32 bytes (depending on the codec and frame size/rate) the gains from compressing the headers is quite apparent. 

In order for header compression to work there must be a compressor and a decompressor. A context is a snapshot of the complete (uncompressed) headers of an IP flow. This context is always exchanged from the compressor to decompressor at initialisation of the header compression scheme. After that the context is updated according to some criteria which is dependent on the header compression algorithm. The context can also be refreshed at any time by periodic refreshes from the compressor and/or upon requests from the decompressor.

During normal operation, the compressor will always try to send compressed headers instead of full headers. The compressed header represents the relative changes to reference packet in the same IP flow and are therefore relatively small. 

Some header compression schemes may employ feedback from the decompressor to the compressor to indicate the current context state in the decompressor. A result of this could be to send sufficient information to update the context in the decompressor.
With the basic tools of header compression schemes being the full and compressed headers and optionally a feedback mechanism it is possible to define an algorithm that will work on any link layer technology. 

5.1.2
Existing header compression schemes

The current header compression schemes that are standardised in the IETF are specified in references [7-10]. However, these schemes do not cope well over unreliable links such as the cellular environment. Also, wireless links exhibit long round trip times (RTT) and loss of synchronisation of contexts between the compressor and decompressor can result in a large loss of packets until synchronisation is achieved.

As IP based multimedia services are increasing rapdily, a need has arisen to support real-time services in UTRAN. However, with the added difficulties due the radio interface as described earlier there is a need for header compression to be robust in the cellular environment.
5.1.3
IETF Robust header compression working group

It is the task of the IETF WG called “Robust Header Compression” or ROHC to standardise a header compression algorithm that is suitable for wireless links. A robust scheme should tolerate errors on the link over which header compression takes place (including both frame losses and residual bit errors) without losing additional packets, introducing additional errors or using more bandwidth.

The ROHC algorithm is currently the only algorithm that is being standardised by the ROHC WG. ROHC is able to compress RTP/UDP/IP streams for both IPv4 and IPv6. This study area in this technical report will investigate how the ROHC algorithm will be realised for Release 2000.
5.1.4
ROHC compression and decompression states

The compressor starts in the lowest compression state and gradually transitions to higher compression states. The general principle is the compressor will always operate in the highest possible compression state, under the constraint that the compressor has sufficient confidence that the decompressor has the information necessary to decompress a compressed header. 

In the reliable mode, that confidence comes from receipt of ACKs from the decompressor. Otherwise, that confidence comes from sending the information a certain number of times, utilising a CRC calculated over the uncompressed RTP/UDP/IP header, and from not receiving NAKs (negative acknowledgements).
The compressor may also transition back to a lower compression state when necessary. 

For IP/UDP/RTP compression, the three compressor states are: 

-
Initialization/Refresh (IR)

-
First Order (FO)

-
Second Order (SO)

5.1.4.1
IR State

The purpose of this state is to set up or refresh the context between the compressor and decompressor. The information that is sent from the compressor may be static and non-static fields in uncompressed form (full refresh), or just non-static fields in uncompressed form (dynamic refresh). 

The compressor enters this state at initialization, upon request from decompressor, or upon Refresh Time-out. The compressor leaves the IR state when it is confident that the decompressor has correctly received the refresh information.

5.1.4.2
FO State

The compressor operates in the FO state when the header stream does not conform to a uniform pattern (ie constant changes),  or when the compressor is not confident that the decompressor has acquired the parameters of the uniform pattern. The compressor will leave this state and transition to the SO state when the header conforms to a uniform pattern.

5.1.4.3
SO State

In this state the compressor is sufficiently confident that the decompressor has also acquired the parameters of the uniform pattern. In the SO state, the compressor sends headers, which mainly consist of a sequence number. While in the SO state, the decompressor does a simple extrapolation based on information it knows about the pattern of change of the header fields and the sequence number contained in the SO header in order to regenerate the uncompressed header. The compressor leaves this state to go back to FO state when the header no longer conforms to the uniform pattern or to IR state if counter so indicates in unidirectional mode.

5.1.5
Modes and mode transitions

There are three modes of operation, each with the three states as described in 5.1.4:

-
Uni-directional

-
Bi-directional optimistic

-
Bi-directional reliable

and the possible transitions are shown in Figure 2 below.
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Figure x: ROHC modes

The uni-directional mode implies that there is no feedback from the decompressor to the compressor while for the bi-directional optimistic there is irregular feedback and periodic feedback for the bi-directional reliable mode.

5.1.6
State transitions

The allowed state transitions are shown in Figure x and the rules and packets formats that are required are briefly described in the following subclause of this section. A more detailed description can be found in [6].
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Figure x: State transitions
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Figure xyz: Uni-directional mode compressor logic
5.1.6.1.2
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Figure xyz: Uni-directional mode decompressor logic 
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Figure xyz: Optimistc mode compressor logic 
5.1.6.2.2
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Figure xyz: Bi-directional optimistic mode decompressor logic
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Figure xyz: Reliable mode compressor logic

5.1.6.3.2
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Figure xyz: Reliable mode decompressor logic

5.1.6.4
Compressor and decompressor logic

It can be seen from the subclause 5.1.7.3 that the decompressor logic for all modes is the same as the uni-directional decompressor logic. What differs is the feefback logic, which states and what feedback messages are sent due to different events in each operating state.

5.1.7
Packet types

The ROHC scheme has three defined packet types and these are used to send information from the compressor to the  decompressor. These are briefly explained below:

Full Header (FH): This is used to send all the necessary information for the establishment and refresh of a header compression context between the compressor and decompressor.

First Order (FO): In this packet type, only the non-static information can be included.. 

Second Order (SO): This is the smallest packet type and represents the most efficient operation of the ROHC algorithm.

5.1.8
Packet formats

The packets types defined in subclause 5.1.8 are realised by the packet formats as shown in Figure x below.
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Figure x: Packet formats from the compressor to the decompressor

Figure x shows the packet format for when there is feedback from the decompressor to the compressor.
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Figure x: Packet format from the decompressor to the compressor

5.1.9
Packet format description

This is described and specified in [6].

5.1.10
ROHC Configuration

This is FFS.

5.1.10.1
Negotiation, establishment and release

This is FFS.

5.1.10.2
Modes and states

This section will investigate the configuration and control requirements and parameters for the ROHC modes and states. The result of which will be the inclusion of the ROHC algorithm as another HC algorithm that can be supported and the associated parameters required for ROHC modes and states in changes the IE “PDCP info”. 

The configuration and control requirements and parameters are FFS.

5.1.11
ROHC Reconfiguration

5.1.12
ROHC with SRNS relocation
5.2
PDCP multiplexing

5.3
Variable Iu frame formats and unequal error protection

The work on this item should be done in 3GPP TSG RAN WG3.

5.4
Channel type switching per logical channel

6
Impacts on RAN WGs

6.1
WG1

6.2
WG2

6.3
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6.4
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7
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