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8.2
Radio Bearer control procedures

8.2.1
Radio bearer establishment
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Figure 18: Radio Bearer Establishment, normal case
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Figure 19: Radio Bearer Establishment, UE reverts to old configuration

8.2.1.1
General

The purpose with this procedure is to establish new radio bearer(s). Each radio bearer established by the procedure belongs to one of the following categories:

· a signalling radio bearer, i.e. used for control plane signalling;

· a radio bearer that implements a radio access bearer (RAB) or RAB subflow(s) in the user plane. 

While establishing radio bearers, the procedure may perform a hard handover, see 8.3.5. The procedure may also be used to establish a transport channel for the transparent transfer of signalling.

8.2.1.2
Initiation

The upper layer in the network may request an establishment of radio bearer(s).

To initiate the procedure, UTRAN:

-
configures new radio links in any new physical channel configuration and start transmission and reception on the new radio links;

· transmits a RADIO BEARER SETUP message on the downlink DCCH using AM or UM RLC.
· in case of simultaneous SRNS relocation and ciphering and/or integrity protection are applied, transmit new ciphering and/or integrity protection information to be used after reconfiguration.
If transport channels are added, reconfigured or deleted in uplink and/or downlink, UTRAN shall:

-
set TFCS according to the new transport channel(s).

If the IE "Activation Time" is included, UTRAN should set it to a value taking the UE performance requirements into account.

UTRAN should take the UE capabilities into account when setting the new configuration.

8.2.2
Radio bearer reconfiguration
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Figure 20: Radio bearer reconfiguration, normal flow
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Figure 21: Radio bearer reconfiguration, failure case

8.2.2.1
General

The radio bearer reconfiguration procedure is used to reconfigure parameters for a radio bearer or the signalling link to reflect a change in QoS. While doing so, the procedure may perform a hard handover, see 8.3.5.

8.2.2.2
Initiation

The UTRAN initiates the procedure by:

-
configuring new radio links in any new physical channel configuration and start transmission and reception on the new radio links;

· Transmitting a RADIO BEARER RECONFIGURATION message on the downlink DCCH using AM or UM RLC

· in case of simultaneous SRNS relocation and ciphering and/or integrity protection are applied, transmit new ciphering and/or integrity protection information to be used after reconfiguration
If transport channels are added, reconfigured or deleted in uplink and/or downlink, the UTRAN shall:

-
Set TFCS according to the new transport channel(s).

UTRAN should indicate that uplink transmission shall be suspended on certain bearers. Uplink transmission on a radio bearer used by the RRC signalling should not be suspended. 

If the IE "Activation Time" is included, UTRAN should set it to a value taking the UE performance requirements into account.

UTRAN should take the UE capabilities into account when setting the new configuration.

If the message is used to initiate a transition from CELL_DCH to CELL_FACH state, the UTRAN may assign a common channel configuration of a given cell and C-RNTI to be used in that cell to the UE.

8.2.4
Transport channel reconfiguration
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Figure 24: Transport channel reconfiguration, normal flow
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Figure 25: Transport channel reconfiguration, failure case

8.2.4.1
General

The transport channel reconfiguration procedure is used to reconfigure transport channel parameters. While doing so, the procedure may perform a hard handover, see 8.3.5.

8.2.4.2
Initiation

The UTRAN shall:

-
Configure new radio links in any new physical channel configuration and start transmission and reception on the new radio links.

· transmit a TRANSPORT CHANNEL RECONFIGURATION message on the downlink DCCH using AM or UM RLC.

· in case of simultaneous SRNS relocation and ciphering and/or integrity protection are applied, transmit new ciphering and/or integrity protection information to be used after reconfiguration. 
If transport channels are added, reconfigured or deleted in uplink and/or downlink, the UTRAN shall:

-
Set TFCS according to the new transport channel(s).

If the IE "Activation Time" is included, UTRAN should set it to a value taking the UE performance requirements into account.

UTRAN should take the UE capabilities into account when setting the new configuration.

8.2.6
Physical channel reconfiguration
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Figure 27: Physical channel reconfiguration, normal flow
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Figure 28: Physical channel reconfiguration, failure case

8.2.6.1
General

The physical channel reconfiguration procedure is used to establish, reconfigure and release physical channels. While doing so, the procedure may perform a hard handover, see 8.3.5.

8.2.6.2
Initiation

To initiate the procedure, the UTRAN should:

-
Configure new radio links in any new physical channel configuration and start transmission and reception on the new radio links.

· transmit a PHYSICAL CHANNEL RECONFIGURATION message on the downlink DCCH using AM or UM RLC.

-
in case of simultaneous SRNS relocation and ciphering and/or integrity protection are applied, transmit new ciphering and/or integrity protection information to be used after reconfiguration.
UTRAN should take the UE capabilities into account when setting the new configuration.

If the message is used to initiate a transition from CELL_DCH to CELL_FACH state, the UTRAN may assign a common channel configuration of a given cell and C-RNTI to be used in that cell to the UE. 

14.10
Provision and reception of RRC information between network nodes

14.10.1
RRC Initialisation Information, source RNC to target RNC

When relocation of SRNS is decided to be executed, the RRC shall build the state information, which contains the RRC, RLC and MAC related RRC message information elements, which currently specify the state of the RRC including the radio bearer and transport channel configuration. This "RRC initialisation information, source RNC to target RNC" shall be sent by the source RNC to the target RNC to enable transparent relocation of the RRC and lower layer protocols. Correspondingly, the RRC in the target RNC shall receive the "RRC initialisation information, source RNC to target RNC" and update its state parameters accordingly to facilitate a transparent relocation of SRNS for the UE.

	Information Element
	Need
	Multi
	Type and reference
	Semantics description

	Non RRC IEs
	
	
	
	

	State of RRC
	M
	
	Enumerated (CELL_DCH, CELL_FACH,CELL_PCH, URA_PCH)
	

	State of RRC procedure
	M
	
	Enumerated (await no RRC message, await RRC Connection Re-establishment Complete, await RB Setup Complete, await RB Reconfiguration Complete, await RB Release Complete, await Transport CH Reconfiguration Complete, await Physical CH Reconfiguration Complete, await Active Set Update Complete, await Handover Complete, others)
	

	Variable RLC parameters
	M
	
	?????
	

	Ciphering related information
	
	
	
	

	Ciphering status
	M
	
	Enumerated(Not started, Started)
	

	Calculation time for ciphering related information
	CV Ciphering
	
	
	Time when the ciphering information of the message were calculated, relative to a cell of the target RNC

	>Cell Identity
	MP
	
	Cell Identity 10.3.2.2
	Identity of one of the cells under the target RNC and included in the active set of the current call

	>SFN
	MP
	
	Integer(0..4095)
	

	Ciphering info per radio bearer
	
	0 to < numberOfRadioBearers>
	
	

	>RB identity
	M
	
	RB identity
	

	>Downlink HFN
	M
	
	Ciphering hyperframe number
	

	>Uplink HFN
	M
	
	Ciphering hyperframe number
	

	>Downlink RLC sequence Number
	O
	
	Integer(0..4095)
	RLC SN [TS 25.322]

	>Uplink RLC sequence number
	O
	
	Integer(0..4095)
	RLC SN [TS 25.322]

	Integrity protection related information
	
	
	
	

	Integrity protection status
	M
	
	Enumerated(Not started, Started)
	

	Integrity protection failure count
	M
	
	Integer(0..N316)
	

	Signalling radio bearer specific integrity protection information
	CV IP
	3 to <maxSRBcount>
	
	Status information for RB#0-3 in that order

	> Uplink HFN
	M
	
	Integrity protection hyper frame number
	

	> Downlink HFN
	M
	
	Integrity protection hyper frame number
	

	> Uplink RRC Message sequence number
	M
	
	Integer (0..

15)
	

	> Downlink RRC Message sequence number
	M
	
	Integer (0..

15)
	

	Implementation specific parameters
	O
	
	Bitstring (1..512)
	

	RRC IEs
	
	
	
	

	UE Information elements
	
	
	
	

	U-RNTI
	M
	
	
	

	C-RNTI
	O
	
	
	

	UE radio access Capability
	M
	
	
	

	Other Information elements
	
	
	
	

	Inter System message (inter system classmark)
	O
	
	
	

	UTRAN Mobility Information elements
	
	
	
	

	URA Identifier
	O
	
	
	

	CN Information Elements
	
	
	
	

	CN common GSM-MAP NAS system information
	M
	
	GSM-MAP NAS system information
	

	CN domain related information
	
	0 to <MaxNoCNdomains>
	
	CN related information to be provided for each CN domain

	>CN domain identity
	O
	
	
	

	>CN domain specific GSM-MAP NAS system info
	O
	
	GSM-MAP NAS system information
	

	Measurement Related Information elements
	
	
	
	

	For each ongoing measurement reporting
	
	0 to <maxNoOfMeas>
	
	

	Measurement Identity Number
	M
	
	
	

	Measurement Command
	M
	
	
	

	Measurement Type
	C Setup
	
	
	

	Measurement Reporting Mode
	O
	
	
	

	Additional Measurement Identity number
	
	
	
	

	CHOICE Measurement
	
	
	
	

	Intra-frequency
	
	
	
	

	Intra-frequency cell info
	
	0 to <MaxIntraCells>
	
	

	Intra-frequency measurement
quantity 
	O
	
	
	

	Intra-frequency reporting quantity 
	O
	
	
	

	Reporting cell status
	O
	
	
	

	Measurement validity
	O
	
	
	

	CHOICE report criteria
	O
	
	
	

	Intra-frequency
measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	Inter-frequency
	
	
	
	

	Inter-frequency cell info
	
	0 to <MaxInterCells>
	
	

	Inter-frequency measurement
quantity 
	O
	
	
	

	Inter-frequency reporting quantity 
	O
	
	
	

	Reporting cell status
	O
	
	
	

	Measurement validity
	O
	
	
	

	CHOICE report criteria
	O
	
	
	

	Inter-frequency
measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	Inter-system
	
	
	
	

	Inter-system cell info
	
	0 to <MaxInterSysCells>
	
	

	Inter-system measurement
quantity 
	O
	
	
	

	Inter-system reporting quantity 
	O
	
	
	

	Reporting cell status
	O
	
	
	

	Measurement validity
	
	
	
	

	CHOICE report criteria
	
	
	
	

	Inter-system measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	Traffic Volume
	
	
	
	

	Traffic volume measurement
Object
	O
	
	
	

	Traffic volume measurement
quantity 
	O
	
	
	

	Traffic volume reporting quantity 
	O
	
	
	

	CHOICE report criteria
	O
	
	
	

	Traffic volume measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	Quality
	
	
	
	

	Quality measurement
Object
	O
	
	
	

	Quality measurement
quantity 
	O
	
	
	

	Quality reporting quantity 
	O
	
	
	

	CHOICE report criteria
	O
	
	
	

	Quality measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	UE internal
	
	
	
	

	UE internal measurement
quantity 
	O
	
	
	

	UE internal reporting quantity 
	O
	
	
	

	CHOICE report criteria
	O
	
	
	

	UE internal measurement 
reporting criteria 
	
	
	
	

	Periodical reporting
	
	
	
	

	No reporting
	
	
	NULL
	

	Radio Bearer Information Elements
	
	
	
	

	Signalling radio bearer information 
	
	3 to <maxSRBcount>
	
	For each signalling radio bearer

	>RB identity
	M
	
	
	

	>RLC info
	M
	
	
	

	>RB mapping info
	M
	
	
	

	RAB information
	
	0 to <maxRABcount>
	
	Information for each RAB

	>RAB info
	M
	
	
	

	>For each Radio Bearer
	
	0 to <maxRBcount>
	
	Information for each radio bearer belonging to this RAB

	>>RB Identity
	M
	
	
	

	>>RLC Info
	M
	
	
	

	>>PDCP Info
	O
	
	
	Absent ifPDCP is not configured for RB

	>>PDCP SN Info
	C PDCP
	
	
	

	>>RB mapping info
	M
	
	
	

	Transport Channel Information Elements
	
	
	
	

	TFCS (UL DCHs)
	O
	
	
	

	TFCS (DL DCHs)
	O
	
	
	

	TFC subset (UL DCHs)
	O
	
	
	

	TFCS (USCHs)
	O
	
	
	

	TFCS (DSCHs)
	O
	
	
	

	TFC subset (USCHs)
	O
	
	
	

	Uplink transport channels
	
	
	
	

	For each uplink transport channel
	
	0 to <MaxTrCH>
	
	

	>Transport channel identity 
	M
	
	
	

	>TFS
	M
	
	
	

	Downlink transport channels
	
	
	
	

	For each downlink transport channel
	
	0 to <MaxTrCH>
	
	

	>Transport channel identity
	M
	
	
	

	>TFS
	M
	
	
	

	Measurement report
	O
	
	
	MEASUREMENT REPORT 10.1.15


	Condition
	Explanation

	Ciphering
	The IE is mandatory when the IE Ciphering Status has the value “started” and the ciphering counters need not be reinitialised, otherwise the IE is not needed.

	IP
	The IE is mandatory when the IE Integrity protection status has the value “started” and the ciphering counters need not be reinitialised, otherwise the IE is not needed.

	PDCP
	The IE is only present when PDCP Info IE is present


10.3.7.6
CFN-SFN observed time difference
NOTE:
Only for FDD.

The measured time difference to cell indicates the time difference that is measured by UE between HFN+CFN in the UE and the SFN of the target neighbouring cell. It is notified to SRNC by Measurement Report message or Measurement Information Element in other RRC messages. This measurement is for FDD only.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CFN-SFN observed time difference
	MP
	
	Enumerated(0.. 157286399)
	Number of chip


11.4
Constant definitions

maxNoOfMeas




INTEGER ::= 16

11.x
RRC information between network nodes

Internode-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


HandoverToUTRANCommand,


MeasurementReport,


PhysicalChannelReconfiguration,


RadioBearerReconfiguration,


RadioBearerRelease,


RadioBearerSetup,


TransportChannelReconfiguration,


UECapabilityInformation

FROM PDU-definitions


CN-DomainInformationList,


NAS-SystemInformationGSM-MAP

FROM CoreNetwork-IEs

URA-Identity

CellIdentity
FROM UTRANMobility-IEs


C-RNTI,


HyperFrameNumber,


RRC-MessageSequenceNumber,


U-RNTI,


UE-RadioAccessCapability

FROM UserEquipment-IEs


PDCP-InfoReconfig,


RAB-Info,


RB-Identity,


RB-MappingInfo,


RLC-Info,


RLC-SequenceNumber,


SRB-InformationSetup

FROM RadioBearer-IEs


TFC-Subset,


TFCS,


TransportChannelIdentity,


TransportFormatSet

FROM TransportChannel-IEs


MeasurementIdentityNumber,


MeasurementReportingMode,


MeasurementType,


AdditionalMeasurementID-List

FROM Measurement-IEs


InterSystemMessage

FROM Other-IEs


maxNoOfMeas,


maxRABcount,


maxRBcount,


maxSRBcount,


maxTrCH

FROM Constant-definitions;

CalculationTimeForCiphering ::=

SEQUENCE {


cell-Id







CellIdentity,


sfn








Integer (0..4095)
}
CipheringInfoPerRB ::=



SEQUENCE {


dl-HFN







HyperFrameNumber,


ul-HFN







HyperFrameNumber,


dl-RLC-SequenceNumber



RLC-SequenceNumber,


ul-RLC-SequenceNumber



RLC-SequenceNumber

}

-- TABULAR: Multiplicity value numberOfRadioBearers has been replaced

-- with maxRBcount.

CipheringInfoPerRB-List ::=


SEQUENCE (SIZE (1..maxRBcount)) OF











CipheringInfoPerRB

CipheringStatus ::=




ENUMERATED {











started, notStarted }

ImplementationSpecificParams ::=
BIT STRING (SIZE (1..512))

-- **TODO** Upper limit N316 is undefined! An arbitrary upper limit of

-- 7 has been used here instead. 

IntegrityProtectionFailureCount ::=
INTEGER (0..7)

IntegrityProtectionStatus ::=

ENUMERATED {











started, notStarted }

MeasurementCommandWithType ::=

CHOICE {


setup







MeasurementType,


modify







NULL,


release







NULL

}

OngoingMeasRep ::=




SEQUENCE {


measurementIdentityNumber


MeasurementIdentityNumber,


measurementCommandWithType


MeasurementCommandWithType,


-- TABULAR: The CHOICE Measurement in the tabular description is included


-- in the IE above.


measurementReportingMode


MeasurementReportingMode


OPTIONAL,


additionalMeasurementID-List

AdditionalMeasurementID-List

OPTIONAL

}

OngoingMeasRepList ::=



SEQUENCE (SIZE (1..maxNoOfMeas)) OF











OngoingMeasRep

RAB-Information ::=




SEQUENCE {


rab-Info






RAB-Info,


rb-InformationList




RB-InformationList




OPTIONAL

}

RAB-InformationList ::=



SEQUENCE (SIZE (1..maxRABcount)) OF











RAB-Information

RB-Information ::=




SEQUENCE {


rb-Identity






RB-Identity,


rlc-Info






RLC-Info,


pdcp-Info






PDCP-InfoReconfig




OPTIONAL,


rb-MappingInfo





RB-MappingInfo

}

RB-InformationList ::=



SEQUENCE (SIZE (1..maxRBcount)) OF











RB-Information

-- ***************************************************

--

-- Source RNC to target RNC

--

-- ***************************************************
SourceRNCToTargetRNC ::=


SEQUENCE {


-- Non-RRC IEs



stateOfRRC





StateOfRRC,



stateOfRRC-Procedure


StateOfRRC-Procedure,



cipheringStatus




CipheringStatus,


calculationTimeForCiphering

CalculationTimeForCiphering


OPTIONAL,


cipheringInfoPerRB-List


CipheringInfoPerRB-List



OPTIONAL,



integrityProtectionStatus

IntegrityProtectionStatus,



integrityProtectionFailureCount
IntegrityProtectionFailureCount,



srb-SpecificIntegrityProtInfo
SRB-SpecificIntegrityProtInfoList,



implementationSpecificParams
ImplementationSpecificParams

OPTIONAL,


-- User equipment IEs



u-RNTI






U-RNTI,



c-RNTI






C-RNTI







OPTIONAL,



ue-RadioAccessCapability

UE-RadioAccessCapability,


-- Other IEs



interSystemMessage



InterSystemMessage




OPTIONAL,


-- UTRAN mobility IEs



ura-Identity




URA-Identity





OPTIONAL,


-- Core network IEs



cn-CommonGSM-MAP-NAS-SysInfo
NAS-SystemInformationGSM-MAP,



cn-DomainInformationList

CN-DomainInformationList


OPTIONAL,


-- Measurement IEs



ongoingMeasRepList



OngoingMeasRepList




OPTIONAL,


-- Radio bearer IEs



srb-InformationList



SRB-InformationList,



rab-InformationList



RAB-InformationList




OPTIONAL,


-- Transport channel IEs



ul-DCH-TFCS





TFCS







OPTIONAL,



dl-DCH-TFCS





TFCS







OPTIONAL,



ul-DCH-TFC-Subset



TFC-Subset






OPTIONAL,



usch-TFCS





TFCS







OPTIONAL,



dsch-TFCS





TFCS







OPTIONAL,



usch-TFC-Subset




TFC-Subset






OPTIONAL,



ul-TransChInfoList



TransChInfoList





OPTIONAL,



dl-TransChInfoList



TransChInfoList





OPTIONAL,


-- Measurement report



measurementReport



MeasurementReport




OPTIONAL

}

-- ***************************************************

--

-- Source system to target RNC

--

-- ***************************************************
SourceSystemToTargetRNC ::=


CHOICE {


ueCapabilityInformation



UECapabilityInformation,


spare







NULL

}

SRB-InformationList ::=



SEQUENCE (SIZE (3..maxSRBcount)) OF











SRB-InformationSetup

SRB-SpecificIntegrityProtInfo ::=
SEQUENCE {


ul-HFN







HyperFrameNumber,


dl-HFN







HyperFrameNumber,


ul-RRC-SequenceNumber



RRC-MessageSequenceNumber,


dl-RRC-SequenceNumber



RRC-MessageSequenceNumber

}

SRB-SpecificIntegrityProtInfoList ::= SEQUENCE (SIZE (3..maxSRBcount)) OF











SRB-SpecificIntegrityProtInfo

StateOfRRC ::=





ENUMERATED {











cell-DCH, cell-FACH,











cell-PCH, ura-PCH }

StateOfRRC-Procedure ::=


ENUMERATED {











awaitNoRRC-Message,











awaitRRC-ConnectionRe-establishmentComplete,











awaitRB-SetupComplete,











awaitRB-ReconfigurationComplete,











awaitTransportCH-ReconfigurationComplete,











awaitPhysicalCH-ReconfigurationComplete,











awaitActiveSetUpdateComplete,











awaitHandoverComplete,











otherStates }

-- ***************************************************

--

-- Target system to source RNC

--

-- ***************************************************
TargetSystemToSourceRNC ::=


CHOICE {


radioBearerSetup




RadioBearerSetup,


radioBearerReconfiguration


RadioBearerReconfiguration,


radioBearerRelease




RadioBearerRelease,


transportChannelReconfiguration

TransportChannelReconfiguration,


physicalChannelReconfiguration

PhysicalChannelReconfiguration,


handoverToUTRANCommand



HandoverToUTRANCommand

}

TransChInfo ::=





SEQUENCE {


transportChannelIdentity


TransportChannelIdentity,


transportFormatSet




TransportFormatSet

}

TransChInfoList ::=




SEQUENCE (SIZE (1..maxTrCH)) OF











TransChInfo

END
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When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc





